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HacTosulee pykOBOACTBO COAEPXKUT pekoMeHZaLumm Nno noAKMHOHEHNIO a1eMeHToB | T-
MH(MPaCTPYKTYpbl opraHmM3aumm K cucteme R-Vision Security Information and Event
Management (manee —"R-Vision SIEM" unmu ‘cuctema") ona opraHusaumm céopa
COO6bITUI C Pa3/INYHbBIX MICTOYHUKOB.

[OKyMEHT BKIFOYaeT MHCTPYKLUMM MO MHTErpaumm, HaCTPOMKe 1 MPOBEPKE MCTOYHMKOB COBbITUR, @ Takxke
ONMCbIBAET TPeboBaHWS K WX KOHbUrypaumm. PyKOBOACTBO MpefHa3Ha4YeHo ANns  CheumnanncTos,
BbINOJIHAOLLMX BHEAPEHNE 1 HacTponKy R-Vision SIEM B opraHmsaumm.

MHCTPYKUMKM, KOTOPble COAepyKaTCst B HACTOSALLEM PYKOBOACTBE, OTHOCATCS K YHVBEpPCcalbHOW MOAeNV
cobbITns (YMC). YHuMBepcanbHasi MofeNb MO3BOAAET MPUBOAWTL MOCTynatolme B CUCTEMY 6Ga3oBble
cobbITUS K YHUDULMPOBAHHOMY hopMaTy C eAnHbIM HaBOPOM MOSEN.
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UHdopmauua no pennsam

HacTpoika MCTOYHMKOB cobbITUiM B cncTeme R-Vision SIEM o6ecnednBaeT c60p 1M 06paboTKy AaHHbIX A4
MOHUTOPUHIa 1 aHannsa MHPOPMaLMOHHON 6E30MacHOCTU.

Mbl perynapHo pa3pa6aTb|BaeM npaBnia HopMannsauymn n Koppenaunn ana HoBbIX CUCTEM. I'Ioupo6Hee C
HMW MOXXHO O3HAaKOMUTbCA B HALLMX PEJIN3axX.

o Ecnuy Bac eCcTb BOMPOCHI MO NOAAEPXKMBAEMbIM UCTOYHUKAM WM 3aNpOC Ha NOAAEPIKKY
HOBOIO MCTOYHMKA, Bbl MOXeTe 06paTnTbes B R-Vision SIEM Community.
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Bepcua YMC2.0 9
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O penuse N2 44 ot 27.01.2026

[ns Mcnonb3oBaHWs akTyallbHOroO NakeTa aKCcnepTuabl Heobxoanmo o6HoBKTb R-Vision SIEM go Bepcum
2.3.0 v BbiLLE.

KpaTko o penuse

« [lobaBneH pasaen incident_taxonomy B npaBuWna geTekTMpoBaHus ans nHterpaumnmn ¢ SOAR.

+ BHeceHbl ncnpasneHua 1 ynydlleHus B npaBunia HopManusaumm ans Microsoft Windows Security, Linux
Basic, 1C: Enterprise, Kaspersky Security Center, Kaspersky Anti Targeted Attack Platform, Check Point
NGFW, Cisco ASA, Passwork.

I'IpaBuna HOpMain3auunu

YJ'IY'-II.IJeHMFl U ucnpaeneHus

« Microsoft Windows Security: ncnpasneHbl OLLMOKM TUMOB MONEw.

+ Linux Basic: ucnpaBneHbl OLWWOKN TUMOB NOMEN.

« 1C: Enterprise: ncnpaBfieHbl OLIMOKM TUMOB NMONEN.

« Kaspersky Security Center: nogaep»kaHa aHrMickas nokasb.

+ Check Point NGFW: gfopa6oTaHa Hopmanusawms cobbITuii.

« Kaspersky Anti Targeted Attack Platform: npaBuno nameHeHo nof Touky Bxoaa socket.
« Cisco ASA: o6HOBEH DKUALTP NpaBuna.

« Passwork: noaaep»kaHbl HOBble TUMbl COBbITUI.

I'IpaBuna AeTeKTupoeaHus

Ynyql.ueva N ucnpaeieHun

» ObLee:

- [lobaBneH pasgen incident_taxonomy B npaBuna AETEKTUPOBAHWSA: COAEPXUT Kiaccudbukaumio
npasun ans nHterpaummn ¢ SOAR.

O penuse N2 43 ot 16.12.2025

[ns Mcnonb3oBaHWs akTyalbHOrO NakeTa aKCcnepTuabl HeobxoanMo 06HOBKTbL R-Vision SIEM go Bepcum
2.3.0 n BblLLE.

KpaTko o penuse

+ BHeceHbl cnpaBneHns B NpaBuia aetektupoBanusa Ana Microsoft Windows 1 Jira.

« BHeceHbl ncnpasneHus B npaBuia HopManusauun ans Check Point NGFW, Check Point GAIA, Cisco
FirePower, Microsoft Windows Security.

« [Nopaep>kaH HOBbIN UCTOYHKMK: Fortinet FortiAnalyzer.

Bepcua YMC2.0 10



MNpaeuna HopManusauum

Hoeble npaBuna

« Fortinet FortiAnalyzer: go6aBneHo NpaBuIo HopManM3aunmn 48 NCTOYHMKA.

Vnquel-ma n ucnpaeneHus

« Check Point NGFW: ncnpasneHbl nons dproduct ans o6o3HadyeHmin sepcun MO NGFW.
+ Check Point GAIA Model 1: BHeceHbl ncnpaBneHns Mo COObITUSIM C MUIOTOB.
« Cisco FirePower: go6aBneHa 06paboTKa HOBbIX MONEN.

« Microsoft Windows Security: ucnpasneH Tun gaHHbix 4ns spt nons.

MpaBuna aeTeKTUpPOBaHUSA

Ynquel-wm U ucnpaeneHus

» Microsoft Windows:
> /I3MeHeHMA B NNaHMPOBLLMKe 3a[a4: Ao6aBAeHbl UCKNOYEHNUS Ana nerntumMHoro MO.
« Jira:

o /IaMeHeHMe KOHMUrypaummn >KypHanoB norvMpoBaHus B Jira: go6aBneH GunbTp A79 PyCcCKOM
nokanunsaumm.

- Co3aaHune pesepBHOM konuu Jira: fo6aBneH GuibTp A5 PyCCKOW NoKaamsaumm.

o OKCMOpPT MHOXeCTBa 3afad B Jira: fo6aBneH GunbTp 4S9 PYCCKOM NoKanmsaumm.

o Y[OaneHne MHOXeCTBa 3a/1ady Nosib3oaTesnieM B Jira: J06aBNeH GUabTP ANS PYCCKON ToKanmsauum.
- CosfaHue nofb3oBaTens B Jira: go6aBneH GunbTp 4719 PYCCKOM NoKanmsaLumm.

> MHOXeCTBO Hey[a4HblX MOMbITOK BXoAa B Jira: fo6aBneH GunbTp A5t PYCCKOW NoKanm3aumnm.

° ,£Lo6aBr|eHme NoJib30BaTe A B KDUTUYHbIE TPYMMbl: nob6aBneH (bl/lJ'Ipr ana pyCCKOV] NoKannsauynn.

O penuse N2 42 o1 02.12.2025

[ns ncnonb3oBaHWA akTyalbHOrO NakeTa SKCnepTu3bl Heobxoanmo 06HOBUTL R-Vision SIEM no Bepcum
2.3.0 1 BbiLLe.

KpaTtko o penuse

+ BHeceHbl cnpaBneHns B NpaBina aetektupoaHuns Microsoft Windows.
+ BHeceHbl ncnpaBnieHna B mpaBuna HopManusaumm ansa Microsoft Sysmon, R-Vision TDP, Cisco ASA.

« Nopaep»kaHbl HOBble nCToYHMKK: Searchinform DLP, Security Code Kontinent 3.9.

MpaBuna Hopmanusauumn

Bepcua YMC2.0 11



HoBble npaBuna

« Searchinform DLP: go6aBneHo npaBuio HopManmsaunmn 4na McCToYHMKa.

« Security Code Kontinent 3.9: no6aBneHo NpaBuiIo HoOpMann3aLmmn 419 UCTOYHMKA.
YnydweHus u ucnpasneHus

« R-Vision TDP: ucnpasneHa npob6aemMa napcuHra coobbITUiA UCTOYHMKA.

« Cisco ASA: ncnpaeneHa obpaboTka nond deviceDirection.

Microsoft Sysmon: BHeceHbl ncnpaBneHnst B 06paboTKy ABOMHbBIX KOCbIX YepT oT areHTa R-Vision Evo.

« Microsoft Sysmon: ncnpasneH napcuHr cobbiTnii Tuna GrantedAccess.

lNpaBuna aeTeKTUpPOBaHUA

Ynquel-mn U ucnpaeneHus

+ Microsoft Windows:
o 3anyck (aiina 6e3 pacluMpeHns: USMeHeHne GunbTpa ANns ncknrodeHns FP.
o 3akpenneHune Npy NOMOLLM YTUANTbI Trap: 3MeHeHne hunbTpa ANns cknrodeHns FP.

- OboralleHne akTMBHOrO crnmcka legitimate_guids_svchost_processes: n3meHeHne ¢uabTpa B
CBA3N C M3MEHEHNEM BKPAHNPOBAHMS.

o URL-cxema B KOMaHAHOW CTPOKe Mpouecca: M3MeHeHWe GuabTpa B CBA3M C WU3MEHEHWEM
9KPaHMpPOBaHWSA.

- YaaneHune nctopum RDP-NoaKntoYeHmin Yepes peecTp: naMeHeHve GunbTpa B CBA3N C MBMEHEHMEM
9KpaHMPOBaHMS.

o YpaneHHas akcnnyataunsa DCOM-o6bekTa IMsiServer: nameHeHve GunbTpa B CBA3N C USMEHEHWEM
9KpaHMpOBaHNA.

o 3akpenneHne 4depesd Microsoft Office Add-ins: mMameHeHne GubTpa B CBA3WM C U3MEHEHMEM
9KpaHMPOBaHMS.

- 3akpennenue yepes Office Test: uUsMeHeHve GUNbTPa B CBA3M C M3MEHEHNEM SKPAHMUPOBAHNS.

- 3akpenneHne depes Office Template Macros: nameHeHve GUIbTPa B CBA3KM C WU3MEHEHWEM
9KpaHMpPOBaHNA.

- CoafaHve yaaneHHoro notoka B mpouecce 1sass: U3MeHeHve hunbTpa B CBA3U C UBMEHEHWEM
9KpaHMPOBaHWA.

> 3aukcmpoBaHa nogmMeHa GannoB akpaHa 3acTaBku Windows: MaMmeHeHne GuabTpa B CBSA3K C
N3MEHEHNEM aKPaHMPOBaHWS.

o 3arpyska npoueccom rundl132 moaynei Ana BbINOJHEHWS CKPUNTOB: M3MeEHeHNe huabTpa B CBA3M
C U3MEHEHWEM 3KPaHMPOBaHMS.

° MaHl/II'Iy)'Il/lpOBaHVle 3arjlaHMpoBaHHbIMW 3aavaMin Hepes3 peecTp. USMEHEHNE (bvmpra B CBA3N C
N3MEHEHNEM SKPaHNMPOBaAHUA.

o 3arpyska moayns B npouecc rundl132 n3 HecTaHAAPTHOrO NMyTWU: U3MeHeHe UNbTpa B CBA3K C
N3MEHEHVEM SKPaHMPOBaHNA.

Bepcua YMC2.0 12



> BbINonHeHWe CKpUNTOB Yepes regsvr32: ncrnpasneHve NpaBonmucaHns u ohbopMIeHuns.

> 3arpyska Moflyna B MpoLecc mmc W3 HecTaHAApTHOro nyTu: M3MeHeHwe GunbTpa B CBA3W C
M3MeHEeHNeM aKpaHUPOBaHUS.

° 3arpy3+<a MOZyNd B npolecc cmstp M3 HeCcTaHZ4apTHOro nyTu: U3MeEHeHue (bl/IJ'Ipra B CBA3N C
N3MEHEHNEM SKPaHNPOBaAHUA.

- 3arpyska moayns B npotecc odbcconf M3 HecTaHAApPTHOrO MyTWU: M3MeHeHWe GunbTpa B CBA3N C
N3MEHEHMEM dKPaHMPOBAHMS.

> 3arpyska npoteccomM mshta Mofynei Ans BbINOSHEHWUS CKPUMTOB: M3MeHeHNe hunbTpa B CBA3M C
N3MeHeHNeM aKpaHNPOBaHUS.

> 3arpyska rnpoueccomM cmstp Moaynei Ans BbINOSHEHWS CKPUMTOB: M3MeHeHWe hunbTpa B CBSA3M C
M3MeHEeHNeM aKPaHUPOBaHUS.

° 3arpy3Ka Moaynda B npouecc regsvr32 N3 HeCTaHJapTHOro nyTn. N3IMeHeHne ¢)vmpra B CBA3N C
N3MEHEHNEM SKPaHMPOBaAHUA.

O penuse N2 41 ot 18.11.2025

Mbl NOCTOSAHHO pab0oTaeM Haj pacLUMpPEHNEM aKCNePTU3bl 1 ee yaydlleHnem ansa R-Vision SIEM.

[Onsa ncnonb30BaHUSA aKTyasibHOro MakeTa 9KCMepTM3bl He0H6XoAMMO 06HOBUTL R-Vision SIEM go Bepcum
2.3.0 v BbiLwe.

KpaTko o penuse
+ [1o6aBneHbl HOBblE MHANKATOPLI KoMApomMeTauun GCTIK Poccum ot 07.11.2025.

« BHeceHbl ncnpaBneHusa B npaBuno HopManusauumn ana VMware vCenter, Apple MacOS.

MpaBuna HopMmanusauumu

YnyJweHus u ucnpaeneHus

+ Apple MacOS: fopa6oTaHa 06paboTKa OLIMOOK B MYHKLIMSIX.

« VMware vCenter: nonpasneHbl TeCTbl B NpaBWie HopManmsaumm.

lNpaBuna aeTeKTUpPOBaHUA

Ynquel-mn n ucnpaeneHus

« ObLee:

- Tabnuua loC: nobaBneHbl HOBble MHAMKATOPbI KoMmnpomMeTaumnn PCTIK Poccum ot 07.11.2025.

O penuse N2 40 ot 05.11.2025

Mbl NOCTOAHHO paboTaeM Haj pacLUMpPeHneM aKCNepTU3bl 1 ee yaydlleHnem ansa R-Vision SIEM.

[ns Mcnonb3oBaHWs akTyallbHOro NaxkeTa aKcnepTuabl Heobxoanmo o6HoBKTbL R-Vision SIEM go Bepcum
2.3.0 v BbiLe.
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KpaTtko o penuse

« Jlo6aBneHbl HOBble MHAMKATOPbI KoMnpomMeTauumn PCTIK Poccum ot 24.10.2025.

+ BHeceHbI MCnpaBneHns B npaBuio Hopmanuaaumm ana Confluence Access Log.

Mpaeuna HopManusauum

Ynyql.ueva N ucnpasiieHua

« Confluence Access Log: BHeECEHbI MCMPaBNEHNA B PErYISPHOE BblpaXkeHe Ans 06paboTKM COObITUN.

MpaBuna aeTeKTUpPOBaHUSA

Ynquel-wm U ucnpaeneHus

« O6Lee:

> Tabnuua loC: fob6aBneHbl HOBble MHAMKATOPbLI KoMmnpomMeTauun PCTIK Poccun o1 24.10.2025.

O penuse N2 39 o1 21.10.2025

Mbl NOCTOAHHO paboTaeM Hafl paclUMpeHeM aKCNepPTU3bl U ee yaydlleHnem anga R-Vision SIEM.

[ns ncnonb3oBaHWA aKTyalbHOrO MakeTa SKCnepTusbl HeobxoanmMo 06HOBUTL R-Vision SIEM g0 Bepcum
2.3.0 1 BbiLLe.
KpaTko o penuse

+ [106aBWIN MPOBEPKY HOBbIX MHAMKATOPOB KoMapomMeTaumn @CTOK Poccum ot 17.10.2025.
« BHecnu ncnpaBfieHns 1 yaydlleHrs B NpaBuia AeTeKTUPOBaHUS.

« BHecnv ncnpaeneHus v ynydileHns B npaBuia HopManmsaumm.

MpaBuna HopMmanusauumn

Ynquel-wm U ucnpaenieHus

« Check Point: ucnpasneH 6ar ¢ HEKOPPEKTHbIMW TUMaMM HEKOTOPbLIX NONeN.

+ Microsoft Windows PowerShell: o6ecredyeHa COBMECTUMOCTb Npasuia C HOBbIM areHTOM.

lMpaBuna aeTeKTUpoOBaHUSA

YnyuweHus u ucnpaeneHus

« ObLee:
- Tabnunua loC: nobaBneHbl HOBble MHAMKATOPbI KoMnpomMeTauun PCTIK Poccum ot 17.10.2025.
« Microsoft Windows:

> lcnonb3oBaHne BPeAOHOCHbIX YTUAWT: GUALTP AONOSHEH YyTUANTOMN rsockstun.
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> Micnonb3oBaHne WinApi yepe3 PowerShell: ckoppekTnpoBaH @UABTP AAS WCKIKOYEHUS NOXHbIX
cpabaTbiBaHuUIA.

o YCTaHOB/EH CEPBUC HE N3 CUCTEMHOIO/CTaHAAPTHOrO NyTW: UCMPaBEHO PEryndapHOe BblpaXKeHne
n no6aBneH CTaHOapTHbIN nyTb K cepBMCaM ANA NCKTHOYEHNA JTOXKHbIX Cpa6aTbIBaHl/ll7l.

O penuse N2 38 o1 06.10.2025

Mbl NOCTOAHHO paboTaeM Hafl paclUMpeHeM SKCNepTU3bl U ee yaydlleHnem anga R-Vision SIEM.

[ns ncnonb3oBaHWA akTyalbHOrO MakeTa SKCnepTusbl HeobxoanmMo 06HOBUTL R-Vision SIEM g0 Bepcum
2.3.0 v BbiLe.

KpaTtko o penuse

« [lJo6baBuIM MpPOBEPKY HOBbIX WHAMKATOPOB KomnpomeTauun GCTIK Poccum oT 22.09.2025 un
26.09.2025.

« BHecnv ncnpaBneHus v ynydlleHns B npaBuia AeTeKTUPOBaHMs.

« [Nogaepykany Hopmanmaaumo cobbiTnii oT KSC ¢ CYB/] PostgreSQL, paclumpunim noKpbiT1e cobbITUi
nna VMware vCenter.

MpaBuna HopMmanusauuu

HoBble NCTOYHUKM

+ Kaspersky Security Center (CYB/[], PostgresSQL)

Ynyql.ueHml N ucnpasieHua

« Linux Auth: nameHeH outcome ans cobblTns session opened Ha success.
« VMWare vCenter: fo6aBneHa HopManmsaumsa cobblTis Murpaumnmn BM.

« Garda NDR: ncrnpaBneH GunbTp, NpMBeAEH B COOTBETCTBUE AOKYMEHTALIMN.

lMpaBuna aeTeKTUpoBaHUSA

YnyuweHus 1 ucnpaeneHus

« ObLee:

- Tabnunua loC: gobaBneHbl HOBble MHAMKATOPbI kKoMnpoMeTauun GCTIK Poccum o1 22.09.2025 u
26.09.2025.

» Microsoft Windows:

> YCTaHOB/EH CEPBMUC HE M3 CUCTEMHOr0/CTaHAapTHOrO NMyTW: A06aBNEHbI CUCTEMHbIE AMPEKTOPUN
ANS UCKITIOYEHMA NOXKHbIX cpabaTbiBaHNA,

 VMware:

- YaaneHa KpuTuyHas BMPTyanbHasa MalLMHa: Ao6aBneHa MpPOBepKa, YTO yAaneHue He CBS3aHO C
Murpaumein Response.
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O penuse N2 37 o1 17.09.2025

Mbl MOCTOSAHHO paboTaeM Haf pacLUMpeHMeM SKCMNeEPTN3bl U ee yaydlleHnem ans R-Vision SIEM.

[ns Mcnonb3oBaHWs akTyallbHOrO NakeTa aKcnepTuabl Heobxoanmo o6HoBKTbL R-Vision SIEM go Bepcum
2.3.0 v BbiLLe.

KpaTko o penuse

+ [lo6aBWIM MPOBEPKY HOBbIX MHAMKATOPOB KommipomeTaumn OCTIK Poccum ot 03.09.2025 w
15.09.2025.

+ [lo6aBwnmn pekomeHaaumm no Incident Response B npaBuna aeTekTpoBaHus ans OpenVPN.

» BHecnu ncnpaBneHnda n ynydlweHnd B npaBniia AETEKTUPOBaAHNA.

I'IpaBMna A€TeKTupoeaHus

Ynyql.ueva N ucnpaeieHus

» ObLee:

o Tabnunua loC: gob6aBneHbl HOBble MHAMKATOPbI kKoMnpomMeTaunn PCTIK Poccum ot 03.09.2025 u
15.09.2025.

+ Microsoft Windows:
> Micnonb3osaHue yTunutbl TikiTorch: KoppekTnpoBKa Teros.
o M3yyeHne KoHMUrypaLmm nokanbHON CUCTEMbI: KOPPEKTUPOBKA TErOB.
o MIaMeHeHre 4yBCTBUTENbHbBIX NapamMeTpoB RDP: KOppeKkTMpoBKa TEros.

° SaernneHme B CUCTEME TNYyTEM WN3MEHEHUA KJTFOYEN aBTO3alyCKa B peecTpe. KOPPEKTNPOBKa
TEros.

- 3aKpernseHne B cucTemMe NOCPeACTBOM CO3aHWs/M3MEHEHMsT MaKeTOB MPOBEPKM MOAMHHOCTY B
peecTpe: KOPPeKTMPOBKa TEros.

+ Linux:
- PasBefka Noj CEPBUCHbIM NMOJb30BaTENEM: KOPPEKTUPOBKA TErOB.
o 3akpenneHune Npu NOMOLLW YTUANTbI Trap: UcrnpaBieH GUAbTP C perynspHbIM BbipaXkeHeM.
 UserGate:
- CoeinHeHve ¢ BeEH-pPeCYpPCOM C BbICOKMM YPOBHEM KPUTUYHOCTW: JOo6aBAeHa TEXHMKA.
« OpenVPN:
- B mpaBmna gobaeBneHbl pekoMeHaaumm no Incident Response.
 FreelPA:

- OcTaHoBKa/nepesanyck cepBncoB FreelPA: ncnpasneHbl OWMOKN B ODOPMAEHUN.

O penuse N2 36 o1 03.09.2025

Mbl NOCTOAHHO paboTaeM Hafl paclUMpeHeM aKCNepTU3bl U ee yaydlleHnem ang R-Vision SIEM.
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[nsa ncnonb30BaHUS aKTyasibHOroO MakeTa 3KCMepTM3bl He0H6XoAMMO 06HOBUTL R-Vision SIEM go Bepcum
2.3.0 v BbiLe.

KpaTko o penuse

+ [106aBWIN MPOBEPKY HOBbIX WMHAMKATOPOB KommpomeTaumn OCTIK Poccmm ot 21.08.2025 mn oT
27.08.2025.

+ CKoppeKkTnpoBann hunbTpbl B ABYX NpaBuiax AeTeKTUpoBaHMs.

+ [lob6aBunn pekomeHgaumm no Incident Response B npaBuna AeTEKTUPOBAHNUS, KOTOPblE OTHOCATCS K
6a30BOMY pybpukaTopy, Ans nctouHmnkos Windows, Linux, KSC 1 KSMG.

lNpaBuna aeTeKTUpPOBaHUA

Ynquel-mn n ucnpaeneHus

« ObLee:

- Tabnunua loC: go6aBneHbl HOBble MHAMKATOPbLI KoMnpomMeTauunn GCTIK Poccum oT 21.08.2025 n oT
27.08.2025.

+ Microsoft Windows:
o 3aKpenneHne Yepes Shim: ncnpaBneHa onevaTka B GuAbTPeE.
- B npaBuna go6aBneHbl pekoMmeHaaLmm no Incident Response.
e Linux:
- Co3paHne NHTepakTUBHOM 060104KM Yepe3 GTFOBINS: ncknodeHne FP ans run-parts.
- B npaBuna no6aBneHbl pekoMeHaauum no Incident Response.
« KSC:
- B mpaBmna gobaBneHbl pekoMeHaaumm no Incident Response.
+ KSMG:

- B npaBuna go6aBneHbl pekoMmeHaaLmm no Incident Response.

O penuse N2 35 o1 20.08.2025

Mbl NOCTOSAHHO paboTaeM Haf, pacLUMpeHeM aKCNepPTU3bl U ee yaydlleHnem ans R-Vision SIEM.

KpaTko o penuse

« PaspaboTanu oHO HOBOE NPaBuMI0 HOpMann3aummn Ansa McTouHnKka UserGate MTA.

« [Jo6aBUIM HOpManmaaLuuto 419 YacTHbIX cobblTui B npasunax Cisco ASA, Cisco 10S, HPE ArubaOS-CX n
R-Vision TDP.

« Pa3paboTanu ogHO HOBOE NpaBUIo AeTeKTUPOBaHMS ans nctodnmnka VMware vCenter n ESXi.
« J1o6aBWIM NPOBEPKY HOBbLIX MHAMKATOPOB KommnpomeTaumm GCTIK Poccum ot 08.08.2025.

+ CKoppeKTnpoBanu hunbTpbl 1 NPoBenn pehakToOpUHr B psfe NpaBuns 4eTEKTUPOBAHNS.
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MNpaeuna HopManusauum

Hoeble npaBuna

» UserGate MTA: NOKpbITHe HOpManuaaumen HOBOro MCTOYHMKA.

Vnquel-ma n ucnpaeneHus

« Cisco ASA: po6aBneHa o6paboTka cobbiTns Trna ICMP flood.

« Cisco I0S: po6aBneHa 06paboTKa MHOXECTBA YaCTHbIX COObITUIA.

« HPE ArubaOS-CX: no6aBneHa o6paboTka MHOXECTBA YaCTHbIX COObITUIA.

« VMware vCenter n ESXi: BbINofIHEHa ONTUMMU3ALNA SNIEMEHTOB KOZa NpaBu/ia.

« R-Vision TDP: no6aBneHa 06paboTka MHOXECTBA YaCTHbIX COObITUN.

MpaBuna aeTeKTUpoOBaHUSA

HoBble npaBuna

« VMware vCenter u ESXi:

- Bbl3oB 1 BbinonHeHne Guest API B rocteson OC.

Ynyql.ueva N ucnpaeieHua

« O6wee:
> Tabnuua loC: nobaBneHbl HOBble MHAMKATOPbI KoMnpoMeTaumnn PCTIK Poccum ot 08.08.2025.
« Microsoft Windows:

° MHTepaKTMBHbIM Bxoa noa CepBMCHOlZ yquHOVl 3anucblo: AobaBneH akTUBHbINA CMNUCOK  A/1s
CEPBUCHbIX YH4ETHbIX 3anucen.

o CozaaHne gamna NTDS.dit: cKoppeKTnpoBaHO onumcaHme.
e Linux:

- PasBeqka yctaHoBneHHoro M0 B Linux: peakTopuHr npaBuna.
+ Atlassian Confluence:

o OKcnnyaTtauma yassmmocTn B Confluence — CVE-2023-22518: ucnpaBrieHa TakTuka B Terax.
« VMware vCenter u ESXi:

> KNnoHMpOBaHMe HECKONbKMX KPUTUYHbBIX BUPTYaibHbIX MalLnH: gopaboTaH data_source.
+ KSC:

o YCTPOWCTBO AABHO HE NOAK/IKOYAN0oCh K cepBepy KSC: AOMOMHEHO onncaHue.
+ Eltex VESR:

o YCnewHbI noadtop napons K MapupyTtusatopy Eltex VESR: nopatoTtaH GuabTp.

> [Mog6op napons K MapupyTtmsaTopy Eltex VESR: gopatoTaH hunbTp.

» [og6op napons K MapupyTtusaTtopy Eltex VESR meTogom Password Spraying: gopabtoTaH huabTp.
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> Bxoa mpuBMNernpoBaHHOro Nonb3oBaTtens Ha MapLupyTtunaaTop Eltex VESR ¢ HemsBecTHOro xocta:
nopaboTaH QUNbTP.

O penuse N2 34 o1 06.08.2025

Mbl NOCTOAHHO paboTaeM Haf pacLUMpPeHMEM aKCNEPTM3bI U ee yaydlleHnsam ana R-Vision SIEM.

[ns ncnonb3oBaHWsA akTyallbHOrO NakeTa 9KCnepTusbl Heobxoanmo 06HOBUTL R-Vision SIEM go Bepcum
2.3.0 n BbiLe.

KpaTko o penuse

+ [106aBWIM NPOBEPKY HOBbIX MHAMKATOPOB KoMapomeTaumn @CTIOK Poccum ot 31.07.2025.
« CKOppeKkTMpoBanu GuUnbTpbl 1 NPOBENM pedaKTOPUHT B psae NpaBui AeTEKTUPOBAHNS.

« Nogaep>kann HopManmMaaLmo CobbITUA OT HOBOIO MCTOYHMKA: Multifactor - Cuctema MHOroGakTOpHOM
ayTeHTUdMKaLMM 1N KOHTPOA AOCTyNa ANns Nro60oro yAanEHHOro NOAKAYEHNS

« BHecnn ncnpaBneHus v ynydileHnst B npaBmia HopManmsaumm

MpaBuna HopMmanusauumu

HoBble npaBuna

 Multifactor - []Jo6aBneHo npaBunao HopManuaaLum

yny‘-II.IJeHMﬂ N ucnpaeneHua

« Checkpoint NGFW - ncnpaBneH 6arom ¢ HeKoppeKTHbIM Tunom nona deviceTranslatedAddress
+ Xello Deception - fo6aBNeHa 06paboTKa OTPULIATENbHbBIX 3HAYEHNA

« MS Windows Security - akTyannanpoBaHa Bepcusi npaBuna

MS Windows Security - BHeceHo 1UcnpaBaeHne B MannuHr nons shost cobbitna Eventld 4768
« Eltex ESR - nepepaboTka npaBuina noj akTyanbHbli hopMaT CoObITUIA UCTOYHNKA

« VMware vCenter - [lo6aBfieHa HOpManusauua HOBbIX TUMNOB COObITUIA (ynpaBieHue ponsmu
nonb3oBaTeneit)

I'IpaBuna AeTeKTupoeaHus

Hoeble npaBuna

+ Windows:

- Cospanne gamna NTDS.dit
« KSC:

o YCTPOWCTBO [JaBHO He NoAK/Ito4anoch k cepsepy KSC
* Linux:

> Mlcnonb3oBaHue chisel 4na TyHHeNMpoBaHus Tpaduika
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YnyJweHus u ucnpaeneHus

« ObLuee:
- Tabnuua loC: gobaBneHbl HoBble MHAMKaTopbl PCTIK Poccum o1 31.07.2025.
+ Microsoft Windows:
- [lobaBneHne daitna B AMPEKTOPUIO pacluupeHns 6paysepa: pacluvpeH GunbTp.
o VI3MeHeHre napons vepes ytunuty mimikatz: go6asneH o6umin GunbTp.
o Mlcnonb3oBaHne BPeAOHOCHbIX YTUANT: CKOPPEKTMPOBaH GunbTp cobbiThin 4103, 4104.
o> [opT RDP no yMon4aHuo M3MeHeH Ha HeCcTaHAapTHbIN: CKOPPEKTMPOBaH GUAbLTP.

> 3adukeunpoBaHo wmcnonb3oBaHue WinApi 4epe3 PowerShell: ncnpaBneH 610k GopMMpoBaHMa
CO6bITUI.

o [NepeuncrneHve y4eTHbIX 3anucein B AOMEeHe MEeToAoM nepebopa: AobaBeHa MpoBepKa
NPUHANEKHOCTN K KOHTpOSIiepam JoMeHa B hubTpe, nepenmcaHo B AeknapaTusHbIin hopmar.

> MI3MeHeHMe KpUTMYHbBIX MapaMeTPOB CEPBMCA: CKOPPEKTMPOBAH GUABLTP.
o Linux:
o Mlcnonb3oBaHKne ceTeBbIX yTUANT Linux Ansa CKaHMpOBaHWS CeTu: 406aBIeH 06LLMIA GUNBLTP.

o IaMeHeHMe KpUTW4YHBIX GhalnoB KOHOWUIypaumnm WHTEPAKTUBHON 060MI04KM: CKOPPEKTMPOBaH
bunbTp, A06ABNEHO UCKKOYEHME.

> lcnonb3oBaHme xakepcKom yTunnTbl B Linux: go6aBneH obLmin GunbTp.
+ Atlassian Confluence:

> BbinonHernve OGNL nHbekUum Yepes Java-BblpaxkeHus B Confluence: ncnpaeneH o6umin GunbTp
« KSC:

- He 6bIN0 ypaneHo ob6Hapy»keHHoe cpeacTBamm AB3 BI10: ybpaH compact B on_correlate u
CKOppeKTMpoBaH huabTp.

O penuse N2 33 ot 23.07.2025

Mbl NOCTOAHHO paboTaeM Haf pacLUMpeHMEM aKCNEPTM3bI U ee yaydlleHnsam ana R-Vision SIEM.

[ns ncnonb3oBaHWsA akTyalbHOrO NakeTa 9KCnepTuabl HeobxoanMo 06HOBUTL R-Vision SIEM g0 Bepcum
2.3.0 v BbiLLe.

KpaTtko o penuse

e BHecnu ncnpaBrieHna v ynydueHna B npaBuia HopManmsaymn.

« Pa3paboTanu ogHO HOBOE NpaBUIo AeTEKTUPOBaHMS AN uctodHmnka VMware ESXI.

« [1o6aBWIM NPOBEPKY HOBbLIX MHAMKATOPOB KommnpomeTaummn GCTIK Poccum ot 09.07.2025.
« CKOppeKTMpoBanu GUnbTpbl 1 NPOBENM pedaKTOPUHI B psae NpaBui OeTEKTUPOBAHNS.

« Yganuav npaBuno AeTeKTUpoBaHus "IameHeHne cepBmcoB Linux".
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MNpaeuna HopManusauum

Ynyql.ueHml N ucnpasneHua

+ Xello Deception: po6aBneHa o6paboTKa OTpULaTENbHbIX 3HAYEHNIA.

 Security Account Logon: cenaH MHKPeEMEHT BepCum npasuna.

« Windows Security: ckoppeKTMpoBaHo cobbiTue ¢ EventlD 4768 (yaaneH shost).

lMpaBuna aeTeKTUpoBaHUSA

Hoeble npaBuna

« VMware vCenter u ESXi:

o

JInwenne nonbsoBaTend goctyna K ESXi.

Ynquel-wm U ucnpaeneHus

« Obuee:

o

Tabnuua loC: go6aBneHbl HoBble nHAMKaTopbl PCTIK Poccum ot 09.07.2025.

+ Microsoft Windows:

o

OTKAtOYeHne nnu mogmndukaunsa Windows Defender: paclumnpeHn ounbTp.
OTkntodeHne ETW npoBaiifepa PowerShell: ckoppekTnpoBaH GunbTp.

Bxoa noj HECYLLECTBYHOWMM MOJIb30BaTeSIEM. ,£l06aBﬂeH TPOTTJINHT.

3anyck ckpunTa 13 BpeMeHHOW AMPEKTOPUI: MPOBEeAEHa ONTUMMU3ALINS, 06aBIEHbI NCKITOYEHS.

O6Hapy»keHue cTeraHorpadum B Windows: ckoppekTnpoBaH data_source.
TyHHENMpPOBaHMe C MCNONb30BaHMeM Ngrok: cCkoppekTnpoBaH data_source.

YnaneHa rnobanbHasi rpynna ¢ BKAKOYeHHOM 6e30MacHOCTbIO: McnpaBieH GunbTp.
C6poc napons oT y4eTHOW 3anucK Yepes yTnamty mimikatz: go6asneH obLmin GunbTp.
OTKNHOYEHMEe CHaMNLOTOB TOMOB: NepepaboTaHa Nornka npasunna.

3alumTa oT 3anucu ans XpaHnnuma OTK/KO4YeHa: nepepaéoTaHa J10rnKa rpaswuna.

o Linux:

o

o

o

o

o

N3aMeHeHne KpUTUYHBbIX GarioB Linux: CKOPPEeKTMPOBaHbI TEru.
HobaBneHve/yaaneHune moaynen agpa Linux: go6aBneH obLwmin GunbTp.

3arpyska alina c nomoulpto yTnnamut GTFOBINS: fo6aBneHa NpoBepka B huibTpe.
N3meHeHne tmp dainoB nornpoBaHns Linux: 06HOBNEH GUABLTP A1 CHMXKeHNs FP.

PasBeaka nokanbHbix Y3 B Linux: peakToOpuHr NpaBmia.

« VMware vCenter un ESXi:

o

NcnonbsoBaHue yTunnt ESXi yepes CLI: paciumpeH hunbTp.

« KSC:

o

Y aaneHo obHapy»keHHoe cpeacTBamu AB3 BIM0: paclumnpeH ounbTp.
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> 3aMKCMpOBaHbl ycTapeBLUMe 6a3bl aHTUBUPYCHOro N0 Kaspersky: peakTopuHr npaBuna.

> OTKJIHOYEHNE KOMMOHEHTOB 3aLUyMTbl NPOAYKTOB Kaspersky: pedakTopvHr npasua.

- OTKNoYeHne NpoaykTa Kaspersky B pedynbTaTe BbINONHEHWS 3aa4n: peakTOPUHI NpasBmia.
> MHOX€eCTBO XOCTOB 3apakeHbl 0AHUM Tnom BI1O: nepeHeceHo B AeknapaTuBHbIi hopmar.

o MHOXeCTBeHHOE cpabaTbiBaHWe BePANKTOB cpeAcTB AB3 Ha OQHOM XOCTe: MepeHoc B
JeKknapaTuBHbI (hopmar.

» PostgreSQL.

- PasBegka CTpyKTypbl 6a3bl AaHHbIX PostgreSQL: pe®akTopuHr NpaBuia.

> MIameHeHre daiina KoHburypaumm 6asbl AaHHbix PostgreSQL: pedakTopuHr npaBua.
« JetBrains TeamCity:

- CKOppeKT1poBaHO 3anosnHeHve nons data_source B CBSA3M CO cMeHOM hopmarTa.
+ Atlassian Confluence:

- CKOppEeKT1pOBaHO 3anosiHeHve nons data_source B CBA3W CO cMeHoM hopmaTta.

YpaneHHble npaBuna

o Linux:

o /IaMeHeHne cepBMCOB Linux: nornka npaBuia NOKPbIBAeTCS NpaBUIOM "MI3MEHeHne KpUTUYHbIX
dainos Linux" ¢ nomoupbto cobblThin Auditd no moandukaumm dannos no nytam /etc/systemd u
/usr/1ib/systemd.

O penuse N2 32 o1 09.07.2025

Mbl NOCTOAHHO paboTaeM Hafl paclUMpeHeM SKCNepTU3bl U ee yaydlleHnem ang R-Vision SIEM.

KpaTtko o penuse
« [Moanepykanu nNpaBunamMm Hopmanmaaumm HoBbln MCTouHKMK PEL AIM (CrcTema LieHTpannM3oBaHHOro
ynpasneHuns NT-nHbpacTpykTypoit oT PE/] OC).
« [JopaboTtanu npaeuno ons Check Point Gaia B 4acTun nogaep»>kkun cobbiThin B hopmate CEF.
« BHecnu ncnpasieHus 1 yayyleHns B npaBuia HopManmsaynu.

« PaspaboTanu cemMb HOBbIX MpaBua AeTekTupoBaHusa ans Microsoft Windows, Linux, MS SQL, VMware
vCenter 1 ESXi. B yacTHocTu:

o [NoKpbln HoBble TexHuK MITRE ATT&CK ckpbiTna apTedakTo Bind Mounts 1 Extended Attributes:

= Extended Attributes — aTo MeTafaHHble, KOTOPblE MOXXHO CBA3aTb C hannamMmu n AUPeKToOpnUaMm
B (darnoBbix cucTtemax. OHM MNO3BONSKOT MOMb30BATENAM XpPaHWUTb  AOMOMHUTENbHYHO
MHGOpMaLMIO O daline, BbIXOAALYHO 3@ paMKM CTaHAapTHbIX aTpuOyTOB, TaKMX Kak pasmep
(darina, BpeMeHHble MeTKM W pa3spelleHns. PaHee 6bino 3ameveHo, 4to APT Lazarus
ncrnonb3oBana TexHuky Extended Attributes ana  pasmelleHnss MNOMEesHOW Harpysku B
NernTUMHbIX harnax.

= Bind Mounts — 9T0 MeTO[] COKpbITUS apTedaKToB, KOTOPbLIA NO3BOMSET aTaKyrLWWM CKPbIBaTb
CBOKO aKTMBHOCTb OT CUCTEMHbIX YTWAWT, CcO3[daBas JIOXKHOe MpeAcTaB/ieHne o
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BbINOMHAIOLIMXCA Npoleccax. Bind Mounts conocTtaBnaeT katanor nam Gainn ns ogHoro mecta
(HarnoBoW CUCTEMbI B APYroe, aHanormyHo apnbikam B Windows.

- PaspaboTanu npaBuno AeTeKTUPOBaHWSA OfHOK M3 MOMNYyNspHbIX YyTUAXT LaZagne, KoTopas Takxke
6blna 3amMeveHa B pasnundHbix APT-aTakax. [aHHas yTwiauTa npeaHasHaveHa ANna W3BneYeHus
YYETHbIX JaHHbIX U3 MPOrpPaMMHOro o6ecredeHmns Ha ToKanbHOM KOMMbHTEpE.

« [1o6aBWIM MPOBEPKY HOBbIX WHAMKATOPOB KomnpomeTaumn OCTOK Poccum ot 26.06.2025 n
03.07.2025.

« TepeLnmn K MCnosb30BaHWO akTMBHOIO cnvcka ANna npasBus, NCMoMb30BaBLUMX Tabnuuy oboralleHus
known_DC. MNepexoa ¢ TabnunLbl 060ralleHnst Ha akTUBHbIE CMIMCKM NMO3BOMMUT YNPOCTUTb NOAAEPKaHWE
aKTyaslbHOrO CrmMcKa W3BECTHbIX KOHTPOMNEPOB [OMeHa W 06ecnedmT BO3MOXHOCTb A06GaBAeHUs
3anunceit Yepes MHTEPaKTUBHbIN MHTepdeic. s KOppPeKTHOro nepexofia TpebyeTcst NepeHecTn BCHO
nHbopMaumto 13 Tabnuy oboralleHns known_DC B akTuBHbIA nnMcT known_dc, a Takxke 3anofiHUTb
aKTMBHbIN nncT known_dc_ip M3BeCcTHbIMK |P-ajpecamMmn KOHTPOMMEPOB [OMEHA ANS KOPPEKTHOW
paboTbl MpaBu.

+ [poBenn peaKTopUHI NpaBun AeTekTnpoBaHua ansg Microsoft Windows.

« BHecnm MHOMMe apyrune ynydieHns.

MpaBuna HopMmanusauumu

Hoeble npaBuna

« PE AIM: nob6aBneHo npaBuio HopMaamsaLmn.

ynqu.IJeHMFl U ucnpaeneHus

+ Check Point: njo6aBneHa o6paboTka cobbiTnin B hopmate CEF.
« Linux auth/secure: n3meHeHbl nons .cat un .act cobbITva TMNa auth.
« Linux Auditd: ckoppeKkTMpoBaHO 3anosHeHme Nonsa outcome A5 HECKONBbKMX COOLITUIA.

« VMware vCenter 1 ESXi: no6aBneHa HopManunaaumst HOBbIX TMMOB COObITUIA.

MpaBuna aeTeKTUpoOBaHUSA

HoBble npaBuna

+ Microsoft Windows:
o OKcnyataums ytunntbl LaZagne.
- OKchunNbTpauma faHHbIx Yepes finger.exe.
* Linux:
o 3710ynoTpebneHne pacllMpeHHbIMIU aTpubyTamm.
o AHOManbHoe bind-MOHTMpOBaHMe.
+ MS SQL:
> BbIrpyaka kntova WwndpoBaHma nam ceptndnkata MS SQL.

« VMware vCenter u ESXi:
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> I3MeHeHVe MeTOK BpemMeHm Yepes touch.

- MacknpoBKa Yepes nepenmMeHoBaHmne/noameny index.html.

Ynquel-mu U ucnpaeneHus

« ObLee:
- Tabnuua loC: gobaBneHbl HoBble MHAMKaTopbl PCTIK Poccum oT 26.06.2025 1 03.07.2025.
+ Microsoft Windows:
o O6Hapy>xeHne HTML/SVG Smuggling B Windows: no6aneHo obHapyxerre SVG Smuggling.
o 3anyck nogosputenoHoro CAB-aiina yepes msdt.exe: paclumpeH GuabTp.
- BbInonHeHWe koMaHA B cucTeMe OT pegaktopa koga VS Code: go6aBneHbl UCKIHOYEHNS.
- BXof Ha yCTpOMCTBO Mo pasHbIMU YHETHBIMU 3aMUCAMU: MEPEHECEHO B AeK1apaTuBHbIN opmar.
o YpaneHHoe BbINOMHeHWe KoMaHa ¢ nomMollbto SMBExec: nepeBeeHo B ieknapaTuBHbIA hopmar.
- BXoa moj HecyLLeCTBYOWMM NOMb30BaTeNeM: MPOBeAeHa ONTUMM3aLMs NpaBma.

> YTeuka NTLM uepes library-ms (CVE-2025-24071): TabnuLibl oboralleHns 3aMeHeHbl Ha aKTUBHbIiA
CMUCOK.

- Ataka DCShadow: Tabnuubl o6oralleHnsa 3aMeHeHbl Ha aKTUBHbIM CMNCOK.

> Bxo[ Ha HECKOJNbKO Y3/10B Mo OAHON YYETHON 3anmucblo: Tabnuilbl 060ralleHus 3aMeHeHbl Ha
AKTUBHbIN CMINCOK.

o V13meHeHne SPN y4yeTHoM 3anucu: TabnuLbl 06oralleHnst 3aMeHeHbl Ha aKTUBHbIN CAMCOK.

- KomnpomeTauma yepes KrbRelayUp: Tabnnubl o6oralleHnst 3aMmeHeHbl Ha aKTUBHbIA CMIMCOK.
o lcnonb3oBaHue xakepckor yTunnTel Nishang: o6aBneHbl Teru.

- ObHapy»eHue cTeraHorpadumn B Windows: gob6aBneHbl Teru.

> CxkaTune gamn-hannos cpeacteamu 7Zip: peakTopuHr npaBua.

o CxkaTne gamn-thannos cpeactesamm WinRAR: peakTopuHr npaBua.

> Micnonb3oBaHue Replace.exe: peakTopuHr NpaBua.

o [TonydeHme nHdopmaumm o cnyk6e RDP yepes sc.exe: pehakTOpUHI NpaBuna.

o [lonbITka gamMna npouecca LSASS ¢ nomotulbto yTunntbl HandleKatz: pedakTopuHr npasuna.
o ATaka Tuna AS-REP Roasting: peakTopuHr npaBuna.

o 3axBaT YYeTHbIX laHHbIX C MOMOLLIbIO Rpcping.exe: pedaKTopuHI NpaBuna.

o [logo3puTensHbI CHANWOT 6a3bl AaHHbIx Active Directory cpeactBamm ADExplorer: peakTopuHr
npaBuna.

o [TOMCK NPOLIECCOB C YA3BMMbIMW MOOYIAMU: pedakTOpUHT npaBma.

o [opo3putensHaa DDL 3arpy»keHa cpeactBamm CertOC.exe: peakTopuHI NpaBma.
- CkaudmBaHue annos ¢ IP-agpeca Yepes CertOC.exe: pehakTOpUHI NpaBuna.

- YCcTaHOBKa root-cepTudukaTta cpeacteamm CertMgr.exe: peakTopuHr npaBuna.

o Heobbl4YHOE BbINONHEHME NPUIOXeHN Yepe3 AtBroker.exe: peaKTopuMHI npaBuna.

o CkaumBaHue dainnos Yepes IMEWDBLD.exe: pedakTopuHr npaBmna.
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HoBblii cepTudmKaT root 6611 ycTaHoBNeH cpeacTBamum Certutil.exe: pedakTopyHr npaBuna.
Hdamn namaTu npoLecca cpeactBamu Dotnet-Dump: peakTopuHr npaBuna.

MonbiTka AamMna onepaTuBHOM NamMaTy ¢ NoMoLLbio RdrLeakDiag.exe: peakTopuHr npasuna.
CkaunBanue darna cpeacteamm MpCmpRun.exe: pethakTopuHr npasuna.

CkaymBaHue (hannos Yepes msedge_proxy.exe: pe@akTOpUHI NpaBuna.

CkaunBaHue darnnos Yeped PresentationHost.exe: pethakTopyHI NpaBuna.

CkaumBaHue daina cpeacteamm ProtocolHandler: pedakTopuHr npaBmna.

CkaymBaHue Gainnos Yepes Squirrel.exe: pedakToOpuHr NpaBua.

CkaumBaHue dannos cpeactBamum MS-Applnstaller: pedakTopuHr npaBuna.

MonospuTenbHoe BbinofHeHWe Regasm/Regsves ¢ HecTaHAapTHbIM pacluvpeHnemM: pedakTopuHT
npasuna.

Jamn namaTn aapa depes LiveKD: pedakTopyHI npaBuna.

3akpenneHune Yepes kntod peectpa ReflectDebugger ytunutsl WerFault: pedakTopyHr npaBuna.
Moao3puTenbHbIi areHT o6HoBReHMA Windows: pe®akTopyHF NpaBuna.

BbinonHeHne Sysinternals PsSuspend: pedakTopuHr npaBuna.

PowerShell nHmummpoBan ceTeBoe NoAkNtoYeHme: pedakTOPUHE NpaBuna.

3aMeHeHne napona NoNb30BaTeNsA UM XOCTa C NMOMOLLbIO Ksetup.exe: pehakTopuHI npasua.

[lo6aBneHve NoTeHUMaNbHO MNOAO3PUTENbHONO WCTOYHMKa 3arpysku B Winget: pedakTopuHr
npaswna.

N3BneyveHne CAB-annoB vepes Wusa.exe: pe@akTopuHI NpaBua.

CospaHue Self Extracting Package B nogo3pvTenbHOM MecTe: peakTOpWH NpaBuia.
SkcnopT cTpyKTypbl AD yepes csvde.exe: peakTopur npaBuna.

3anyck (aiina n3 KopauHbl: peakTOpUHE NpaBuna.

13mMeHeHWe aTpnbyTOB rpynnoBOi NONUTUKM: peakTOPUHT NpaBuna.

 Linux:

o

o

3noynoTtpebneHne CobipbIMMU COKeTaMU: A06aBNEHbI MO B KOPPENSALMOHHOE COBbITHE.
YTeHne namsaTn NpoLeccoB Ha Linux: Ao6aBneHbl Teru.

NameHeHne TMP-thainoB norvpoBaHus Linux: Jo06aBNeHbl NoAA B KOPPENALMOHHOE COObITHE.
Bonblioe KONMYECTBO NOA03PUTENBbHbBIX KOMaH/A: MepeHoc B ieknapaTuBHbIA Gopmar.

3arpyska arina ¢ nomoulsto yTramT GTFOBINS: fo6aBnieHbl MO B KOPPENSLIMOHHOE CObbITHE.

« KSC:

o

[NepeMelleHne yCTpoMcTBa B rpynny aAMUHUCTPUPOBaHUSA Ha cepBepe KSC: KOppeKTupoBKa
KOPPENALNOHHON KapTOYKM.

« VMware vCenter u ESXi:

o

[ocTyn K KpUTU4YHbIM ainam Ha cepsepe vCenter: gqo6aBneHbl Tern TexHuk MITRE ATT&CK ans
ESXi.
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 Cisco IOS:

o CKOppEeKTMpOBaHO 3anosiHeHWe nons data_source B CBA3K CO CMeHOM hopmarta.
+ Cisco ASA:

o CKOPpeKTMPOBaHO 3anofiHeHWe nons data_source B CBS3KM CO CMeHOM (hopMaTa.
« Secret Net Studio:

> CKOppeKT1poBaHO 3anosiHeHve nons data_source B CBA3W CO cMeHoM hopmaTa.

O penuse N2 31 ot 24.06.2025

Mbl NOCTOSAHHO paboTaeM Haj pacLUMpPeHnEM aKCNepPTU3bl 1 ee yaydlleHnsam ans R-Vision SIEM.

KpaTko o penuse

« [106aBWIM MPOBEPKY HOBbIX WHAMKATOPOB KomnpomeTaumn OCTOK Poccum ot 11.06.2025 n
19.06.2025.

« lepeHecnn YacTb NpaBu AETEKTUPOBAHNS M3 UMMEPATMBHOIO B AeKnapaTnBHbIi hopmar.

« [lpoBEeNN  KOPPEKTMPOBKY MpaBW/l  AETEKTUPOBAHUS AN CHUKEHUS  JIOXKHOMOSOXMUTENbHbIX
cpabaTblBaHWA ¥ noaAep)KaHusi  paboTOCMOCOOGHOCTV  MpaBuM B YCNOBUSX  M3MeHVBLUEKCS
HOpManuaawmnm.

+ [poBefieH pedakTOPUHT NpaBWU AETEKTUPOBAHMS Ha OCHOBE Sysmon-XXypHana.

I'IpaBuna HOpMaJin3auunun

Hoeble npaBuna

+ Kaspersky EDR: no6aBneHo npaBmnino HopManusawmm.

+ macOS R-Point: nokpbITa HOpManusaumnsa cobbITuin HOBOro areHTa R-Vision EVO ans macOS.

YnyJweHus u ucnpaeneHus

« Linux Auditd: ncnpasneHo none outcome.

lNpaBuna aeTeKTUpPOBaHUA

Ynquel-mn U ucnpaeneHus

« ObLee:

- Tabnuua loC: nobaBneHbl HoBble nHAMKaTopbl PCTIK POCCKM oT 11.06.2025 1 19.06.2025.
+ Microsoft Windows:

- [Mogo3putensHaa moandmKaums knrodern peectpa COM/WMI: paclumvpeH dunbTp.

> HecuncteMHblii npouecc noBbicua NpuBunerin 1o cuctemHbix (CreateProcessWithToken): npaBumno
nepeHeceHo B AeK1apaTnBHbIN opmar.

- BXOA C pasHbIX XOCTOB Ha OAMH XOCT MOJA OAHOW YYEeTHOW 3amucbio: MpaBWIO MepeHeceHo B
JleknapaTuBHbIi hopmaT, NpelyCMOTPEH CMMCOK UCKITHOYEHNI.
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Y aaneHHblt 3anyck npouecca ¢ nomMoLbto WMI: npaBnno nepeHeceHo B AeknapaTtuBHbI GopMaT.

Co3faHve W yaaneHue y4eTHOM 3anucu B TeYeHWWM OAHOM MWHYTbI: MpPaBUNO MepeHeceHo B
JleknapaTvBHbI popmart.

MHOXECTBEHHbIE HeyAauHble MOoMbITKN ayTeHTUdOMUKaLMM YYETHON 3annci: NPaBUIo NepeHeceHo B
JeKknapaTuBHbIi popmar.

ATaka Password Spraying: npaBmnio NepeHeceHo B AeKnapaTuBHbIA hopmMar.

06xoa UAC ¢ nomolLbto peecTpa: yCoBepLUIEHCTBOBAaHa /1I0rKa NpaBuna.

CosfaHue ceTeBOro NoakAroHeHns npoueccom Winlogon: pedakTopuHr npasumna.
Moao3puTenbHbIA AOCTYN K NaMATK npolecca LSASS: petdhakTopuHr npaBuna.

Kparka TokeHa Yepes MMeHOBaHHble KaHasbl: pehakTOPUHI NpaBua.

Kparka TokeHa 4oCTyna U3 CUCTEMHOIO NpoLecca: pehakTOpUHI Npasusa.

HOamn LSASS ¢ nomoupto Python-yTnnumT: pedakTopuHr npaBma.

CosfaHune ToKeHa 1 UMMNepPCcoHaLMs y4eTHOM 3anmncu: CKOppekTUpoBaH GUAbTP.

3anyck MHOXeCTBa NOo03pPUTENBHbIX KOMaH/: CKOPPEKTMPOBaH hUabTp.

cnonb3oBaHue yTunnTbl Smbtakeover: KOppekTMPOBKa N0/ M3MEHEHUA B HOPManu3sauum.
OTkntoveHne ETW npoaigepa PowerShell: ckoppekTupoBaH uabTp.

3aMeHeHnss B NNaHNPOBLLVKE 3a4a4y: 3aMeHa TabnuLbl 060raleHnst Ha akTUBHbIV CMINCOK.
3adukenpoBaHa noarpyska nofgo3puTenbHOrO NakeTa NpoLeccoM LSA: CKOPPeKTUPOBaH GUbTP.
YnaneHue BpemMerHbix RDP dainnos B Windows: CKOppeKTUpoBaH GuabTp.

OTknoveHne unm  mMoandukaums Windows Defender: koppekTMpoBKa B COOTBETCTBUM C
N3MEHEHHO HopManuaaumen.

OTktoveHne ETW npoaigepa Windows Defender: KoppeKTUpoBKa B COOTBETCTBUM C UBMEHEHHONA
HopManusaumen.

OcnabneHune 3alUTbl UM MOHUTOPUHIA CUCTEMbI: KOPPEKTMPOBKA B COOTBETCTBUN C M3MEHEHHOW
HopMasm3aunen.

3aduKcMpoBaHO K3ydyeHMe OO6LLIMX CEeTEBbIX PECYPCOB: KOPPEKTMPOBKA B COOTBETCTBUM C
N3MEHEHHOM HOpMannsaLmen.

MNoakntoveHne kK SMB nanke no npotokony QUIC: KOppekTUpoBKa B COOTBETCTBUM C U3MEHEHHOW
HopManu3aaLmen.

OTkNtodeHne cnyxbbl Windows FEventLog: KOppekTMpOBKa B COOTBETCTBUMM C  M3MEHEHHOW
HopManusaaumen.

MepedncneHne kno4ven peecTpa ONa pa3BeAKU: KOPPEKTUPOBKA B COOTBETCTBUM C M3MEHEHHOW
HopMasm3aunen.

3yyeHre KOHMbUrypaumm nokKanbHOM CUCTEMbI: KOPPEKTUPOBKA B COOTBETCTBUM C U3MEHEHHOM
HOopManu3aaLmen.

[lonyyeHne YyYeTHbIX [aHHbIX W3 peecTpa: KOPPEeKTMpOBKa B COOTBETCTBUM C U3MEHEHHOW
HopManmsawmen.

OumcTKa nctopmmn komanaa PowerShell B Windows: KOppeKTMpOBKa B COOTBETCTBUN C M3MEHEHHO
HOopMasmM3aunen.
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> MameHeHne nonntuk Windows Defender Firewall: koppeKTvpoBKa B COOTBETCTBUM C U3MEHEHHOM
HopMasmM3aunen.

o OTktoveHne ETW npoeanfepa .NET: KOppeKkTMpoBKa B COOTBETCTBUMM C  M3MEHEHHOW
HOopManu3aaLmen.

o OTKNHOYEHME NOrMpPoOBaHNA cobbITUA |IS: KOpPPeKTMpoBKa B COOTBETCTBMM C  WU3MEHEHHOM
HOopMarnu3aaLmen.

o 3anyck PowerShell okHa B CKpPbITOM peXuMme: KOPPeKTUMPOBKAa B COOTBETCTBUM C U3MEHEHHOMN
HopManmsaumen.

- CO60p MHMOPMALMM O CETEBbIX MOAKIFOHEHUSX: KOPPEKTMPOBKA B COOTBETCTBUM C U3MEHEHHOMN
HopMasmM3aunen.

o 3aUKCUPOBAHO M3YyYeHMEe CUCTEMHOIO BPEMEHN: KOPPEKTUPOBKA B COOTBETCTBMM C M3MEHEHHOM
HOopManu3aaLmen.

- lcnonb3oBaHne BPEOOHOCHbIX YTUAWT. KOPPEKTMPOBKA B COOTBETCTBUM C  U3MEHEHHOW
HopManusaLwmen.

o YHUYTOXeEHWE nHdopMaLmn Ha ancke B Windows: KOPpeKTMPOBKa B COOTBETCTBUN C U3MEHEHHOM
HOopMasmM3aunen.

o 3anKCMpoBaHO Aob6aBneHMe McnonHAemMoro Gaina k npodunto PowerShell: koppekTpoBKa B
COOTBETCTBUM C UBMEHEHHOW HOPManM3aumen.

 Linux;
o MI3aMeHeHme 3agau cron: 4o6aBNeHO UCKFOUYEHME NAaKETHbIX MEHEXKEPOB.

o /I3MeHeHne KPUTUYHbIX d)aMnos Linux: ,EI,O6ESIB)'I€H8 NMpoBEpPKa rnpouecca And YyMeHblUeHNA
JTOXXHOTMONOXNTESTbHbIX Cpa6OTOK.

o VI3MeHeHMe KpUTUYHBIX (hannoB KOHMUIYpaLMM MHTEPaKTUBHOM 060N04KM: pedakTOPUHI NpaBmia.
« OpenVPN:

o MHO»ecTBO HeycnellHblx HTTP-3anpocoB kK OpenVPN AS: ncnpaBneHa 06paboTka OLLINOOK.

> AHOManbHbIn HTTP-3anpoc k webUl Access Server: ncnpaBneHa o6paboTka OLLNGOK.
« Kaspersky Secure Mail Gateway:

o [Tony4yeHre cnamMm-N1McbMa: CKOPPEKTUPOBAHbBI TEXHUKMU.

- BpeloHOCHas ccblflka B MMCbME: CKOPPEKTMPOBAHbI TEXHUKMA.

o [Tony4eHre MacCoBOM PACChbIIKN MUCEM: CKOPPEKTUPOBAHbI TEXHUKM.

- BpeIoHOCHOE BNOXEHWE B MUCbME: CKOPPEKTUPOBAHbI TEXHUKM.

> NpoBepKa NoAIMHHOCTN OTNPaBUTENSA COOBLLEHWIA: CKOPPEKTUPOBAHbI TEXHWKM.

o

LLIncdpoBaHHOE BNOXKEHVE B MUCbME: CKOPPEKTUPOBAHbI TEXHMKM.

O penuse N2 30 ot 11.06.2025

Mbl NOCTOAHHO paboTaeM Haf, pacLUMpeHeM aKCNepPTU3bl U ee yaydlleHnem ans R-Vision SIEM.
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KpaTtko o penuse

+ [106aBWIM NPOBEPKY HOBbIX MHAMKATOPOB KoMnpomeTaumn GCTIOK ot 06.06.2025.
+ BbinycTunm 6a30BbIin Habop NpaBua AeTekTpoBaHus ans MySQL.
« Pacwmpunn nokpbiTie Kubernetes n MS SQL.

« Bktoumam B naket OKCMEPTU3bl CXEMbI TUMOBbIX ﬂaI_IJ60pJJ,OB.

» BHecnu yAyyLleHna n ncnpaBieHnA B NpaBuia HoOpMann3aynn ana paHee nogaep >kaHHbIX NCTOYHUKOB.

lNMpaBuna HopMmanusauuu

HoBble npaBuna

,£Lau_|6opnb|: B Ppe/in3 BKJTFOYEHbI ,EI,aLLI60p,£I,bI, OOCTYMHble A4 MMMOPTa 13 MNakKa sKCNepTn3bl.

Ynyql.ueva N ucnpaeneHua

« Linux n Windows: BHeCceHbl Heb60/blLUME MCAPaBNEHNs B NpaBuna.

« Cisco I0S XE: popaboTaHa HopManusaLmsa coobITUIA, UCApaBneH ManmnmHr Noaei.

« Microsoft SQL Server: no6aBneHa 06padoTKa HOBbIX TMMOB CObbITHIA Backup Service Master Key.

« OpenVPN: no6aBneHa 06paboTKa HOBbIX TUMOB COBbITUIA.

lMpaBuna aeTeKTUpoOBaHUSA

HoBble npaBuna

+ Kubernetes:

- HasHayeHne cepB1CHOro akkayHTa KOHTelHepy B kube-system.

- CospaHune KoHTelHepa ¢ Linux Capabilities.

- CosaaHne npuBmMIernpoBaHHoro noaa k8s.
+ MS SQL:

o [TOMCK pe3epBHbIX KON 6asbl AaHHbIX.

- /IcNonb3oBaHme XxpaHUMbIX NpoLeayp SP_Proxy 1 sp_grant_proxy.
« VMware vCenter u ESXi:

o JOCTYN K KPUTUYHBbIM (paiifiaM Ha cepBepe ESXI.

o YnaneHue nnm OTKIKYeHne nornpoBaHNA KoOMaH4.

MySaQL:
- CospaaHune pesepBHOM Konumn MySQL.
o IaMeHeHne napons ydeTHom 3anmcm MySQL.
o [1poCMOTp MoMb30BaTEeNbCKMX AaHHbIX MySQL.
o [lonyyeHue cnucka noakodeHn Kk MySQL.

- OcTaHoBKa ceccum nonbloBaTtens 8 MySQL.
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> YaaneHue 6asbl AaHHbIx B MySQL.

- HasHauveHve npaB agMuHucTpaTopa MySQL.
- MaccoBoe yaanenve Tabnunu MySQL.

o [lonyyeHune nHdopmaumm o Bepcun MySQL.

o VIamMeHeHure\yaaneHue Tabnuupel ayamta MySQL.

Ynyql.ueHml N ucnpasneHua

» ObLee:
o Tabnuua loC: nobaBneHbl HOBble MHAMKaTOPbl 0T PCTIK.
+ Kubernetes:

- CosfaHune cepBnCHOro aKKayHTa k8s: CKOPPEKTMPOBaHbl TEXHNKN.

MySQL.

- KoppekTrpoBka nona datasource: ucnpasneHo ans nctodnmka MySQL.

o CAMCOK KpUTUYHbIX cepBMCcOB Linux cuctem: aobaeneH cepsuc MySQL.

> MIaMeHeHne KpUTKYHbIX GaintnoB Linux: gob6aeneH dhain koHburypaumm MySQL.
+ MS SQL:

- Bxoa npuBunernpoBaHHoro nonbsoBatens B Microsoft SQL Server: ncnpasfeHa oneyatka.

O penuse N2 29 o1 04.06.2025

Mbl NOCTOSAHHO paboTaeM Haf pacLUMpeHeM aKCNepPTU3bl U ee yaydlleHnem ang R-Vision SIEM.

KpaTko o penuse

BHecnv mcnpasBneHns B NpaBuaa HopManusaumm Ans obecnedyeHns COBMECTUMOCTM Naka aKCnepTusbl ¢
SIEM Bepcumn 2.3.0 v BbiLe.

NpaBuna HopMmanusayum

YJ'IY'-II.IJGHMH n ucnpaeneHus

« Windows, Linux Audit, Jira: ncnpaBneHbl NnpaBuaa HopManmasaumm a9 ob6ecnedeHnss COBMECTUMOCTU C
SIEM Bepcumn 2.3.0.

« Microsoft ADDS: ncnpasneHo none dproduct.
« Check Point: BHeCeHbl HebObLUIME MCAPaBNEHNS U yyYLLIEHNS.

« Windows Sysmon: ncnpaseH BbI30B rnobansHon hyHKLMK B MpaBune.

O penuse N2 28 ot 28.05.2025

Mbl NOCTOSAHHO paboTaeM Haf, pacLUMpeHeM SKCNepPTU3bl U ee yaydlleHnem ans R-Vision SIEM.
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KpaTtko o penuse

e BbinycTnnm HOBOE MpaBwWo AETEKTUPOBAHWUSA MO PACMpPOCTPaHEHUO W MPOBEpPKe WHAMKATOPOB
KomnpomeTaumm ot CTIK.

+ [TpoBENN  KOPPEKTMPOBKY MpaBuA  AETEKTUPOBAHWA  ANS  CHWKEHUS  TOXKHOMONOXMTENbHbIX
cpabaTbiBaHWA 1 MOAAEPXKaHWSA  paboTOCMOCOOGHOCTM MpaBWA B YCNOBUSX  M3MEHMBLLENCA
HOpManMaaumnu.

» BHecnu yayyleHna n ncnpaBfieHnd B NpaBuia HoOpMainsdaunn ana paHee nogaep >kaHHbIX NCTOYHUKOB.

MpaBuna HopMmanusauuu

YnyJyweHus u ucnpaeneHus

« VMware ESXi: gopaboTaHo npaBuio, BHECEHbI UCMPABIEHNS B HOPMANN3aLnio COObITUN.
+ Huawei USG: BHeceHbl ncnpaBneHusa B TabnmLy oboralleHns cobbithin Huawei USG.

« Check Point: po6aBneHbl nons status u deviceTranslatedAddress.

 Linux Auth, R-Point, Auditd: nameneno none act gna cobbitnin USER_LOGIN.

« Linux Auditd: no6aBneHo ycnoBue 06paboTkm spid m dpid.

« Windows Security: aganTnpoBaHbl NpaBkia Ana paboTbl ¢ areHToM R-Vision Endpoint.

« VMware vCenter: uameHeHa Nor1ka napcuHra cobbiTuii XXypHana vpxd.

lMpaBuna aeTeKTUpoOBaHUSA

Hoeble npaBuna

e Bbiwno YHUBEPCaJZibHOE MpaBwuJio ANA MPOBEPKN MHAMKATOPOB KOMMPOMETauUnn, npegoCTaB/IEHHbIX
®OCTIK.

> O6Hapy>XeH UHAMKaTOP KOMMPOMETaLMMN.

YnyJlweHus u ucnpaeneHus

» Microsoft Windows:

- Jlo6aBneHne Nob3oBaTensa B KpUTUYHbIE NIOKasbHbIE MPYMTbl: CKOPPEKTMPOBAHO B COOTBETCTBUM C
N3MEHEHHOI HopManusaLmne.

o [MonbITka Aamna npouecca LSASS ¢ nomoupto yTuamTbl ProcDump: ckoppekTupoBaH GunbTp A1
CHUXXEHNS NNOXKHOMONOXNUTENbHbIX cpabaTbIBaHWNA.

> lcnonb3oBaHne  BPEAOHOCHbIX — YTWUAWT:  CKOPPEKTMpoBaH  GUAbTP AN CHUXKEHWA
NOXKHOMOMOXKNUTENBHbIX CpadaTbIBaHMIA.

o 3anyck Gaina 6e3 paclunmpeHns: fobasneHa hunbTpaLmsa No XXypHamy CobbITUIA.

> YcTaHoBka M0 Ana yaaneHHoro AocTyna: obaBieH HOBbI Ter.

o YpaaneHHoe NoAKIrYeHNe K Y3y Yepes TyHHenpoBaHue B VSCode: fob6aBneH HOBbIN Ter.
> BOBMOXHOCTb Mcnonb3oBaHWA obdyckalmmn PowerShell: fo6aBneH HOBbIN Ter.

o 3anyck nHTepnpeTaTopa KOMaHAHON cTpoku oT WINRAR: fo6aBneH HOBbIN Ter.
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- [lob6aBneHve darna B ANPEKTOPUIO pacLuMpeHms bpay3epa: Jo6aBNeH HOBbIN Ter.

- [lob6aBneHve paclumpeHns B bpaysep cpeacTBom CLI: fo6aBneH HOBbIN Ter.

- BbInonHeHWe koMaHA B cucTeMe OT pegaktopa kKoga VSCode: fo6aBneH HOBbIN Ter.
- ATtaka Bad USB Windows: fo6aBneH HOBbI Ter.

- [lobaBneHne NMonb3oBaTeNs B KPUTUYHblE JOMEHHble TPyMMbl: B CAMCOK KPUTUYHbIX Ao6GaBneHa
rpynna ESX Admins.

- BoamoxHoCTb ncnonb3oBaHua WinAP| yepes PowerShell: npoBeaeH pehakTopyHr npaBmna.
e Linux:

o CospaHne/nsmeHeHne npaBuna nf_tables: go6aBneHo  MCKAOYeHME AN CUCTEMHOrO
nofnb3oBaTens.

- 3arpyska Koga B npouecc Linux: ma3mMeHeH GUAbTP ANA CHUXKEHUA NOXKHOMOMOXKMNTENbHbIX
cpabaTbiBaHuUIA.

o YcneluHbIi noag6op napons Ha xocTe Linux: go6aBneHa rpynnmnpoBKa no cat.

- [og6op naponsa Ha xocTe Linux: CKOPpPeKTMpPOBaHO MPaBWIO B COOTBETCTBMM C OBHOBIEHHOM
HopManusaumen.

- [Topbop naponsa nonb3oBaTens Linux: CKOPPeKTMPOBaHO NMPaBUIO B COOTBETCTBUM C OGHOBEHHOM
HopMasM3aunen.

> YcnelwHbl noféop naposst nofib3oBaTensa Linux: CKOPPeEKTUPOBAHO MpaBuio B COOTBETCTBUM C
06HOBIEHHOM HOpManu3aaLmen.

o MIameHeHme cepBrncoB Linux: fo6aBneH HOBbIN Ter.

- [lobaBneHune daitna B paclumpeHns 6paysepa Linux: fo6aBnieH HOBbIV Ter.

- [lobaBneHne paclumpeHmns B 6paysep vepes CLI Linux: fo6aBneH HOBbIN Ter.

- 3arpyska daitna ¢ nomoLlbto yTunnt GTFOBINS: 06HOBAEHa Norkka npaBuna.
« KSC:

o OTKNtOYeHWe 3agayum cpeacTs AV-3almTbl Kaspersky: MCKItoUeHbl OGHOBIEHMS.

> [TogKNtoYeHne HeJOBEPEHHOMO YCTPOMCTRBA: J06aBNEH HOBbIN Ter.
 FreelPA:

- [lobaBneHne HBAC-npaBuna Yepes FreelPA: npoBefeH pedakTopuHr npasmna.
« VMware vCenter u ESXi:

o Vicnonb3oBanue ytunut ESXi yepes CLI: gononHeH GunbTp npoBepku esxcli.

- MicnonbsoBanue find B ESXi: go6aBneHbl Tern texHnk MITRE gna ESXi.

o OKcnnyaTtaumsa yassumocTi CVE-2021-21972 Ha cepBepe vCenter: no6aBneHbl Tern TexHuk MITRE
ans ESXi.

- OBHapyKeHwue yAa3BUMO KoHburypaumm ESXi: no6asneHbl Tern TexHmuk MITRE ana ESXI.
> JlocTyn K KpUTUYHbIM (haitnam Ha cepBepe vCenter: fo6aBneHbl Tern TexHnk MITRE ans ESXI.

o 9kennyaTauns ysssumocty CVE-2021-22005 Ha cepBepe vCenter: go6aBneHbl Tern TexHnk MITRE
ansa ESXi.

- CospaHune ssh-TyHHene Ha ESXi: go6aBneHbl Tern TexHuk MITRE ans ESXI.
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- ObHapy>xeHne atakm Password Spraying: nob6aeneHbl Tern TexHnk MITRE ansa ESXI.

> BbIrpy3aka Heckoflbkux (ainoB ¢ KPUTUYHOW BUPTyanbHOM MallWHbl: CKOPPEKTUPOBaHO B
COOTBETCTBUM C M3MEHEHHON HOpManuaaumnei.

> Bbirpyska aitna ¢ KpUTUYHON BMPTYyanbHOM MallWHbl CKOPPEKTMPOBAHO B COOTBETCTBUM C
N3MEHEHHON HopManusaume.

o I3MeHeHMe KOHMUrypaLumm KpUTUYHOW BUPTYanbHOM MallnHbI: CKOPPEKTMPOBAHO B COOTBETCTBUM
C U3MEHEHHOW HopManu3saumen.

o VI3MeHeHre KOHMUIypauum HECKONbKUX KPUTUYHBIX BUPTYaNbHbIX MalUWH. CKOPPEKTMPOBAHO B
COOTBETCTBUM C UBMEHEHHOW HOPManM3aLumen.

o MIaMeHeHre ayanTa BUPTYanbHOM WHMPACTPYKTYPbl: CKOPPEKTMPOBAHO B COOTBETCTBMM C
N3MEHEeHHOM HopManuaaumen.

o YaaneHne KpuUTUYHOW BUPTYaNbHOM MallWHbL: CKOPPEKTUPOBAHO B COOTBETCTBUM C U3MEHEHHOM
HOopManusaLmen.

o KNoHMpOBaHWe KpUTUYHOM BUPTYyallbHOM MalUWHbI.  CKOPPEKTMPOBAHO B COOTBETCTBUU C
N3MEHEHHOW HOpManmnaaumen.

o KNOHMpOBaHME HECKOSbKNX KPUTUYHBIX BUPTYasbHbIX MalLUMH: CKOPPEKTMPOBAHO B COOTBETCTBUN C
N3MEHEHHOM HopManmaaumen.

o OTKJIHOHEHME KPUTUYHOWM BMPTYasilbHON MaLLMHbI: CKOPPEKTUPOBAHO B COOTBETCTBUN C M3MEHEHHOW
HopMasmMsaumen.

o OTKJIHOYEHNE HECKONBKMX KPUTUYHBIX BMPTYaNbHbIX MallUVH: CKOPPEKTMPOBAHO B COOTBETCTBUM C
N3MEHEHHOI HopManusaLmne.

- Co3faHne MHOXECTBa BUPTYaslbHbIX MalIWMH. CKOPPEKTMPOBAHO B COOTBETCTBUM C U3MEHEHHOWN
HopManusaumen.

o YOaneHne HeCKONbKUX KPUTUYHbBIX BUPTYaNbHbIX MalUWH: CKOPPEKTUPOBAHO B COOTBETCTBUM C
N3MEHeHHOM HopManuaaumen.

- Nappa WAF:

- MHOyecTBeHHasa aTaka Ha Beb-npunoxerve apga WAF: cKOppekTMpoBaHO B COOTBETCTBUM C
N3MEHEHHON HopManusaume.

o MHOXEeCTBeHHblEe aTaky Ha Beb-npunoxeHne Mapaa WAF: cKOppeKkTMpoBaHO B COOTBETCTBUM C
N3MEHEHHOW HOpManmnaaumen.

- ATaka Ha BeG-mpunoxeHne lapga WAF: CKOppeKkTMpoBaHO B COOTBETCTBUM C WU3MEHEHHOM
HopMasM3aunen.

- [Mopbop napons nonb3oBaTens K apaa WAF: cKOppekTUpoBaHO B COOTBETCTBUM C M3MEHEHHOM
HopMasmMsaumen.

- YcnewHbln noagéop napona K Fapaa WAF: CKOppPeKTMPOBaHO B COOTBETCTBUM C U3MEHEHHOM
HopManu3aaLmen.

O penuse N2 27 ot 14.05.2025

Mbl MOCTOSAHHO paboTaeM Haf pacLUMpPEHNEM U yayYLleHneM aKcnepTuabl ansa R-Vision SIEM.
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KpaTtko o penuse

+ B pamkax AaHHOro penvsa 6biv BHECEHbI M3MEHEHMA B MpaBwWaa HopManmaaumn Ans obecneveHus
coBMecTMMOCTU Maka ¢ R-Vision SIEM Bepcum 2.3.0. O6HOBMEHNS BKOYAKOT MCNpaBieHWe TUMOB
JaHHbIX W rnobanbHbIX QOYHKUWIA, a Takxke YaydylleHve U UCMpaBfeHne npaBwi AN paHee
noaaepXaHHbIX NCTOYHUKOB.

« Paspa6oTanu 31 HoBOe MpaBunio AetekTmpoBaHua Ana Microsoft Windows, Oracle DB, MS SQL, BIND,
Garda WAF n VMware vCenter n ESXi. B yacTHoCTM!:

o MOKPbISIM UCMOJMIb30BAHNE YTUIUTbI A9 CO34aHUA TyHHENe 13 UHTEPHETa B JIOKalbHYHO CeTb
LocaltoNet. [daHHaa yTwnuTa akTMBHO WMCMNOMb3yeTca aTakyrowmmu. Hanpumep, APT Morlock
KOMMpoMeTnpoBaau IT-noapsaauvkoB 45 Nnocnedytowero NpoOHUKHOBEHNS K XKePTBE, UCMOMb3YA
LocaltoNet B kauecTBe 3aKpenieHuns.

o MOKPbIN ysA3BUMOCTb CVE-2025-24071, KOoTOpasa cBsA3aHa C MexaHW3MOM 06paboTKM dainos B
Windows Explorer. 310 nossonset noayuntb xauw NTLMv2 yuyeTHOM 3anmcu B pesysbTaTe
HeKoppeKTHOM 06paboTKK dainos library-ms.

o peanM3oBaaM HOBble MNpaBuna A0A AeTEeKTUpPOBaHMS 370ynoTpebnerns ssh.exe, Hanpumep,
cosfaHua TyHHenel, Kpaxu NTLM-xalwa, BbINOMAHEHWS KoMaHA 6e3 SBHOro MOAKIOYEHUs K
yfaneHHoMy cepBepy. M3BecTHO, 4To rpynnunpoBka ToddyCat ncnonb3oana ssh.exe B kadecTBe
NHCTPYMEHTa ANS TYHHEeTMPOBaHWA Tpaduka.

Mpaeuna HopManusayum

Ynyql.ueva N ucnpaeiieHua

« UserGate: ncnpasneHa HopmManunaaumsi coobiTnii NAT.

« MikroTik: no6aBneHa noaaep»Kka HoBbIX TUMOB COObITUIA.

« Garda WAF: ncnpapieHo 3HadeHme noas outcome anst cobbITUA BIOKMPOBKM MONb30BaTENS.
+ Passbolt: ybpaHbl 0TnagoyHble nons test, [06aBNeHO NpYBEAEHNUE K THNY.

« Linux Auth: o6HoBNEHa 06paboTKa COObITUIA OLUMOOK.

+ [No6anbHble yHKLUMK: UCNpaBieHa NnpobnemMa coBMecTMocTy ¢ SIEM 2.3.0.

« Atlassian Jira: 06HOBNEHbI NpaBmia HopMaamMaaLmm 4as CoBMecTMmocTu ¢ SIEM 2.3.0.

+ Windows Security: 06HOB/EHbI MPaBWIa HopManu3aLun Aasa coBMmecTumMocTu ¢ SIEM 2.3.0.

« Linux Audit: 06HOBMEHbI NpaBmia HopManM3aunmn ans coeMmectTumocTn ¢ SIEM 2.3.0.

« Linux Rpoint: ucnpaBneH NyTb XypHanoB A58 COBMECTUMOCTM C HOBbIM areHTOM.

MpaBuna aeTeKTUpoOBaHUSA

HoBble npaBuna

» Microsoft Windows:
- 3anyck ssh.exe ¢ NoA03pUTENBHBIMM NapaMeTpamu.
- CosfaHne 0b6paTHOro TyHHens yepes ssh.exe.

o Vlcnonb3oBaHue ssh.exe ans kpaxku NTLM-xaLwua.
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> [Mopo3putensHble DNS-3anpocskl K LocaltoNet gomeHy.
- 06xoa UAC vepe3 COM-06beKTblI.
> OBHapy»xeHwue akcnnyataumm DDE yepes Office.
> /I3MeHeHWe [OBEPUTENbHbBIX OTHOLLIEHW MeXY JOMEHaMMW.
o [psamon goctyn K ancky Yyepes PowerShell.
- CxkaTne dannos cpeacteamm PowerShell.
> /lcnonb3oBaHne CpefcTB BUPTyann3aumm.
- YTeuyka NTLM uepes library-ms (CVE-2025-24071).
+ Oracle DB:
o [lonck nHbopmaumm o KoHdurypauwmm OracleDB.
o [lonck nHbopmaumm o cTpykType B OracleDB.
- Bxoa npuBunermpoBaHHoro nonb3oBatensa B CYB/ Oracle.
- YcnelwHbln nogbop napona k CYB/] Oracle.
o [TonydeHre MHbopmaumm o nonb3oatenax CYB/] Oracle.
o MaHunynaums ¢ yq4eTHbIMu AaHHbiMKu CYB/] Oracle.
> [op6op naponsa kK CYB/ Oracle.
- ATaka Password Spraying Ha OracleDB.
> IKCNopT 6asbl AaHHbIX Oracle.
+ MS SQL:
o [MonbiTKa noaxknroyeHns Kk CYB/ yepes DAC.
o [NonbITKa NONYy4YNTb COCTOsAHNE CAYX6bl Windows.
o [NonbITKa U3MEHNTb COCTOsAHNE CATY>X6bl Windows.
o 3anuchb KtoYa peecTtpa cpeacteamm MS SQL.
o YTeHure ktoYa peectpa cpeacteamm MS SQL.
- OTnpaBka pesysbTaToB SQL-3anpoca NoYToun.
- lIcnonb3oBaHue npoleayp 415 10KanbHOro BbINOJHEHNSA KOAA.
+ BIND:
- O6bHapy>xeHne DNS-3anpoca k fomeHy LocaltoNet.
+ Garda WAF:
- MaccoBoe yaaneHve Y3 Garda WAF.
o /I3MeHeHMe HaCTpOoeK 3alLnTbl MOAKIIOYEHHOrO cepBepa.
« VMware vCenter u ESXi:

> Micnonb3oaHmne chmod B ESXi yepes CLI.

YJ'IY'-II.IJeHMFl U ucnpaeneHus

o Linux:
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- PasmellleHne apxMBOB B ceTeBoW nanke Linux: o6bHoBNeHO none data_source, CKOPpPeKTMPOBaH
dUnbTP.

O penuse N2 26 ot 30.04.2025

Mbl MOCTOAHHO paboTaeM Haf, pacluMpeHneM 1 ynydlleHnemM akcnepTunsbl ans R-Vision SIEM.

KpaTko o penuse

B yacTv npaBWn AETEKTUPOBAHMSA NPOBeNN pedaKTOPUHI, CKOPPEKTMPOBANV GUbTPbI K UCKIOYeHUs ANA
YMEHbLLEHNUST NOXHO-MONOXUTENbHbIX CcpabaTbiBaHWiA, NepeBenv npaBuna aAns KSC Ha HoBbI dopmat
data_source.

PaspaboTanu npaBuaa HopManusaumMm Ans HOBOro MCTOYHMKa: Huawei USG. BHecnn vcnpaBneHus wu
YJyYLLEHWS B CYLLECTBYOLLME MpaBuia HopManmsaumm.

Mpaeuna HopManusauum

Hoeble npaBuna

» Huawei USG: NOKpbITHE HOBOIO NCTOYHMKA.

YnyJweHus u ucnpaeneHus

+ Redis: ncnpaBneHo HavMeHoBaHwWe npasua.

« Garda WAF: ncnpaBneHo HaumeHoBaHMe BeHgopa B nose dvendor.

+ Garda DBF: ncnpaeneHo HanmeHoBaHWe BeHAopa B none dvendor.

+ Garda DLP: ucnpaBneHo HavMeHOBaHMe BeHopa B nose dvendor.

« Garda NDR: ncnpasneHo HavMeHoBaHMe BeHaopa B nosne dvendor.

» ViPNet IDS: ncnpasneHo 3anosiHeHne nong severity.

+ Microsoft Windows Security: BHeceHbl He6OMbLLINE CNpaBeHNS B MPaBuso.

+ KSC: ncnpaeneHo 3anofHeHWe noner duser, suser ¢ AByMsi 1 60/1ee Nonb3oBaTens M B cobbiTuax KES.
« Bitrix24: BHeceHbl Heb6obLUME MCpaBNeHNS.

« Aurora Center: ncnpaBfieHO 3anosiHeHWe nong outcome.

« Auditd: gpo6aBneHo gekogupoBaHue nonei dproc, fname npu 3anucu saHadeHnin B HEX-popmarte.

I'Ipanma AE€TeKTUupoBaHus

Hoeble npaBuna

» Microsoft Windows

YnyJyweHus u ucnpaeneHus

« Microsoft Windows:

o CTpyKTypa AD 6bina akcnopTupoBaHa cpeacTBamin Ldifde.exe: pedakTopuHr npaBuna.
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> MaHnnynnpoBaHue 3annaHnMpoBaHHbIMY 3ada4aMm vyepes peecTp: pedaKToOpUHE npaBuna.
o BKIKOUEHME MM OTKNFOYEHME YYETHOW 3anmcu: pedakTOPUHE NpaBua.
> BktoyeHme nepeMeHHbIx cpefbl COR Profiler: pecdhakTopuHr npaBuna.
> 3anyck Galina 6e3 pacluMpeHnst: KOPPEKTMPOBKa GUbTpa.
- BXxoa nop y4eTHoM 3anmcbio aAMUHMCTpaTopa: 406aBNeH akTUBHbIN CAMCOK.
> BOBMOXHO ycnelHbIi noa6top Napons NoNb30BaTeNs: NepeHoc B AeknapaTuBHbIA hopmar.
o BXo/ Ha HECKOMNBKO Y3M0B MO/ OJIHOW YYETHOW 3aMnChbio: MePEeHOC B AeKNapaTuBHbI hopmar.
« Linux:
> MIameHeHre halinoB B AOMAaLLHEM KaTanore Apyrim nonb3oBaTeNemM: CKOPPEKTUPOBaH (UAbTP.
o Moandukaums darnnos MOTD B Linux: fo6aBNeHNE NCKIFOYEHWIA.

> /I3MeHeHMe KPUTWUYHBIX  daitNoB  KOHMUrypaumuM WHTEPaAKTUMBHOM  060M0YKKM:  Ao6aBfeHMe
VCKTHOYEHUI.

o 3akpenneHune Npy1 NOMOLLM YTUANTbI Trap: peakTopuHI npaBuna.

o OCTaHOBKaA KpUTUYHbIX CEPBMCOB B Linux: peakTopuHI NpaBuna.

- PasBefika JOMeHHbIX Y3 B Linux: pehakTopyHI npaBua.

> MIameHeHre tmp @aitioB NOrmpoBaHns Linux: JobaBaeHne CKITHOYEHUI.

o 3arpyska (aitna CepBUCHON YY4ETHOWM 3aNMUCbtO: KOPPEKTUPOBKA MUIbTPa.
o OTKNrOYeHWe nnn moandmrKauma Syslog Linux: KoppekTupoBKa huibTpa.

- KonupoBaHue CcTaHAapTHbIX WUCMOMHSAeMbIX daitnoB (MackapaguHr — yTunuT):  fob6aBneHne
WCKJTHOYEHNN.

o YTeHne GaliioB ¢ N0b30BATENBCKUMYM YHETHBIMY AaHHbIMU: JOH6aBNEHNE UCKFOUYEHNI,

- OBbHapy>xeHa komMaHpa reverse/bind shell: koppekTnpoBKka GuabTpa.

o YCnewHbl noadop napons nosb3oaTens Linux: MpaBmio COBMECTUMO C SECUre »KypHanoMm.
- [Topbop napona nonb3oBatens Linux: NpaBuio COBMECTUMO C SECUre XXypPHaNOM.

o YCReLlwHbI Noaodop Napons Ha XxocTe Linux: MpaBmnio COBMECTMMO C SECUre XXYPHaIoM.

- MNoabop napons Ha xocTe Linux: npaBnao COBMECTMMO C SECUre XKypHanoM.

- CosgaHne u yoaneHune yquHon 3anMcn B KOPOTKUIM MEPUOA BPEMEHU: MPaBWUIO COBMECTUMO C
Secure >XXypHasiom.

- CosfaHune Nob3oBaTesna UK rpynmbl: MPaBmMIO COBMECTMMO C SECUre XXYPHaIOM.
« KSC:

- ObLlee: HOBbIN hopmaT datasource ans Bcex npasmn KSC.

o 3adurKcMpoBaH Nepexo NO ONacHOW CCblNKe: A06aBNEH TPOTT/IMHT.
 FreelPA:

> I3MeHeHne 060104KM BXofa cpeacTBamMu FreelPA: pedhakTopuHr npaBuna.

- [Noa6op napons nonb3osaTens FreelPA: pedakToOpUHr Npasuna.

« VMware vCenter un ESXi:
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o OKcnnyaTtaumsa yassmmocTn CVE-2021-21972 Ha cepBepe vCenter: akTyannampoBaH data_source.

YpaneHHble npaBuna

o Linux:

o [laMn y4yeTHbIX 3anucei Linux: noruka npaBuaa MOKPbIBAeTca MnpaBuaoM "YTeHune dainoB c
NOb30BaTENbCKMMM YHETHBIMU AaHHbIMA'.

O penuse N2 25 o1 17.04.2025

Mbl NOCTOAHHO paboTaeM Haf pacLUMpPeHneM 1 ynyylleHnem aKenepTuabl anga R-Vision SIEM.

KpaTtko o penuse

« PaspaboTanu 31 HOBOe nMpaBuno geTekTupoBaHus ana Microsoft Windows, Linux, Garda WAF, MS SQL,
VMware vCenter and ESXI.

B 133 npaBunax getekTnpoBaHusa ang Windows yb6paHO MHOXECTBEHHOE 3KpaHWpOoBaHWe. Tenepb
NHbOPMaUMa B NpaBuaax fydlle BOCMPUHMMAETCHA, a MnpaBWia CTAHOBATCH COBMECTMMbI C
PasNNYHbIMK COOPLUMKAMN U TpaHCcnopTamMu cobbITuii B SIEM.

« B cywectsyrowmx npasunax ana VMware vCenter nogaep>xkanv VMware ESXI.
+ PaspaboTanu npaBuia HopManna3aumm Ana AByX HOBbIX UCTOYHUKOB: Microsoft ADDS, Garda DLP

« BHecnu necrnpasneHna n ynyqweHnd ans CyLecTBYROLWMX NMpaBil HOpMain3aunm

Mpaeuna HopManusauum

Hoeble npaBuna

» Microsoft ADDS

« Hopmanusauua Garda DLP

ynqu.IJeHMFl U ucnpaeneHus

+ Microsoft Security u System - Y6paHo HeKoppeKTHOe aKpaHMpoBaHve cMBOa "\" B COBbITUAX
« Garda WAF - CKoppekT1poBaHa 3an1cb HaunMeHOBaHWsA PO B NOSS COObITUS

« Garda Monitor - BHeceHbl Heb60/blLUME MCNpaBneHns

« Linux Auditd - Jo6aBneHo none ses B sourceSessionld

« PTISIM - PaclumpeH nepedeHb obpadaTblBaeMbIX TUMOB COObITHIA

« KOHTHeHT 4 - VicnpaBneHbl TWUMbl AaHHbIX /155 KOPPEKTHOW 3anuck B Mons HOPManinM30BaHHOMo
CcobbITUA

+ WinLogBeat - Y6paHo HekoppeKkTHOe aKpaHMpoBaHue cumBona "\" B CObbITUSAX
+ 1C - BHeceHbl HebosbLUNe UCrpaBieHUs

+ KSC - VicnpaBneHo 3amnonHeHve Nons .suser B COObITUSX peakTMpoBaH1s rpynn
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I'Ipanma AE€TeKTUupoBaHus

Hoeble npaBuna

+ Microsoft Windows:
- [Jo6aBneHve daina B ANPEKTOPUIO pacLUMpeHms 6pay3epa
- JlobaBneHune paclumpeHnst B bpayaep cpeactsom CLI
* Linux:
- JlobaBneHne paclumpeHns B 6paysep cpeactsom CLI Linux
- [lobaBneHune daitna B paclumpeHns 6paysepa Linux
+ Garda WAF:
- [lob6aBneHne Nonb3oBaTento KpUTn4Hom ponn Garda WAF
o MHOXECTBEeHHble aTaku Ha Beb-npunoxeHne Garda WAF
- ATaka Ha BeG-npunoxerue Garda WAF
> MHO)ecTBeHHas aTaka Ha Be6-npunoxeHne Garda WAF
o OTKOYEHME K M3MeHeHue natTepHa Garda WAF
- [Noa6op napons nonb3osatens k Garda WAF
o YcnelwHbli nogbop naponsa K Garda WAF
- ATaka Password Spraying kK Garda WAF
+ MS SQL:
- CospaHne pesepBHbIx Konuin MSSQL cpeacteamum PowerShell
> BktoYeHme HebGe3onacHbIX NapaMeTpoB B KOHbUrypaumm MSSQL
o OTKKOYEHME NONUTUKN BXO4a Nonb3oBaTenen MS SQL
> YCTaHOBKa HebesonacHoro ceoctea MS SQL
o [NonbITKa BKIKOYNTb CMeLLaHHYo ayTeHTUdunkaumnio MS SQL
o [onyyeHre nHhopmaumm 06 anroputMe WwndposaHma b/
o [onyyeHme nHhopmaumm o nonbaoBatensax OC
o [1oCTyn K fOKaAbHOW hanoBon cncteme MSSQL
o [lonck nonb3oBaTenen ¢ adMUHUCTPATUBHBbIMK MpaBamMu B MSSQL
o [lonyyeHre nHdopmaumm o nonb3oBatensax MSSQL
o [lonyyeHune nHdopmaumm o sepcumn MSSQL
o [Tony4deHre MHHOpMaLMK O NpUBMAErnsaX Nob3oBaTens MSSQL
o [lonyyeHue xella napond nosab3osarenen MSSQL
« VMware vCenter u ESXi:
> OBHapy>eHune ys13BUMOIN KoHbUrypaummn ESXi
- Mlcnonbsoanue yTuanT ESXi yepes CLI

o MicnonbsoBaHue find B ESXi
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o CospaHune ssh-TyHHenei Ha ESXi
- OCcTaHOBKa KpUTUYHOIO cepBmca ESXI
« Kaspersky Endpoint Security:

o [NoAKNrOYeHNe HeJOBEPEHHOIO yCTpOlZCTBa

Ynyql.ueva N ucnpaeneHua

+ Microsoft Windows:
> B 133 npaBunax getektnpoBaHnsa ana Windows ybpaHo MHOXKECTBEHHOE SKpaHMpOBaHMe.
« VMware vCenter and ESXi:
> KNIOHMPOBaHWE HECKONMbKNX KPUTUYHBIX BUPTYalbHbIX MallWH - akTyanuaunpoBaH data_source.
- KIOHMpOBaHWe KPpUTUYHOM BUPTYanbHOW MalUnHbI - akTyannanposaH data_source.
o AkecnnyaTtauns ysasmumocTn CVE-2021-22005 Ha cepBepe vCenter - akTyanusmpoBaH data_source.
o JlocTyn K KpUTUYHbIM (haiinam Ha cepBepe vCenter - akTyanusmpoBaH data_source.
o I3MeHeHa KOHMUrypaumsa KpUTUHYHOM BUPTYanbHON MalluMHbI - noaaepyaH ESXi.
> BbIrpy3ka HeCKONbKNX GaitfioB C KPUTUYHOW BUPTYanbHOM MaLlUWHbI - nogaep»aH ESXi.
o I3MeHeHa KOHMUIypaumst HECKOMbKNX KPUTUYHBIX BUPTYaNbHbIX MalUWH - noaaep»aH ESX.
> Bbirpyaka dhaina ¢ KpUTUYHOM BUPTYanbHOM MallvHbI - nogaepykaH ESXi.
- OBbHapy>keHa aTaka Password Spraying - nogaep»>aH ESXi.
> BOBMOXHO ycneLuHbli noaoop napons nonb3oBatens Ha VMware - noaaep»kaH ESXi.
o MHO)eCTBEHHble HeyCMeLLHble MOMbITKW ayTeHTUMMKaLMM Nonb3oBaTens - noaaep>kaH ESXi.
- Bxog noa npuBUNErnpoBaHHOM YHETHOM 3aMNChiO C HEM3BECTHOMO XOCTa - noaaepxan ESXI.
o VI3MeHeHVe ayauTa BUPTyanbHOM MHMPACTPYKTYPbI - akTyanm3npoBaH data_source.
o OTK/IFOHYEHO HECKOJIBKO KPUTUYHBIX BMPTYalbHbIX MaLlUWH - nogaepxan ESXI.
o OTKJIOYEHa KpUTUYHasA BUPTYasibHas MallnHa - noaaepxxann ESXi.
o YaneHo HECKOMbKO KPUTUYHbIX BMPTYabHbIX MallUMH - nogaep»kaH ESXI.
- Y[aneHa KpUTUYHana BUpTyanbHas MallmnHa - shost 3ameHeH Ha dhost.

- CosfaHne MHOXeCTBa BMPTYaslbHbIX MalLUKH - shost 3ameHeH Ha dhost.

O penuse N2 24 ot 02.04.2025

Mbl NOCTOAHHO paboTaeM Hall pacLUMpPeEHEM SKCNEPTU3bI 1 ee yaydlleHnam ana R-Vision SIEM.

KpaTko o penuse

+ B npaBunax aetekTvpoBaHus 6pyTdopca v MaHUNynsumMy ¢ nonb3oBaTensMu Ha Linux nognepykanm
»XypHanbl auth.log n Auditd.

« MpaBuna Windows nepeBenn Ha HOBbI GopMaT data_source.

« Pa3paboTanu npaBuia HopManmsaunm 4sas ABYX HOBbIX MCTOUYHNKOB: KOHTMHEHT 4, Linux auth.log.
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« BHecnn ynydlieHuns gas yxxe CyLLeCTBYHOLIMX NpaBuni HopManm3aumm n AeTeKTUPOBaHMA.

MpaBuna Hopmanusauumn

HoBble NCTOYHUKM

+ KOHTUHeHT 4: HopManuaauma cobbiTuii ns b/ (PgSQL).

« Linux: nokpbiTue ypHana auth.log.

Ynyql.ueva N ucnpaeieHua

« Garda WAF: go6aBneHa 06paboTka COObITUA PONEN.

« PTAFv3: cnpasrieH MannuHr nonga request.

« Windows Sysmon: onTrmunsnpoBaH hbunbTp COObITUIA.

« PT Sandbox: onTMm3npoBaH NapcuHr cobbITWiA ¢ yd4eToM hopmaTa.

+ Garda Monitor: fo6aBneHa HopManM3aLUmsa CoBbITUI N3 CUCTEMHDBIX XKYPHAOB.

lNMpaBuna aeTeKTUpOBaHUSA

YnyJyweHus n ucnpaeneHus

+ Microsoft Windows:

- CKOppeKTNpoBaHO 3anofHeHve noas data_source B CBA3M CO CMeHOM popmaTa.
« Linux:

- CospaHune Nofb3oBaTens U rpynnbl — nogaep»kaxbl auth.log n auditd.

- CosfaHne v yaaneHne y4eTHbIX 3amnncein B KOPOTKNUIA Nepuos BpeMeHn — noaaepykarbl auth.log un
auditd.

> YcneluHbli noa6op naposns Ha xocTe Linux — noaaep»kaHbl auth.log 1 auditd.
- [Togbop napons Ha xocTe Linux — noaaepykaHbl auth.log v auditd.
o YcnelHbI noa6op napons nonb3oBaTtens Linux — noaaepykarbl auth.log 1 auditd.

- [Topbop napona nonb3oBatens Linux — noaaep>kaHbl auth.log v auditd.

O penuse N2 23 o1 18.03.2025

Mbl NOCTOSAHHO paboTaeM Haj pacLUMpPeHnEM aKCNePTU3bl 1 ee yaydlleHnsam ans R-Vision SIEM.

KpaTtko o penuse

+ PaspaboTanu npaBuna HopManmnaaumm aaa 2 HoBbIx MCTOYHNKOB: NextCloud, Kaspersky CyberTrace.
« PaspaboTtanu 14 npaBun aeTekTnpoBaHna aaa KSMG, OpenVPN.

« BHecnun ynydleHuns aas yxxe CyLLeCTBYHOLIMX NpaBui HopManm3aumm n AeTeKTUPOBaHWS.
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MNpaeuna HopManusauum

HoBble UCTOYHUKMN

« NextCloud

« Kaspersky CyberTrace

YJ'IY'-II.IJGHMH n ucnpaeneHus

+ Linux Auditd

« Kaspersky Security Center (KSC)

« Kaspersky Secure Mail Gateway (KSMG)
» Garda WAF - [lo6aBneHo none

» OpenVPN

lMpaBuna aeTeKTUpOBaHUSA

HoBble npaBuna

+ Kaspersky Secure Mail Gateway (KSMG):
- BpefloHOCHOE BNOXEHWEe B MUCbME
- BpeloHOCHas ccblfika B NM1UCbMe
- [1poBepka NoOANMHHOCTI OTNPaBMTENEN COOBLLEHNI
o [Tofny4eHne MacCoBOM PaCcChINKU MUCEM
o [lonyyeHue cnamM-n1ucbMa
o LndpoBaHHOE BNOXEHWE B MUCbME
« OpenVPN:
- [MoakntoydeHre OpenVPN 3a npegenamu Poccumn
- [Noa6op napons B Be6-koHcoMb OpenVPN AS
- YcnelHbli nogbop napons knneHta OpenVPN
- [Nog6op napons knneHTa OpenVPN
o MHOXeCTBO HeycnelHbix HTTP-3anpoco kK OpenVPN AS
o [ocTyn K dhanny ¢ kaodammn n ceptudrkatamm OpenVPN
o MI3ameHeHme KoHurypaumm OpenVPN

o AHOManbHbIM HTTP-3anpoc k webU!

Ynyql.ueva N ucnpaeneHua

« Microsoft Windows:

o lcnonb3oBaHue yTmnnT  ana  co3faHnA  CHMMKOB  9KpaHa
JTOXKHOMONOXNTENTbHbIX Cpa6aTbIBaHl/Il7I.
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« KSC:

> MOBTOPHOE 3apaykeHwue XocTa OfiHMM BMPYCOM - NepeBefieHo B AeKnapaTuBHblii hopmat

O penuse N2 22 ot 04.03.2025

Mbl NOCTOAHHO paboTaeM Haf pacLUMpPeHMEM aKCNEPTM3bI U ee yaydlleHnsam ana R-Vision SIEM.

KpaTko o penuse

« Paspa6oTanu npaBuna HopManusauum Ana 2 HoBbIXx MCToYHMKOB: OpenVPN Access Server, Microsoft
AD DS.

« PaspaboTtanu 15 npaBun getekTnpoBaHusa ans Kubernetess, Microsoft SQL Server, 7-Zip, JetBrains
TeamCity, Microsoft Windows (BbisiBNieHve Coco60B NOBbILLIEHNS NTPUBUNETNIA).

» BHecnu yaydweHna A4 y>kKe CyLeCTBYROLWMX NpaBu1 HOpMaindaunn N AETEKTUPOBAHNA.

Mpaeuna HopManusauum

HoBble UCTOYHUKMN

» OpenVPN Access Server
+ Microsoft AD DS

YnyuJwieHus n ucnpaeneHus
e R-Point
+ CyberPeak
+ Linux Auditd
« Garda WAF
+ Garda Monitor
« Bitrix24
+ Microsoft Sysmon
+ Microsoft Windows Powershell
+ OracleDB
+ Kaspersky Security Center (KSC)
« Kaspersky Secure Mail Gateway (KSMG)

MpaBuna aeTeKTUpPOBaHUSA

Hoeble npaBuna

+ Microsoft Windows:
o YaaneHHoe BbIMOMHEHWE KOMaH/ C NoMoLLbo PsExec

- 9kecnnyaTtauns Mark-of-the-Web bypass
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o NameHeHume SID-History
o 3anyck npouecca OT Apyroro noib3oBaTens
o [MoameHa PID poamnTenbcKkoro npotecca
« JetBrains TeamCity:
- Okcnnyataumsa CVE-2023-42793 B JetBrains TeamCity
* Linux:
o OTKJTHOYEHME MaHAATHOrO KOHTPOA LIETOCTHOCTH
+ Microsoft SQL Server:
o IaMeHeHne napons npusunernpoBanHon Y3 MS SQL Server
- HasHaveHa posib agMUHUCTpaTOpa nosb3osatento MS SQL Server
o YnaneHnue 6asbl AaHHbIX B MS SQL Server
o YnaneHune Heckonbkux Tabnuy B MS SQL Server
- CosfaHune pesepBHoi konun b1 MS SQL Server
o [TonydeHre nHbopmaumm o6 ayante MS SQL Server
> MiameHeHne ayanTa 6a3bl gaHHblx MS SQL Server
+ Kubernetess:

o 3aMnyCK MHTEePaKTUBHON 0O0M0YKN B KOHTENHEPE

Ynquel-mn n ucnpaeneHus

« ObLee:
o CKOppeKTMpoBaHO 3anonHeHve noas data_source B CBA3M CO CMeHOM popmara.
+ Microsoft Windows:
> YTteHue Ticket CCACHE talina - ontummnsauns npasuna
o YCnelUHbli nogbop naponsa nonb3oBatens FreelPA - onTuMmsauma npasuna
- 3aKpenneHue Yepes Shim - yMeHbLUEeHNe KONMYEeCTBa TOXHOMONOXKUTENbHbIX CpabaTbiBaHU.

o Mouck AaHHbIX B ceTeBblx nankax Windows - yMeHbllUeHNe KOMYECTBA JTOXKHOMOMOXKMNTENbHbIX
cpabaTbiBaHuUIA.

- JJocTyn K 4yBCTBUTENbHOMY ceTeBOMYy Aucky Windows - yMeHblUeHWe KonmnyecTBa
NOXXHOMONOXKMUTENBHbBIX CPabaTbIBaHWA.

o 3anyck danna 6e3  paclWMpeHua - yMEHbLUeHMEe  KOMYECTBA  JIOXKHOMOJOXUTENbHbBIX
cpabaTbiBaHuUIA.

o XXypHan cobbituin Windows 6bi1 O4MLLEH - CKOPPEKTMPOBAHO YBEAOM/IEHME.,
o OTkNrOYeHne nnn moandmrkauma Windows Audit Log Policy - onTumMmnsauma npasuna.
+ KSC:

- [TOBTOPHOE 3apaXkeHue XocTa OAHVM BMPYCOM - MePEBEEHO B ieKapaTuBHbI hopmat
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[MpaBuna peTeKTupoBaHuA

Pasgen coaepXxuT BCHO MHMOPMALMIO, CBSA3AHHYIO C MNpaBuiaMu OETEKTUPOBAHMA, WX MEePeYHEM U
nokpblTnem Matpuubl MITRE ATT&CK.

« [lepeyeHb npasu

e [NokpbiTre npasunamu matpuupl MITRE ATT&CK

lNMepeyeHb NpaBun

[aHHaa Tabavua COOEPXKUT CAMCOK paspaboTaHHbIX MpaBui OeTeKTUpoBaHWsA. [Na KaxkAaoro npaBuna
yKa3aHo, K Kakon MHMOOPMAaLIMOHHOM CUCTEME OHO OTHOCUTCS, @ TakxKe Kakhe TaKTUKM 1 TexHukn MITRE
ATT&CK oHO 3aTparnaer.

MNMokpbiTue npasunamu matpuubl MITRE ATT&CK

Porsi stence Defense Evasion Qedential Access

Privilege
Escal ati on
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Moppep)XxuBaemMbie UICTOYHUKUN COObITUIA

[aHHas Tabnuua CoAep>KnT CnnMcoK MHMOPMALMOHHbBIX CUCTEM, M3 KOTOPbIX B SIEM nocTynatoT cobbITus.
[Inst yKasaHHbIX MCTOYHWMKOB pa3paboTaHbl NpaBuia Hopmanmaaumn.

BeHpop MpoAaykT Bepcusa Knacc Tun ID npaBuna
NoAK/IOYEeHUs  HopManusauuu

AhnlLab Absolute Data and - DLP Universal CEF RV-N-18
Device Security
(DDS)
AhnlLab AhnlLab Malware - Sandbox Universal CEF RV-N-18
Defense System
(MDS)
Apache Apache 41 DB Syslog RV-N-6
Cassandra
Apache Apache HTTP 2 Web AreHT  R-Vision RV-N-7
Server Endpoint
RV-N-8
Syslog
Apple macOS 10,11 OS AreHT R-Vision  RV-N-9
Endpoint
RV-N-174
Atlassian Confluence 8 Business Syslog RV-N-10
RV-N-11
Atlassian Jira 9,10 Business Syslog RV-N-12
RV-N-13
Avigilon Avigilon Access - ACM Universal CEF RV-N-18
Control Manager
(ACM)
AV Soft ATHENA 1.4 Sandbox Syslog RV-N-4
Ayehu Ayehu eyeShare - ITSM Universal CEF RV-N-18
Barracuda Barracuda - NGFW Universal CEF RV-N-18
Networks NG
Firewall
BeyondTrust BeyondInsight - PAM Universal CEF RV-N-18
BeyondTrust Privilege - PAM Universal CEF RV-N-18
Management
Console
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BeHpop

BIND

Bloombase

BMC
Bricata

Bringa Risk

Broadcom

Broadcom

Broadcom

Canonical

Check Point

Check Point
Cisco
Cisco
Cisco
Cisco
Cisco
Cisco
Cisco

Cisco

MpoaykT

BIND DNS

Bloombase
StoreSafe

BMC CorrelLog

Bricata ProAccel

Bringa Risk
Analytics

Symantec

Advanced Threat
Protection (ATP)

Symantec
Endpoint

Protection Mobile

Symantec Threat
Hunting Center

Ubuntu

Check Point
Firewall

GAIA
Cisco ASA

Cisco FirePower

Cisco FirePower

Cisco I10S

Cisco I0S XE
Cisco I0S XR

Cisco Nexus

Cisco Secure
Email Gateway

(SEG)

Bepcus

9.9

1804,
2004,
2204,
2404

R80+

R80+
84,9

12-15
17

24
10.1

Knacc

Application

Application

SIEM
IPS
ROC (Risk

Operation Center)

TP

AV

TH

0S

NGFW

oS
FW
IPS
IPS
Network
Network
Network
Network

GW
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Syslog

Universal CEF

Universal CEF
Universal CEF
Universal CEF

Universal CEF

Universal CEF

Universal CEF

AreHT R-Vision
Endpoint

Syslog CEF

Syslog
Syslog
Syslog
Syslog
Syslog
Syslog
Syslog
Syslog
Universal CEF

ID npaBuna

HOpManusayum

RV-N-14

RV-N-15

RV-N-16

RV-N-17

RV-N-142

RV-N-18

RV-N-18
RV-N-18
RV-N-18

RV-N-18

RV-N-18

RV-N-18

RV-N-57

RV-N-19

RV-N-20
RV-N-22
RV-N-23
RV-N-23
RV-N-24
RV-N-25
RV-N-26
RV-N-27
RV-N-18
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BeHpop

Cisco

Cisco
Cisco
Cisco
Citrix
Citrix

Citrix

Claroty

ClickHouse

CloudPassage

Corvil

Cribl
CrowdStrike
CyberArk

Debian

Deeplnstinct

Delinea

Digital Guardian

DistKontrol

Dragos

EclecticlQ

MpoaykT

Cisco Secure
Firewall
Management
Center

IPFIX

NetFlow v5
NetFlow v9
Citrix NetScaler

Citrix Virtual App
and Desktops
(VAD)

Citrix XenApp

Claroty
Continuous
Threat Detection

ClickHouse

CloudPassage
Halo

Corvil Network
Analytics

Cribl Stream
Falcon Host

Privileged Threat
Analytics (PTA)

Debian

Deeplnstinct

Delinea Secret
Server

Digital Guardian
Endpoint Threat
Detection

DistKontrolUSB
Dragos Platform

EclecticlQ
Intelligence
Center

Bepcus

v10
v5

v9
13,14

23—25

10—12

5

Knacc

MC

Network
Network
Network
Gateway

VDI

HV
TP

DB

TP

Application

Application
SOC Application
TP

0S

VM
Vault

D

SW

D
D

Bepcua YMC2.0

Tun
noAKN0YeHUs

Universal CEF

Netflow
Netflow
Netflow
Syslog
Syslog

DB(MSSQL)
Universal CEF

DB(ClickHouse)
Universal CEF

Universal CEF

Universal CEF
Universal CEF
Universal CEF

AreHT R-Vision
Endpoint

Universal CEF
Universal CEF

Universal CEF

Syslog

Universal CEF
Universal CEF

ID npaBuna
HOpManusauuu

RV-N-18

RV-N-87
RV-N-86
RV-N-88
RV-N-28
RV-N-29

RV-N-30

RV-N-127
RV-N-18

RV-N-31

RV-N-18

RV-N-18

RV-N-18
RV-N-18
RV-N-18

RV-N-57

RV-N-18
RV-N-18

RV-N-18

RV-N-32

RV-N-18
RV-N-18
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BeHpop

Edge Technologies

Eltex
Eltex
Eltex
ESET
F5

FFRI
Firekye
FireEye

Forcepoint
Forcepoint

Fortinet

Fortinet

FreelPA

Gigamon

Gitlab
HAProxy

Hewlett Packard
Enterprise

Hewlett Packard
Enterprise

Hewlett Packard
Enterprise

Huawei

MpoaykT

Edge
Technologies
AppBoard and
enPortal

Eltex ESR

Eltex MES

Eltex VESR
ESET PROTECT

BIG-IP Advanced
Firewall Manager
(AFM)

FFR yarai

FireEye CM Series

FireEye Malware

Protection System

Forcepoint NGFW
Forcepoint SMC

FortiGate

Fortinet
FortiSOAR

FreelPA

Gigamon
GigaVUE

Gitlab
HAProxy

Aruba ClearPass

ArubaO0S-CX

ProCurve

USG

Bepcus

1.18
1.28
1.18

6.4,7.2,
7.4

3,4

17,18
2.4

Knacc

Application

GW
SW
GW
AV
FW Manager

AV
CMS
AV

NGFW
SMC
NGFW

SOAR

Application

Application

Application
Application
Application

Switch

SW

NGFW
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Universal CEF

Syslog
Syslog
Syslog
Universal CEF
Universal CEF

Universal CEF
Universal CEF
Universal CEF

Universal CEF
Universal CEF

Syslog

Universal CEF

Syslog

Universal CEF

Syslog
Syslog
Universal CEF

Syslog

Syslog

Syslog

ID npaBuna
HOpManusauuu

RV-N-18

RV-N-33
RV-N-34
RV-N-33
RV-N-18
RV-N-18

RV-N-18
RV-N-18
RV-N-18

RV-N-18
RV-N-18
RV-N-37

RV-N-18

RV-N-38
RV-N-39
RV-N-40

RV-N-41
RV-N-18

RV-N-42
RV-N-44
RV-N-18

RV-N-43

RV-N-132

RV-N-172
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BeHpop

IBM

[llumio

Imperva

Imperva

InfoWatch

Intralinks

JetBrains

Juniper

Kaspersky

Kaspersky

Kaspersky

Kaspersky

Kaspersky

Kubernetes

Lieberman Software

MpoaykT

IBM InfoSphere
Guardium

Policy Compute
Engine (PCE)

Imperva Incapsula

Imperva
SecureSphere

InfoWatch Traffic

Monitor
Intralinks VIA

TeamCity

Junos 0S

Kaspersky Anti
Targeted Attack
(KATA)

Kaspersky
CyberTrace

Kaspersky Secure

Mail Gateway
(KSMG)

Kaspersky
Security Center

Kaspersky Web
Traffic Security

Kubernetes

Enterprise
Random
Password

Manager (ERPM)

Bepcus

2023,
2024

21,23

14

6.1

Knacc

Application

Application

AntiDDoS

SecurityPlatform

DLP

Application
Application

NGFW
Sandbox

AV

AV

AV

AV

Application

Vault
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Tun
noAKAloYeHus
Universal CEF

Universal CEF

Universal CEF
Universal CEF

DB

Universal CEF

Syslog

Syslog
Syslog

Syslog

Syslog CEF

DB MS SQL

DB MySQL

(MariaDB)
DB PostgreSQL

Syslog CEF
Syslog

Vector

Universal CEF

ID npaBuna
HOpManusauuu

RV-N-18

RV-N-18

RV-N-18
RV-N-18

RV-N-45

RV-N-18
RV-N-47
RV-N-48
RV-N-136

RV-N-49

RV-N-50

RV-N-166

RV-N-18

RV-N-51

RV-N-130

RV-N-52

RV-N-53

RV-N-54
RV-N-18
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BeHpop

Lighttpd

Mattermost

Microsoft

Microsoft

Microsoft

Microsoft

Microsoft

Microsoft

Microsoft

Microsoft

Microsoft

Microsoft

Microsoft

Microsoft

MpoaykT

Lighttpd

Mattermost

Active Directory
Domain Services
(ADDS)

Active Directory
Web Services
(ADWS)

AppLocker

Background
Intelligent
Transfer Service
(BITS)

DHCP Server

DNS Server

Exchange

I

Microsoft SQL
Server

Sysmon

System Center
Configuration

Manager (SCCM)

System Center
Operations

Manager (SCOM)

Bepcua Knacc

2.4

9

Web

Application

2008—2 Application

022

2008—2 Application

022

0S

0S

2008—2 Application

022

2008—2 Application

022

2019 Application

2008—2 WEB

022

2008—2 DB

022

0S

Application

Application
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Tun
noAKN0YeHUs

Syslog

Syslog

AreHT R-Vision
Endpoint

AreHT R-Vision
Endpoint

AreHT R-Vision
Endpoint

AreHT R-Vision
Endpoint

AreHT R-Vision
Endpoint

AreHT R-Vision
Endpoint

AreHT R-Vision
Endpoint

AreHT R-Vision
Endpoint

DB
AreHT
Endpoint

AreHT R-Vision
Endpoint

AreHT R-Vision
Endpoint

AreHT R-Vision
Endpoint

R-Vision

ID npaBuna
HOpManusauuu

RV-N-160

RV-N-161
RV-N-129
RV-N-147

RV-N-58

RV-N-72

RV-N-73

RV-N-59

RV-N-60
RV-N-61
RV-N-62
RV-N-63

RV-N-64

RV-N-69

RV-N-70

RV-N-76

RV-N-65
RV-N-66

RV-N-67
RV-N-68
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BeHpop

Microsoft

Microsoft

Microsoft

Microsoft

Microsoft

Microsoft

Microsoft

MikroTik

MongoDB

Netgate
NetlQ

NetScout Systems

Netskope

Netwrix
Nextcloud
Nexthink

Nginx

NIKSUN

MpoaykT

Task Scheduler

Terminal Services

Windows
Management
Instrumentation
(WMI)

Windows
PowerShell

Windows Remote
Management
(WinRM)

Windows Security

Windows
Terminal Service
Gateway

RouterOS
MongoDB
pfSense

NetlQ Identity
Manager

nGenius
Performance
Manager

Cloud Access
Security Broker
(CASB)

Netwrix Auditor
Nextcloud
Nexthink Engine
Nginx

NIKSUN
NetDetector

Bepcus

6,7
7,8
2.7,2.8

26—29

1.26—
1.28

Knacc

0S

Application

0S

0S

0S

0S

Application

SW/Router/FW

DB

Application
IM

Application

Application

Application
Application
Application
Web

Application
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Tun
noAKN0YeHUs

AreHT R-Vision
Endpoint

AreHT R-Vision
Endpoint

WMI

AreHT R-Vision
Endpoint

AreHT R-Vision
Endpoint

AreHT R-Vision
Endpoint

AreHT R-Vision
Endpoint

Syslog
Syslog
Syslog
Universal CEF

Universal CEF

Universal CEF

Universal CEF
Syslog
Universal CEF

AreHT  R-Vision

Endpoint

Syslog

Universal CEF

ID npaBuna
HOpManusauuu
RV-N-77

RV-N-78

RV-N-126

RV-N-74

RV-N-71

RV-N-157

RV-N-79

RV-N-80
RV-N-81
RV-N-164
RV-N-18

RV-N-18

RV-N-18

RV-N-18
RV-N-167
RV-N-18
RV-N-84
RV-N-85
RV-N-139
RV-N-18
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BeHpop

One Identity

OpenBao
OpenVPN

OpenVPN

Oracle

Oracle

Orion Soft
PagerDuty
Palo Alto

Palo Alto
Passbolt
Penta Security

Positive
Technologies

Positive
Technologies

Positive
Technologies

Positive
Technologies

Positive
Technologies

PostgreSQL

Progress

Proofpoint

MpoaykT

One Identity

Privileged Access

Management
(PAM)

OpenBao
OpenVPN

OpenVPN Access

Server

MySQL

OracleDB
zVirt (oVirt)

PagerDuty

Cortex Data Lake

PAN-OS
Passbolt
WAPPLES

PT Application
Firewall

PT Application
Firewall

PT Industrial
Security Incident
Manager

PT Network
Attack Discovery

PT Sandbox

PostgreSQL

Kemp
LoadMaster

Bepcus

2.1
24,2.6

~

~

14,17

Proofpoint Insider -

Threat
Management

Knacc

PAM

Application
VPN

Application
DB

DB
Virtualization
Application
Application
Application
Vault

WAF
WAF

WAF

NTA (B cermeHT
ACY T)

NTA

Sandbox

DB

Application

D
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Tun
noAKN0YeHUs

Universal CEF

Syslog
Syslog

Syslog

Syslog
DB(MySQL)
Syslog

DB (PostgreSQL)
Universal CEF
Universal CEF
Universal CEF
Syslog

Universal CEF

Syslog

Syslog

Syslog

Syslog

Syslog

Syslog
Universal CEF

Universal CEF

ID npaBuna
HOpManusauuu

RV-N-18

RV-N-89
RV-N-90

RV-N-91
RV-N-165

RV-N-82

RV-N-83
RV-N-92
RV-N-158
RV-N-18
RV-N-18
RV-N-18
RV-N-93
RV-N-18
RV-N-95

RV-N-96
RV-N-97

RV-N-159

RV-N-128

RV-N-98

RV-N-100
RV-N-18

RV-N-18
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BeHnpop MpopykT Bepcua Knacc Twun ID npaBuna
NOAK/NIOYEHU  HOpManusauuu

Proxmox Server Proxmox Virtual 8 HV Syslog RV-N-101
Solutions Environment
Recorded Future Intelligence Cloud - TIP Universal CEF RV-N-18
Platform
Red Hat Ansible Tower v3 Application Syslog RV-N-5
Red Hat AWX 24 Application Syslog RV-N-5
Red Hat Linux Auditd - 0S AreHT  R-Vision RV-N-55
Endpoint
RV-N-56
Syslog
RV-ET-2
RV-A-1
Red Hat Red Hat 79 0S AreHt R-Vision  RV-N-57
Enterprise Linux Endpoint
Redis Redis Enterprise 7.2 DB Syslog RV-N-105
ReversinglLabs ReversinglLabs - Application Universal CEF RV-N-18
N1000 Appliance
Rocky Enterprise Rocky Linux 8—10 0OS AreHT R-Vision  RV-N-57
Software Foundation Endpoint
R-Vision R-Vision SOAR - IM Syslog RV-N-131
R-Vision R-Vision TDP - TDP Syslog RV-N-102
R-Vision R-Vision TIP - TIP Syslog CEF RV-N-103
R-Vision YHuBepcasbHblid - - Syslog RV-N-18
KOHHekTOp CEF
Mpasuno
HopManmnaauun
ana  céopa M
06paboTKu
COBbITUI B
dhopmaTe
ArcSight CEF.
Mcrnonbayetcd
ans BCEX
NCTOYHNKOB
nepeyHsa c
TUMOM
NOAKIHOYEHMA

Universal CEF.

SailPoint SailPoint - IDM Universal CEF RV-N-18
Technologies IdentitylQ
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BeHpop

SentinelOne

Squid Software
Foundation

Suricata

Thales eSecurity

ThreatConnect

ThreatQuotient

TrapX Security

Trend Micro

Trend Micro

Trend Micro

Trustwave

UserGate
UserGate
Varonis Systems

Veeam Software

Veriato

VMware

VMware
VMware

VMware

Votiro

Webroot

Xello
Zabbix

MpoaykT

SentinelOne

Squid

Suricata

Vormetric Data
Security Manager

Threat
Intelligence
Platform

ThreatQuotient
DeceptionGrid

Trend Micro
Control Manager

Trend Micro Deep
Security

Trend Micro
NGFW

Trustwave
DbProtect

UserGate NGFW
UserGate UTM
DatAdvantage

Veeam Backup

Veriato 360

VMware Carbon
Black EDR

VMware ESXi
VMware Horizon

VMware vCenter
Server

Votiro Disarmer
for Windows

Webroot
BrightCloud

Xello Deception

Zabbix

Bepcus

6,7

7,8

6,7
7.8
6,7

5.5
6,7

Knacc

EDR

Proxy

Application
SMC

TIP

Application

Deception

Application

Application

NGFW

WAF

NGFW
UTM
Data Protection

Backup

UEBA
EDR

HV
HV
HV

Application

Application

Honeypot
Application
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Tun
noAKN0YeHUs

Universal CEF

Syslog

Syslog
Universal CEF

Universal CEF

Universal CEF
Universal CEF
Universal CEF

Universal CEF

Universal CEF

Universal CEF

Syslog
Syslog
Universal CEF

AreHT R-Vision
Endpoint

Universal CEF
Universal CEF

Syslog
Syslog
Syslog

Universal CEF

Universal CEF

Syslog CEF

ID npaBuna
HOpManusauuu

RV-N-18
RV-N-117

RV-N-140
RV-N-18

RV-N-18

RV-N-18

RV-N-18
RV-N-18

RV-N-18

RV-N-18

RV-N-18

RV-N-35
RV-N-36
RV-N-18
RV-N-122

RV-N-18
RV-N-18

RV-N-119
RV-N-120
RV-N-121

RV-N-18

RV-N-18

RV-N-143

DB (PostgreSQL) RV-N-124
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BeHpop

Zeek
Zettaset

Zscaler

1C

1C-butpuke

AnTwn bacTuoH
ANTIKC-COPT
ATom BesonacHocTb
["apda TexHonorum
["apaa TexHonorum
["apaa TexHonorum
["apaa TexHonorum

NHpoTeKC

NHpoTeKC
NHDoTeKC
Kop besonacHocTtwn

Kop besonacHocTtwn

Kop besonacHocTtn

KoHdunaeHT

KoHpunaeHT

KoHbuaeHT

OTKpbITas
MobunbHas
MnaTtdopma

MpoaykT

Traffic Parcer

BDEncrypt

Zscaler Nanolog
Streaming Service

(NSS)

1C:MNpeanpuaTtme

Butpukc24
CKAMNY HT
RedCheck
StaffCop
[lapfa DBF
apaa DLP
[lapfa NDR
lapoa WAF

ViPNet
Coordinator

ViPNet IDS NS

ViPNet TIAS

Secret Net LSP
Secret Net Studio

KOHTUHEHT

ELLY Dallas Lock

CepBep

6€30MacHOCTU

Dallas Lock

CepBep

6€30MacHOCTU

Dallas Lock

ABpopa LeHTp

Bepcus

24

2.9
5.5

1.0

2.4

3.10
3.10
1.12

N

5

Knacc

Application
DBF

Application

ERP

Application
PAM

VM

DLP

DBF

DLP

NDR

WAF
NGFW

IDS

TI (IDS Center)

ACM
ACM

NGFW
AM

AM

AM

Application
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Tun

noaKo4YeHus

Syslog

Universal CEF
Universal CEF

AreHT
Endpoint

Ckpunt

DB (MySQL)

Universal CEF

Syslog
Syslog CEF
Syslog CEF
Syslog
Syslog CEF

DB (PostgreSQL)

Syslog

Syslog CEF
Syslog CEF
Syslog

DB (MSSQL)

Syslog
Syslog

DB (PostgreSQL)

Syslog
DB (MSSQL)
Syslog

DB (MSSQL)

R-Vision

ID npaBuna

HOpManusayum

RV-N-125
RV-N-18
RV-N-18

RV-N-1

RV-N-2

RV-N-3
RV-N-18
RV-N-104
RV-N-118
RV-N-138
RV-N-171
RV-N-163
RV-N-144
RV-N-46

RV-N-145
RV-N-146
RV-N-108
RV-N-109
RV-N-110
RV-N-112
RV-N-133
RV-N-135
RV-N-134
RV-N-135
RV-N-134

RV-N-135

DB (PostgreSQL) RV-N-162
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BeHpop

[TaccBopK

Pen CodT

PycbTex-AcTpa

PycbWTex-AcTtpa

Canbepnuk

CbepTex

CépulHdopm

Conap
Conap

Conap

C-Teppa Cn3clun

MpoaykT

[MTaccBopK

RedOS

ALD Pro

Astra Linux

CnekTp

Platform V
Pangolin SE

CépulHbopm
KB

Solar Dozor
Solar inRights

Solar webProxy

C-Teppa LLnto3

Bepcua Knacc

- Vault
7 0S
2.0.0 LDAP
1.7 0S
3.5

6 DB

- DLP
7,8 DLP
3 IDM
41 DLP
4.3 VPN
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Tun
noAKN0YeHUs

Syslog CEF

AreHT R-Vision
Endpoint

Syslog

AreHT R-Vision
Endpoint

Syslog CEF
Syslog

Universal CEF

Syslog
Syslog
Syslog

Syslog

ID npaBuna
HOpManusauuu

RV-N-94
RV-N-57
RV-N-38
RV-N-39
RV-N-40
RV-N-41

RV-N-57

RV-N-141
RV-N-107

RV-N-18

RV-N-113
RV-N-114
RV-N-115
RV-N-116
RV-N-106
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AHTHUBMpYCHOe N0

[aHHbI  pa3fen CcoAaepXKWUT WMHCTPYKUMM ANA  HacTpoiku cbopa cobbITUA C  MOALEPXKMBAEMOrO
aHTMBMPYCHOr0 NPOrPaMMHOro o6ecrneyeHms:

« Kaspersky Security Center

« PT Sandbox

Kaspersky Security Center

« Kaspersky Security Center: HacTpoliKa UCTOYHMKaA

Kaspersky Security Center: HacTpoilka UCTOYHMKA
[aHHbI pasaen coaep>XnT CrncoK MHCTPYKLMI N0 HAacCTpoike NCToYHMKa Kaspersky Security Center:

« Kaspersky Security Center: c6op B CEF dhopmaTte

« Kaspersky Security Center: c6op n3 CYb/ MS SQL

+ Kaspersky Security Center: c6op n3 CYB/1 MySQL (MariaDB)
« Kaspersky Security Center: c6op n3 CYb/] PostgreSQL

Kaspersky Security Center: c6op B CEF ¢opmate

MpepBapuTenbHbie TpeboBaHUsa

« JlnueHsum: Kaspersky Endpoint Security (pacluvpeHHas) nnu Kaspersky Symphony (c6op cobbiThii B
tdopmarte CEF).

Hactpoiika Kaspersky Security Center

[na nepecbiikn cobbITWiA, 3aperncTpupoBaHHbix Kaspersky Security Center (KSC), B R-Vision SIEM B
dopmaTe CEF BbINOAHUTE cneayroLme aencTBUSA:

1. OTKpoWiTe KoHCcoNb ynpaBneHusa KSC 1 BbibeprTe cepBep agMUHNUCTPUPOBaHNS.

2. 13 Bbinagatollero cnvcka HactpouTb napamMeTpbl yBeAOM/IEHUN U 3KCMOpTa cobbITUIA BbibepuTe
BapnaHT Hactpoutb akcnopT B SIEM-cuctemy.
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|€ Kaspersky Security Center
File Action View Help

e 2@ XE|

|¢ Kaspersky Security Center
« [ Cepeep agmurucrpupoeatma KSCO2
L1 ¥npasnaeusie ycrpoiicrea
[0 Ynpaenenue moBunsHeIMm ycTpoi
' Buibopxu yerpoiicrs
Hepacnpesenestisie ycrpolicrea
> Mo
B 3agaum
Nuyersin NlaGoparopun Kacnepce|
[lonosmurensso

< >

C Bt 2000

Cepsep a, KSC02 (SE

MoHuTOpMHT CramucTika Oryerul

Cobeimua

Bbibopkn cobbimuii [lociennue cobbmus » *

DloBasuTe ww yaanuTs rpade:

Bperis YerpoiicTso
) Tuesday, November 12... ARMA3

Tuesday, November 12... Cepsep aAMHACTPHPOES...
Tuesday, November 12... CepSep SAMAACTPIPORS...

Tuesday, November 12... Cepaep aamHucTpipos:

Tuesday, November 12... Cepsep anmucTpaposa...
Tuesday, November 12... Cepsep anmAHACTPADOS...

Tuesday, November 12.., Cepaep aaMAHACTPARGE:
Tuesday, November 12... Cepeep aamicTpapos:
Tuesday, November 12... ARM4S
Tuesday, November 12... ARMAS
Tuesday, November 12.., ARMAZ
Tuesday, November 12... ARM4S
Tuesday, November 12... ARMAS
Tuesday, November 12... ARMA3
Tuesday, November 12.., ARM43
Tuesday, November 12... ARM4S
Tuesday, November 12... ARMAS
Tuesday, November 12.., ARMAZ
Tuesday, November 12.., ARM43
Tuesday, November 12... ARM4S
Tuesday, November 12... ARMAS
Tuesday, November 12.., ARMAZ
Tuesday, November 12... ARM4S
Tuesday, November 12... ARMAS
Tuesday, November 12... ARMA3
Tuesday, November 12.., ARM43

Cozpars EsGOpKY

Cobuiie

Ofrapyer Bpenoroabi oberT

BenonHAeTCs (S0%)
BunonsReTes (25%)
BononnseTcs (1%)
BononseTcs

BenonsseTcs

AyauT {onndHKkawR ofbexTos)
AyauT {roanduraws ofextos)
Beipan MCTOuRIK OBHOS MR
BLiBpaH UeTOuHAK oBHoBNEHAT
BupaH MCTOHHHK 0BHOBNEHAT
Buibpan ucTour obrosneri
BuiBpan ueTOuK obosNErAl
BLiBpaH ueTOuHK oBHoBNEHAT
Buibpan ucTosrK obosneri
Buibpan ucTour obrosneru
BeiBpan uETOuK OGHOBNENT
BupaH MCTOHHHK 0BHOBNEHAT
Buibpan ucTosrK obosneri
Biipan uCTouRK oBroBeri
BLiBpaH UeTOuHAK oBHoBNEHAT
BupaH MCTOHHHK 0BHOBNEHAT
Buibpan ucTour obrosneri
BuiBpan ueTOuK obosNErAl
BLiBpaH ueTOuHK oBHoBNEHAT
Buibpan ucTosrK obosneri

VIMROpT/3KCnopT ¥

Ceoiicrea Cepaep:

HacpouTs Napau Hacrpouts napamerpel yeeaoMaeHuii
HacTpouTs 2KENopT & SIEM-cncTemy

Onncarve Tpyna Mporparmia
Onncarvie pesynsTata: Obnapyxero Tun: Bupyc Hass...  Ynpasnmemsie ycTpoiicTsa  HeT nannsix
Bibpan HCTOMAYE ofwosnem B3, Titp: yerpolicrss G

BLIBPaH HETOHHIE 0BHOBNEHI 633, Thttps://506.Lpd yerpoiicres G
VienonesyeTes nporon-cepeep. | land:3080' yCTpoiicsa

Boibpar ueTosnie ofrosner Bas. ittps://s06.upd b ycrpoicrsa

3anaus sanyuena yerpoiicra G
MapateTpe Cepeepa & yerpoiicTea G
MapaeTpsi nporparis! [ yCTpoiicsa

Tun CoBeTAR: Beifipan ACTOMMIK OGHOBNEMWH OMACaMM...  YpESTFEMElE YCTPOICTES  HET AakHeX
TUn COBLTUR: BLBpaH ACTOMHUK OGHOBNEHWH OMACaHM...  VPGBIFENLIE YCTPOICTEa  HET AGHHLX
Tun coBmiR: BeifpaH it Omacar.. VeTRoiicTEa  HeT aaHHEX
Tun coBmus: Boifipar AcTosr obHoBnErWh OnAcar...  Vpasneembie yCTpORCTSa  HeT AakHuX
Tun CoBeTAR: Befipan ACTOMMIK OGHOBNEMWH OMACaMV...  YpESTFEMElE yCTPOICTES  HET AakHeX
Tun COBLITUR: BLBpaH ACTOMHK OGHOBNEHWH OMACaHM...  VPGBIFEMLIE YCTPOICTEE  HET AGHHLIX
i cobmian: Boifipar ucTors oHoBNErW Oncark,.,  YpasneeNbie yCTDORCTSa  HeT AakHuX
Tun cobmuas: Boifipar AcTosr oboBnErWh OnACarw...  Vpasnsembie yCTpORCTSa  HeT AakHuX
TUn COBBITIAR: Beipan ACTOMMUK OGHOBNEMWH OMACaHM...  YPESTFEMEIE YCTPOCTES  HET AakHeX
Tun coBmiR: BeifpaH it Omacat.., VeTRoiicTEa  HeT aaHHEX
i cobmian: Boifipar ucTors oHoBNErW Oncark,.,  YpasneeNbie yCTDORCTSa  HeT AakHuX
Tun coBbmias: Boifipar ACTOMHNC OGHOBNEHWH OMACaFAM...  VpaBnFeMBiE YCTPOCTSa  HET AaHHuX
TUn COBLTUR: BLBpaH ACTOMHUK OGHOBNEHWH OMACaHM...  VPGBIFENLIE YCTPOICTEa  HET AGHHLX
Tun coBmiR: BeifpaH it Omacar.. VeTRoiicTEa  HeT aaHHEX
Tun coBmus: Boifipar AcTosr obHoBnErWh OnAcar...  Vpasneembie yCTpORCTSa  HeT AakHuX
Tun CoBeTAR: Befipan ACTOMMIK OGHOBNEMWH OMACaMV...  YpESTFEMElE yCTPOICTES  HET AakHeX
Tun COBLITUR: BLBpaH ACTOMHK OGHOBNEHWH OMACaHM...  VPGBIFEMLIE YCTPOICTEE  HET AGHHLIX

Tun cofierman: Beibpar ucrourm obrosnenwii Omvcarr.

Ynpasnsensie ycTpoiicTsa

3. B nosiBMBLUEMCS OKHe 9KCMopTa CObbITUI YKaXKmUTe creaytolmne napameTpbl:

- SIEM-cucTtema: BbiGepuTe 13 Bbinagatolero cnincka BapuarT ArcSight (CEF-¢opmar).

o Afpec cepepa SIEM-cnuctembl: BBeAMTE apec KoJeKTopa.

- [lopT cepBepa SIEM-CUCTEMbI: yKaxKTe MOPT TOYKM BXO[a Ha KOHBENepE.

4. CoxpaHuTe N3MEeHeHMs, HaxxaB Ha KHomKy OK.

Bepcua YMC2.0

Her narnsic

Kaspersky Secr.
Kaspersky Sear.
Kaspersky Secur,
Kaspersky Secur.
Kaspersky Secr.
Kaspersky Secur,
Kaspersky Seaur,

Crpaeka v

OfrosuTe

Horep Bepa
12.4.0.467
14.2.0.26967
14.2.0.26067
14.2.0,25967
14.2.0.26967
14.2.0.26967
14.2.0,26967
14.2.0,25967
12.4.0.967
12.4.0.967
12.4.0,97
12.4.0.467
12.4.0.967
12.4.0.967
12.4.0,467
12.4.0.467
12.4.0.967
12.4.0,97
12.4.0,467
12.4.0.967
12.4.0.967
12.4.0,97
12.4.0.467
12.4.0.967
12.4.0.967
12.4.0,467

>

lcaspersky
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B Ceoiictea: CoBbitua (| x

YBegoMneH1 e
SKeTiopT CoBbITM ABTOMETHYECKM IKMOPTHPOBETE CoBbTHA B Basy SIEM-cMCTEMbI
SIEM-oncrema:
ArcSight (CEF-bopriaT) v
Anpec cepeepa SIEM-oacTemb: | 10.150.30.39 ‘
MopT cepeepa SIEM-cMcTeMbI: | 30108 %
MpoTokon: |T':F’.|"IP i |
| MapamMeTpel... |
MakcHmaneHeH pasmep conflWeH A & BaiTax; 2048 ZI
Yokl SKMOPTUPOEATE MMEKOILMECH COBBITWA, HEYMHEA C YKA3EHHOM AATEl, HEPKMUTE Ha KHOMKY
"SKCNOPTUPOBATE SPXWE ™.
SKMOPTHPOBATE APKME. ..
Lnpaeka 0K | ‘ OTMEHa | | MPUMEHKTE

F

HacTpoiika B R-Vision SIEM

[ns HacTpoWkin céopa U HOpManusauum cobbiTuii CTOoYHMKA B R-Vision SIEM BbImonHWTE cneaytolime
waru:
1. B uHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOIIEKTOPE.
2. [lobaBbTe Ha KOHBelep anemMeHT Touyka Bxoga CO CelyroLLMy NapaMeTpamu:
- HasaHve: BBeAWTE Ha3BaHWe TOUKM BXoa.
- Tun TOYKM BXoZa: BblbepuTe BapmaHT Socket.
o [1opT TOYKM BXofa: BBeAMTE 3Ha4YeHWe B AnanasoHe 30000—32767.

o [TpoTOKON: BblGEpUTE BapWaHT B COOTBETCTBMM C HACTPOMKaMu Ha CTOpoHe Kaspersky Security
Center.

3. JobaebTe VRL-TpaHCHOPMaLMIO CO CReayoLMM COAEPXKMMbIM:

.dvendor = "Kaspersky"
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.dproduct = "KSC"

4. CoeanHuTe fo6aBNEHHYHO TOUKY Bxoaa 1 VRL-TpaHchopMaumio.

5 [o6aBbTe Ha KoHBelep anemeHT Hopmanusatop ¢ npaBunom Kaspersky Security Center CEF
(nneHTndukaTop npasuna: RV-N-130).

6. CoeagnHuTe HopManuaaTop ¢ VRL-TpaHchopmaumen.

7. [JobaBbTe Ha KoHBelep anemeHT KoHeuHas Touka Tina XpaHunui,e cobbITuUiA.
8. CoeMHUTE KOHEYHYO TOYKY C HOPMasn3aTOPOM.
9

. COXpaHV]Te nyCctaHoBuUTE KOHCbVIpraLI,l/II-O KOHBeVlep&

[MprMep KOHMUrypaunm KoHeenepa:

KSC (30108)

ksc SEA
8 —— ) Mpasun: 1 . ——» Xpanununwe: ENG
Tokon: TCP

Mocne HacTpoViKy nepeaayn CoObITUIN, €CNM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUIULIE HauHyT
nocTynaTtb cobblTMs n3 Kaspersky Security Center.

Haiitn cobbitns Kaspersky Security Center B XpaHWAMLle MOXHO MO CleaytoLlemMy
dUNbTPY:

sourceServiceName = "KSC"

Oo6aBUTb GUNLTP

(r) @D Vvseprvposats (NOT)

- Mone Onepatop

sourceServiceName

3HaueHue

KsSC

@) Hactpouts saronosok

OTMeHHUTb

Ta6nuua MannuHra

Tabnvua COOTBETCTBUA Moneit CobbITUA AN BCEX PACCMOTPEHHbIX TWUMOB COGbITWIA MpescTaB/eHa Mo
CCblIfIKe.
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Kaspersky Security Center: c6op us CYb[] MS SQL

MNpepBapuTenbHble Tpe6GoBaHUA

« CeTeBast 4OCTYNHOCTb cepBepa CYB /] Kaspersky Security Center no LenesomMy NopTy M NMPOTOKONY A8
KaXkOow HoZbl KnacTepa SIEM.

+ Y4eTHas 3anuck B CYB/] ¢ npaBamu Ha YTerme Tabnuubl kav.dbo.ev_event (c6op cobbiTuin 3 B/1).

HacTpoiika CYB MS SQL

CobbiTua Kaspersky Security Center 3anucbiBaroTcs B TabmLy ev_event 6a3bl gaHHbIx KAV CYB/ MS SQL.
[na HacTporkmn cbopa NoroB M3 6asbl AaHHbIX HEOOXOAMMO K Hel MOAKMOYMTbCA. Mcnonbayinte ana
NOAKMHOYEHWs creLmanbHO CO3AaHHYHO CEPBUCHYHO YYETHYHO 3anmch (aanee — Y3).

Co3paHue yyeTHou 3anucu B CYB/J, MS SQL

YT06bl CcO3aaTb cepBUCHYO Y3, noakmtoumTecb K CYBJ[ ¢ npaBamMu agMuHucTpatopa. [nsa aToro
BbINOMHUTE criedytolime aenctemna B SQL Server Management Studio:

1. BbibepnTe New Login B KOHTEKCTHOM MeHO 419 Security/Logins.

Object Explorer

Connect~ ¥ *¥ Y O
= B .

= Databases
System Databases
Database Snapshots
i Kav
[+ Database Diagrams
Tables
[# Views
External Resources
Synonyms
Programmability
Query Store
Service Broker
Storage
Security
i @ RedCheck

New Legin...
Filter

Start PowerShell

Reports CK
THECK

Refresh SREDCHECK

2. CosfanTe CEPBUCHYHO YHETHYHO 3aMnnch.
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B Login Properties - kasper - O X
T 5cr.. ~ @ Help
Login name: |kmer | Search...
Windows authentication
SQL Server authentication
Password: |ooooooooooooooo |
Corfirm password: | |
[] Specify old password
Old password
[] Erforce password policy
Enforce pa d expiration
User mu NOI t next logi
-
e Add
Server: 1
...er e - e Credertial F
Connection:
" —
¢ View connection properties
Ready Defauk database: KAV v
Defautt language: |E"di*' -us_english e
[ok ]| Cocad |

BMecCTo nokanbHOM Y3 Bbl TAKXKe MOXETE UCMOMb30BaTb 3apaHee CO3AaHHYHO JOMEHHYHO.

Select User, Service Account, or Group X
Select this object type:
|User or Buitn securty principal | Object Types... |
From this location:
Enter the object name to select (examples):

k k ] Check Names

3. MNpenocTaBbTe YUETHOM 3anncK Npaea Ha YTeHue 6a3bl KAV.
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B Login - New

HacTpoiika cepBepa MS SQL

B HacTpoiikax SQL Server Configuration Manager y6eantech, 4to TCP/IP BKktOYeH B KOHMUIypaLmm cetu

SQL Server.

Bepcnsa YMC2.0

Select )
% Gerers 0 sewt ~ @ heo
K Server Roles
& User Mapping Users mapped to this login:
# Securables Map  Database User Defaut Schema
& Siatus O Horizon
M i Kav i SEA\srv_ksc SEA\srv_ksc
[0  master
0  model
0 medb
O RedCheck
O Report Server
O ReportServerTempDB
[l SUSDB
Connechon <
Guest account enabled for: KAV
Server:
msre01\REDCHECK TR " io for: KAV
Connection: [] db_accessadmin
kasper [] db_backupoperator
¢ View connection properties [ db_datareader
[[] db_datawriter
[] db_ddladmin
[] db_denydatareader
[ db_denydatawriter
Progress [] db_owner
[] db_securityadmin
Ready [~ public
ok 1/
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.- ql Server Contig '-"""".":I'I".JI"
File Action View Help

I

48 s0L Server Configuration Manager (Local) Protocol Name Status
B SQL Server Services
H saL Server Network Configuration (32bit
» £ SQL Native Client 11.0 Configuration (324
B0 Azure Extension For SQL Server

Y Shared Memory  Enabled
¥ Named Pipes Disabled
¥ TCP/IP Enabled

v _E_ SQL Server Network Configuration TCP/IP Properties ? %
a; Protocols for B s &
> % SQL Native Client 11.0 Configuration Protocol IP Addresses
B9 Azure Extension For SQL Server e
eneral
Enabled Yes hd
Keep Alive 30000
Listen All Yes
Enabled
Enable or disable TCP/IP protocol for this server instance
< > [ ]I conce Aoply rep

Hactpoiika B R-Vision SIEM

[Ona HacTpoikm cbopa M HopManmuaaumm CobbITUIA MCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrolime
warm:
1. B uHTepdelice R-Vision SIEM cosparite cekpeT CO CTPOKOW NOAKNHOYEHNA. [ 9TOro:
a. lNepenaute B Pecypcbl > CekpeTbl - Co3aaTthb.
b. B packpbIBLIEMCSA OKHE CO3/[laHWsa CeKpeTa 3anofiH1MTe Nons:
= HasBaHuve: BBeUTE Ha3BaHMe CekpeTa.
» OnucaHwe (onumMoHanbHO): ONULLINTE, AN Yero 6yAeT UCMONb30BaTbCA CEKPET.
= Tun cekpeTa: BbibepuTe BapuaHT CTpOKa NOAKIIOUYEHUS!.

« CTpoKa NoAKIYeHMs — BBEAUTE CTPOKY BMAA:

jdbc:sqlserver://DBSERVER:1433;encrypt=false;databaseName=KAV;user=kasper;pa
ssword={passwdrd}

3pechb:

= encrypt=false —ykasbiBaeTcad Tak Kak SQL cepBep MO YMOMYaHWIO He WUMeeT
noanMcaHHoro cepTnduKaTa LeHTPOM cepTUduKaLmm

« {passwdrd} —naponb ykasblBaeTcA B GUrypHbIX CKOOKax ANA 9KpaHMpOBaHUS B Clydae
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€ClIn NapoJib COAEPXKNT CneLcCnMBOIIbI.

CTpoKa NoAKSIHOYEeHUST B CEKPETE B CllyHae UCMOMb30BaHNA JOMEHHOW YYETHOWM 3anmncu:

jdbc:sqlserver://DBSERVER:1433;encrypt=false;databaseName=KAV;authentication
Scheme=NTLM; integratedSecurity=true;user=srv_ksc;password={P@ssword}

3pechb:

= DBSERVER — FQDN wnu IP-agpec cepsepa CYB/.
= 1433 — nopT NOAK/THOYEHWS.

= authenticationScheme=NTLM — napameTp npegHasHadeH [A18 MCNOAb30BaHWS Hambonee

6e30MacHoOM Bepcumn MNpPOTOKOMa MpW COorfacoBaHMM C cepBepoM. [laHHblin napameTp
rOBOPUT ApaiBepy He BbIMNOMHSAET ayTeHTUMUKALMIO CaMOCTOATENBHO, a obpallaTbes K
SSPI Windows ¢ 3anpocom ayTeHTUdMKaumMM Ha yKasaHHOM cepBepe USSPl cam
onpefenser TeKywWin AOMeH, AOCTYyMHble YYeTHble [AaHHble W [AOMEHHble MNONTUKK
6e30MacHOCTW.

COBJJ,EI HWE CEKpPETa
HazBanune

secret.connection.string

OnucaHue (ONUUOHaNbHO)

CexpeT ans nogxknoyeHus K 6ase Kaspersky Security Center MS
sqQL

Tun cekpeta

CTpoKa nofgknoYeHus

CTpoka NogKmoYeHUA

jdbc:sglserver://DBSERVER:1433;encrypt=false;databaseName=KA\

OTMeHUTDb Cospatb

c. HaxxmuTte Ha kHonky Co3gaThb.
2. B uHTepdence R-Vision SIEM cosgaiTe HOBbI KOHBENEP B KOMEKTOPE.

3. Job6aBbTe Ha KoHBeVep anemeHT Touka Bxoga Co CrefyrolmnMm napaMmeTpamMm:
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- HazBaHuWe: BBeAMNTE Ha3BaHMe TOYKM BXOA.

o TN TOYKN BXxOAa: BbibepuTe BapmaHT Database.

- [lpaiBep 6a3bl AaHHbIX: BbI6epuTe BapmaHT MS SQL

- AApec NoAKMYEHNS: BbIGEPUTE CEKPET, CO3AaHHbIN paHee.

- SQL-3anpoc — BBeAMUTE 3anpoc Buaa:

SELECT
TOP 10000 'ksc' AS appname
, ev.event_id AS event_id
, ev.event_type_id AS deviceEvent(ClassId
, ev.severity AS severity
, ev.task_display_name AS taskDisplayName
, ev.product_name AS product_name
, ev.product_displ_version AS product_version
, ev.event_type AS externalld
, ev.event_type_display_name AS event_subcode
, ev.descr AS msg
, CASE
WHEN ev.rise_time is not NULL
THEN DATEADD(hour,DATEDIFF (hour,GETUTCDATE(),GETDATE()),ev.rise_time

ELSE ev.rise_time END AS endTime
, CASE
WHEN ev.registration_time is not NULL
THEN
DATEADD (hour , DATEDIFF (hour,GETUTCDATE(),GETDATE()),ev.registration_time )
ELSE ev.registration_time END AS kscRegistrationTime
, cast(ev.par7 AS varchar(4000)) AS sourceUserName
, hs.wstrWinName AS dHost
, hs.wstrWinDomain AS strNtDom
, serv.wstriWinName AS kscName
, CAST(hs.nIp / 256 / 256 / 256 % 256 AS VARCHAR) + '.'
+ CAST(hs.nIp / 256 / 256 % 256 AS VARCHAR) + '.'
+ CAST(hs.nIp / 256 % 256 AS VARCHAR) + '.'
+ CAST(hs.nIp % 256 AS VARCHAR) AS sourceAddress
, serv.wstrWinDomain AS kscNtDomain
, CAST(serv.nIp / 256 / 256 / 256 % 256 AS VARCHAR) + '.'
+ CAST(serv.nIp / 256 / 256 % 256 AS VARCHAR) + ".'
+ CAST(serv.nIp / 256 % 256 AS VARCHAR) + '.'
+ CAST(serv.nIp % 256 AS VARCHAR) AS kscIP
, CASE
WHEN virus.tmVirusFoundTime IS NOT NULL
THEN
DATEADD(hour,DATEDIFF (hour,GETUTCDATE(),GETDATE()),virus.tmVirusFoundTime )
ELSE ev.registration_time END AS virusTime
, virus.wstrObject AS filePath
, virus.wstrVirusName AS virusName
, virus.result _ev AS result
FROM kav.dbo.ev_event AS ev

o
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LEFT JOIN kav.dbo.v_akpub_host AS hs
ON ev.nHostId = hs.nId
INNER JOIN kav.dbo.v_akpub_host AS serv
ON serv.nId =1
LEFT JOIN kav.dbo.rpt_viract_index AS Virus
ON ev.event_type_id = virus.nEventVirus
WHERE event_id > ?

o Mpu 6onblioM KonnyecTBe cobbltuii B CYB[] pekomeHayeTca gob6asnaTtb TOP
10000 B Hawano SQL-3anpoca.

o [lone naeHTndbrKaTopa: BBeAMTE KNtoY event_id co 3HayeHuem 1.
- IHTepBas 3anpoca, CeKyHa: BBeAuUTe 3HadeHre 15.

4. lo6baBbTe Ha KoHBeilep anemeHT Hopmanusatop ¢ npasuiomM Kaspersky Security Center
(noeHTMdbunKaTop npasmna: RV-N-51).

5. CoeanHMTE HOpManM3aTop C TOYKOW BXoa.
6. Jo6aBbTe Ha KOHBelep aneMeHT KoHewyHas TouKa T/1na XpaHunuie cobbITUi.
7. COeIMHNTE KOHEYHYHD TOYKY C HOPManM3aTOPOM.

8. CoxpaHuTe 1 yCTaHOBMTE KOHMUIYypaLnIo KOHBeepa.

Mpumep KoHbUrypaunm KoHBelepa:

KSC02 (DB) ksc .

Database sl npazun: 1 : —»| XpaHunuuie: SEA

Apnpec: KSC02 KSC Alerts MSSQL

Mocne HacTpovKky nepefayn COObITUIN, €CNM HACTPOMKA BbIMOSIHEHA KOPPEKTHO, B XPaHUULLE HaYHYT
nocTynaTtb cobbiTns MS SQL.

Haintn cobbitna Kaspersky Security Center B XpaHWAWLLE MOXHO MO CReayoLemMy
dunnbTPY:

sourceServiceName = "KSC"
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Oo6aBUTb GpunbLTP

@D Vheepruposath (NOT)

Mone Onepatop

sourceServiceName

3HayeHune

KSC

@) Hactpouts saronosok

OTMEHWUTb

Ta6nuua mannuHra

Ta6n|/|ua COOTBETCTBUS Mofiein cobblTuA ONnA BCEX PaACCMOTPEHHbLIX TUMOB COObITUI npeacrtaBsieHa Mo
CCblJIKe.

Kaspersky Security Center: c6op us CYb[], MySQL (MariaDB)

MNpepBapuTenbHble Tpe6oBaHUs

« CeTeBast JoCTynHOCTb cepBepa CYB /[l Kaspersky Security Center no LenesomMy NopTy M NPOTOKONY ANs
Ka>kOon HoZbl knactepa SIEM.

+ YyeTHada 3anucb B CYB/] ¢ npaBamu Ha YTeHne Tabnuibl ev_event (c60p cobbiTuin 3 B/).
Hactpoiika CYB[l MySQL (MariaDB)

Co3paHue yyeTHoi 3anucu B CYB[] MySQL (MariaDB)

[na cosnaHna cepmcHoM Y3 nogkntountecs kK CYB/l ¢ npaBaMu agMuHucTpaTopa. [na aToro Ha cepeepe
c ycTaHosneHHon CYB/] BbINonHUTE cneaytoune 4eicTBuUS:

1. Bbinonuure CnefyroLLyto KOMaHZy OT MMEHU Mosib3oBaTesd root:

mysql -u root -p

2. CoapaliTe CepBUCHYHO YYETHYIO 3aMMCh, BbIMOHWB CReAYHOLLYIO KOMaHy:

CREATE USER 'kasper'@'localhost' IDENTIFIED BY 'passw@rd';

3. MNpefocTaBbTE CEPBUCHOW YUYETHOM 3anmncK npaea Ha NnogKYeHre K 6a3e 1 YyTeHne TabamLbl:

GRANT CONNECT ON DATABASE KAV to kasper;
GRANT SELECT ON ev_event TO 'kasper'@'localhost';
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HacTpoiika B R-Vision SIEM

[1ns HacTpoiikn cbopa 1 HopManusaumm cobbITUA UCTOYHKMKa B R-Vision SIEM BbinonHWTe crneayroumne

Larw:

1. B uHTepdelice R-Vision SIEM co3pgaiiTe cekpeT CO CTPOKON NOAKAOYEHNS. 19 3TOro:
a. lNepengute B Pecypcbl > CekpeTbl > Co3aathb.
b. B pacKpbiBLUEMCHA OKHE CO3[jaHNA CeKpeTa 3anoHUTE MOoNs:

= HasBaHWe: BBeanTe Ha3BaHWe CekpeTa.

= Onucanue (OI'ILLI/IOHa)'IbHO)I onuuwmnTe, 4na 4ero 6y,u.eT NCMNOJ1b30BAaTbCA CEKPET.

= Tun ceKkpeTa: Bbl6epl/ITe BapnaHT CTpOKa NnoAKNIOYEeHUSA.

« CTpoKa NoakMtoYeHnsa — BBeAMTE CTPOKY BUAA:
jdbc:mysql://DBSERVER:3306/kav?user=kasper&password=passwlrd

3pechb:

= DBSERVER — FQDN wnun IP-agpec cepeepa CYB/.

= 3306 — NopT NOAKJITKOYEHWS.
Co3paHue cekpeTa
Haseauue

secret.connection.string

OnucaHue (ONLUMOHaNbHO)

Cekpet ana nogknodeHus K 6ase Kaspersky Security Center
MySQL (MariaDB)

Twun cekpeTta

Crpoka nogkso4eHus

Crpoka nogknioyeHns

jdbc:mysql://DBSERVER:3306/kav?
user=kasper&password=passwO0rd

OTMEeHUTb Cozpatb

. HaxxmuTe Ha kHomKy Co3paTh.
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2. B vHTepdeiice R-Vision SIEM cospaiTe HOBbI KOHBEMEP B KOIEKTOPE.

3. [lo6aBbTe Ha KoHBelep aneMeHT Touka Bxoga co CrieflytoLLMMI NapaMeTpamu

- HasBaHue: BBeAuTe Ha3BaHWe TOYKM BXOZa.

- Tun TOYKM BXOAQ: BblbepuTe BapnaHT Database.

o [lpaiiBep 6a3bl AaHHbIX: Bbl6epuTe BapmaHT MySQL.

o Apec NOAKNHOYEHNS: BbIGEPUTE CEKPET, CO3/JaHHbIN paHee.

- SQL-3anpoc — BBeAMTE 3anpoc Buaa:

SELECT "ksc' AS appname,
ev.event_id AS event _id,
ev.event_type_id AS deviceEventClassld,
ev.severity AS severity,
ev.task_display_name AS taskDisplayName,
ev.product_name AS product_name,
ev.product_displ_version AS product_version,
ev.event_type AS externalld,
ev.event_type_display_name AS event_subcode,
ev.descr AS msg,
CASE

WHEN ev.rise_time IS NOT NULL THEN DATE_ADD(ev.rise_time, INTERVAL

TIMESTAMPDIFF(HOUR, UTC_TIMESTAMP(), NOW()) HOUR)
ELSE ev.rise_time
END AS endTime,
CASE
WHEN ev.registration_time IS NOT NULL THEN

DATE_ADD(ev.registration_time, INTERVAL TIMESTAMPDIFF(HOUR, UTC_TIMESTAMP(),

NOW()) HOUR)

ELSE ev.registration_time

END AS kscRegistrationTime,

CAST(ev.par7 AS CHAR(4000)) AS sourceUserName,

hs.wstrWinName AS dHost,

hs.wstrWinDomain AS strNtDom,

serv.wstriWinName AS kscName,

CONCAT(
FLOORChs.nIp / 256 / 256 / 256 % 256), '.',
FLOOR(hs.nIp / 256 / 256 % 256), '.',
FLOOR(hs.nIp / 256 % 256), '.',
FLOOR(hs.nIp % 256)

) AS sourceAddress,

serv.wstrWinDomain AS kscNtDomain,

CONCAT(
FLOOR(serv.nIp / 256 / 256 / 256 % 256), '.',
FLOOR(serv.nIp / 256 / 256 % 256), '.',
FLOOR(serv.nIp / 256 % 256), '.',
FLOOR(serv.nIp % 256)

) AS kscIP,

CASE
WHEN virus.tmVirusFoundTime IS NOT NULL THEN

o
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DATE_ADD(virus.tmVirusFoundTime, INTERVAL TIMESTAMPDIFF(HOUR, UTC_TIMESTAMP(),
NOW()) HOUR)
ELSE ev.registration_time

END AS virusTime,

virus.wstrObject AS filePath,

virus.wstrVirusName AS virusName,

virus.result_ev AS result
FROM kav.ev_event AS ev
LEFT JOIN kav.v_akpub_host AS hs ON ev.nHostId = hs.nId
INNER JOIN kav.v_akpub_host AS serv ON serv.nId = 1
LEFT JOIN kav.rpt_viract_index AS virus ON ev.event_type_id = virus.nEventVirus
WHERE
ev.event_id > 7 ORDER BY ev.event_id ASC

- MNMone naeHTndbnKaTopa: BBeanTe KtoY event_id co 3HadeHmem 1.
> VIHTepBan 3anpoca, CekyH/: BBeanTe 3HadeHue 15.

4. [lobaBbTe Ha KOHBelep anemeHT Hopmanusatop c npasuiom Kaspersky Security Center
(npeHTudbukaTop npasuna: RV-N-51).

5. CoeanHMTEe HOpManM3aTop C TOYKOM BXoa.
6. [lobaBbTe Ha KOHBelep aneMeHT KoHeuHas Touka Tvna XpaHunui,e co6bIiTUN.
7. CoelMHUTE KOHEYHYHO TOYKY C HOPMann3aTOpPOM.

8. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmio KOHBeNepa.

MpumMep KoHGUrypaunmn KoHeenepa:

KSC02 (DB) ksc SEA

DEIELEES

Anpec: KSC02 KSC Alerts MSSQL y | (FEEDEL : Y@ Xpanuniue: SEA

Mocne HacTpoViky nepefayn COoObITUIN, €CNM HACTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUIULLE HauHyT
nocTynatb cobblTms n3 MySQL.

Haintn cobbitns Kaspersky Security Center B XpaHWAMLLE MOXHO MO CleaytoLlemMy
dUNbTPY:

sourceServiceName = "KSC"
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Oo6aBUTb GpunbLTP

@D Vheepruposath (NOT)

Mone Onepatop

sourceServiceName

3HayeHune

KSC

@) Hactpouts saronosok

OTMEHWUTb

Ta6nuua mannuHra

Ta6n|/|ua COOTBETCTBUS Mofiein cobblTuA ONnA BCEX PaACCMOTPEHHbLIX TUMOB COObITUI npeacrtaBsieHa Mo
CCblJIKe.

Kaspersky Security Center: c6op ns CYb[l PostgreSQL

MNpepBapuTenbHble Tpe6oBaHUs

« CeTeBast JoCTynHOCTb cepBepa CYB /[l Kaspersky Security Center no LenesomMy NopTy M NPOTOKONY ANs
Ka>kOon HoZbl knactepa SIEM.

+ YyeTHada 3anucb B CYB/] ¢ npaBamu Ha YTeHne Tabnuibl ev_event (c60p cobbiTuin 3 B/).

HacTpoiika CYB/] PostgreSQL

CobbiTua Kaspersky Security Center 3anucbiBatoTcst B TabmLy ev_event 6asbl gaHHbix KAV CYB/ MS SQL.
[Ins HacTporKkn cbopa NoroB M3 6asbl AaHHbIX HEOOXOAMMO K Hell MOAKAYUTbCS. Mcnonbsyite ans
NOAKIFOYEHNS crelmanbHO CO3AaHHY CEPBUCHYHO yUYeTHYO 3anuch (nanee — Y3).

Co3paHue yyeTHow 3anucu B CYB/] PostgreSQL

YT06bl CcO3aaTb cepBUCHYO Y3, noaxkmoumTech Kk CYBJ[ ¢ npaBamu agMuHucTpatopa. [Ans aToro
BbIMOJIHUTE Ccnefytoline AeNCTBUS Ha cepBepe ¢ ycTaHoBneHHon CYB/I:

1. BbinonHuTe cneaytoLLyto KoMaHay OT UMEHK Nonb3oBaTens postgres:

sudo -u postgres psql

2. CospaliTe CepBUCHYHO YYETHYHO 3aMMChb, BbINOSHUB CeayoLLMe KOMaHbI:

CREATE USER "kasper";
ALTER ROLE kasper WITH PASSWORD 'passw@rd';

3. HpeﬂOCTaBbTe CepBl/ICHOI7I yquHon 3anncn rnpasa Ha NogKIr4YeHne K 6ase n YTeHne Ta6ﬂl/ILl,bII
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GRANT CONNECT ON DATABASE KAV to kasper;
GRANT SELECT ON ev_event TO kasper;

Hactpoiika B R-Vision SIEM

[Ona HacTpoikm cbopa M HopManmuaaumm CobbITUIA MCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrolime

Larmn:

1. B uHTepdelice R-Vision SIEM co3paiiTe CEKPET CO CTPOKON NOAKAOUEHNSA. 19 3TOro:
a. lNepenante B Pecypcbl > CekpeTbl - Co3aaTthb.
b. B pacKpbiBLUEMCA OKHE CO3aHWA CeKpeTa 3anoHNTE MoNs:
= HasBaHuve: BBeUTE Ha3BaHMe CekpeTa.
» OnucaHwue (onumMoHanbHO): ONULLINTE, AN Yero 6yAeT UCNONb30BaTbCA CEKPET.
= Tun cekpeTa: BbibepuTe BapuaHT CTpOKa NOAKIIOUYEHUS!.

« CTpoKa MoaKItoYeHns — BBenTe CTPOKY BMAA:
jdbc:postgresql://DBSERVER:5432/KAV?user=kasper&password=passwlrd

34eco:

= DBSERVER — FQDN wnu IP-agpec cepsepa CYB/.

= 5432 — nopT noAakto4eHns
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Co3paHue ceKpeTa

HazeaHue

secret.connection.string

OnucaHue (oNUWOHaNbHO)

CekpeT ans nogknioyeHus Kk 6ase Kaspersky Security Center
PostgreSQL

Tun cekpeTta

Crpoka nogknioyeHus

Crpoka nogknovyeHus

jdbc:postgresql://DBSERVER:5432/KAV?
user=kasper&password=passwO0rd

OTMeHUTb

C. HaxkmnTe Ha kHoMKy Co3aaTb.
2. B vHTepderice R-Vision SIEM cosfaiTe HOBbI KOHBENEP B KOMEKTOPE.
3. [lo6aBbTe Ha KoHBelep anemMeHT Touka Bxoga Co CreflytolMm napaMmeTpamMm
- HazBaHuWe: BBeAnNTE Ha3BaHMe TOYKN BXOA.
> Tun TOYKM BxoAa: BbibepuTe BapmaHT Database.
o [parBep 6a3bl AaHHbIX: BbibepuTe BapuaHT MySQL.
- ALpec NOAKNOHEHNST: BbIOEPUTE CEKPET, CO3[aHHbIN paHee.

- SQL-3anpoc — BBeAUTE 3anpoc Buja

SELECT "ksc' AS appname,
ev.event_id AS event id,
ev.event_type_id AS deviceEventClassId,
ev.severity AS severity,
ev.task_display_name AS taskDisplayName,
ev.product_name AS product_name,
ev.product_displ_version AS product_version,
ev.event_type AS externalld,
ev.event_type_display_name AS event_subcode,
ev.descr AS msg,
CASE

WHEN ev.rise_time IS NOT NULL THEN ev.rise_time + INTERVAL '1 hour' *
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(EXTRACT(EPOCH FROM (NOW() AT TIME ZONE 'UTC" - NOW())) / 3600)
ELSE ev.rise_time
END AS endTime,
CASE
WHEN ev.registration_time IS NOT NULL THEN ev.registration_time +
INTERVAL '1 hour' * (EXTRACT(EPOCH FROM (NOW() AT TIME ZONE 'UTC' - NOW())) /
3600)
ELSE ev.registration_time
END AS kscRegistrationTime,
CAST(ev.par7 AS VARCHAR(4000)) AS sourceUserName,
hs."wstrWinName" AS dHost,
hs."wstrWinDomain" AS strNtDom,
serv."wstrWinName" AS kscName,
CONCAT(
(hs."nIp" >> 24) & 255, '.',
(hs."nIp" >> 16) & 255, '.',
(hs."nIp" >> 8) & 255, ".',
hs."nIp" & 255
) AS sourceAddress,
serv."wstrWinDomain" AS kscNtDomain,
CONCAT(
(serv."nIp" >> 24) & 255, '.',
(serv."nIp" >> 16) & 255, '.',
(serv."nIp" >> 8) & 255, ".',
serv."'nIp" & 255
) AS kscIP,
CASE
WHEN virus."tmVirusFoundTime" IS NOT NULL THEN virus."tmVirusFoundTime"
+ INTERVAL '1 hour' * (EXTRACT(EPOCH FROM (NOW() AT TIME ZONE 'UTC' - NOW())) /
3600)
ELSE ev.registration_time
END AS virusTime,
virus."wstrObject" AS filePath,
virus."wstrVirusName" AS virusName,
virus.result_ev AS result
FROM ev_event AS ev
LEFT JOIN v_akpub_host AS hs ON ev."nHostId" = hs."nId"
INNER JOIN v_akpub_host AS serv ON serv."nId" = 1
LEFT JOIN rpt_viract_index AS virus ON ev.event_type_id = virus."nEventVirus"
WHERE ev.event_id > CAST(? AS BIGINT)
ORDER BY ev.event_id ASC LIMIT 10000;

- [lone naeHTndrKaTopa: BBeAMTE KoY event_id co 3HaveHnem 1.
o MIHTepBasn 3anpoca, CeKyHa: BBeamTe 3HaveHne 15.

4. lo6aBbTe Ha KoHBelep anemeHT Hopmanusatop ¢ npasuiom Kaspersky Security Center
(nneHTMdburKkaTop npasmna: RV-N-51).

5. CoeanHMTE HOpManM3aTop C TOYKOW BXoAa.

6. [lo6aBbTe Ha KoHBelMep anemeHT KoHeuHas Touka Trna XpaHunuue co6bIiTUIA.
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7. CoenHNTE KOHEYHYHO TOYKY C HOPMann3aTOPOM.

8. CoxpaHuTe 1 yCTaHOBMTE KOHMUIypaLnio KOHBeepa.

MpuMep KoHbUrypaLmm KoHBeepa:

KSC02 (DB) ksc .

Database

Appec: KSC02 KSC Alerts MSSQL "= : — | XpaHunuuie: SEA

Mocne HacTpovky nepefaqn COObITUIN, €CNM HACTPOMKA BbIMOMIHEHA KOPPEKTHO, B XPaHUULLE HaYHyT
nocTynaTb cobbiTus n3 PostgreSQL.

Haintn cobbitna Kaspersky Security Center B XpaHWAWLLE MOXHO MO CReayoLlemMy
dUnbTPY:

sourceServiceName = "KSC"

Oo6aBuUTb GunbLTP

(f) @D Veepruposath (NOT)

- Mone Onepatop

sourceServiceName

3HayeHune

KSC

@) Hactpouts saronosok

OTMeHUTb

Ta6nuua mannuHra

Ta6n|/|ua COOTBETCTBUS MoNein cobblTuA Ona BCEX PaCCMOTPEHHbIX TUMOB COObITUIA npeacrtaBsieHa Mno
CCblJIKE.

PT Sandbox
« PT Sandbox: HacTpoiika MCTOYHMKA

PT Sandbox: HacTpoika UCTOUHMKA

[laHHOEe pyKOBOACTBO OMMCbIBAET MPOLIECC HACTPOWMKM cbopa M oTnpaBkM cobbiTunii Positive Technologies
Sandbox (PT Sandbox) B R-Vision SIEM.
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HacTtpowka PT Sandbox

[ns HacTpoWikn oTNpaBKkK cobblTuin PT Sandbox BbiNonHUTe cneaytoLLmve waru:

1. B rnaBHOM MeHo nHTepdenca PT Sandbox nepenante B pa3gen Cuctema - OCHOBHble NapaMeTpbil.

2. B rpynne napameTpoB OTnpaBKa coobuieHuit no npotokony syslog ycTaHoBUTE BepxHWiA
nepekoYaTenb B akTUBHOE MNOMOXEHNE, YTOObI BKIKOUNTb OTNPaBKY COOBLLEHMIA.

3. B none Apgpec syslog-cepeepa BBeanTe IP-agpec nnv nonHoe agomerHoe umst (FQDN) konnektopa R-
Vision SIEM.

4. YKaxuTe 3HayeHue nopta B AnanasoHe 30000—32767 B COOTBETCTBUMN C HACTPOMKAMK Ha KOHBelepe
SIEM.

5. B none MpoTokon BbIGeEpUTE TPAHCMOPTHbLIM NpoToko TCP.
6. YcTaHOBWTE NepekstovaTenls OTNpaBnsATb cO6bITUA ayauTa B aKTVMBHOE MOSIOXKEHME.

7. Haxxmute Ha KHOTKY COXpaHMTb. 3meHeHus 6y,£l,yT NMPUMEHEHDbI B TEYEHNE HECKOJTbKNX MUHYT.

HH E PT Sandbox Ceopka EELELTE] O6beKTbl CpeqcTsa NpoBepKn v MCTOYHMKN Cuctema v

OcHoOBHble NapameTpbl  TokeHbl goctyna  O6HoBnenns  KoHpurypauws  JMueHsuA

OTnpaBka coo6leHnil no o)
npotokony syslog

Appec syslog-cepsepa
CoobleHWn o pesynkTaTtax NpoBepKM 06bLEKTOB K
COObITUAX ayauTa CMCTEMBI DyOyT OTNPaBNATLCA 10.150.30.89 :
Ha BHeLUHWiA syslog-cepeep. Hanpumep, Bbl
MOXEeTe 0TNPaBNATL Takue CoobLEHUS BO
BHeWHo SIEM-cucTemMy onA nocnenyrowero
aHanusa. TCP UDP

MpoTokon

@D OTnpaenaTh cobbiTs ayauTa

OTtnpaeka gaHHbiX B PT Threat °
Analyzer

HaHHble 0b oBbHapy»XeHHbIX ONacHbLIX 1
MOTEHLUMaNEHO OnacHbIX 06beKTax ByayT
oTnpasnaTbca Yepes API B PT Threat Analyzer
ANA CO3[aHWUA OTYETOB.

YBegomneHus 06 yrposax °

PT Sandbhox MoxeT vRenoMnaThE CNeLUANMCTOR

CoxpaHutb OTmeHa

HacTpoiika B R-Vision SIEM

[na nHTerpaumm nctovHmka ¢ R-Vision SIEM BbInonH1Te cneayroume waru:

1. B uHTepdeiice R-Vision SIEM co3aaliTe HOBbI KOHBENEP B KOMIEKTOPE.
2. [lo6aBbTe Ha KoHBelep anemMeHT Touka Bxoga Co CreflytolMM NnapaMmeTpamMm:

- HasBaHWe: BBeanTe Ha3dBaHWe TOYKM BXOAA.
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o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [1opT TOYKM BXOJa: BBEAUTE 3HaYeHME B COOTBETCTBMM C HACTpoOMKamMm Ha cTopoHe PT Sandbox.
o [pOTOKON: BbI6EPUTE BApPUAHT B COOTBETCTBUN C HACTPOMKamMK Ha cTopoHe PT Sandbox.

3. [lobaBbTe Ha KoHBelep anemeHT Hopmanusatop ¢ npasunoMm Positive Technologies Sandbox
(nneHTMdbMKaTop npasmna: RV-N-98).

4. CoeiMHNTEe HOpPManmn3aTop C TOYKOM BXoAa.
5. [lobaBbTe Ha KOHBelep aneMeHT KoHeuHast Touka Tvna XpaHunui,e co6bITUN.
6. CoeMHUTE KOHEYHYHD TOUKY C HOPMann3aTopOM.

7. CoXpaHunTe 1 yCTaHOBUTE KOHMUIypaLmIo KoHBeepa.

Mpumep KoHbUrypauum KoHBelepa:

Touka Bxofa

Hopmanuszatop PT Sandbox KoHe4Hasn Touka (XpaHWnuLe cobbl...

———»| | Mpaeun: 1 : ——»  XpaHunu

Mocne HacTpoMKK nepedadn coObITUIA, €CNM HAaCTPOMKAa BbIMOSIHEHA KOPPEKTHO, B XPaHWAULLE HaYHYyT
nocTynaTtb cobbiTus PT Sandbox.

HainTn cobbitna PT Sandbox B XpaHUANLLE MOXHO MO cneaytollemMy hunbTpy:

dproduct = "Sandbox"

OUCK Xpannnuwe cobuirni: ENG Mpogpuns v
P P

B B Q MUHYT v Monck

X CopocuTbBece | v dproduct=Sandbox X + [Jlo6asnTe duasTp JeTanu co6biTun c21e8987-3232-42..,

CBefjenns o CobbiTun
Vuepean 2025-03-26T15:52:53.974+03:00 - 2025-03-

ST 22 Bpemeny: 26T16:02:53.974+03:00 o “ dvendo Postive Technologies

Sandbox

Janubie CraTucTuka y Clean
r Scan error
stamp |, dvendor dproduct name utco

scan_machine file_result.av
03 Positive

6:02:17.000+.  Technologies sSandhox s ptsb02 sea land

- 80907c8a-0a42-11f0-804f-b54ac048c292
03- Positive i MaBnevetibie

6:02:17.000+..  Technologies baiinel 3 apxmea.. fileHash 4lebfe0add23832f3ea5dfa5i127bd25

-03- Positive fileType application/zip; charset=binary
6:0217.000+..  Technologies

grok_exporter-1.0.0.RC5 linux-amd64.zip
03- Positive )
6:02:07.000+.. Technologies 8921971

-03- Positive e Failure
6:02:07.000+..  Technologies .
®aiin nospexzen
-03- Positive . ’
6:0207.000+.  Technologies 2025.03-26T16:02:28.000+03:00

-03- Positive QiEs

6:02.07.000+..  Technologies Bepcws aHTMBMpYCa

03- Positive UNKNOWN | UNKNOWN
6:02:07.000+..  Technologies
b CemeiicTso yrpos | Knacenpuauus
03 Positive yrpossi
6:02:07.000+..  Technologies
Partial

Positive
———— e ——

A neps:

3anuceit - ate’ 2025-03-26T11:55:49.000+03:00

CocTostme ckaHmposams

Ta6nuua mannuHra

Ta6n|/|ua COOTBETCTBUA MOSen cobbiThA OnA BCEX PaACCMOTPEHHbIX TUMOB COob6bITUIA npeacrtaBsieHa Mo
CCblJIKE.
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Eu3Hec-ann0)Ke|-| nqd

[aHHbI pa3fen CoAepXXUT MHCTPYKLMM AN HAacTPOMKKM cbopa COoObITUI C noadep)KMBaeMbix OGU3Hec-
MPUIOXEHNIA:

« 1C.MMpeanpudarne

» butpukc24

« Atlassian Confluence
« Atlassian Jira

 JetBrains TeamCity

1C:MpepnpusaTtue

« 1C:TMpeanpuaTne: HaCTPOMKa UCTOYHMNKA

1C:MpeanpuaTne: HaCTPOMKa UCTOYHUKA

[aHHbIN pasaen coaep>XmT CrMCOK CUCTEM yrnpaBrieHna cepmcoM 1C:MNpeanpusatume.
« 1C:TMpegnpuaTure XXypHan perncrpaumm
« 1C:TMpeanpuaTtre TexHOIOrMYeCcKu XxypHan

1C:MpeanpuaTue XXypHan peructpauum

[aHHOe pyKOBOACTBO OMMUCHIBAET MPOLIECC HACTPOVKK CHopa COObITUI XypHana perucrTpaumm Ha cepBepe
1C:TMpeanpuaTna 1 nx nocreayrollen otnpaskn B R-Vision SIEM.

[eicTBMs onvcaHbl Ha NpUMepe KOHOUrypauumn "3apnnaTta 1 ynpaBieHue nepcoHanom
o 3.1". B apyrux koHdurypaumsx Ha3BaHWS W pacnosioXXeHne anemMeHToB WHTepdelica
MOryT OT/IM4aTbCS.

HacTtpoiika 1C:MpeanpusTtue XXypHan peructpauum

HacTpoiika nogcucTemMbl XXypHasupoBaHus

[ns BbIrpy3KuM >XypHana pernctpaumm B MHbOpPMaumnoHHon 6ase 1C:TMpeanpuaTtus

o JOMKEH ObITb yCTaHOBNEeH Moaynb 1C:bubnuoTeka cTaHpapTHbIX noacuctem. Kpome
TOro, €CnM yKasaH 4acoBOM MOAC MHMOOPMAUMOHHOW 6a3bl, OH [JO/MKEH coBnafaTb C
4aCoBbIM MOACOM Yy3Na, Ha KOTOPOM ycTaHoBNeH cepaep 1C:TMpeanpuaTtns.

YT06bI HAaCTPOUTb BbIPY3KY PErMCTPaUMOHHOIO XXYypHasia B Mnarky:

1. Bonaute B nporpammy 1C:Tpeanpuatne. ng aToro:
a. 3anyctute 1C:TMpeanpuatne. OTKpoeTcs okHO 3anyck 1C:MpeanpuaTus.
b. BblbepuTe B crncke MHMOOPMaLMOHHYIO 6a3y 1 HaxkMmmnTe Ha kHonky 1C:MpegnpusaTue.

c. B OTKpbIBLLUEMCA OKHE BBEANTE [aHHble yquHoM 3anmcn agMnMHNUCTpaTopa N HaXXMUTE Ha KHOMKY
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Bowitu. OTkpoeTcs okHO 1C:Mpeanpusatus.

2. MNepenanTe B pasnen AGBMUHUCTpUpoBaHUue —> MevyaTHble GOPMbI, OTYETbI U 06pa6OTKMU.

3. YcTaHoBuTe (hnaxkok [lononHuTeNbHbie 0OTYETbI U 06paboTKMU.

& Kagpul B 3apnnara i

= Quick menu

Beinnartsl

% Hanoru u B3HoCHI @l OryetHocTs, cnpasku & Hacrpoiika £ AaMuHUCTPUpOBaHUE

A Home page ‘ Whdopmauua x ‘ MevatHele hopmbl, oTYeTsl 1 0GpaboTkn X ‘

- =

[MevaTHble bopmbl, OTHETLI U 0BpaboTku

Hactpolika neyatHbix ()opM, BapUAHTOB OTYETOB, PAcCLINOK OTYETOB, AOMNONHUTENLHLIX OTYETOB U 06paboTok.

Maketel neyarHbix hopm
Hacrpolika MakeToB neuatHsIX HopM A0KYMEHTOB
HA3bIKK NeyaTHbIX QOQM

Hactpolika cnucka A3bIKOB, Ha KOTOPLIX A0CTYNEH BLIBOA NeYaTHbIX
thopm

Oryertsl

A\.‘ZUHHHHCTDHPOEIEHHE CNUCKa BCeX BapnaHTOB 0TYEeTOB, HasHayeHne
OTBETCTBEHHbIX U HaCTpOﬂKa BUAUMOCTH

YHuBepcankHblit oTyet
MpoCMOTP NPON3BONBHBLIX CMPABOYHNUKOB, A0KYMEHTOB, PEruCTpOB U T.4

Hacrpoiika konowturynos

YcTaHoBKa HOMEPOB CTPaHUL, AaTkl U APYriX NoNei B KONOHTUTYNax
OTYEeTOB Npwu neyatun

Pacwupenus

YcTaHoBKa pacLUMpeHnil: pasaenos, otyeTos u obpabotok B
A ONONHEHNE K NPeAyCMOTPEHHBIM B NporpamMme

(M DononuurensHele otueTsl 1 06pabotku

cnonb3oBaHne BHELIHUX NeYaTHbIX qJOpM 0TYeToB 1 oﬁpaﬁorox B
AONonHeHWe K NnpeaycMOTpeHHbIM B NporpammMe

MNoamento "Mevars”
Hampoﬁka BMAMMOCTH KOMAHA neyatm B \ilopmax
[} Mepeeoa Texcra ¢ nomoLybio BHELUHero cepenca

ﬂpe,qnaram aBTOMaTUYECKMil nepeesoj TeKCTa nNpu peaakTupoBaHuun
M3KeToB NeyvyaTHbIX d]OpM W BBOAE PEeKBWU3UTOB Ha EblﬁpaHHle
A3blKax

Paccuinku otyeros
HaCTpOﬁKa aBTOMarnyeckKux paccoinoK oT4eToB NO Nouyte

nybnukayum B nanky, Ha FTP-pecypc no 3aaaHHOMY pacnucaHnio
unu no Tpeboeanno

[] XpanuTs nctopuio 3a nocnegHme 3 mec Ounctute

Mozsonaer Y3HaTb, KOraa, KoMy U C KakumMm pesynsratom Bbinu
pa3ocnaHel OTYeThbl ,’]l’lﬂ OrpaHuyeHnsa obbema XPaHUMBbIX 4aHHbIX
yCTapeBLwwasa UCTOPUA PacChiNoK yaanAeTca asToOMatu4yecku

BHewHune KoMnoHeHTe!

nO,’JKﬂK}UEHHe BHELHNX KOMNOHEHT CTOPOHHWX NOCTaBLYHUKOB K
nporpamme

[lononHutensHele otyetsl u 06pabotku

HU,HKNPONQHHQ BHELUHNX neyaTHbIX li]OpM 0TYyeToB 1 UGPSEUTOK B
AONonHeHWe K NnpegycMOTpeHHbIM B Nporpamme

4. MepenanTe B pa3aen [lonoNHUTENbHbIEe OTYETbl M 06pPaboTKM.

5. Ha naHenu WMHCTPYMEHTOB pasfena HaxmuTe Ha KHomnky J[lo6aBuTb u3 daitna. OTKPOETCS OKHO

NMpoBOAHMKA.

= Quick menu & Kagpul B 3apnnara

& Bunnatul

% Hanoru u B3HoCHI Al OryetHocTs, cnpasku & Hacrpoiika £ AaMuHUCTPHpOBaHUE

A Home page ‘ Whdopmauua X | MeuatHble dopmbl, oTyeTsl u 0bpabotkn X | [lononHutensHele otyetsl 1 obpabotkn X | [lononkutenbHas obpabotka (cozaanune) x

- | - 1 BeiBepuTe daiin BHeLWHEro oT4eTa nan o6paboTku X
> ThisPC > Desktol Search Deskt:
3anucark u 3akp . ' P v O] | Search Desktop P
Organize v New folder v
Description: 2 . B u o
—] [ This PC o Name Date modified
Mybnukayma: ‘ " -
| J 3D Objects &% ide_json 7/8/2024 3:08 PM
[ Desktop
Documents
J Downloads
} Music
[&] Pictures
B videos
‘s Local Disk (C:)
== Software (S:)
& Nehunrl M S >
File name: |ide_json V| ‘Bnemrme oT4eThl n 06paboTkn V‘
| Open I ‘ Cancel ‘
Bencusa:

6. Bblbepute alin BHeLWHero oT4yeTa UM 06paboTKM M HaxXMuTe Ha KHomKy Open. OTKpoeTcs BKNaaKa
IDE Bbirpyska xypHana peructpauum B popmate JSON (JononHuTenbHasa 06paboTka).
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o ApXMB CO cLieHapnem 06paboTKN MPeLCTaBeH M0 CChITKE.

= Quick menu & Kagpul E 3apnnara & Bunnarsl % Hanoru u BaHock! @l OryetHocTs, cnpasku & Hacrpoiika £ AaMUHUCTPUpOBaHUe

f* Home page Whdopmauua X | MeuatHsle hopmbl, oTueTsl n 06pabotkn X | [ononHuTensHele oTyeTsl i 0bpabotkn X ‘ IDE Beirpyaka xypHana peructpaumm & topmate JSON ([JononHutensHas obpabotka) x
« IDE Bbirpy3aka >xypHana peructpauuu B popmate JSON (JononHutenbHas obpaboTka)
3anucatb M 3aKpbITh ‘ E % OBHoBMTL M3 daiina [E Coxpanus kak

Description ‘IDE Buirpyaka xypHana peructpauuu B opmare JSON Pexum pabotei: He GesonacHslii ?

Mybnukauna ‘ Wcnoneayetca l Pexxum otnagkn | OTtknioueHa
K @3 A TenbHan H{ s

Paameuyenne: He onpeaenexo

» Beinonuute

HaumeHoeaHue I BeicTpelit goctyn I @ I Pacnucanue

IDE Beirpy3ka xypHana peructpauuu B popmare JSON Her J

IDE Beirpyaka xypHana peructpauyuu B topmare JSON (pyunasn) Her Henpumexumo AnA KoMaHa ¢ BapuaHTom 3anycka "OTkpeiTHe hopMbl
YaaneHue crapeix (aiinos Her J

7. Ha nanenu NHCTPYMEHTOB BK1aAKN HAXXMUTE Ha KHOMKY COXpaHMTb.

8. Ha Bknagke Komanpgbl BbibepuTe onumio IDE Bbirpyska )XypHana peructpauum B ¢popmate JSON
(pyyHast) v HaxmuTe Ha KHOMky BbinonHuTb. OTKpoeTcA Bknagaka IDE Bbirpyska >XypHana
peructpauum B popmate JSON.

9. YKaxuTe HaCTPOMKYM BbIrPY3KU:
- lupekTopuss AnsA xpaHeHus GannoB: BBeAUTE MNyTb [79 COXpaHeHUs (alioB >XypHana
pervctpaumu, Hanpumep, C:/1C_logs/.

- UHTepBan BbIrpy3KM B MMHYTAX: YKaXWUTE BPEMEHHOM MPOMEXYTOK B MUHyTax, B TedeHue
KOTOPOro cobbITHS, 3adUKCMPOBaHHbIE B YKypHase perncTpauum, OyayT COXpaHSaTbCS B OTAE/IbHOM
aiine, Hanpumep, 10.

° MHTepBaﬂ yAaneHusa B Yacax: yKaXXmute BpeMeHHOIZ MPOMEXYTOK B Hacax, Yepes KOTOprI;I cobbITIS,
BGdJI/IKCI/IpOBaHHbIe B )KypHase perncrpaynu, 6y,£l,yT aBTOMaTU4eCKN yaasniaTbCA, HarnpumMenp, 1.

- JlaTa BbIrpYy3KH: YKaXK1UTe AaTy, C KOTOPO HAYHETCS BbIrPy3Ka »KypHana permctpaumm.
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10.
11.
12.

13.

14.
15.

= Quick menu ﬂ Kaapsl B 3apnnara = Buinnarel % Hanoru n BaHock! & OryerHocTs, cnpaekn F Hacrpoitka £¥  AaMUHUCTPUPOBaHUe

f | Undopmauna x

MeuarHble hopmbl, oTyeTsl  06pabotkn X

[NononxuteneHele otyetsl u 0bpabotkn X | IDE Beirpyaka xyp pert m B dop JSON (flon... x | IDE Beirpyaka sxypHana peructpauium

- |DE Bebirpyska >xypHana peructpayuu B popmare JSON

Beirpy3uts J B Coxpanute HacTpoiikn Yaanute Gaiine

NupekTopua Ana xpaHenna taiinos: |C:\1C_logs

MHTepBan BLIrpy3kin B MUHYTax: 10
WHTepean yaaneHna B yacax 1

[Nara BeIrpy3ku 4/16/2025 12:00:00 AM |81

Add * 3

Copepxanue otbopa
6/1/2024 12:00:00 AM - 6/20/2024 12:00:00 AM
7/1/2024 12:00:00 AM - 7/5/2024 12:00:00 AM

HaxxmuTe Ha KHOMKy CoXpaHMTb HAaCTPOMKM V1 MOATBEPANTE COXPAHEHME.
3akpoiite Bknaaky IDE Bbirpyska »ypHana peructpauum B opmate JSON.

MepeinanTe Ha BkNaaky IDE Bbirpyska XypHana peructpauum B ¢popmate JSON ([lononHuTenbHas
06paboTKa).

Ha Bknagke KomaHgbl ycTaHoBUTe dnaxxok IDE Bbirpy3ska »XypHana peructpauum B ¢popmate JSON.
OTKpoeTcsa okHo Schedule.

Bbi6epuTe Bknaaky Daily 1 B none Repeat after BBeuTe 3HaueHme 600.

HaxxmunTe Ha kHonky OK.

Schedule i o X

General | Daily | Weekly | Monthly

Begnat: | : : AM X Repeat after: Eﬂi”— sec
End at: \ o AM x Repeat after pause: ‘ OE{: sec
Terminate at: ‘ o AM x Terminate in: ‘ OB: sec

Detailed day schedule:
Add Delete More actions ~

from April 16, 2025 every day; every 600 seconds

{ OK I Cancel ?

16. Ha Bknagke KomaHgbl ycTaHOBUTE (haxkok YaaneHue ctapbix ¢ainoe. OTkpoeTcs okHO Schedule.
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fr I Wndopmauua x | MeyatHele hopmel, oTyeTsl U 0bpabotkn X ‘ [JlononHuteneHele oTyeTsl U obpabotkn X ‘ IDE Beirpyaka sxypHana peructpauun B opmare JSON (.. x

« 2| -

I 3anucaTtk M 3aKpbITh l @ IQD OBHoeuTe U3 daina... ‘ |@ CoxpaHuTb Kak... ‘

Description: ‘IDE Beirpyaka sxypHana peructpayum B popmare JSON

My6nukayma: [Mcnonbayerca ‘ Pexum otnagku | OrkntoyeHa l

Komauasl (3) ‘ [JononHutensHasa uHpopmauma ‘

Paamewyenne: He onpeaenexo

P Buinonnute

- IDE Bbirpy3ska >xypHana perucTtpayuu B oopmarte JSON (JononHutenbHas obpaboTtka) *

| Pexum pabotel: He 6esonachblit ?

HaumeHosanue

IDE Beirpyaka xxypHana peructpauum B popmare JSON
IDE Beirpy3ka sxypHana peructpauun B popmare JSON (pyuHasn)

Yaanenue crapbix (aiinos

BeicTpeiit goctyn @ | Pacnucaumne

Her ¥ from April 16, 2025 one day; every 600 seconds
Her

Her 4 every day; once a day

17. BbibepuTe Bkaaky General v B none Repeat every BBeanTe 3HadeHve 1.

18. HaxkmuTe Ha kHornky OK.

Schedule

General ‘ Daily ‘ Weekly | Monthly ‘

Start date: | 411672025 |®

as
T

Enddate: | / / ‘

O} day(s)

Repeat every:

from April 16, 2025 every day; every 600 seconds

[0K) [ canea | [ 7]

19. HaxkKmMuTe Ha KHOMKy 3anucaTb U 3aKpbITb.

ﬂOI’MpOBaHMe Ha CTOPOHE NCTOYHMKa HaCTPOEHO.
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Hactpoiika B R-Vision Endpoint

YT0ob6bl HACTPOUTL OTMNPaBKY CcobbITKA M3 R-Vision Endpoint:

1. [lo6aBbTe B HTepdeiice R-Vision Endpoint nonnTuky ansg céopa cobbITUA TEXHOIOMMYECKOr0 XXypHana.

2. B none MyTb yka)kute NyTb K Joram 13 KOHGUrypaumoHHoro daina:

Tun xypHana Myt

() syslog C:\1C_logs\* json

3. HaxkmuTe Ha KHOoMky CoXpaHUTb U NPUMEHUTD.

CobbITMA HauyHYT NocTynaTtb B SIEM cornacHo koHburypaumm R-Vision Endpoint.

Hactpoiika B R-Vision SIEM

[Ins HacTponkK cbopa M HopManmuaaumm CobbITUIA MCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrolime
Larm:
1. B uHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOIEKTOPE.
2. [lobaBbTe Ha KoHBelep a51eMeHT Touka Bxoga Co CrefytoLnMm napaMmeTpamMm:
- HasaHue: BBeAMTE Ha3BaHMe TOYKM BXOAa.
o Tun ToYkM Bxoaa: Bbibepute BapuaHT R-Vision Endpoint.
o [1opT TOYKM BXOJa: BBEAUTE 3HaYEHME B COOTBETCTBMM C HACTPOMKaMK Ha CTOPOHE cepBepa.

3. [lJobaBbTe Ha KoOHBeWep anemeHT Hopmanusatop ¢ npaBunom 1C-Soft 1C:Enterprise 8.3
(nneHTndukaTop npasuna: RV-N-1).

4. CoeMHUTE HOPMaM3aTop C TOYKOM BXoa.
5. [lo6aBbTe Ha KOHBelep anemMeHT KoHeuHasa Touka Tna XpaHunuie cobbITUNA.
6. CoeiHNTE KOHEYHYO TOYKY C HOPMasn3aTOPOM.

7. COXpaHWUTE 1 YCTaHOBUTE KOHMUIypaLmnto KOHBeepa.
MpuMep KoHOUrypaLumnm KoHBenepa:
Touka Bxopa

R-Vision Endpoint
MopT: 30170

Hopmanusatop KoHeuyHas To4yka

— ) [lpasun: 1 : —» Xpanunuule: 3kcnepTusa

Mocne HacTporiky nepefayn COoObITUIN, €CNM HACTPOMKAa BbIMOSIHEHA KOPPEKTHO, B XPaHUIULLE HauHyT
nocTynatb cobblTus 1C:MpeanpnaTms.

Haiit cobbitus 1C:Mpeanpusatisg B XpaHuUauLLe MOXHO Mo creaytolemMy hunbTpy:

-
Q dproduct = "1C:Enterprise”
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Y X Cépocuts Bce

Cosnagennin 525

id

2d559a69-ac4c-

4a2c-8fd3-...

05b87719-9a82-

4bb8-9002-...

a50206ea-f773-
4ada-9100-...

a19361ae-70da-

4550-8b64-...

4aa04b68-dcd8-

467b-9bcb-...

48e77686-ff38-
49a0-ac0f-...

017cfd16-14b0-
455-9ce0-...

v dproduct EQ 1C:Enterprise X

sourcelp

Tunbi o6pabaTbiBaeMbiX CO6bITHIA

e YcnewHaa unm HeyCrnewHaa aBTopmM3auna  4epes TONCTbIN

coeanHeHMe.

2024-07-

WntepBan 16T15:00:00.000+03:00 -

BpemeHu: 2024-07-

+ Nlo6aButb dunbTp

n

16T16:00:00.000+03:00

timestamp |,
2024-07-
16T15:25:34.000+...

2024-07-
16T15:25:34.000+...

2024-07-
16T15:25:34.000+...

2024-07-
16T15:25:34.000+...

2024-07-
16T15:25:34.000+...

2024-07-
16T15:25:34.000+...

2024-07-
16T15: 000+...

MokasbiBae
3anucen:

CSi NepBbIX

type

HOpManu3oBaHHoe
cobbiTne

HOpManu3oBaHHoe
co6biTue

HOpManu3oBaHHoe
cobbiTue

HOpManu3oBaHHoe
cobbiTue

HOpManu3oBaHHoe
cobbiThe

HOpManu3oBaHHoe
co6biTne

HOpManusoBaHHoe
co6blThe

500 v

« YcneluHast aBTopu3aums Yepes TONCTbIN KINEHT.

« OWKMbKa aBTOPU3aLIMM Yepe3 TOHKUI KITUEHT.

« OWwbKa aBToOpMU3aLMmM Yepes Be6-KINEHT.

« YcnelwHas aBTopusaLns Yepes BeG-KMeHT.

 YCMeLwHo yCTaHOBEHO coeinHeHne ¢ cepBepoM 1C:MNpeanpusatus.

1C-Soft

1C-Soft

1C-Soft

1C-Soft

©® 00:02

Jetanu co6biTua 2d559a69-ac4c-4a...

® B x

CKPpbITb NYCTble NONs COBbLITUSA

JataunBpema ~

timestamp

2024-07-16T15:25:34.000+03:00

Cnyxe6Hble AaHHble ~

id
tenantld
collectorld

type

2d559a69-ac4c-4a2c-8fd3-4110b46423cf
00000000-0000-0000-0000-000000000000
20d56e62-ab55-48ea-9018-ef65cb04344a

HOpMaJin3oBaHHoe cobbiTne

CeefieHusi 0 cobbiTun  ~

dvendor
dproduct
dversion
name
severity
dvchost

outcome

KIIMEHT, KOHMWUrypaTop wnn

« MoaKntoYeHNe K An3aiHepy 3a610KMPOBAHO APYrM MONb30BaTENEM.

1C-Soft

1C:Enterprise

8+

_S$Transaction$_.Commit
Information

1c01.sea.land

Success
2024-07-16T15:13:34.000+03:00

1c01

COM-

 [IpOCMOTp CnmrcKa Nofib3oBaTeNen, NoAKMOYEHHbIX K cepepy 1C:IMpeanpuatnsa.

« [pocMoOTp Nonb3oBaTenemM napaMeTpoB MHHOOPMaLMOHHON 6a3bl.

Ta6nuua MmannuHra

Ta6n|/|ua COOTBETCTBUA MOSEN CobbITUA OnA BCEX PaACCMOTPEHHbIX TUMOB COob6bITUIA npeacrtaBsieHa Mo

CCblJIKE.

1C:MpepnpuaTne TeXHONOrMYECKHIA XKypHan

JlaHHOEe PYKOBO/CTBO OMWUCLIBAET MPOLIECC HACTPOMKM cOopa COObITUIN TEXHOOMMYECKOro »YypHana Ha

cepepe 1C:TMpeanpraTna 1 nx oTnpasku B xpaHunvile R-Vision SIEM.

Hactpoiika 1C:MpepnpuaTtne TexHONOrMYECKUI XXypHan

HachoﬁKa noacucTemMbl XXypHasimpoBaHus

YTOGbI HaCTPOUTb NOMMpPOBaHME COGLITUI TEXHOMOMMYECKOro >XypHana Ha cepepe 1C:Mpeanpuatus,
BbINONHWUTE CNefytoLme warm:

1. CozpainTe KOHOUrypaumoHHbIi dharnn logefg.xml. PacnonoxeHune daitna 3aBnucuT oT OC 1 apxXmUTeKTypbl
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cepBepa:
- B Windows cospgaite darn B nanke \bin\conf BHyTpu nanku, rae yctaHosnerno 1C:.Mpeanpusatue.

- B OC cemenctea Unix c 32-6UTHOM apxuTeKTypoi co3palTe dain B KaTanore
/opt/1C/v8.3/1386/conf.

- B OC cemenctea Unix c 64-6UTHOM apxMTeKTypoil co3palTe daln B KaTanore
/opt/1C/v8.3/x86_64/conf.

2. [No6aBbTe B (hain cnefyroumne CTPOKK:

<?xml version="1.0" encoding="UTF-8"?>
<config xmlns="http://v8.1c.ru/v8/tech-1log">

</config>

3. YKaxunte BHYTpWM anemeHTa config katanor ans xpaHeHus dainoB >ypHana M Bpemsi XpaHeHust
COObITUN:

<log location="<path>" history="<time>">

<property name="all"/>
</log>

3pechb:

o <path>—nyTb ana xpaHeHuns dannos xypHana. Ana Windows ykaxuTe obuyto nanky, ana OC
cemeincTBa Unix — OMaLIHUIA KaTanor nofb3oBaTend, 0T MMeHM KOTOPOro 3aryckaeTcd cepsep
1C:MpeanpunaTng

o <time>— Bpems XpaHeHus CcOoObITUA B Yacax. Hampumep, ANA XpaHeHus cOoObITUA 3a 7 CyTOK
YKaXkuTe 3HadeHmne 168.

4. [lob6aBbTe BHyTpU aneMeHTa 1log hunbTpbl COObITNIA

<event>
<eq property="name" value="CALL"/>
<eq property="MName" value="authenticateServer"/>
</event>
<event>
<eq property="name" value="SCALL"/>
<eq property="MName" value="setSessionData"/>
<eq property="t:applicationName" value="1CV8C"/>
</event>
<event>
<eq property="name" value="EXCP"/>
<eq property="t:applicationName" value="1CV8C"/>
<like property="Descr" value="%VResourceInfoBaseServerImpl.cpp%"/>
</event>
<event>
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<eq property="name" value="EXP"/>
<eq property="t:applicationName" value="WebServerExtension"/>
<like property="Descr" value="%VResourceInfoBaseServerImpl.cpp%"/>
</event>
<event>
<eq property="name" value="SCALL"/>
<eq property="t:applicationName" value="WebServerExtension"/>
<eq property="MName" value="setSessionData"/>
<ne property="Usr" value="DefUser"/>
</event>
<event>
<eq property="name" value="CONN"/>
<like property="Txt" value="Accepted%"/>
</event>
<event>
<eq property="name" value="CALL"/>
<eq property="MName" value="lockConfig"/>
</event>
<event>
<eq property="name" value="CALL"/>
<eq property="MName" value="activeUsers"/>
</event>
<event>
<eq property="name" value="CALL"/>
<eq property="MName" value="readInfoBaseAdmParams"/>
<ne property="Usr" value=""/>
</event>

5. CoxpaHuTe KOHOUrypaumnoHHbI daiin
JlormpoBaHmne cobbITUIA TEXHONOMMYECKOrO XypHana HacTPOeHO

V pumep KoHpUrypaumoHHoro ¢ana a1a OC Windows

<?xml version="1.0" encoding="UTF-8"?>
<config xmlns="http://v8.1c.ru/v8/tech-log">
<log location="C:\v8\logs" history="168">
<event>
<eq property="name" value="CALL"/>
<eq property="MName" value="authenticateServer"/>
</event>
<event>
<eq property="name" value="SCALL"/>
<eq property="MName" value="setSessionData"/>
<eq property="t:applicationName" value="1CV8C"/>
</event>
<event>
<eq property="name" value="EXCP"/>
<eq property="t:applicationName" value="1CV8C"/>
<like property="Descr" value="%VResourceInfoBaseServerImpl.cpp%"/>
</event>
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<event>
<eq property="name" value="EXP"/>
<eq property="t:applicationName" value="WebServerExtension"/>
<like property="Descr" value="%VResourceInfoBaseServerImpl.cpp%"/>
</event>
<event>
<eq property="name" value="SCALL"/>
<eq property="t:applicationName" value="WebServerExtension"/>
<eq property="MName" value="setSessionData"/>
<ne property="Usr" value="DefUser"/>
</event>
<event>
<eq property="name" value="CONN"/>
<like property="Txt" value="Accepted%"/>
</event>
<event>
<eq property="name" value="CALL"/>
<eq property="MName" value="lockConfig"/>
</event>
<event>
<eq property="name" value="CALL"/>
<eq property="MName" value="activeUsers"/>
</event>
<event>
<eq property="name" value="CALL"/>
<eq property="MName" value="readInfoBaseAdmParams"/>
<ne property="Usr" value=""/>
</event>
<property name="all"/>
</log>
</config>

ST1oT dhaiin cospgaeT TexHonormyeckunin xxypHan B nanke C:\v8\logs c xpaHeHWem cobbITUiA B TeveHune 7
CYTOK.

HacTpoiika B R-Vision Endpoint
YT06bl HACTPOUTbL OTMPaBKY COobbITMIN N3 R-Vision Endpoint:

1. Jo6aBbTe B MHTepdeiice R-Vision Endpoint nonntuky ans c6opa CobbITUIN TEXHONOMMYECKOrO XXypHana.
2. B none MyTb ykaXkute NyTb K 10raM 13 KOHOUTypaLUmMoHHOro daina.

3. HaxkmuTe Ha KHorMky CoxpaHuUTb U MPUMEHUTD.

CobbITUst Ha4HyT nocTynaTh B SIEM cornacHo koHourypaumm R-Vision Endpoint.
HacTpoiika B R-Vision SIEM

o Ecnn y Bac y»e HacTpoeH KoHBeilep Ana cbopa COObITUIA >KypHana perncrpaumn,
BbIMNOSIHUTE TONbKO MYHKTbI 3 U 7 JaHHON NHCTPYKLIMM.
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[Ins HacTponkK cbopa M HopManuaaumm cobbITUIA MCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrolime
Larm:
1. B uHTepdelice R-Vision SIEM cosgalite HOBbIM KOHBENEP B KOSIIEKTOPE.
2. [lobaBbTe Ha KoHBelep a5eMeHT Touka Bxoga Co CrefytolnMm napaMmeTpamMm:
- HasBaHWe: BBeAMTE HadBaHMe TOYKM BXOAa.
> Tun To4kM Bxoaa: Bbibepute BapuaHT R-Vision Endpoint.
o [1opT TOYKM BXOJa: BBEAUTE 3HAYEHME B COOTBETCTBMM C HACTPOMKaMK Ha CTOPOHE cepBepa.

3. [lJo6aBbTe Ha KoHBeliep Hopmanusatop c npaBwiom 1C-Soft 1C:Enterprise 8.3 (MaeHTUdMKaTOp
npasuna: RV-N-2).

CoeMHUTE HOPMaIM3aTop C TOYKOM BXoAa.
[lo6aBbTe Ha KOHBeep anemMeHT KoHeuHasa Touka Tuna XpaHunuie cobbITUIA.

COGAMHMTGKOHGQHyK)TOQKyC)HOpMaﬂMSBTOpOM.

A S

CoxpaHunTe 1 yCTaHOBUTE KOHMUIypaLmo KOHBENEPa.
MpuMep KoHOUrypaLunm KoHBenepa:
Touka Bxopa

R-Vision Endpoint
MopT: 30170

Hopmanusatop KoHeuyHas To4yka

— ) [lpasun: 1 : —» Xpanunuule: 3kcnepTusa

Mocne HacTpoviky nepefayn COObITUIN, €CNM HACTPOMKA BbIMOSIHEHA KOPPEKTHO, B XPaHUULLE HauHyT
nocTynatb cobblTus 1C:MpeanpnaTms.

Haiitn cobbitus 1C:Mpeanpusatisg B XpaHUauLLe MOXHO No creaytowemMy hunbTpy:

dproduct = "1C:Enterprise”

N’ X C6pocutbece v dproduct EQ 1C:Enterprise X - [lo6aButb unbtp LeTanu cobbitua 2d559a69-ac4c-4a

CKPpbITb NyCTbie MoJisi co6bITUs
2024-07- )
Vntepean 16T15:00:00.000+03:00- rpad fatauBpemsi ~
BpemeHu: 2024-07- asare rpa
16T16:00:00.000+03:00

CosnapeHnii 525
timestamp 2024-07-16T15:25:34.000+03:00

Cnyxe6Hble flaHHble ~

O id 2d559a69-ac4c-4a2c-8fd3-4110b46423cf

id sourcelp timestamp ||, type
w tenantld 00000000-0000-0000-0000-000000000000

2d559a69-ac4c- 2024-07- HOpManu3oBaHHoe v collectorld 20d56e62-ab55-48ea-9018-ef65ch04344a
4a2c-8fd3-... 16T15:25:34.000+... co6biTne

type HOpPMasin30BaHHOe COBbiTHe
05b87719-9a82- 2024-07- HOpMmanu3oBaHHoe

4bb8-9002-... 16T15:25:34.000+... cobbiTne A CBefieHus o cobbiTun ~

a50206ea-f773- 2024-07- HOpManu3oBaHHoOe
dvendor 1C-Soft

4ada-9100-... 16T15:25:34.000+... co6blTue

a19361ae-70da- 2024-07- HOpMmanu3oBaHHoe 1C-Soft dprcduct dC:Erterprise

4550-8b64-... 16T15:25:34.000+... cobbiTne dversion 8+

4aa04b68-dcd8- 2024-07- HOpManusoBaHHoe 1C-Soft name _S$Transaction$_.Commit
467b-9bcb-... 16T15:25:34.000+... co6blTue

severity Information
48e77686-ff38- 2024-07- HopManuaoBaHHoe 1C-Soft
49a0-acOf-... 16T15:25:34.000+..  co6biThe dvchost 1c01.sea.land

017cfd16-14b0- 2024-07- HOpMasnM3oBaHHoe outcome Success

1C-Soft
4f55-9ce0-... 16T15:25:34.000+... cobbiTne G 2024-07-16T15:13:34.000+03:00

= ;
OKASBIBAETCANEPBLIX 5o, ® 0002 shost 1c01
3anucen.
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Ta6nuua mannuHra

Ta6n|/1ua COOTBETCTBUS Mofiein cobblTuA ONnA BCEX PaCCMOTPEHHbIX TUMOB COObITN npeacrtaBsieHa Mno
CCblJIKE.

butpukc24

« buTpukc24: HacTponKa NCTOYHMKA

BuTpukc24: HacTpoKa UCTOYHMKA

[aHHas WMHCTPYKLMA OMMCbIBAeT HaCTPOMKy cbopa cobbITUin Ha cepBepe butpukc24 v nocneayrollei
oTnpasku B R-Vision SIEM:

MpepBapuTenbHble Tpe6oBaHUA

« CeTeas JOCTYNHOCTb cepBepa CYB /] UCTOYHMKaA ANA KaxAoro yana knactepa SIEM.

« Y4yeTHas 3anuncb B CYB/] ¢ npaBamu Ha YTeHue Tabnuubl b_event_log.

HacTpoiika butpukc24

HacTpouTb, Kakne cobbiTnst 6yayT 3an1CbiBaTbCA B XKypHaAA M CKOMbKO MO BPEMEHM OHW OyAyT XPaHUTbCS,
MOX>KHO B pasgene: Hactpoliku - HacTpoiiku npogykta - HacTtpoiiku mogyneii —> TnaBHbii Mogynb —
XypHan cobbITuiA.

YT06bl MOCMOTPETb >XypHan, nepenauTe B pa3gen Hactpoilku —> WHCTpyMeHTbl —

o XXypHan cobbiTui.

CobbITuA XypHana 3anucblBatotca B CYB MySQL B Ttabnuuy b_event_log , koTopas
06bI4HO MCMOMb3YETCA CUCTEMOM BUTPMKC24 ANS XpaHeHUs COBbITUIA.

V [MepeyeHb BO3MOXHbIX CObbITUI B bUTpuKCc24:

* YCMELLUHbIA BXOA;

* BbIXO/ 13 CUCTEMDI;

* OLUMBKMK BXOAA;

+ OLUMOKM JOCTYNa K hainam;

+ OIOKMPOBKA MOSb30BaTeNS;

* perncTpaLmst HoBOro Nosib3oBaTens;
* OLUMBKN perncTpaunm;

* 3aMnpoCbl Ha CMeHy Napons;

« CMEeHa napons;

* pefaKkTUpOBaHMe Nofb30oBaTeNs;
* yAaneHve nob3oBaTens,

* VIBMEHEeHWe rpynn Nosib30BaTenNs;

* U3MEHEHWE MONMUTUKIN 6€30MaCHOCTU rpynnbl;
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* M3MeHeHWe A0CTyna K MOy,
* M3MeHeHWe focTyna K hanny;
* U3MEeHEeHMe YPOBHS AOCTyNa;

« YCTaHOBKa 1 yfaneHue pelweHnin 3 Marketplace.

HacTtpoiika B R-Vision SIEM

1. B uHTepdeiice R-Vision SIEM co3aaliTe cekpeT CO CTPOKOW NOAKAOYEHWA. [1nsd 9TOro:
a. lNepenante B Pecypcbl > CekpeTbl > Co3aaTthb:
b. B pacKpbiBLUEMCA OKHE CO3[]aHUA CeKpeTa 3anOHUTE MONs:
« OnucaHwue (onumMoHanbHO): ONULLNTE, AN Yero 6yAeT UCMONb30BaTbCA CEKPET.
= Tun cekpeTa: BblbepuTe BapraHT CTpoKa NOAKNIOYEHUS!.

] CTpOKa NOoAKNTKOYEHNA — BBeAMUTE CTPOKY BMAa:

jdbc:mysql://<address>:<port>/<database>?user=<user>&password=<password>

rae:

= <address> — afpec cepBepa 6asbl.

= <port>— NopT NOAKIOYUEHNS.

« <database> — nms 6a3bl CO6bITUI ayauTa.
= <USer> — fIOrWH Nonb3oBaTtens 6asbl.

« <password> — naposib nosnb3osaTens 6a3bl.

[Mpymep 1. Mpumep CTPOKM NOAKAHOYEHUS

jdbc:mysql://192.0.2.70:3306/s1temanager17user=user&password=password
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Co3paHue cekpeTa

Hazeauue

secret.connection.string

OnucaHue (ONUUOHANBHO)

CekpeT AnA nogknio4veHns K 6ase bBUTpuKc24

Tun cekpeTta

Crpoka nogknio4yeHna

CTpoka nofKmoueHus

jdbc:mysqgl://192.0.2.70:3306/sitemanager1?
user=user&password=password

OTMeHWTb Cozpatb

c. HaxxmnTte Ha kHonky Co3gaThb.
2. B vHTepdeiice R-Vision SIEM cosgaiTe HOBbI KOHBENEP B KONIEKTOPE.
3. [Jo6aBbTe Ha kKoHBelep anemeHT Touka Bxoga CO CleflyrolMMM NapaMeTpamMm:
- HasaHue: BBeAUTe Ha3BaHWe TOYKM BXOJa.
o TN TOYKM BXxOAa: BbibepuTe BapuaHT Database.
- [lpaiiBep 6a3bl AaHHbIX: BblGepuTe BapmaHT MySQL.
o AOpec NoAKIOYEHNS: BbIGEPUTE CEKPET, CO3/aHHbIN paHee.

- SQL-3anpoc — BBeAMUTE 3anpoc Buaa:

SELECT ID as ident, TIMESTAMP_X,SEVERITY,AUDIT_TYPE_ID,MODULE_ID,
ITEM_ID,REMOTE_ADDR,USER_AGENT,REQUEST_URI,USER_ID,DESCRIPTION,
"Bitrix24" as appname FROM <database>.b_event_log WHERE ID > ?;

3necb <database> — umsa B/ cobbiTnin ayanTta.

> MNone naeHTUdMKaTOpa: BBEAMTE KtoY ident co 3HaueHneM 1.

o MIHTepBas 3anpoca, CeKkyHa: BBeauTe 3HadeHme 15.
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4. [lobaBbTe Ha KOHBelep onemeHT Hopmanusatop c npasBuioMm 1C-butpukc butpukc 24
(noeHTndukaTop RV-N-3).

5. CoeanHMTe HOPManM3aTop C TOYKOM BXoa.
6. [lobaBbTe Ha KOHBelep aneMeHT KoHeuHas Touka Trna XpaHunui,e cobbIiTUN.
7. CoelMHUTE KOHEYHYHO TOYKY C HOPMAann3aToOpOM.

8. CoxpaHuTe 1 ycTaHOBUTE KOHMUIypaLmio KOHBeepa.

MpuMep KoHOUrypaumnm KOHBenepa:

1C:Bitrix

Hopmanwusauwms Bitrix XpaHunuwie cobbiTUi

Datab: .
atabase »l Mpasun: 1 : — 1 XpaHunuuwe: Ctatuctmka

Appec: MS SQL

Ecnu HacTpoika nepefayn cobbiTUiA BbINOMHEHA KOPPEKTHO, B XPaHW/IULLE HAYHYT MOCTynaTb COObITMA
Butpukc24.

HaiTtn cobbitnsa BUTprKC24 B XpaHUANLLE MOXHO MO cneayrolemMy hunbTpy:

dproduct = "Bitrix24"

LOob6aBuTb GUNLTP

@D Wusepruposars (NOT)

@,
Mone Onepatop

dproduct

3HayeHue

Bitrix24

@D HacrpouTs saronosok

OTMEHUTb No6aBuTb

Ta6nuua mannuHra

B pamkax Tabavubl ManmnuHra npuvBEAEHO COMOCTaBfEeHME Mexay MnonsaMmu B butpukc24 u nonamu
yHuBepcanbHon moaenu R-Vision SIEM:

Mone cobbiTua 3HayeHue nons
dvendor '000 "1C-butpukc"
dproduct "Bitrix24"
externalld .raw.ident
severity .raw.SEVERITY

Bepcua YMC2.0 94



Mone cobbiTusA 3HauyeHue nonqa

rt .raw. TIMESTAMP_X
cat .raw.AUDIT_TYPE_ID
app .raw.MODULE_ID
objName .raw.ITEM_ID

src .raw.REMOTE_ADDR
request .raw.REQUEST _URI
suid .raw.USER_ID
requestClientApplication .raw.USER_AGENT
msg .raw.DESCRIPTION

Atlassian Confluence

« Atlassian Confluence: HacTpoiKa MCTOYHMKA

Atlassian Confluence: HacTpoiKa UCTOUYHMKA

[aHHOe pyKOBO/CTBO OMNMChIBAET MPOLIECC HACTPOMKM cbopa M oTNpaBKn cobbiTuin Atlassian Confluence B
R-Vision SIEM.

HacTpoliika Atlassian Confluence

[Ona HacTpoikmn Confluence BbiNnoAHWTE cneaytoLLme AeNCTBUS:

1. YéeanTech, UTo hopmat cooblieHus B xkypHane atlassian-confluence.log ctaHaapTHbIN, 415 3TOrO:
a. OtkpoiTe dann /opt/atlassian/confluence/confluence/WEB-INF/classes/log4j.properties.

b. Y6enmTech, 4To B HEM NPUCYTCTBYET CrleflyroLLMii NnapamMeTp:

log4j.appender.confluencelog.layout.ConversionPattern=%d %p [%t] [%c{4}] %M
%enc{%m}{JSON}%n

2. HacTpoiite nepepady cobbitnin 13 daina, co3gaB dann /ete/rsyslog.d/01-confluence.conf co
CneayroLmnM COAEPXKUMbIM:

module(load="imfile" mode="inotify")
input(
type="imfile"

File="/var/lib/docker/volumes/294fbb67214441fa230beec2f238f1ae8877f5f875f8035db6864
41507c2ea89/_data/logs/atlassian-confluence.log"

Tag="Confluence_Log"

Severity="info"

Facility="1local4"
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input(
type="imfile"
File="/var/lib/docker/volumes/docker_opt/_data/logs/confluence_access.*.1log"
Tag="Confluence_Access"
Severity="info"
Facility="1local4"

if $syslogtag == 'Confluence_Log' or $syslogtag == 'Confluence_Access' then {
action(type="omfwd" Target="<target>" Port="<port>" Protocol="<protocol>")
stop

}

3pechb:

- <target>— IP-agpec vnun nonHoe gomerHoe nmst (FQDN) konnekTopa SIEM.
o <port>—mopT ToukM Bxofda Syslog B KoHBeepe SIEM.
> <protocol> — ceTeBOW NpOTOKOS: tcp nnm udp.

3. MepesanycTuTe cnyx6y rsyslog.service ¢ NMOMOLLbI KOMaHAbI:

systemctl restart rsyslog.service

Ecnu wncnonbsyetca Docker-Bepcua Confluence, npu 3anycke KOHTelHepa MOXeT
o noTpeboBaTbCA AOMOMHUTENBHOE MOHTUPOBaHWe pasgena /opt/atlassian/confluence B
(harnoByro CUCTEMY XOCTa.

HacTtpoliika B R-Vision SIEM

[ns HacTponku céopa U HOpManuaauum cobbiTuii MCTOYHMKa B R-Vision SIEM BbImonHWTE cneaytolive
warw:

1. B nHTepdence R-Vision SIEM nepengnte B pasgen Pecypcbl > KonnekTopbl 1 CO3aaiiTe HOBbI
KOHBENEpP B KOJIEKTOPE.
2. [lJo6aBbTe B KOHBelep aneMeHT Touka Bxoga CO cneayolymMm napaMmeTpamu
o Tun TOYKM BxoAa: Syslog.
o [1opT TOYKM BXOZa M MPOTOKOS: B COOTBETCTBMM C HAaCTPOMKaMm Ha cTopoHe Atlassian Confluence.

3. Cozpante VRL-TpaHChOpMaLMtO:

.dvendor = "Atlassian"
.dproduct = "Confluence"

4. CoeanHuTe gobaBneHHyro Touky Bxofda 1 VRL-TpaHchopmMaLmto.

5 [o6aBbTe Ha KoHBelep onemeHT Hopmanusatop ¢ npaswuiom Atlassian Confluence 8.4
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(noeHTndukaTop npasuna: RV-N-10).
6. CoeanHuTe HopManuaaTop ¢ VRL-TpaHchopmaumen.
7. [JobaBbTe Ha KoHBelep anemeHT KoHeuHas Touka Tina XpaHunui,e cobbITUiA.
8. CoeMHMTE KOHEYHYO TOYKY C HOPMasn3aToOPOM.

9. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmio KOHBeNepa.

[MprMep KOHMUrypaunm KoHBenepa:

Normalizer KoHeuHasn Touka

N Confluence ; >l

Mocne HacTpoMKM nepedadns coObITUA, €CM HAaCTPOMKa BbIMOHEHA KOPPEKTHO, B XPaHUAULLIE HaYHyT
nocTynaTtb cobblTus Atlassian Confluence

HanTn cobbitua Atlassian Confluence B XpaHunuLLe MOXHO MO cneayroLlemy GunsTpy:

dvendor = "Atlassian"
dproduct = "Confluence"

WU3meHuTb punsTp

. WMHeeptuposats (NOT)
Mone Oneparop

dvendor

3HayeHue

‘ Jatlassian

O . HacTpouTtb 3aronosok

OTMeHUTDL

WU3meHUTb punbTp

. WHBeptuposats (NOT)

Mone Onepatop

dproduct

3HaueHue

Confluence

. HacTpouTb 3aronosok

OTMeHUTD CoxpaHuTb
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Tabnuua mannuHra

Tabnva COOTBETCTBUS MOMen cobbiTus ANnA Bcex PaCCMOTPEHHbIX TUIMOB COObITUI npeacrtaBiieHa Mo
CCblJIKe.

Atlassian Jira

« Atlassian Jira: HaCcTpoiKa MCTOYHMKA

Atlassian Jira: HacTpoMKa UCTOYHMKA

[laHHOe pyKOBOACTBO OMMChIBAET MPOLIECC HACTPOMKIM cbopa 1 oTnpaBky cobblThin Atlassian Jira B R-Vision
SIEM.

HacTpoiika Atlassian Jira

B MHCTpYKLMM paccMaTpuBaeTcs C60p COBbITUIA U3 CReayOLLMX XXYPHAOB:

« atlassian-jira-http-access.log — >xypHan access web cny>6bl.
« atlassian-jira.log — o6LL1 Nor, B KOTOPbIN NULLYT OM OTAENbHbIE CITY>XKO6bI.

+ audit/YYYYmmdd.00000.audit.log — audit->kypHan, AOCTyMHbIA TakK >e u3 ceTu Nno agpecy
/plugins/servlet/audit.

HacTpoiika »xypHanupoBaHus Atlassian Jira

YT0ob6bl HACTPOUTB XXypHaAMpoBaHwe Jira:

1. BkounTe NormpoBaHue xypHasia access B HacTponkax Jira:

< lJira Software

Administration @ se: dmin

Applications  Projects lssues Manage apps  User management  Latest upgrade report ~ System

Mark Logs

Marking the logs during troubleshooting can be helpful for yourself and Atlassian Support. The mark will be applied to all the Jira log files

Optional Message

o

Log Rollover

IRA log all HTTP requests to an access log. This information will be sent to ‘atlassian-jira-http-accesslog’.
currently turned OFF.
+ Enable the HTTP access log.

QL Logging

.
+ Enable the SQL log.

2. Y6enuTech, UTo hopmat cooblleHuns B xXypHane atlassian-jira.log cTaHaapTHbIN, ANS 3TOroO:
a. OtkpowTe tain /opt/atlassian/jira/atlassian-jira/WEB-INF/classes/1og4j2.xml.

b. YéeanTech, UTO B HEM NPUCYTCTBYET NapameTp:

log4j.appender.confluencelog.layout.ConversionPattern=%d %p [%t] [%c{4}] %M
%enc{%m}{JSON}%n
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3. HacTpoiiTe nepepadvy cobbiThin 13 daina. [nsa atoro co3gante dainn /etc/rsyslog.d/02-jira.conf co
CneayroLmnM COAEPXKUMBIM:

module(load="imfile" mode="1inotify")

input(
type="imfile"
File="/var/lib/docker/volumes/docker_jiraVar/_data/log/atlassian-jira.log"
Tag="Jira_Log"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/var/lib/docker/volumes/docker_jiraVar/_data/log/atlassian-jira-http-
access.log"
Tag="Jira_Apache_Access"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/var/lib/docker/volumes/docker_jiraVar/_data/log/audit/*.audit.log"
Tag="Jira_Audit"
Severity="info"
Facility="1local4"

)

if $syslogtag == 'Jira_Log' or $syslogtag == 'Jira_Apache_Access' or $syslogtag ==
'Jira_Audit' then {

action(type="omfwd" Target="<target>" Port="<port>" Protocol="<protocol>")

stop

}

3pechb:

- <target> — IP-agpec nnn nonHoe gomeHHoe nms (FQDN) konnekTopa SIEM.
o <port>—mopT To4kM BxoAda Syslog B koHBenepe SIEM.
o <protocol>— ceTeBOW NpoTOKON: tep man udp

4. MepesanycTuTe cnyxo6y rsyslog.service ¢ MOMOLLbI KOMaHAb!:
systemctl restart rsyslog.service

5. HacTpolTe HopManunaaumto cobblTuA xypHana Apache Access, An1a 3Toro
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a. OTkpoiite dann /opt/atlassian/jira/conf/server.xml.

b. B dbanne server.xml HalignTe napameTp className 1 nsmenuTe ero pattern Ha cnegyroLLnii:

%a %{jira.request.id}r %{jira.request.username}r %t &quot;%m %U%q %H&quot; %s %b
&quot;%{Referer}i&quot; &quot;%{User-Agent}i&quot;

HacTtpoiika B R-Vision SIEM

[1ns HacTponkK cbopa M HopManmuaaumm CobbITUIA MCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrolime
warm:
1. Nepengute B pazgen Pecypebl > KonnekTopbl 1 CO3[alTe HOBbIM KOHBENED B KOJIJIEKTOPE.
2. [lobaBbTe Ha KoHBelep a5eMeHT Touka Bxoga Co CreflytoLnMm napaMmeTpamMm:
- TWUN TOYKK Bxoda: Syslog.
o [1OpT TOYKM BXOAA M NMPOTOKOJSI: B COOTBETCTBUN C HACTPONKaMM Ha cTopoHe Atlassian Jira.

3. Cospgante VRL-TpaHchOpMaLmto:

.dvendor = "Atlassian"
.dproduct = "Jira"

4. CoeamnHuTe fob6aBNeHHyro TouKy Bxoaa 1 VRL-TpaHchopmMaLmto.

5. [o6aBbTe Ha KoHBelep anemeHT Hopmanusatop c npasunamu Atlassian Jira (MaeHTudukaTopbl
npasun: RV-N-12, RV-N-13) 1 npaswno Apache HTTP (naeHTudwmkaTop npasuna: RV-N-7).

CoeanHUTE HOpManM3aTop ¢ TOYKOW BXoa.
[lo6aBbTe Ha KOHBeMep a1eMeHT KoHeyHasa Touka Tvna XpaHunuie coobITUNA.

CoeanHNTE KOHEYHYHO TOYKY C HOPMann3aToOpOM.

O © Noo

CoxpaHunTe 1 yCTaHOBMTE KOHMUIypaLmo KOHBENepa.

MprmMep KOHGUrypaunm KoHeenepa:

Touka Bxoga

Normalizer_Jira

VRL_Jira ~
—— | Npasun: 3

Mocne HacTponkK nepefady cobbITUiA, €CNN HAaCTPOMKa BbIMOMHEHA KOPPEKTHO, B XpaHWMLLIE HaYHYT
nocTynaTb cobbiTus Atlassian Jira.

Haitn cobbiTna Atlassian Jira B XxpaHuauLle MOXXHO N0 creayroemy GunbTpy:

r dvendor = "Atlassian"
- dproduct = "Jira"
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W3meHutb punstp

. WHBepTupoBsatk (NOT)
Mone Oneparop

dvendor

3HaueHue

ltlassian

. HacTpouTb 3aronosok

OTMeHUTDL

WU3aMeHUuTb punbTp

. WUneeptupoBats (NOT)
Mone Onepatop

dproduct

3HayeHue

Jira

. HacTpouTb 3aronosok

OTmMeHuTb

Ta6bnuua mannuHra

Ta6n|/|ua COOTBETCTBUSA MoNein cobblTuA ONnA BCEX PaCCMOTPEHHbIX TUMOB COObITUI npeacrtaBsieHa Mo
CCblJIKe.

JetBrains TeamCity

« JetBrains TeamCity: HacTporka UCTOYHMKaA

JetBrains TeamCity: HacTpoiKa UICTOYHMKA

[laHHOEe pyKOBOACTBO OMMUCbIBAET MPOLECC HACTPOMKM cbopa M oTnpaBkM cobbiTuii TeamCity B R-Vision
SIEM.

HacTpoiika TeamCity

B HacTosLleM pYyKOBOACTBE pacCcMmaTpuBaeTcs nepefada CoObITUA C MOMOLLbIO CAyXx6bl rsyslog.
MNpegnonaraercd, 4To rsyslog Ha cTaHumm ¢ OC Linux y>ke yCTaHOBIEH.

TeamCity MOXXHO pa3BepHyTb KakK B OnepaL|MoHHOM cucTemMe, Tak 1 B Docker-koHTelHepe.

o C60p CO6bITUIN OCYLLECTBASETCA M3 OAHOMO 1 TOMO e XKYpHana, HO, eC/n Bbl BblbMpaeTe
Docker, Hy>KHO AONO/HUTENbHO NPOBPAaCchIBaTb (ali XXypHasna B KOPHEBYHD CUCTEMY.
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M0 YMONYaHWIO XypHarbl XpaHATCS B AupekTopun /opt/teamcity/logs. [JonoONHUTENbHBIX AENCTBUIA MO
HaCTPOWKe XXypHaNMPOBaHMS Ha UCTOYHMKE COBEpLLATh He TpebyeTcs.

nga HaCTpOVIKVI NCTOYHMKa BbIMO/IHNTE cneayroline OeNncTBus:

1. HacTporTe nepeaady cobbiTuin n3 daina. [na atoro co3aarte dain /ete/rsyslog.d/02-teamcity.conf
CO CNeayroLMM COAEPXKUMbIM:

module(load="imfile" PollingInterval="10")
input(type="imfile"
File="/opt/teamcity/logs/teamcity-activities.log"
Tag="teamcity-act")
input(type="imfile"
File="/var/log/openvpn/teamcity-server.log"
Tag="teamcity-server")
input(type="imfile"
File="/var/log/openvpn/teamcity-java*"
Tag="teamcity-java")
if $syslogtag == 'teamcity-act' or $syslogtag == 'teamcity-server' or $syslogtag ==
"teamcity-java' then {
action(type="omfwd" target="<target>" port="<port>" protocol="<protocol>")
stop

3pechb:

- <target>— IP-agpec vnun nonHoe gomerHoe nmst (FQDN) konnekTopa SIEM.
o <port>—mopT To4kM BXxoda Syslog Ha KoHBelepe SIEM.
> <protocol> — ceTeBOWM NpOTOKOS: tcp nnm udp.

2. MepesanycTuTe cny»x6y rsyslog.service ¢ NOMOLLbHO KOMaH/bI:

systemctl restart rsyslog.service

HacTtpoliika B R-Vision SIEM

[ns HacTpoWkmn c6opa U HOopManu3auum cobbiTuii MCTOoYHMKa B R-Vision SIEM BbImonHWTE cneaytolive
warw:

1. B nHTepdence R-Vision SIEM nepeinante B pasgen Pecypcbl = KonnekTopbl 1 co3gaiiTe HOBbI
KOHBENeEpP B KOJIEKTOPE.
2. [lJo6aBbTe Ha KOHBeMep anemMeHT Toyka BXxoaa CO ClefyroLMMM napaMmeTpamm
o Tun TOYKM Bxofa: Syslog.
o [TOpT TOYKM BXOZa ¥ MPOTOKOJ1: B COOTBETCTBMN C HACTPONKaMM Ha cTopoHe TeamCity.

3. [o6aBbTe Ha koHBelep anemeHT VRL-TpaHchopmauus:
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.dproduct = "TeamCity Server"

4. Coeannute VRL-TpaHchopMaLmio C TOUKOM BXoda.

5. [lobaBbTe Ha KoHBeliep anemeHT HopmanusaTtop c npaswiom JetBrains TeamCity (aeHTMdbUKaTOP
npaBuna: RV-N-48).

CoeanHunTe HopManmaaTop ¢ VRL-TpaHchopmaLmei.
[lo6aBbTe Ha KOHBeep anemMeHT KoHeuHasa Touka Tna XpaHunuie cobbITUNA.

CoeaunHuTte KOHEYHYHO TO4YKY C HOPMaJIn3aTOPOM.

© O Noo

YCcTaHOBUTE KOHMUIypaLmo KoHBelepa.

MprMep KoHGUrypauunmn KoHeenepa:

TeamCity SEA
——) Mpasun: 1 : B—— 8 Xparmnuue: SEA

Add dvendor

Mocne HacTponkK nepefady CcobbITUiA, €CNN HAaCTPOMKAa BbIMOMHEHA KOPPEKTHO, B XPaHWMLLIE HaYHYT
nocTynaTtb cobbiTns TeamCity.

Haitn cobbitna TeamCity B XpaHWauLLE MOXXHO MO creayroLemy GunbTpy:
dproduct = "TeamCity Server"

N3mMeHUTb punbTp

. WMHeepTuposats (NOT)

(;) Mone Oneparop

dproduct

3HaueHue

TeamCity Server

. HacTpouTb 3aronoBok

OTMeHuTb CoxpaHuTb

Ta6nuua mannuHra

Ta6n|/|ua COOTBETCTBMUA MOJEN COObITMA AN BCeX PaCCMOTPEHHbIX TUMOB CO6bITUIA npeacrtaBsieHa Mno
CCblJIKe.
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Be6-cepBepbl

[laHHbI pasgen cofepXKUT WHCTPYKUMM ANA HacTpoMkuM cbopa CobbiTWii C MNoAAepXKMBaeMblX Be6-
CEpPBEPOB:

« Apache HTTP Server
+ Microsoft lIS

« Nginx

Apache HTTP Server

« Apache HTTP Server: HacTpolKka UCTOYHMKA

Apache HTTP Server: HacTpoiika MCTOYHUKA

[aHHOe pyKOBOACTBO OMMChIBAET MPOLIECC HACTPOMKK cbopa 1 oTApaBKM cobbiTuin Apache HTTP Server B
R-Vision SIEM.

HacTtpoiika Apache HTTP Server

OnucaHue noacucTembl XkypHanupoBaHuus Apache HTTP Server

YKypHanupoBaHme cobbiTuii cnykoel Apache HTTP Server no ymonyaHuio BefeTcst B OAHON 13 CleayroLLmX
OVPEKTOPUIA:

« /var/log/apache,
« /var/log/httpd.

3anuncb CoBbITUIN OCYLLIECTBSAETCS CNEAYHOLLMM 06Pa3oM:

1. B chann error.log cobunpatoTcsa obpalleHis XOCTOB CeTU K PECYPCaM.

2. B daitn access.log 3anmcbliBatoTCA COObITUA C OLIMOKaMM B paboTe Cry»KObl Be6-cepBepa.

HacTtpoiika »xypHanupoBaHus Apache HTTP Server

[ns KoppekTHoro otobpaxeHns B R-Vision SIEM cobbITWi1 )XypHana access HaCTpoWnTe Ha cepBepe Apache
dopmaT COOBLLEHN COrNacHO CNeayroLLMM PEKOMEHAALIMAM:

1. B danne apache.conf nnn httpd.conf HaamuTe CTpoOKy, 3agatoLlyro GopMaT SIOroB, M 3aMeHnTe ee Ha
Ccnefyownin BapyaHT:

o°

LogFormat "%h %1 %u %t \"%r\" %>s %b \"%{Referer}i\" \"%{User-Agent}i\"

Ona cepsuca Apache Tomcat Heo6xoAMMO M3MeHUTb GopMaT nora B daine

o server.xml1:

%a %{jira.request.id}r %{jira.request.username}r %t &quot;%m %U%q
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%H&quot; %s %b %D &quot;%{Referer}i&quot; &quot;%{User-Agent}i&quot;

2. MepesanycTute cnyxx6y Apache HTTP Server ¢ NOMOLLbH KOMaHAb!:

systemctl restart httpd

OTnpaBka cob6biTuii Apache HTTP Server

HacTtpoiika oTnpaBku cobbiTuii Ha cepBep syslog

CobbiTna cnyk6bl Apache HTTP Server oTnpaBAstoTCs Ha LIEHTPanM3oBaHHbIA cepBep syslog. 3aTem
NpoMCXoANT OTNPaBKa cobbITuin B SIEM.

YTO6bI HACTPOWTb OTMPABKY COBLITUIA CNY>KObI Apache HTTP Server, BbINnONHWTE cneaytoLme Lwarw:

1. OTKpoWiTe KOHMUIypaUMOoHHbIM daiin rsyslog: /etc/rsyslog.conf unm /etce/rsyslog.d/.

2. [lobaBbTe B haitn cnefyrolime npauna

module(load="1imfile")

input(
type="imfile"
File="/var/log/httpd/access_log"
Tag="Apache_Access"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/var/log/httpd/error_log"
Tag="Apache_Error"
Severity="info"
Facility="1local4"

)

if $syslogtag == 'Apache_Access' or $syslogtag == 'Apache_Error' then {
action(

type="omfwd"

Target="<target>"
Port="<port>"
Protocol="udp"

)
stop

34eco:
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- <target> — IP-agpec vnn nonHoe gomerHoe nmst (FQDN) cepsepa syslog.
o <port>—nopT 514 nav Nro6OK Apyroi NOpT, HACTPOEHHbIN ANS NpreMa.

3. YTO6bI M3MEHEHWS BCTYNUAM B CUITY, Nepe3anycTuTe rsyslog ¢ MOMOLLIbH KOMaH/bI:

sudo systemctl restart rsyslog

HacTtpoiika oTnpaBku co6biTuii B SIEM

HacTpoiiTe oTnpaBKy Nnoros ¢ cepepa syslog B SIEM:

1. OTKpoWTe KOHMbUIypaumoHHbIn aiin rsyslog: /etc/rsyslog.conf unu /etc/rsyslog.d/.

2. Job6aBbTe B (haln cnenytoLlee npaBuno:

if $syslogtag == 'Apache' then {
action(type="omfwd" target="target" port="port" protocol="tcp")
stop

}

34ech:
- <target>— IP-agpec nnu nonHoe gomerHoe nma (FQDN) yana knacTtepa Kubernetes, Ha koTopom
3anyLeH KonnekTop SIEM.
o <port>—nopT To4kM BxoAda Syslog: 3HadeHne B AnanasoHe 30000—32767.

3. YT06bI N3MeEHeHUA BCTYNnnAn B Ccuiy, nepesanycrtunTe rsyslog C MOMOLLbKO KOMaHAbl:

sudo systemctl restart rsyslog

HacTtpoiika B R-Vision SIEM

1. B uHTepdelice R-Vision SIEM co3pgaiiTe HOBbI KOHBENED B KOIEKTOPE.

2. [lobaBbTe Ha KoHBelep anemMeHT Touka Bxoga CO CreflytoLmnMM napaMmeTpamMm:
- HasBaHWe: BBeAMTE Ha3BaHMe TOYKM BXOaA.
- Tun TOYKM BXOAQ: BblbepuTe BapuaHT Syslog.

o [opT TOYKM BXOAA: BBEAMTE 3HAYEHWe B COOTBETCTBMM C HACTPOMKamMm Ha cTopoHe Apache HTTP
Server.

o [TpoTOKONM: BbIGEPUTE BapMaHT B COOTBETCTBUM C HACTPOMKaMM Ha cTopoHe Apache HTTP Server.

3. [lo6aBbTe Ha KoHBelep anemeHT Hopmanusatop c npasunamu Apache HTTP-server (aeHTUdUKaTop
npaswna: RV-N-7) 1 Apache HTTP-server (naeHTudukaTop npasuna: RV-N-8).

4. CoelMHUTE HOPMaM3aTop C TOYKOM BXoa.
5. [lobaBbTe Ha KoHBelep aneMeHT KoHeuHas Touka Tvna XpaHunuw,e co6bITUN.

6. CoenmHuTe KOHEYHYHO TOYKY C HOPpMaJIn3aTOPOM.
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7. CoXpaHnTe 1 yCTaHOBUTE KOHMUIypaLmto KoHBeepa.

Mpumep KoHbUrypauum KoHBelepa:

Touka Bxoga
Syslog Hopmanusatop KoHeuHas Touka

Mopt: 30170 : — Mpasun: 2 : ——>§ XpaHunuuye: 3kcnepTusa
Mpotokon: TCP

Mocne HacTpoMKM nepefadn CoObITUIA, €CM HAaCTPOMKa BbIMOHEHA KOPPEKTHO, B XPaHUAULLE HaYHyT
nocTynatb cobblTs Apache HTTP Server.

Haintn cobbiTus Apache HTTP Server B XxpaHuavie MOXHO Mo cneaytollemMy GunbTpy:

dproduct = "Apache"

pocutb Bce v dproduct = Apache X 4+ [l0o6aBuTb GpunbTp NeTanu cobbiTus 854f72fa-04d7-4b4... QO FD x

2025-05- CKpbITb MyCTble NONsA Co6bITUS
WuTepsan 1:41.099+03:00 -

CosnageHuin
t 8 BpeMeHU:

" Mokasatb rpadpuk v
JartauBpems -~
06T09:56:41.099+03:00

timestamp 2025-05-06T09:56:30.000+03:00
<f ’ DauHble  CratucTyka Chnyxe6Hble AaHHbIe ~
w timestamp |1, dvendor dproduct id 854f72fa-04d7-4b44-81a8-a80c9827245f

tenantld 00000000-0000-0000-0000-000000000000
2025-05-

06T09:56:30.000+03:00 apeche Apache

collectorld a7fdf468-2031-4e48-91a2-68550ad42d21
2025-05- type HOPManu30BaHHoE CoBbITHE
06T09:56:28.000+03:00 gpache

2025-05- CBefieHus 0 cobbITUN ~
. q Apache
06T09:56:26.000+03:00
dvendor Apache
2025-05- ]
06T09:56:24.000+03:00 P dproduct Apache

2025-05- dversion 2+

. q Apache
06T09:56:22.000+03:00 severity info

2025-05-
cat Access Lo

06T09:56:20.000+03:00 Apache C g

dvchost jira01

lMokasbiBaeTcs NepBbIxX

3anuceit

500 v @ 00:00.772 externalld 200

Ta6nuua mannuHra

Tabnvua COOTBETCTBUA Moneit CobbiTUA AN BCEX PACCMOTPEHHbIX TWUMOB COGbITWIA MpescTaB/eHa Mo
CCbIfIKe.

Microsoft IIS
« Microsoft IIS: HacTpoWka MCTOYHMKA

Microsoft lIS: HacTpoiika UCTOUYHUMKA

JlaHHOe pyKOBO/CTBO OMMCbIBAET MPOLIECC HACTPOMKK cobopa cobbiTuir Microsoft 11S (Internet Information
Services) 1 nx oTnpaeku B R-Vision SIEM.
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HacTpoiika Microsoft IIS

HacTpoiika »xypHanuposaHus Microsoft IIS

o B HacToslleM PYKOBOACTBE pacCcMaTpuBaeTCsl nepefada cobbITUIA C MOMOLLbIO areHTa
nnatdopmbl R-Vision EVO.

BktounTe nornpoBaHume cobblTuin Microsoft uepes Event Viewer:

1. B nepeBe HaBuraumm nepenagnte no nytn Microsoft > Windows - IS Logging - Logs.
2. YT06bI HACTPOUTb XYypPHaNMpPOBaHMe, BbiNoNHUTe KoMaHay Enable Log B KOHTEKCTHOM MEH!HO.

3. YcTaHoBUTe Ha y3ne areHT R-Vision EVO.

HacTtpoiika B R-Vision SIEM

HacTpoiika oTnpaBku cobbiTuii B R-Vision SIEM

1. B Be6-mHTepdeiice R-Vision SIEM nepeiante B pasaen AreHTbl = [pynnbl areHToB.
. Cospaiite rpynny 1 gobaBbTe B Hee y3es], Ha KOTOPOM YCTaHOBJIEH areHT.
. B cospaHHoi1 rpynne y3nos B cekuun YTeHne ¢annos HaxxMunTe Ha KHomMky Jlo6aButb HacTpomky ().

2

3

4. B BbinagatoLlem crnvcke Tun xypHana BbibepuTe BapnaHT eventchannel.

5. B none Ums xxypHana BeeanTe 3HadeHve Microsoft-Windows-IIS-Logging/Logs.
6

. Ecnn Heobxoanmo BbIGUPaTL COBLITUA MO OMPefeNneHHbIM KpUTEpUAM, BBeauTe B nosne dunbTp
(dopmaT XPATH) BbipaxeHune XPath. Ecnn unbTp He Hy>XeH, BBeaMTe cuMBon *.

7. Haxkmute Ha KHoMky CoXpaHUTb U MPUMEHUTD.

8. [loxkanTech NpUMEHEHUst MOAUTUKM rpynnbl Ha y3ne. C60p CoBbITUIN HACTPOEH.

HacTpoiika 06pa6oTku cobbiTuii B R-Vision SIEM

—_

. BuHTepoeice R-Vision SIEM co3gaiiTe HOBbIN KOHBENED B KOMIEKTOPE.

2. [lo6aBbTe Ha KOHBeMep a1eMeHT Touka BXxoAa CO ClefyroLLMMM napaMeTpamu:

- HasBaHWe: BBeAWNTE Ha3BaHMe TOUKN BXOa.

> Tun To4kM Bxoaa: Bbibepute BapuaHT R-Vision EVO Endpoint.

- JlomMeH: BBeMTE 3HayeHne B hopmMaTe gw-<your_gateway_id>, rae <your_gateway_id>— ID wnto3a.
3. [lo6aBbTe Ha KoHBelep anemeHT HopmanusaTop ¢ npasuiom Microsoft lIS (noeHTndunkatop npasmna:

RV-N-64).

. CoeMHNTE HOpManM3aTop C TOYKOW BXOAa.

4
5. [lobaBbTe Ha KoHBelep aneMeHT KoHeuHas Touka T1na XpaHunui,e co6bITUN.
6. CoeanHUTE KOHEYHYHD TOYKY C HOPManmn3aTopOM.

e

. COXpaHl/ITe nyCctaHoBuTe KOH(DI/IpraLlI/II-O KOHBel\;Iepa.

MpuMep KoHOUrypaLunm KoHBenepa:
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R-Vision EVO Endpoint Normalizer KoHeuyHas Touka

. . - Mpaswn: 1 .
R-Vision EVO Endpoint : —8 e : — Xpauunuwe: 123
rue

Mocne HacTpoVky nepegaqn cobblTUIA, eCM HACTPOMKA BbIMNOSIHEHA KOPPEKTHO, B XPaHUIULLE HauyHyT
nocTynatb cobblTms Microsoft IIS.

HanTu cobbitna Microsoft IIS B XxpaHuaunLLe MOXHO No cneayowemy GunbTpy:

dproduct = "Microsoft-Windows-IIS-Logging"

[o6aBuUTb punbTp

. MHBepTupoBaTthb (NOT)

a
Mone Onepatop

dproduct

3HayeHne

Microsoft-Windows-1IS-Logging

. HacTpouTb 3aronoBok

OTMeHUTDb

Ta6nuua manmnuHra

Ta6nmua COOTBETCTBUA MOSEN COObITUA Ana BCeX paCCMOTPEHHbIX TUMOB CO6bITHIA npegcrtaBrieHa o
CCblJIKe.

Nginx

» Nginx: HaCTpOKa NCTOYHMKA

Nginx: HacTpoMKa UCTOYHUKA
JlaHHOe pyKOBOACTBO OMMCbIBAET MPOLIECC HACTPOWKKM cbopa U oTnpaBKK cobbiTnii Nginx B R-Vision SIEM.
HacTpoiika Nginx

B HacToSlleM pyKOBOACTBE pacCcMaTpuMBaeTCs nepefada COObITUIA C MOMOLLBIO  CAy»6bl  rsyslog.
Mpennonaraetcs, 4To rsyslog Ha cTaHumm ¢ OC Linux y»>ke ycTaHOBEH.

YKypHanupoBaHue cobbiTuii cry>kbbl Nginx Mo yMONMYaHWIO BeAeTcs B AMPEKTOpUM
o /var/log/nginx. [oMOMHWUTENbHbIX AEWCTBMIA MO HACTPOMKE >KYpHaIMpOBaHWS He
TpebyeTcs.
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[na HaCcTPOVKM UCTOYHMKA BbINOMHWUTE cneayoLve AeNcTBIsS:

1. HacTponTe nepefadvy cobbiTuin n3 daina. [na storo cospaite dann /etc/rsyslog.d/03-Nginx.conf
CO CNeayroLIMM COAEPXKUMbIM:

$ModLoad imfile

$InputFileName /var/log/nginx/access.log
$InputFileTag nginx-access
$InputFileSeverity info
$InputFileFacility local4
$InputRunFileMonitor
$InputRunFileMonitor

$InputFileName /var/log/nginx/error.log
$InputFileTag nginx-error
$InputFileSeverity info
$InputFileFacility local7
$InputRunFileMonitor
$InputRunFileMonitor

if $syslogtag contains 'nginx' then {
action(type="omfwd" target="<target>" port="<port>" protocol="<protocol>")
stop

¥

3pech:

- <target>— IP-agpec nnun nonHoe gomerHoe nms (FQDN) konnekTopa SIEM.
o <port>— nopT ToukmM BXxoaa Syslog Ha koHBelepe SIEM.
o <protocol>— ceTeBon npoTokos: tep nam udp

2. MNepesanycTute cnyxo6y rsyslog.service ¢ NOMOLLbI KOMaHAb!:

systemctl restart rsyslog.service

HacTpoiika B R-Vision SIEM

[ns HacTpoikin c6opa M HopManuaaumm cobbiTuii MCTOYHMKa B R-Vision SIEM BbINonHWTE cneaytoLme
waru:
1. B uHTepdeiice R-Vision SIEM co3aaliTe HOBbI KOHBENEP B KOMIEKTOPE.
2. [lobaBbTe Ha KoHBelep a5eMeHT Touka Bxoga Co CreflytoLnMm napaMmeTpamMm
- HasaHue: BBeAUTe Ha3BaHWe TOYKM BXOJa.
o Twn TOYKM BxOAa: BbibepuTe BapmaHT Syslog.

o [1OpT TOYKM BXOAA: BBEAUTE 3HAYEHME B COOTBETCTBUM C HACTPOMKaMM Ha CTopoHe Nginx.
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> [1pOTOKON: BbIBEPUTE BapMaHT B COOTBETCTBMM C HACTPOMKamMm Ha CTopoHe Nginx.
3. [obaBbTe Ha KoHBelep anemMeHT HopmanusaTop C OHUM K3 CleyroLmx Npasu:

- Nginx (ngeHTndbunkaTop npasuna: RV-N-84);

- Nginx (noeHTndbunkaTop npasuna: RV-N-85);

> Nginx (ngeHTndbunkatop npasmna: RV-N-139);

> Nginx (noeHTndbunkaTop npasmna: RV-N-100500).
4. CoeMHUTE HOPManM3aTop C TOYKOW BXxoda.
5. [lo6aBbTe Ha KOHBeMep a1emMeHT KoHeyHasa Touka T1na XpaHunuLe coobITUNA.

6. CoelMHMTE KOHEYHYHD TOYKY C HOPMAasM3aTOPOM.

7. COXpaHuUTe 1 yCTaHOBUTE KOHMUIypaLmIo KoHBeepa.
MprMep KOHOUrypaLumnm KOHBenepa:
Touka Bxoaa

R-Vision Endpoint
Mopt: 30170

Hopmanusartop KoHeyHas TouKa

— [pasun: 1 : — Xpanunuuie: SkcnepTtusa

Mocne HacTpoOMKK nepefadns cobbITUIA, eCM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAMLLE HaYHyT
nocTynaTtb cobblTms Nginx.

HanTv cobbiTna Nginx B XpaHWIMLLE MOXHO MO cneaytowemy GunbTpy:

dproduct = "Nginx'

[06aBuUTb puUnsTp

. WHBepTupoBatb (NOT)

Q
MMone OnepaTop

dproduct

3HaveHue

Nginx

. HaCTpOMTb 3arojioBoK

OTMeHUTb LNo6aButb

Ta6nuua manmnuHra

Ta6ﬂmua COOTBETCTBUA MOSEN COObITUA Ana BCeX PaCCMOTPEHHbIX TUMOB CO6bITHIA npegcrtaBrieHa o
CCblJIKe.
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MeXceTeBble JKpaHbl

[aHHbI pasaen CoAepP>XUT MHCTPYKLUMU NS HACTPONKKM coopa COBbITUIA C NMOAAEPXKMBAEMbBIX MEXCETEBbIX
5KPaHoB:

» NHboTeKC ViPNet Coordinator 4

« Kop besonacHocTu KOHTUHEHT 4

« Cisco ASA

e Fortinet FortiGate

« Huawei USG
UserGate NGFW 6

« UserGate UTM

MHdoTeKC ViPNet Coordinator 4

« IHpoTeKC ViPNet Coordinator 4: HacTpoika MCTOYHMKA

MHdoTeKC ViPNet Coordinator 4: HacTpoiKa UCTOYHMKA

[laHHOe pyKOBOACTBO OMMCbIBAET MPOLIECC HACTPOMKK cOopa W OTNPaBKM COBbITUI CUCTEMbI OBHAPYXXEHMA
KoMnbtoTepHbIx atak ViPNet Coordinator 4 B R-Vision SIEM.

HacTtpoiika ViPNet Coordinator 4

Ona HacTponku oTnpaBku cobbiTnin ViPNet Coordinator 4 B SIEM-cuctemy B hopmate syslog BbInonHuTe
chefytoume gencTBuUS:

1. Bongute B HTepdenc komaHaHom ctpokm ViPNet Coordinator,

2. lNepenanTte B pexxnMm agMuUHUCTpaTopa:
enable

3. YKaxkuTe Lenesoit IP-agpec ana oTnpaBkiy COBbITUIA C MOMOLLbHO KOMaHAb!:
machine set loghost <IP-agpec komnekTtopa>

roe <IP-appec komnekTopa>—afpec konnektopa R-Vision SIEM, B pamkax KOTOPOro niaHupyeTca
ocyllecTBNATb coop cobbiTuin ViPNet Coordinator 4.

4. OcTaHoBMKTE paboTy Cry>6bl iplir:

iplir stop
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5. OTKporTe an KoHdUrypaumm cryxxobl iplir:

iplir config

6. B cekumm misc BBeanUTE CneayroLLme 3HaueHns:

cef_ip = <IP-appec konnekTopa>
cef_port = <MopT konnekTopa>
cef_format= xf

cef_enabled = yes

3pechb:

- <IP-appec komnekTopa>—afpec konnektopa R-Vision SIEM, ¢ NOMOLLbKO KOTOPOro MfaHnpyeTcs
OCYLLEeCTBASATL co6op cobbITuin ViPNet Coordinator 4.
o <[lopT KomnekTOpa> — MOPT, yKasaHbll A1a c6opa cobbITUN Ha KOHBENePe.
7. COXpaHUTe N3MEHEHWS.
8. 3akpouTe hann.

9. OTKpoNTE KOHMUrypaLnio nHTepdeiica, ¢ KOTOPOro HeOOXOANMO MOJyYaTb COObITUS O TPpahVKe:

iplir config eth<Homep uHTepdeiica>

10. B KOHMUrypaumm nHTepdeiica ykaxxmTe creaytolimne s3HauyeHms:

[db]
maxsize= 50 MBytes
timedif= 60

registerall= on #no ymonuanuo off
registerbroadcast= off
omittcpclientport= off
registerevents= on

[cef]

# ona peructpaumn Bcex cobbiTuil 3HaueHne - all

# ona pernctpaunn 3abmokmpoBaHHLIX naketos - blocked
event= all

11. CoxpaHnTe N3MEHEHMS C MOMOLLIbHO codeTanna knasuw CTRL+O.
12. 3akpouTe daiin.

13. BkatoumTe cnyxx6y iplir:

iplir start
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14. Job6aBbTe NpaBuno GuabTpaLum:

firewall local add 3 rule "Allow Syslog" src @local dst <IP-agpec konnekTopa> udp
dport <[opT konnekTopa> pass

HacTpoiika oTnpaBkn cobbiTuin ViPNet Coordinator 4 3aBeplleHa.

HacTtpoiika B R-Vision SIEM
O6LLMI BUA paboyero KoHBeepa aNnsa obecneveHmns noayveHms n oTobpakeHms CobbITuiA:

VipNet Coordinator (30133)

Syslog Hopmanusauus ViPNet Coordinator KoHe4Has To4Ka (XpaHunuiye cobbl...

Mopt: 30133 : —>| Mpasun: 1 : —>| Xpanunuwe: ENG
MpoTokon: UDP

[1nst HaCTpOWKM cbopa CobbITUI MCTOYHMKa B R-Vision SIEM BbINoNHWUTE CneaytoLLme LWarm:
1. B nHTepdence R-Vision SIEM nepenante B pasaen Pecypebl = KonneKTopbl 11 OTKPOMTE KapTOYKY
KonneKkTopa.
2. Ha Bknagke O6oraw,eHune no6aBbTe Tabnuuy oboratleHus hw_fw_events KonnekTtopa.
3. B TOM e KonnekTope cosfante HOBbIM KOHBEMED.
4. [lobaBbTe Ha KOHBelep anemMeHT TouyKa BXoga CO Creay oMy napaMmeTpamu:
o Tun ToYkM Bxoga: Syslog.
o [1opT TOYKM BXOAaA M MPOTOKO/: B COOTBETCTBMM C HAaCTPOrKamm Ha cTopoHe ViPNet Coordinator 4.

5. Jo6aBbTe Ha KoHBelep anemeHT Hopmanusartop ¢ npasuiom ViPNet Coordinator 4 (naeHTudmKaTop
npaBuna: RV-N-46). CoeilMH1TE HOPMaNM3aTop C TOYKOM BXoa.

6. [lo6aBbTe Ha KoHBelep anemeHT KoHeuHasa Touka Tuna XpaHunuie co6bITUA.
7. COeMHUTE KOHEYHYHO TOYKY C HOPMasM3aToOPOM.

8. CoxpaHwuTe 1 ycTaHOBUTE KOHMbUIypaLmMio KOHBeepa.

Mocne HacTpoViky nepeaaqyn cobblTUIA, eCn HACTPOMKa BbIMNOSIHEHA KOPPEKTHO, B XPaHWIULLE HauyHyT
nocTynatb cobblTus ViPNet Coordinator 4.

HanTn cobbitma ViPNet Coordinator 4 B XpaHUAMLLE MOXHO MO cleayroLlemy GunbTpy:

dproduct = "hw"
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® © Q

wTbBce v dproduct=hw X 4 [lo6asuTb GpunbTp

Cosnagenunin 9 WnTepsan Bpemenn: 2025-04-10T17:42:24.431+03:00 - 2025-04-10T17:47:24.431+03:00

JanHble Cratuctuka
timestamp |}, dvendor dproduct name dvc msg outcome
2025-04- Non-encrypted IP packet MponyLuex
10T17:46:32.000+03:00 Litiezs L allowed IERE7D HesawwnbpoBaHHbIii IP-..

2025-04- . Non-encrypted IP packet TMponyuieH
10T17:46:32.000+03:00 liifefizes L allowed e HesawnbpoBaHHbiii IP-...

2025-04- Non-encrypted IP packet MponyLuex
10T17:45:31.000+03:00 Litics L allowed D7D HesawwndposaHHbiii IP-..

2025-04- : Non-encrypted IP packet Mponyuwen
10T17:44:30.000+03:00 Ll L allowed T HesawnbpoBaHHbIii IP-...
Local IP packet blocked by TNokanbHbli nakeT

202504
10T17:44:30.000+03:00 infotecs L Public Network filter D7D 3a6110KNPOBaH GUILTPO...

2025-04- : Non-encrypted IP packet Mponywen
10T17:44:30.000+03:00 e L allowed T HeaawnbpoBaHHbIii IP-...

Tunbl o6pabaTbiBaeMbix COObITUM

MpaBnIoM HopManusaummn 06pabaTbiBalOTCA CrieaytoLme TUMbl COBbITUIA:

—_

ayTeHTMdOMKaLMA NONb30BaTENA B BEG-MHTEpdhece/KOHCONN,
nepexof B NPMBUNErMPOBAHHDIN PEXIM,

BBOJ KOMaHJ;

CMeHa napons Nonb30BaTens;

M3MEHEHWA HAaCTPOEK CETEBbLIX MHTEPMENCOB;
OTKPbITNE/3aKPbITUE KOHMUIYPALIMOHHbBIX (aiIoB;
M3MEHEHWE HAaCTPOEK STIOrMPOBaHUS;

yZlaneHve »>ypHanos;

BK/ItOYEHNE/M3MEHEHWE/YAaNeH e NMPaBUT MEXCETEBOMO aKPaHa;

© v ©o N o g ~ W N

—_

COObITNA 6€30MaCHOCTHN MEXXCETEBOIO 3KpaHa.

Ta6nuua mannuHra

Ta6n|/1ua COOTBETCTBUS MOMIeN CobbITuA ONnA BCEX PaAaCCMOTPEHHbIX TUMOB COObITUNIA npeacrtaBsieHa no
CCblJIKE.

Kopa be3sonacHocT KOHTUHEHT 4

« Ko besonacHocTn KOHTUHEHT 4: HAaCTpOMKa UCTOYHMKA

Kop besonacHocTu KOHTUHEHT 4: HacCTpoiKa UCTOYHUKA

[laHHOe pYyKOBOJCTBO OMWCbIBAET TMPOLIECC HACTPOMKM cbopa M OTMPaBKM COObITWIA annapaTHo-
nporpaMMHoro komnnekca wndposanns (AMNKLL) KoHTuHeHT 4 B R-Vision SIEM.

HacTtpoliika KOHTUHEHT 4

CvcTtemMa No3BONSET OTNPaBAATb COObITUA ayauTa BO BHELUHWE CUCTEMbl MOCPENCTBOM
syslog. @®yHkuUMoHanbHble cobbitua  AMKLl KOHTUMHEHT 4 BO BHELIHME CUCTEMbI
nocpeaCTBOM syslog He nepefaroTCA WM He TMOKPbIBAOTCA TEKYLWMMK NpaBuiamMmm
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HopMasnmsauun R-Vision SIEM.

Ona HacTpoinku syslog Ha AMNKLL KOHTUHEHT 4 BbINOMHUTE CNeayoLlime Wwaru:

o N o o~ W P

. MoakntounTech K LEHTPY ynpaBneHns ceTbto (anee — LIYC) ¢ nomotbto MO "KoHTUHEHT. MeHemykep

KOHMUrypaummn'.

OTKponTe BKIaaKy CTPyKTypa.

BbibepuTe y3en 6e3onacHocT (aanee — Yb), ¢ KOTOPOro HEOOXOAMMO OTMPaBAATb CO6bITUS B SIEM.
BbI30BUTE KOHTEKCTHOE MeHO A1a YB 1 BbibepuTe NnyHKT CBoMcTBa. OTKPOETCA MeHO HacTpoek Yb.
OTKpoNTe BKIaaKy HacTponKu XypHaniMpoBaHus.

[Ona napameTpa deTanusauma 3agalite 3HadeH e BbICOKUA.

HaxkmnTe Ha KHOMKY Jo6aBneHns BHELLIHErO CMCTEMHOIO XXypHana.

3anoHuTe cneaytollme napameTpsbl:

- Appec: BBeauTe IP-agpec konnektopa SIEM wnm  syslog-cepBepa, 4epe3 KOTOpbliA  GyayT
nepefaBaTbCa AaHHble B SIEM.

- [NopT: BBEANUTE 3HAYEHVE NOPTa, KOTOPbIM NNaHMpyeTCs NPOCAyLLMBATb.
- MpoToKoN: BBeAWTe TpebyeMblii MPOTOKOIN.

- BpemeHHoO MHTepBan: BblbepuTe BapnaHT Beerga.

HacTtpoiku XypHannpoBaHA AOJIKHbI BbIrNAAETb CleyroLmnMm O6pa3OMI
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¥3en 6ezonacHocT - KSH-CUS

4 Y3en Ge3zonacHocTK

LNeTanu3aumna
CepTudmkatsl }
reppois TR M IO o afo
CraTtuyeckue MapLupy...
[nHamnueckne mapiu... Bpema oxnaanna naHHbix NAT: 5 S cekyHn
Multi-WAN
MexXceTeBoi akpaH BHewwHWe cUcTeMHBIE XypHans! ( .
+ HacTpoWku XypHanup... O X
i L ol Cocron... | Ampec Mopr MooTokon Boemesof e
BHewHee xpaHunu... > P e SYSLOG (TCF) O
DNS
DHCP
SNMP
4 NetFlow
KonnekTopsl

[artawn Bpemn
O6HoBNEHWA
MoHUTOpUHT
[octyn no SSH

OTmeHa MNpUMEHUTE

9. HaxxmuTe Ha KHOMky NMpuMeHnTb.
10. HaxkmuTe Ha KHomky OK.
11. OTnpaBbTe KOHGUrypauuto Ha Yb. [1ns atoro:
a. B rnaBHOM MeHIO HaXXMUTE Ha KHOMKY .
b. OT™meTbTe YB, ANng KOTOPOro HaCcTpamBasioCh BHELLHEE XXYPHaNMpoBaHue.

c. HaxxmunTte Ha kHonky OK.

HacTporika Ha cTopoHe AINKLL KOHTUHEHT 4 3aBepLueHa.

HacTtpoika B R-Vision SIEM

[Ona HacTpoikm cbopa M HopManmuaaumm CobbITUA MCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrolime
warm:

1. B uHTepdelice R-Vision SIEM co3aaiiTe HOBbI KOHBENED B KOIEKTOPE.
2. [lo6aBbTe Ha KoHBelep anemMeHT Touka Bxoga Co CreflytolnMm napaMmeTpamMm:

- HasBaHWe: BBeaNTE Ha3BaHWe TOUKM BXOAa.
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o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [1opT TOYKM BXOAA: BBEAMTE 3HAYEHME B COOTBETCTBUM C HACTPOMKAMM Ha CTOPOHE KOHTUHEHT 4.
> [1pOTOKON: BbI6EPUTE BAPUAHT B COOTBETCTBUN C HACTPONKAMMN Ha CTOPOHE KOHTUHEHT 4.

3. Job6aBbTe Ha KoHBelep anemeHT Hopmanusatop c npasuiom Kopg BesonacHoctu KOHTUHeHT 4
(npneHTMdburkaTop npasmna: RV-N-112).

4. CoeiMHNTEe HOpPManmn3aTop C TOYKOM BXoAa.
5. [lo6aBbTe Ha KOHBeMep a1emMeHT KoHeyHasa Touka Tna XpaHunuLe coobITUNA.
6. CoeiIHMNTE KOHEYHYO TOYKY C HOPMaIn3aTOPOM.

7. CoXpaHunTe 1 yCTaHOBUTE KOHMUIypaLmIo KoHBeepa.

Mpumep KoHbUrypauum KoHBelepa:

Touka Bxoaa

HopmanusaTtop KOHTMHEHT 4 KoHeyHasl Touka (XpaHunuLLe cobbl...

— > [lpaeun: 1 : —  XpaHunuwe: CTaTUCTUKA

Mocne HacTpoviky nepefayn COObITUIN, €CNM HACTPOMKA BbIMOSIHEHA KOPPEKTHO, B XPaHUULLE HauHyT
noCcTynaTb CobbITUS KOHTUHEHT 4.

HaiiT cobbiTnst KOHTUHEHT 4 B XpaHWnLLE MOXHO MO crneaytowemy hunbTpy:

dproduct = "KoHTuHeHT 4"

[Oo6aBuTb hunsTp

. WHeeptupoBats (NOT)

(o
Mone Onepartop

dproduct

3HaueHne

KoHTuHeHT 4

@) Hacrpouts saronosok

OTMEHWUTDL DOo6aBuTb

Ta6bnuua mannuHra

Tabnunua COOTBETCTBUA MOMeN COObITUS A1 BCEX PACCMOTPEHHbIX TUMOB COGLITMIA MNpefcTaBneHa o
CCbIIKe.
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Cisco ASA

» Cisco ASA: HaCTpoOKa NCTOYHKKA

Cisco ASA: HacTpoiKa UCTOYHUKA

[aHHOe pyKOBOACTBO OMMUCbIBAET MPOLIECC HACTPOMKM OTMPaBKM COObITUI MexXceTeBOro akpaHa Cisco ASA
B R-Vision SIEM.

HacTtpolika Cisco ASA

HacTpoinTe nepenady cobblituin no syslog. [1ns aToro B pexkvme KoHOUrypauum TepMUHana BbIMOHUTE
clnefyouine 4ecTBUA:

1. BkitounTe nornpoBaHme KoMaHaom:
ciscoasa(config)# logging enable

2. HacTpolite nobasneHne hostname B coobLLeHNe syslog KomaHaom:
ciscoasa(config)# logging device-id hostname

3. YKaxkuTe uHTepdenc, agpec KonnekTopa SIEM, mpoToKon 1 nopT:
ciscoasa(config)# logging host <iface> <target> <protocol>/<port>

34eco:

- <iface> — MHTepdelic, Yepes KOTopbI ByaAyT OTNPaBAATbLCA COObITUS.
o <target>—IP-agpec konnekTopa SIEM.
o <port>—nopT To4kM Bxoaa Syslog B KoHBenepe SIEM.

- <protocol> — ceTeBOV NpOTOKOJI: tcp nam udp.

HacTtpoiika B R-Vision SIEM

Ona nHTerpaumm nctovHmka ¢ R-Vision SIEM BbINonHUTE cneaytoune AecTBUS:
1. B nHTepdence R-Vision SIEM nepenante B pasaen Pecypebl = KonneKTopbl 1 OTKPOMTE KapTO4KY
KOMNeKTopa.
2. Ha Bknaake O6oraw,eHue fo6aBbTe Tabnuly ASA_events_et o6oralilieHns KonnekTopa.
3. B TOM e KonnekTope cosfante HOBbIM KOHBEMED.
4. [1o6aBbTe Ha KOHBeWep anemMeHT Touka Bxoga Co CleflytolMM NapaMeTpamMm:
> Tun ToYkM Bxoga: Syslog;

o [1OpT TOYKM BXOAA M NMPOTOKOJI: B COOTBETCTBUN C HACTPONKaMM Ha CTOpoHe Cisco ASA.
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5. [lobaBbTe Ha KoHBeiep anemeHT HopmanusaTtop c npasunom Cisco ASA (MaeHTudbukaTop npaBuna:
RV-N-22). CoeMH1Te HOpManmM3aTop C TOYKOW BXoaa.

6. [lJo6aBbTe Ha KoHBeiep aneMeHT KoHeyHas TouKa Tina XpaHunuwe cobbiTuii. CoejMHMUTE KOHEYHYHO
TOUKY C HOPManM3aTOPOM.

7. CoxpaHuTe 1 ycTaHOBUTE KOHMbUIypaLmio KOHBeepa.

[MprMep KOHMUrypaunm KoHBenepa:

ASA 30004

asa_norm SEA

————— " [lpaeun: 1 : —— | XpaHunuuie: SEA

Ecnu HacTpoika BbIMOSIHEHA KOPPEKTHO, MOCAe HACTPOVKK nepejaqyn CoObITuii B XPaHWIULLE HauHyT
nocTynaTtb cobblThs Cisco ASA.

Hantn cobbitma Cisco ASA B XpaHUAMLLE MOXHO MO cregyrolemy hunbTpy:

dproduct = "ASA"

CobbiTa XpaHunuwe cobbituii: SEA v ) Mpodunb ~

B Q MocnepHuit nepuoa  ~ Mouck

X CépocuTbBce v dvendor EQ Cisco X v externalld EQ 113015 X <+ Jl06aBUTb PUALTP Detann cobbitus e81cdald-72f0-46d ( FD
dproduct ASA
Cosnagernit 1 WhTepsan 2024-08-25T16:10:19.812+03:00 - e Tt severity Informational
(f') H BpemetM: 2024-08-26T16:10:19.812+03:00 o =P cat Y N
- deviceFacility locald

- . dvchost eveasa
id sourcelp timestamp |y, type dvendor

externalld 113015
e81cdald-72f0- 2024-08- HOpManu3oBaHHoe

46d0-bffd-.. 26T11:28:13.000+... e Cisco msg AAA user authentication Rejected : reason
| - = Invalid password : local database : user =
admin : user IP = 172.17.1.3

outcome failure

reason Invalid password

r 2024-08-26T11:28:11.000+03:00
src 17217.1.3

suser admin

cs1 A request for authentication tott [+] (] :
user database for a user associated with
an IPsec or WebVPN connection has been
rejected. The username is hidden when
invalid or unknown, but appears when valid
or the no logging hide username command

MoKa3blBaeTCA MEPBLIX gy @ 0001028 | & has been configured.

3anvceit:

Ta6nuua mannuHra

Ta6n|/|ua COOTBETCTBUA MOJSEN COObITMA AN BCeX PaCCMOTPEHHbIX TUMOB CO6bITUIA npeacrtaBsieHa Mo
CCblJIKe.

Fortinet FortiGate

 Fortinet FortiGate: HacTpoika UCTOYHMKA
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Fortinet FortiGate: HacTpoiika UCTOUYHMKA

[aHHOe pyKOBOACTBO COAEPXKMT MHCTPYKLMKO MO HacTpoike cbopa cobbiTuin FortiGate Ha cTopoHe
NCTOYHMKA 1N HACTPOMKKM cO0opa COObITUIN UCTOYHMKA Ha CTPoHE SIEM.

HacTpoiika FortiGate

>KypHanupoBaHue cobbITUIA UICTOYHMKA YCIIOBHO AENMUTCS Ha 2 KaTeropum:

. )Kypl-lan COGbITMﬁ—XpaHMT COObITMA CUCTEMBI, MOb30BAaTENEN, KOHEYHbIX TOYEK, COObITUS BbICOKOM
OOCTYMNHOCTU 1 Apyrue.

« XypHan TpadmKa — XpaHUT paspeLLeHHbI TpadbuK, 3anpeLleHHbI TpaduK, UCXOAALLNIA TPabUK.
OTnpaBka COObLLEHWI XXypHaoB .log OCyLLECTBNAETCA NMOCPeACTBOM Syslog.

HacTporika MOXeT npon3BoanTbeS Yepesd GUI nnm vepes CLI

HacTtpoiika oTnpaBku co6biTuii yepes GUI

[na HacTponku oTnpaBkK NOros Yepesd GUI BbINoNHUTE cneayolne 4eCTBUA:

1. ABTOpM3MpyiTECh B BEG-NaHeNV ynpaBneHuns FortiGate.
MepenanTe B pasgen Log Settings.

YkaxuTe afpec cepBepa Syslog.

YcTaHoBuWTe nepekntovaTens Event Logging B nonoxxexue All.

YcTaHoBuTe nepekntovatens Local Traffic Log B nonoxxeHne All.

o o A W N

Haxxmute Apply 415 NpUMEHEHNA HAaCTPOeEK.

"= FortiFirewall VM64-KVM  Fortigatel

& Dashboard > Log Settings

¥ Security Fabric >

[@ FortiAnalyzer
< Network > Locallog Guides
£ System N Memory @© & Configure Multiple FortiAnalyzers on a Multi-VDOM FortiGate (£
& Policy & Objects > (® Documentation
O VPN N Remote Logging and Archiving 8 Online Help &
& User & Authentication 5 Sendlogs toFortiAnalyzer/FortiManager | @ Enabled [l K Video Tutorials ('
Ll Log & Report v
Send logs to syslog @
Fe d Traffu
crward frattie IPAddress/FQDN | 10.150.21.11

Local Traffic

Sniffer Traffic UUIDs in TrafficLog @

Events Address (B

SSL

DNS Query Log Settings

Anomaly Event Logging P\l Customize

Log Settings hig

Local TrafficLog AW Customize

GUI Preferences

Resolve Hostnames € ©
Resolve Unknown Applications @ @

Apply

HacTpoiika oTnpaBku cobbiTuii yepes CLI

[na HacTponku oTnpaBkK Noroe Yepes CLI BbINnonHWTe cnefyrolme 4enCTBUS:
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1. MoakntoumTechb K ycTponcTgy FortiGate yepes CLI.

2. MepenanTe B pexxmM KoHbUrypaLmum syslog ¢ MoMOLLbIO KOMaHAb!:

config log syslogd setting

3. MpoBepbTe TeKyLMe HAaCTPOMKN C MOMOLLbHO KOMaHbl:

get

Y6eauTech, YTO NapaMeTpbl HAacTpoeHbl NMpaBuabHO. Hanpumep, status: enable, server: <syslog-
server-ip>, port: 514.

4. VI3MeHWTE pexkuM OTNpaBKM NIOroB Ha HaaéXHbIi (reliable) ¢ MOMOLLbIO KOMaHAbI:

set mode reliable

MNocne 3MeHeHNs pexkiMma NnopT aBToMaTUYeCKn copacbiBaeTCs Ha 3HaYeHne no ymonyannio (514).

5. YcTaHoBUTE NOPT OTMNpaBkM 10ro., Hanpumep, 31 121:

set port 31121

6. Y6ep,|/|Ter, 4YTO MBMEHEHWNA NPUMEHEHDI, C MOMOLLIbKO KOMaHAbl:

get

MpoBepbTe, YTO NapamMeTpbl OBHOBEHDI:

mode : reliable
port : 31121

7. 3aBepLunTe HaCTPOMKY C MOMOLLbF KOMaHAbI:

end

HacTtpoiika B R-Vision SIEM

[ns HacTpoVKK NoydeHnss cobbiTusa MCTOYHMKa B R-Vision SIEM BbINONHWTE cneaytoume waru:

1. B uHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOIEKTOPE.
2. [lobaBbTe Ha KoHBelep anemMeHT Touka Bxoga CO CreflytoLmnMM napaMmeTpamMm:

o Tun ToYkM Bxoga: Syslog.
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o [lopT ToukM Bxoda: Ntoboi B AnanazoHe 30 000—32 000.
o [NpoTokon: TCP.

3. [lo6aBbTe Ha KoHBelep aneMmeHT Hopmanusatop c npasuiom "RV-N-37". CoeanHnTe HopManmaaTop C
TOYKOM BXoga.

4. [lo6aBbTe Ha KOHBelep aneMeHT KoHeyHas Touka Tuna XpaHunuiie cobbiTuit. CoeanHmTE KOHEYHYHO
TOYKY C HOPManM3aTOPOM.

5. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLnio KOHBeepa.
Ecnn HacTpoiiKa BbIMOMHEHA KOPPEKTHO, B XPaHWUMLLE HAaYHYT NMOCTyNaTh COObITUS XXYPHaIOB.
[1ns noncka noyyYeHHbIX CObbITUIA caenanTe cneayroLlee:

1. Mepenante B MeHto "Monck”

2. B kayecTBe unbTpa yctaHoBMTe BblpaxkeHue dvendor = "Fortinet" &% dproduct = "FortiGate".

MoUCK  XpaHwnuuwe cobbitmin: SEA

B o Q

¥ Co6pocutb Bce  ~ dvendor = Fortinet X

Ta6nuua mannuHra

Ta6n|/|ua COOTBETCTBUS MOMIEN CobbITMA OnA BCEX PaACCMOTPEHHbIX TUMOB COObITINIA npeacrtaBsieHa Mo
CCblJIKE.

Huawei USG

« Huawei USG: HacTponKa NCTOYHMKA

Huawei USG: HacTpoMKa UCTOYHMKA

[laHHOEe pyKOBOACTBO OMMUCbIBAET MPOLIECC HACTPOMKM cHopa 1 OTNPaBKM COObITUIN MEXCETEBOrO 3KpaHa
Huawei USG B R-Vision SIEM.

HacTpoiika Huawei USG
B HacTosLLeM pyKOBOACTBE paccMaTpmuBaeTCs nepefada CobbITUI C MOMOLLbHO Syslog.

1. OTkpoTe Be6-mHTepderc Huawei USG.
2. Ha naHenn agMMHMUCTPMpOBaHMS YyCTPOCTBa nepeinanTe Ha Bknaaky System —> Log Configuration.

3. YkaxuTe agpec konnektopa n UDP nopT Toukn Bxoda KoHsenepa SIEM.
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*  Huawei

USG6000V2

HUAWE!

= Setup
L) System Time
23 sNMP
= Across-Layer-3 MAC Id
¥ CIS Interworking
=@ Restart
=) Configure Information F
= Sandbox
[# Advanced Settings
Charset Configuration
= Administrator
{5 Virtual System
@{l] High Availability
4 Email Service Configurat
[#] Log Configuration
[#] Log Configuration
[H8 Monitor

£ License Management

= B

Dashboard Monitor

Log Configuration

Log Configuration

Configure System Log
Log Host IP Address

Outgoing Interface
Configure Session Logs

Log Format
Send Binary Logs to All Log Servers

Log Source IP Address
Log Host IP Address

Encrypted Transmission

Configure Service Logs
Log Format

Policy

Syslog Template

Cumrent User: admin

g ]

Object Network  System

User-Defined Log Field Netflow Log Template

10.150.20.89 Port 30176 <1-65535> Language | English -+
10GEQ/O/Q(GEOM! |~
&) Binary Syslog Netflow
Source Port
10.150.30.89 Port 30176 <1-65535> ®)
Enable

& You are advised to enable encrypted transmission to enhance security.

% Syslog Dataflow

When the Syslog format is used, the log host in "Configure System Log" is used to receive service logs

Apply

-5 Update Center
ﬁ System Upgrade
Y Pg

4. BbibepuTe 13 BbiNagatoLlero crnmcka Outgoing Interface ncxogaumim nHtepdeic.

5. MpMeHUTEe KOHQUIypaLuto, HaxkaB Ha KHorky Apply.

HacTtpoliika B R-Vision SIEM

[1ns HacTpoiikn cbopa 1 HopManusaumm cobbITUA UCTOYHMKa B R-Vision SIEM BbinonHWTe crneayroumne
waru:
1. Mepengute B pasaen Pecypebl — KonnekTopbl 1 CO3aiTe HOBbIM KOHBENED B KOJIIEKTOPE.
2. [o6aBbTe Ha KOHBeNep aneMeHT TouyKa BXxoga CO ClieyoLVMM NapaMeTpamu:
o Tun ToYkM BxoAa: Syslog.
o [1OpT TOYKM BXOAA M MPOTOKOSI: B COOTBETCTBUN C HACTPOMKaMKM Ha CTopoHe Huawel USG.

3. Job6asbTe VRL-TpaHCcHOpMALNIO:

.dvendor = "Huawei"
.dproduct = "USG"

4. lo6aBbTe Ha KoHBeitep anemMeHT HopManusartop c npasunom Huawei USG (ngeHTudukaTop npaesuna:
RV-N-172). CoeanHnTe HopmManuaaTtop ¢ VRL-TpaHchopmaLmen.

5. [lobaBbTe Ha KoHBelep anemMeHT KoHeuHas Touka Tvna XpaHuauw,e cobbiTuii. CoevHNTE KOHEYHYHO
TOYKY C HOPManM3aTOPOM.

6. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmio KOHBeNepa.

[MprMep KOHMUrypaunm KoHBenepa:

USG 30176

Normalizer

Mpasun: 1

Huawei USG Storage

—) — ) Xpauunme: system

Mporokon: TCP
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Mocne HacTpoviky nepefayn COObITUIN, €CNM HACTPOMKA BbIMOSIHEHA KOPPEKTHO, B XPaHUULLE HAuHyT
nocTynaTtb cobblTns Huawei USG.

HanTn cobbitna Huawei USG B XpaHWAumLLE MOXHO MO cneayroLllemMy OunbTpy:

dproduct = "USG"

[No6aButb punsTp

. MHBepTuposatk (NOT)

a
Mone Onepatop

dproduct

3HaueHue

USG

. HﬂCTpDVITb 3aronoBoK

OTMEHUTD JNo6aButb

Ta6bnuua mannuHra

Ta6n|/|ua COOTBETCTBUS Mofein cobblTuA ONnA BCEX PaACCMOTPEHHbIX TUMOB COObITU npeacrtaBsieHa Mo
CCblJIKE.

UserGate NGFW 6

« UserGate NGFW 6: HacTpoika NCTOYHMKa

UserGate NGFW 6: HacTpolika MCTOYHUKA

[laHHOEe pyKOBOACTBO OMMUCbIBAET MPOLIECC HACTPOMKI coopa 1 oTApaBKkM cobbiTuin UserGate NGFW 6 B R-
Vision SIEM.

MpepBapuTenbHbie Tpe6oBaHUA

« CeTeBas AOCTYMHOCTb HOA KJ1lacTepa SIEM no LeneBoMy nopTy 1 NpPOTOKONY ANA MCTOYHMKa.

HacTtpoiika UserGate NGFW 6

Hactpoiika >xypHanupoBaHus

[lna HacTpolkm c6opa cobbitnin B UserGate NGFW 6 1 ux nocnegytouwein otnpaBkm B R-Vision SIEM
BbIMOJIHUTE creayroLine AenCcTBUS:

1. MoaknroumTechb K Bawemy yctponcTBy UserGate NGFW. [aHHble Ana NOAKHOYEHUS MO YMOIYaHUIO:
https://<address>:8001/utm/login, roe <address> — agpec cepBepa UserGate.

2. B nmpouecce ycTaHOBKM W MepBOHAYanbHOM pasBepTKM 060opyAoBaHMS [OMKHA 6biTb YCTaHOBMEHA
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CTaHAapTHasa 3anucb agMuHUCTpaTopa Admin. Mcnonb3ynTe AaHHble 3TOW YYEeTHOW 3anucu, YTobbI
aBTOPM30BATLCS Ha YCTPOMCTBE.

== Py~
Next-Generation Firewall

Nornux

[Maponb

3. Mo ymonuaHuto nocne BxoAa B CUCTEMY OTKPOeTCA Aallbopa co BCEMM COOBbITUSMM, MPOMCXOAALLMMM
BO Bpems paboTbl UserGate NGFW.

4. Y6eanTech, YTO BeAETCA 3annchb COObITUI B XXypHan cobbITui. [1na aToro nepenante B pasaen XXypHan
cobbITuit. Bce 3anuncaHHble cobbiTus 6yayT NpeAcTaBaeHbl B rpaduyeckoM nHTepdence.

29 Hon6 2024r. ¥ BaXHOCTb: Bce ¥ KOMMOHEHTBI U CoBbITHS: Bce Ewe v Cépoc Q PaciuuperHbIi (M) =t = (2
Y3en Bpema 1 | KomnoHeHT | Tun cobbiTis ‘ Monb3oBatens IP cTouHMKa Mopynb Y4BT uaMeHeHuil Mpuunt
@ ugngfw@sea 11:19:04 E3 VPN Owwubka KnueHTa Unknown 0.0.0.0 VPN knueHT
@ ugngfw@sea 11:19:04 ES VPN KnueHT sanywex Unknown 0.0.0.0 VPN knueHt
@ ugngfw@sea 11:19:04 EY VPN Mopkntovetue kinenta VPN Unknown 0.0.0.0 VPN knueHt
@ ugngfw@sea 11:18:59 ES VPN Owwubka knueHTa Unknown 0.0.0.0 VPN knueHt
@ ugngfw@sea 11:18:59 EY VPN KnueHT sanywex Unknown 0.0.0.0 VPN knueHt
@ ugngfw@sea 11:18:59 Es VPN Moakntouerune knnenTa VPN Unknown 0.0.0.0 VPN knueHT
@ ugngfw@sea 11:18:54 B3 VPN Owubka knnenTa Unknown 0.0.0.0 VPN xnneHT
@ uvongfw@sea 11:18:54 B3 VPN KnueHT sanyweH Unknown 0.0.00 VPN knueHT
@ uvongfw@sea 11:18:54 B3 VPN Moakntoyenne knnexTa VPN Unknown 0.0.00 VPN xnneHT
@ ugngfw@sea 11:18:49 E3 VPN Owwubka KnueHTa Unknown 0.0.0.0 VPN KnueHt
@ ugngfw@sea 11:18:49 E3 VPN KnueHT 3anywex Unknown 0.0.0.0 VPN knueHt
@ ugngfw@sea 11:18:49 E3 VPN Mopkniouerue knenta VPN Unknown 0.0.0.0 VPN KnueHt
@ ugngfw@sea 11:18:44 E3J VPN Owwubka KnueHTa Unknown 0.0.0.0 VPN knueHt
@ ugngfw@sea 11:18:44 E5 VPN KnueHT sanywex Unknown 0.0.0.0 VPN knueHT
@ ugngfw@sea 11:18:44 E5 VPN Mopkntouerue kanenta VPN Unknown 0.0.0.0 VPN knueHt
@ ugngfw@sea 11:18:39 E5 VPN Owwmbka knueHTa Unknown 0.0.0.0 VPN knueHT
@ ugngfw@sea 11:18:39 ES VPN KnuenT sanywen Unknown 0.0.0.0 VPN knueHT
@ uongfw@sea 11:18:39 E3 VPN MoakNtoYeHe KneHTa VPN Unknown 0.0.0.0 VPN KnueHT
@ uongfw@sea 11:18:34 B3 VPN OwmbKa KnueHTa Unknown 0.0.0.0 VPN KnueHT
@ uongfw@sea 11:18:33 E3 VPN KnueHT 3anyweH Unknown 0.0.0.0 VPN KnueHT

5. MNepenanTe B paszen AKCNOPT KYpPHaNoB.
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v [&, XypHane

[=L MypHan cobbIThi

[5L *ypnan seb-gocTyna

[T »Kypran DNS

= MypHan Tpaduka

[= Xypnan COB

[5h ypran ACY TN

[= XKypHan MHCNEKTUPOBaHMN...

3 WcTopua noucka

% Jawura noytosoro Tpag..

v E‘l ArenT UserlD W

a Hypuan Windows Acti...

ﬂ Syslog

=9 UserlD

=), 3kcnopT xypHanoe

v iy UTYETEI
&« WabnoHel
i, [paBuna oT4ETOR
= Co3[aHHbIE OTYETHI

6. Co3aaliTe HOBbIN 06 bEKT SKCMOPTa YKYPHAoB.

SKCTOPT XXypHanoB

HazeaHue T

Example log export fip
Example log export ssh

Example log export syslog

7. BbibepuTe HeobxoAnMbIe XXypHasbl ANA 9KCnopTa.

Bepcnsa YMC2.0

YypHanbi Ans aKcnopTa

WMypHan DNS, XypHan coGbITui, ...
WypHan DNS, }ypHan coBeiTui, ...
WypHan DNS, }ypHan coBeiTui, ..

PeflaKTUpOBaTb Konupoeatb YAanuThb BKMIOYMTD OTKNIOYHTD MNokazaTb Bce (7

Tun cepeepa
FTP

SSH

Syslog
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CeoiicTBa NpaBuna 3KCNoOpTa XypHanos f:)
pwart on svcroors [T

¥ypHanbi ®opmar Pa3amMep MypHana
" JKypnan DNS JSON —
" ypHan cobbiTuit JSON =
" MypHan COB JSON —
~ Wypuan ACY TN JSON -
+  JypHan uHcnekTupoBanma SSH JSON —
" ypHan Tpadwuka JSON =
/' KypHan se6-gocTyna JSON =
~/  3awuTa noyToBOro Tpahuka JSON =
v UserlD JSON -

| ] Lo | omee

8. Ha BkagKke YaaneHHbI cepBep HacTpoiTe y3en R-Vision SIEM co crnegytolymm napamMmeTpamu:

- Tun cepBepa: BbibepuTe 13 BbiNaAOLWEro cnmcka BapnaHT Syslog.
- Appec cepBepa: BBeauTe IP-agpec yana R-Vision SIEM.
o MopT: yKaXknTe OTKPbITbIN NMOPT KonekTopa R-Vision SIEM.

- TpaHcnopT: BbibepuTe M3 BbINAAAtOLIErO CAMCKa TPAHCMOPTHbIA MPOTOKOS, KOTOPbIA 6yaeT
1NCMOb30BaTbCA A1 PabOThl.

- MpoTokon: ykaxkmTe GopmMaT oTnpaBnsemMbix coobuleHnin — Syslog (RFC 5424).
o KPUTUYHOCTDb: YKaXXNTe YpOBEHb KPUTUYHOCTU.

- 06beKT: BblbepnTe 13 BbiNaatoLLIero cnmMcka Tun cobbiTUii A1 OTNpaBKy.

- MMsA xocTa: BBEANTE NMS XOCTa.

- HasBaHue NMPUNOXXEHUA: YKaXXNTE Ha3BaHNe NMPUJTOXKEHNA.
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CeoiicTBa NpaBHna SKCNOPTa XYypHaNos
|Ynan§|l|h|l'| oepaepl HypHanb! ana akcnopra -

Tun cepsepa: Syslog -
Appec cepeepa: 10.150.30.89

Mopr: 30139 =

TpaxcnopT: UDP -
MpoTokon: Syslog (RFC 5424) -
KpWTuyHOCTE! WMHbopmaTuBHan -
O6bexT: CoofleHHa Nonk30BaTeNbCKKE -
Mma xocTa: utmcore@sittotshoasa

HazsaHwe npunoxeHwa: utm-loganalyzer

9. Ha Bknaake O6ume ycTaHoBUTE MIaXKoK B rnosie BKAKYEHO, YTOOb! BK/IHOUNTb NPaBuMsIo.

CeoilicTBa NpaBMna 3KCNopTa XYpPHanNos
osune T

BKntoyeHo: v
HaszeaHwne: SIEM
Onucanwve:

HaCTpOVIKa Ha CTOPOHE NCTOYHMKa 3aBepLUeHa.
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HacTpoiika B R-Vision SIEM

1ns HacTpoiikn cbopa 1 HopManusaumm cobbiTUA UCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrolne
waru:
1. B uHTepderice R-Vision SIEM co3faitTe HOBbIN KOHBENED B KOJIJIEKTOPE.
2. [lobaBbTe Ha KOHBelep aneMeHT Touka Bxoga Co CleflyoLnMM NnapaMmeTpamMm:
- HazBaHue: BBeanTe HasBaHWe TOUKM BXoda.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.

o MopT TOuYKM BxoAda: BBEAMTE 3HayeHWe B COOTBETCTBMM C HacTpoWkamu Ha cTopoHe UserGate
NGFW 6.

o [1pOTOKON: BbIGEPUTE BapMaHT B COOTBETCTBMM C HACTpOMKamm Ha cTopoHe UserGate NGFW 6.

3. o6aBbTe Ha koHBelep anemeHT VRL-TpaHchopMaums co cneayolimmMm KOAOM:

.dvendor = "Usergate"
.dproduct = "NGFW"

4. Coeannute VRL-TpaHCchoOpMaLmMO C TOUKOM BXoa.

5. Jo6aBbTe Ha KoHBeilep anemeHT Hopmanusatop c npasuiom Usergate NGFW 6 (1aeHTudumKaTop
npasuna: RV-N-35).

CoeanHuTe HopManmaaTop ¢ VRL-TpaHchopmaLmen.
[lo6aBbTe Ha KOHBeNep a1eMeHT KoHeyHasa Touka Tuna XpaHunuie cobbITUNA.

CoegnHuTe KOHEYHYIO TOYKY C HOPMasim3aTOPOM.

© o Noo

CoxpaHuTe 1 ycTaHoBUTE KOHMUIypaLmMio KOHBEepa.

Mpumep KoHbUrypaumm KoHBeepa:

Normalizer KoHeuHas TouKa

—) Mpasun:1 : — ) Xpanunnwe: CIMv1

Mocne HacTpolViky nepefayn cobbITHIA, eCNM HaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUIWLLE HauHyT
nocTynatb cobblTna UserGate NGFW 6.

HainTtn cobbitna UserGate NGFW 6 B XpaHUANLLE MOXXHO MO cneaytollemMy dunbTpy:

dproduct = "NGFW"
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Jo6aBute GunsTp

@) Vusepruposats (NOT)

Mone Onepatop 3HaueHue

dproduct v v NGFW

@D HacrponTs saronosok

OTMEHUTb Jo06aBUTb

Ta6nuua mannuHra

Ta6nmua COOTBETCTBUA MOSEN COObITUA Ana BCeX PaCCMOTPEHHbIX TUMOB COo6bITHA npegcrtaBieHa o
CCblJIKe.

UserGate UTM

« UserGate UTM: HacTpoiKa MCTOYHMKA

UserGate UTM: HacTpo#Ka MCTOYHUKA

[laHHOe pyKOBOACTBO OMMWCbIBAET HACTPOMKY c6opa COObITMIA YHMBEPCANbHOrO LWk3a 6e30MacHOCTM
UserGate 1 nx otnpaBkn B xpaHunumule R-Vision SIEM.

HacTtpoiika UserGate UTM

HacTpoiika oTnpaeku ioroe Ha cepeep syslog

YTo6bl HacTponTb UserGate UTM ana oTApaBKM TOFOB, BbIMOMHUTE CeaytoLLme warw:

1. BonaunTe B Be6-nHTEepdeic UserGate UTM ¢ MOMOLLbHO YYETHOW 3anMcK ¢ NpaBamMu aaMUHUCTpaTopa.

o C OaHHbIMM YYEeTHOW 3amnmncu, CO3[aHHOM MO YMOSTHAHUIO, MOXHO O3HAKOMUTbCS B
OokymeHTaumn UserGate UTM.,

2. MNepengute B pasgen XXypHanbl u otyeTbl > XXypHanbl - JKCMOPT XKYPHaNoB.
3. HaxmuTe Ha kHorMKy [lo6aBuTb ().

4. B nosiBMBLUEMCS OKHe CBOMCTBA MpaBWla 3KCMOPTA XXYPHANOB OTKPOMTe BKAAAKY YA4aneHHbIn
cepeep.

5. BblbepuTe Syslog B KayecTBe Tvna cepBepa.
6. Beeante IP-agpec konnektopa SIEM.

7. YKaxuTe nopt KonnekrTopa SIEM.

8. Bbibepute TpebyeMblii MPOTOKOI.

9. YKaxuTe ypoBeHb KPUTUYHOCTMU.

0. Bbibepute TN COOLITUI A7 OTNPaBKML.

11. MNMepenaute Ha BKNaaky XXypHanbl ans aKcnopTa.
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12. YcTaHoBUTE (NaXKKM HaAMpOTUB BCEX XXYPHAIOB, C KOTOPbIX MiaHMpyeTca cOop COObITUA Ha JaHHOM
YCTPOMNCTBE.

13. B kauecTBe (hopmaTta cbopa CobbITUI BbibepUTe 13 BbiNagatoLero cnucka BapunaHT CEF.

14. CoxpaHnTe N3MeHeHus.

HacTpoiika c6opa noros

YT106bI HacTponTb UserGate UTM ans céopa Noros ¢ yCTPOWCTB, BbIMOMHWUTE CNeAyHoLLMe LWark:

1. B Beb-mHTepdence UserGate UTM nepenanTe B pasaen Devices.
2. [lobaBbTe yCTPOMCTBA, C KOTOPbIX MaHMpyeTcsa cO60p SI0roB.

3. HacTpoiiTe napameTpbl c60pa NOroB A5 Ka)kA0ro yCTPONCTRa.

HacTtpoiika B R-Vision SIEM

[Ins HacTponkK cbopa M HopManuaaumm CobbITUIA MCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrouimne
Larm:
1. B uHTepdelice R-Vision SIEM cosgalite HOBbIM KOHBENEP B KOSIIEKTOPE.
2. [lobaBbTe Ha KoHBelep a5eMeHT Touka Bxoga Co CrefytolnMm napaMmeTpamMm:
- HaszBaHue: BBeanTe HasBaHWe TOUKM BXoda.
o TWN TOYKK BXoAa: BbibepuTe BapuaHT Syslog.
o [1opT TOYKM BXOJa: BBEAUTE 3HaYeHVe B COOTBETCTBMM C HACTPOMKaMn Ha CTopoHe UserGate.
o [1pOTOKON: BbIbEPUTE BapMaHT B COOTBETCTBMM C HAaCTPOMKamMm Ha CTopoHe UserGate.

3. [lobaBbTe Ha KoHBelep anemeHT VRL-TpaHcdopmMauua co cneayroLlnmM KOAOoM:

.dvendor = "Usergate"
.dproduct = "UTM"

4. Coeannute VRL-TpaHchoOpmMaLMto C TOYKON BXxoAa.

5. [o6aBbTe Ha KoHBerep anemeHT Hopmanusartop c npaswiom Usergate UTM 6 (1aeHTudmKaTop
npasuna: RV-N-36).

CoeanHnTe HopmanuaaTtop ¢ VRL-TpaHchopmaLumei.
J[lo6aBbTe Ha KOHBelep anemMeHT KoHeuHas Touka Trna XpaHunuw,e cobbIiTUN.

CoeaunHuTte KOHEYHYHO TOYKY C HOPMaJin3aTOPOM.

O © Noo

CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmio KOHBeRepa.

[MprMep KOHMUrypaunmn KoHBenepa:

Usergate UTM
Usergate UTM XpaHunuiie cobbITUi

—— @ npasun: 1 — ) Xpauunuwe: Cratuctuka

Usergate UTM
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Mocne HacTpoMKKM nepefadss coObITUIA, eCM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAULLE HaYHYyT
nocTynaTtb cobblTms UserGate UTM.

HanTn cobbitna UserGate UTM B xpaHunvLLe MOXHO NO chefytollemy GunsTpy:

dproduct = "UTM"

Oob6aBuTb UBLTP

@) Vhsepruposark (NOT)

O
MNone Oneparop

dproduct

3HayeHue

UutT™

@) HacrpouTts saronosok

OTMeHUTb
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OﬂeanMOHHble CUcTemMbl

[laHHbIi  pasgen  COAepXMT WMHCTPYKUMM ANS  HaAcTpOMKWM cbopa CcobbITuii ¢ NoAAepKunBaeMblx
OnepaLMOHHbIX CUCTEM:

« Linux

+ Microsoft Windows Management Instrumentation (WMI)
+ Microsoft Windows PowerShell

+ Microsoft Windows Remote Management (WinRM)

« Microsoft Windows Security

« Microsoft Windows Sysmon

Linux

 Linux: HaCTpoWnKa NCTOYHKKA

Linux: HacTpoiKa MCTOYHUKA
[aHHbI pasgen CoOAepXXUT MHCTPYKLMM N0 c60PY COBbITUI 13 XKYPHANOB Linux pa3nnyHbIMN MeTOAaMM:
« Linux Auditd

« CUCTEeMHbIe xypHasbl Linux

Linux Auditd

[aHHOe pyKOBOACTBO ONMUCbIBAET MPOLIECC OTNPaBKM CObbITUIA Cry>k6bl Linux Auditd B R-Vision SIEM.

Hactpoiika Auditd
o B HacTosILeM pyKOBOACTBE paccMaTpuBaeTCst Nepefada cobbiTuii C MOMOLLbHO CRYXK6bl
rsyslog. lNpeanonaraetcs, 4To rsyslog Ha cTaHummn ¢ OC Linux y»xe yCTaHOB/EH.

Hactpoiika >xypHanupoBaHus Auditd

YKypHanupoBaHue cobbiTuin cnyxx6bl Auditd onpeaenseT, Kakme cobbiTua 6yayT PerucTpyMpoBaTbCA B
cucTeme. XXypHanmpoBaHue COoObITUIA HAacTpamBaeTcs C MOMOLLBbKO NpaBwi. Ecin y Bac y)ke HacTpoeHa
cny6a Auditd, nponycTuTe 8TOT NYHKT 1 NEPenanTe K HacTpoKKe nepeaadn cobbIThi.

[ns HacTpoWikn xypHanupoBaHusa Auditd BbINOAHWTE cneayrolime AeNCTBUS:

1. MNpoBepbTe, ycTaHOBAeHa N1 cny>x6a Auditd, ¢ NOMOLLBHO KOMaHAb!:

auditctl -v

- Ecnu cnyxxb6a ycTaHOBMEHa, Ha aKpaHe O0TO6PasnTCs BEPCUs YCTAHOBIEHHOW CAYXKObI, HAanpuMep,
auditctl version 3.0.7.

Bepcua YMC2.0 134



o Ecnu Bepcust yCTaHOBNEHHOW Cy>X6bl HMKe 2.6, 06HOBUTE CNY>KOY COrnacHo
pekoMeHaaumam npounssoamntens OC.

- Ecnu cny»k6a He ycTaHOBMEHa, Ha 9KpaHe 0TObpasnuTCsa COoobLIeHNe 06 olwnbke. B aToM cryyae
HEeobX0AMMO YCTAHOBWTb CNY>KOY C MOMOLLbIO OAHON U3 CReayroLLIMX KOMaHA

= Ha OC ALT Linux:
apt-get install -y audit audispd-plugins
= Ha OC Astra Linux, Debian nan Ubuntu
apt-get install -y auditd audispd-plugins
= Ha OC CentOS, Oracle Linux, Red Hat Enterprise Linux nnv PE OC:
yum install -y audit audispd-plugins
= Ha OC SUSE Linux Enterprise Server:
zypper install audit audispd-plugins
= Ha VMware Photon OS:

sudo dnf install -y yum
sudo yum install audit audispd-plugins

= Ha OC Platform V SberlLinux OS Server:
rpm install <path_to_audit-*.x86_64.rpm>

3aecb <path_to_audit-*.x86_64.rpm> — nyTb K danny audit-*.x86_64.rpm.

®ann audit-*.x86_64.rpm Hy>kHO ckonmpoBaTb M3 nakeTa ./sberlinux-9-for-x86_64-baseos-
rpms/Packages/a/audit-*.x86_64.rpm, KOTOPbIN HaAXOAMTCA B apxvBe C YCTaHOBLLMKOM
Platform V SberLinux OS Server.

2. 3anycTuTte 1 nobaBbTe cny>k6y Auditd B aBTO3arpy3Ky C MOMOLLbIO KOMaHAb!:
systemctl enable --now auditd.service

3. BkntounTe B dhaine /etc/audit/auditd. conf oboralleHHbIn pexxnm normpoBaHus:
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log_format = ENRICHED
disp_qos = lossless

o OboralleHHbI pexxinm goctyneH ansa Auditd Bepcun 2.6 1 BbiLLe.

4. HacTtpoiite cny»6y Auditd, npumMeHnB pekomMeHoBaHHble KoMnaHneiln R-Vision npasuna Auditd. [1nq
3TOro:

a. CkayalTe npaBuia rno cehisike.

b. CkonvpyiTte darn audit.rules B anpekToputo /etc/audit/rules.d.
o Ona PE OC 8 ncnonbayite dainn ¢ npaBunamm redos8-audit.rules.

c. MepesanycTtute cny>6y Auditd ¢ NOMOLLIbIO KOMaHAb!:
systemctl restart auditd.service
5. Mocne nepesanycka y6eanTech, YTO CNy>6a 3anycTunacb KOPPeKTHO:
systemctl status auditd.service
6. YbeanTech B Hanm4mm cobbiTuii B dhaiine /var/log/audit/audit.log:

tail -f /var/log/audit/audit.log

OTnpaBka co6biTui Auditd

[ns nepecbinkn noros Auditd no syslog BbinonHWTe cneaytoLme Wwarm:

1. Y6eauTecb, 4TO YycTaHoBieH nnarvH audispd. YcTaHoBKa nnarMHa OCYLIEeCTBASETCA B MyHKTe
HacTtpoiika »xypHanuposaHus Auditd.

Ecnv ycTaHoBKa nnarvHa HeBO3MOXHA MMM HexenaTesnbHa, MOXHO MCMoNb30BaTh
7 . y y :
O mMoaynb imfile rsyslog ans 4teHuss cobbiTnii n3 daina audit.log. B Takom cnyyae
w .

HY>XHO BPYYHYHO yKasaTb A5t napameTpa syslogtag sHadeHwme audisp-syslog.

2. Bktounte nepefady audit no syslog, yctaHOBMB B napamMeTpe active 3HayeHue yes:
- ana Auditd Bepcuit 3.0 nnn Boiwe — B darne /etc/audit/plugins.d/syslog.conf;
- ans Auditd Bepcuin Huxke 3.0 — B harne /etc/audisp/plugins.d/syslog.conf.

3. MepezanycTute cny»x6y Auditd ¢ nOMOLLbO KOMaHAb!:

systemctl restart auditd.service
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4. CospanTe npaeuno /ete/rsyslog.d/40-auditd.conf co cnegyrouym coaep>xUMbIM:

if $programname contains 'audisp' or $syslogtag contains 'audisp' then {
action(type="omfwd" Target="<target>" Port="<port>" Protocol="<protocol>")
stop

}

3pechb:

- <target> — IP-agpec nnn nonHoe gomeHHoe nms (FQDN) konnekTopa SIEM.
o <port>—mopT To4KM BxoAda Syslog Ha KoHBelepe SIEM.

> <protocol> — ceTeBOW NpOTOKOS: tcp nnm udp.

Mpu ncnonb3oBaHUM nnarvHa audispd Ana OTNpaBKKM COGLITMIA MCNONb3YETCA
mMoaynb imjournal rsyslog. KonmyecTBO OTMPaBAEHHbIX COOLITUIA MOXET
NpeBbilaTb OrpaHnyeHusi, yCTaHOBMEHHble A1 Momayns imjournal. YToO6bI
NpeaoTBPaTUTb BO3MOXHYIO MOTEPID COObITWA, OTKIOYMTE WM YBENUYbTE
CTaHAapTHble orpaHuyeHus. ans aToro nobaBbTe napameTpb
Ratelimit.Interval u Ratelimit.Burst B cTpoky noakntoYeHUs Moayns

o imjournal B danne /etc/rsyslog.conf:

module(load="imjournal"
UsePid="system"
StateFile="imjournal.state"
Ratelimit.Interval="0"
Ratelimit.Burst="0")

5. MNepesanycTuTte cny>o6y rsyslog ¢ NOMOLLbH KOMaHb!:

systemctl restart rsyslog.service

HacTpoiika B R-Vision SIEM

1. B uHTepderiice R-Vision SIEM B kapTo4ke KONeKTOpa NepenanTe Ha Bkaaky O6oralieHue.
2. Job6aBbTe Tabnunuy oborauleHns AuditEvents_enrichment.
3. CospalTe HOBbI KOHBENEP B AHHOM KOJIIEKTOPE.
4. [o6aBbTe Ha KoHBelep anemMeHT Touka Bxoga Co CreayolmnMm napaMmeTpamMm
- HasBaHue: BBeAMTe Ha3BaHWe TOYKM BXO4a.
o TN TOYKM BXOAQ: BblbepuTe BapuaHT Syslog.
o [1OpT TOYKM BXOJa: BBEAUTE 3HAYEHME B COOTBETCTBMM C HACTpOMKamMn Ha cTopoHe Auditd
- [1poTokon: BbibepuTe BapuaHT TCP.

5. [lo6aBbTe Ha KoHBeiep aneMeHT HopmanusaTop c npasuiom Linux Auditd (naeHTudnkaTop npasumna:
RV-N-56).
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6. CoeiHMNTE HOPMaM3aTop C TOYKOM BXOAa.

7. [lo6aBbTe Ha KoHBeitep aneMeHT ArperaTtop c npasuiom Linux Auditd (naeHTudmkaTop npasuna: RV-
A-1).

8. CoeanHWTe arperaTop ¢ HOPManM3aToOPOM.

9. [lo6aBbTe Ha KoHBelep anemeHT HopManusaTop ¢ npasuiom Linux Auditd (naoeHTudnkatop npasmna:
RV-N-55).

10. CoeiHUTE BTOPON HOPMAanM3aTop C arperaTopoM.
11. Job6aBbTe Ha KOHBelep aneMeHT KoHewyHas TouKa T/na XpaHuiuie cobbITUi.
12. CoeiMHMUTE KOHEYHYHO TOYKY CO BTOPbIM HOPMasiM3aTOpPOM.

13. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLno KOHBerepa.

MpuMep KoHbUrypaLmm KoHBeepa:

Auditd 30002

primary aggregator finish SEA

——f) Npasan: 1 ——f) Npasun: 1 ——f) Npasun:1 —— ) Xpanunmwe: SEA

Mocne HacTpoMKK nepefadn coObITUIA, eCM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAMLLE HaYHyT
nocTynaTtb cobblTmsa Auditd.

HaiT cobbITA UCTOYHNKA B XpaHunmiie MO>XXHO Mno cnegyrouemy (DI/IJ'IpryI

dproduct = "Auditd"

Mouck  Xpannnuwe cobbitmii: SEA Q Mpoduns v

B E Q MuHyT - Mowex

e v dproduct =Auditd X  + [loGasuTe pusTp [Lletann cobbitus 649bf7c0-5405-4fa...
,
3595195
a Baunpie  CramweTvka externalld 1730797960.048:176703328
O o I dvendor dproduct name msg : 0
- Jetc/resolv.conf

1 ) - BuinonHena
04T09:11:55.000+..  -PUX fuditd Komarga k3s... r

-04- /etc/resolv.conf
§g$g§:1v55 000 U ool E"'"“""e:; ;
e e BinonHena komanga k3s server, Tun

CUCTEMHOTO BhI30Ba openat
i Linux Auditd BoinonHena

04T09:11:55.000+... KomaHaa k3s... success

e i i A g t 2024-11-05T12:12:40.000+03:00
04T09:17:55.000+.. LM Budied KomaHAa k3s... !

Syslog
202504 Linux Auditd BoinonHena |
04T09:11:55.000+... komanpaa k3s... 1 3595195

202504- ) . ObmexTHBIe s a
04T09:11:54.000+.. LM L cHCTemHbIe..

unset
202504 Boinonnena

04T09:11:54.000+.. LM - KoManza.. ] docker

key
202504 ObbexTHbIE
Linux Auditd
04T09:11:54.000+.. CHTEMHbE... 3 20=FFFFAFFFFRFAFOC a1 =c013b9Fd70
a2=80000
202504 T Auditd BoinonHena

04T09:11:54.000+... KOMaHAa... syscall arguments

202504- . BoinonHena . openat

(© 00:04895 ' @ Astoobnosnenwe [E csdLabe SYSCALL

Ta6nuua MannuHra

Ta6nmua COOTBETCTBUA MOSEN COObITUA Ana BCeX PaCcCMOTPEHHbIX TUMOB CO6bITUIA npegcrtaBieHa o
CCblJIKe.
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CuctemMHble XypHanbi Linux

JlaHHOe pyKOBOACTBO OMMCbIBAET MPOLIECC OTNPaBKM cobbiTnii 13 >ypHanoB OC cemeicTtBa Linux B R-
Vision SIEM ¢ nomolbto areHTa nnatdopmbl R-Vision EVO.

o 3pecb 1 ganee nog OC Linux nogpasymeBaeTcs HOO0M COBPEMEHHBIN ANCTPUOYTUB
onepaLmoHHOM cucTeMbl Ha 6ase sapa Linux.
HacTpoiika OC Linux

HacTpoiika c6opa cobbiThin OC Linux ¢ noMoLlbto areHTa nnaTdopmbl R-Vision EVO BkAro4aeT ycTaHOBKY
areHTa R-Vision EVO Ha KOHeYHOe YCTPOMCTBO N KOHMUIYpUPOBaHme NONTUKN,

YcTaHoBKa areHTa

O [1ns ycTaHOBKM areHTa o6patuTechk K JoKyMeHTalmm npoaykTa R-Vision SIEM.
w

YcTaHoBuTe areHT R-Vision EVO Ha cTaHumo U HacTpoiTe ero ¢BaA3b ¢ R-Vision SIEM. Nocne atoro B Be6-
nHtepdeiice R-Vision SIEM B pasgene AreHTbl NosABUTCA MHMOPMaLMS O MOAKIFOUYEHHOM XOCTe.

AreHTbl

+ Cozpats rpynny

{3} nNonutuxa

10.150.50.77

@ TeXHUUECKHiA ayuT

default 10.150.10.110 9 Rocky Linux 9.4

172.18.0.1 - q -
! 3 22.
:\ ki15.sea.land default 1721701 23 Kali GNU/Linux 2022.3

Microsoft Windows 10

default Windows 10.150.50.20 Enterprise 10.0

172.18.0.1 . 8 ,
default 17217.01. 9 Kali GNU/Linux 2023.3

HacTpoiika B R-Vision SIEM

HacTpoiika oTnpaBku cobbiTuii B R-Vision SIEM

1. B Be6-mHTepdence R-Vision SIEM nepenante B pa3aen AreHTbl — Fpynnbl areHToB.
2. CospanTe rpynny 1 4o6aBbTe B Hee y3es, Ha KOTOPOM YCTAHOBSIEH areHT.

3. B cospgaHHoli rpynne yanoB B cekuun [Monb3oBaTenu u npoueccbl MepeBeanTe chnefytolime
nepeKkItYaTeNM B aKTUBHOE MNOTOXKEHNE;

- Bxog/Bbixog nonb3oBatenei (Linux / macOS);

- CospaHue npoueccos (Linux / macOS);

- Jlo6baBneHue unm nameHeHume cepeucos (Linux);
- YnpaeneHue nonb3osatenamum (Linux / macOS).

4. Ha>kmuTe Ha KHomMky CoxpaHuTb.
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En I:I Po i nt Mpynna c6opa faHHbIx: Linux « MonuTMKa  AremTE

|;| EDR -+ Co3paTk rpynny

] Areutul

@ HacTpanBaiTe NONUTUKY aKKypaTHO
{;} Monutuka

HenpaBunsHasa HﬂCTpOﬁKﬂ MNONMUTHKA MOMET BLI3BaThL NOBLILUEHHYH HArpy3Ky Hg

@ TexHuyeckuil ayauT

@@ Bxoxn/ Boixon nonb3osatened (Linux / macOS)
@@ Cosnanme npoueccos (Linux / macOS)
. [o6aBneHue UK n3MeHeHue cepBucos (Linux)

@® Yrpasnenve nonb3osatenamm (Linux)

Ytenue (ainos / BoinonHeHne komaug (Linux / Windows / macOS)

+11 Hactpouts HacTpoeHo

Ecnn TpebyeTca noakntodeHmne xypHanos OC, BbINOAHUTE CneayroLne AenCTBUS:

1. B cosaaHHOM rpynne y3noB nepenante B cekumnto YreHue gainos.

[N [o6aBneHnsa NepBoro xypHana HaxkMuTe Ha KHomnky Jlo6aButb HacTponky (+ ).
B BbinagatoLlem cnuncke Tun »XypHana BbibepuTe BapuaHT syslog.

B none MyTb BBeAMTE 3HayeHne /var/log/auth.log.

[na no6aBneHna BTOPOro ypHana HaxxmuTe Ha KHOMKy [Llo6aBUTb HAacTPoiKy ().
B BbIMnafatoulemM cnuncke Tun XKypHana BbibepuTe BapmaHT audit.

B none MyTb BBeanTe 3HaveHWe /var/log/audit/audit.log.

© N o o b~ W N

HaxxmuTe Ha KHOMKY COXpaHUTb.

PepaxTupoBaHue KoHpurypaumn

THn xypHana MyTb

/var/log/auth.log

Tun xypHana MyTb

/var/log/audit/audit.log

DNo6aBuTb OTMEHWUTE

9. JoxanTecb NpUMEHeHNUS MONNTUKK rpynnbl Ha y3ne. CO6op cobbITUIA HACTPOEH.
[o6aeneHune y3na B rpynny
[nsa no6asneHna yana nopg ynpaenennem OC Linux B co3aaHHyHO rpynny:

1. B Be6-mHTepdeiice R-Vision SIEM nepenante B pasaen AreHTbl.
o >
2. BbibepuTe Hy>XKHbI y3e 1 HaXKMUTE Ha KHOMKY 3 Ha naHenu NHCTPYMEHTOB.

3. BbiGepuTe paHee co3aaHHyr rpynny v HaXKMUTe Ha KHOMKY [lo6aBuTb.
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4. [loXkanTechb NPUMEHEHNA NMONTUTUKM Ha areHTe.
HacTpoiika 06pa6oTku cobbiTuii B R-Vision SIEM

(r) [Ina HacTpoiku MHTerpaumm npoayktos R-Vision SIEM 1 R-Vision Endpoint o6patuTech kK
- OOKyMeHTauum npoaykta R-Vision SIEM.

1. B uHTepderce R-Vision SIEM co3faitTe HOBbIN KOHBENED B KOJIJIEKTOPE.
2. [lobaBbTe Ha KoHBelep aneMeHT Touka Bxoga Co CleflytoLMM napaMmeTpamMm:
- HasaHue: BBeAUTe Ha3BaHWe TOYKM BXOJa.
o TN TOYKM BxOAa: BbibepuTe BapmaHT R-Vision EVO Endpoint.
- [lomMeH: BBeAMTe 3Ha4eHne B hopmaTe gw-<your_gateway_id>, rae <your_gateway_id>— ID wnto3a.

3. [lob6aBbTe Ha KoHBelep anemeHT HopManusaTop ¢ npasunom Linux Rpoint (MaeHTudmkaTop npasmna:
RV-N-57).

CoeVHUTE HOPMAaNM3aTop C TOYKOM BXOAA.
[lo6aBbTe Ha KoHBelep anemeHT KoHeuyHas Touka Trna XpaHunuie co6bIiTUNA.

CoeanHuTe KOHEYHYIO TOYKY C HOPMasim3aTOPOM.

N o g &

CoxpaHuTe 1 ycTaHoBUTE KOHMUIypaLmio KOHBEepa.

Mpumep KoHbUrypauum KoHBeepa:

R-Vision Endpoint Logs
Endpoint

Hopmanusatop KoHeunas Touka

e Mpaswn: 1

Mocne HacTpoVKK NOAUTUKK cbopa 1 nepedadss COObITUIA, €CNM HAaCTPOWMKa BbIMOMHEHA KOPPEKTHO, B
XPaHWKLLE HAYHYT NOCTYyNaTb CObbITMA XOCTa noA ynpasneHnem OC Linux.

Haiitn cobbitua xocTa nof ynpaBneHvem OC Linux B xpaHuaulie MOXHO Mo
cneayrouiemy GUIbTPY:

dvendor = "Linux"
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Oo6aBUTE QUNLTP

@) Vsepruposats (NOT)

Mone Onepatop

dvendor

3HaueHue

Linux

@) Hacrpouts 3aronosok

OTMeHUTb

Tabnuua mannuHra

Ta6n|/1ua COOTBETCTBUSI MoNen cobblTuA ONnA BCEX PaCCMOTPEHHbIX TUMOB COObITU npeacrtaBsieHa Mno
CCblJIKE.

Microsoft Windows Management Instrumentation (WMI)

» Microsoft WMI: HacTpolika MCTOYHMKA

Microsoft WMI: HacTpoiika MCTOYHMKA

‘navtitle:Microsoft WMI: HacTpoika MCTo4YHMKa

OaHMM 13 cnocoboB cbopa cobblTuin ¢ ycTponcte Windows Server n Windows Desktop aBnsetca
ncnonsbsoarHne WMI (Windows Management Interface).

OrpaHquHMﬂ 1 BO3MO)XXHOE BO3JeCTBUE

C6op ¢ nomoulbto WMI MOXeT okasblBaTb CubHOe BAMAHME Ha CPU. PekomeHayeTcsa BO3Aep»KaTbCa OT
c6opa CObbITUI Ha UCTOYHMKAX KPUTUYHOM MHDPACTPYKTYPbI.

MpepBapuTenbHbi TpeboBaHUsA

1. CeTeBas CBA3aAHHOCTb MeXAy KIMEHTCKUMM YCTPONCTBaAMM 1 cepBepoM cbopa WMI:
- TCP/135 — 4yepes faHHbI MOPT OCYLLECTBASETCS OCHOBHAA nepefada AaHHblx B SIEM.

o TCP/445 — yepe3 [aHHbIA MOPT  OCYLLECTBIAETCA MepPBUYHOE TMOAK/FOYEHNE K KOHEYHOMY
YCTPOUCTBY.
- TCP/5985 — pe3epBHbinn nopT WMI, koTopbii npuHaanexut cepsucy WinRM. B 3aBucumocTn oT

Bepcun OC MOXKET MCMOoNb3oBaTbCsA Npu HegocTynHocTy TCP/135.

2. JoMeHHada y4eTHas 3anunchb 4as céopa M3 JOMEHHOM MHDPACTPYKTYPbl MW NOKanbHas y4eTHaa 3anuch
Ans cbopa nokanbHO, obfafarollas HeoOXOAMMbIMK MpaBamMu [oCTyna (YTeHWe u BbINOSHEeHWe
KOMaHA).

3. Nicnonb3oBaHve nogaepxxmnsaembix Bepcunini OC: Windows 7 1 Bbie ans pabodmx ctaHumin, Windows
Server 2008R2 onga cepBepHbIX peLleHni.

Bepcua YMC2.0 142


https://docs.rvision.ru/sources/ru/УМС/OperationSystems/_attachments/rpoint-linux-mapping-table.csv
https://docs.rvision.ru/sources/ru/УМС/OperationSystems/_attachments/rpoint-linux-mapping-table.csv

HacTpoiika Microsoft WMI

Co3paHue 1 KoHbUrypauus yuyeTHoit 3anucu

1. CozpainTe y4eTHytO 3anucb B kaTanore AD nam nokanbHyto Y3 Ha caMOM YyCTPOWCTBE, KOTopast byaeT
MCMNOMb30BaTbCH 1A B3aumogenctsma ¢ WMI. B Hawem npumepe Mbl CO3[ann YYETHYH 3anuncb
srv_wmi@sea.land, KoTopyto 6yAeM MCnonb30BaTb Aanee B WHCTPyKuuw. Mpu HeobxoaumocTn Y3
MOXeT 6bITb 3aMeHeHa Ha byt Security Group wam Organisation Unit. YkasaHHasa rpynna
0603HavYeHa Kak afMUHUCTPaTOP Ha KOHEYHOW MallVHE.

2. [poBepbTe HanMyne yCcTaHOBEHHOrO KoMMoHeHTa WMI. Ha Windows 11 BbINOAHUTE ONS 9TOro
clnefytoune warw:

a. OTkpoWTe MeHo BKioyeHue 1 oTKioueHne KomnoHeHToB Windows.

Haitpen 1 komnoHeHT

{3 Mocraswmnk WMI ana SNMP

b. Hangnute komnoHeHT WMIC v ycTaHOBUTE €ero npu HeobxoAMMOCTW. [aHHbli Moaynb 6yder
MCMoNb30BaH Npu paboTe vepe3 SMB.

3 wMmic 640MB

c. Mepeinanute B npunoxeHne Cayx6bl ¥ npoBepbTe, 4TOo cnyk6a Windows Management
Instrumentation Bk/10O4eHa 1 CNOCOOHA 3aMyCKaTbCst B aBTOMATUYECKOM PEXMME.
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Windows Management Instrumentation Properties (Local Computer) <

General LogOn Recovery Dependencies

Service name:; Winmgmt]

Display name: Windows Management Instrumentation

Description: ! ¢ '
ccess management information about operating v

wvetam Aavieas annlicatinne and cannrae |§ this

E’mﬂdas a common interface and object model to -

Path to executable:
C:Windows\system32\swchost.exe -k netsves p

Startup type: Automatic

Senrvice status: Running

Start Stop Pause Resume

You can specify the start parameters that apply when you start the service
from here.

art parameter

OK Cancel Apply

3. MNpoBepbTe, YTO Balla AOMEHHas WHbpacTpykTypa noaaepxmsaer WML [Ana 9TOro BbINOAHUTE

chnefyrouine 4eicTBUA:
a. OTkpoiTe ocHacTky MMC Snap-In gns BbinonHeHua HacTpoek ansa Windows Management
Instrumentation Control (wmimgmt.msc). 3anycTuTb OCHAcTKy MOXHO 4Yepe3 Run (Win+R) nnmn yepes

cmd.exe.

= Run

=7 Type the name of a program, folder, document, or Internet
=1 resource, and Windows will open it for you,

Open: wmimgmt.msc "
Up

¥ This task will be created with administrative privileges.

QK Cancel Browse...

4. OTKponTe KOHTeKkcTHOe MeHto WMI Control 1 Bbi6epuTe BapnaHT Properties.
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ﬁ WM C==snmt 71 = eeny T, N
Connect to another computer ...

View > s

New Window from Here

New Taskpad View...
Properties
Help

5. B noaBMBLUEMCA OKHE OTKPOMTE BKNAAKy Security.
6. BblbepuTte kaTanor Root B Mepapxuu.

7. HaxxmuTe Ha KHoMKy Security, 4TO6bl HACTPOUTL NpaBa /15 Ballei y4eTHOM 3anmncu.

WMI Control (Local) Properties ? X

General Backup/Restore Secunty Advanced

Namespace navigation allows you to set namespace specffic security.

=0 A

-1 Accesslogging
u_] ADDV

-4y aspnet

@l CIMv2

-igh i

-4y DEFAULT
(- J) directory
u_] Hardware
L_‘p HyperVCluster
w Interop

(-1 InventoryLogging
L8 Microsoft
u_] msdtc

- PEH

@10 Policy

-1 47 RSOP

-

0K Cancel Apply

8. MNpefocTaBbTe Ballel YYeTHOW 3anuck Uan rpynne 6e30nacHOCTX npaBa Ha YTeHWe W BbIMOJIHEHWE
CnefyroLLIMX KOMaHS;

- Execute Methods;
- Enable Account;

- Remote Enable;
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- Read Security.

Security for Root >

Securty

ISI'ISIIJIZ!I Or User names:

SR Athenticated Users

SR LOCAL SERVICE

S2 NETWORK SERVICE

; srv_wmi (srv_wmi@sea land)

S Administrators (SEA\Administrators)

Add... Remove

Permissions for srv_wmi

Bxecute Methods
Full Write

Partial Write
Provider Write
Enable Account

>

£

KOO0/ gg
]DDDDDé‘?

For special pemissions or advanced settings, Ad ad
click Advanced. vane

Cancel Aoy

CeTeBoii focTyn

OTKpbITUE JOCTYNa C MOMOLLbIO FpynnoBo nonutuku (GPO)

B nonutunke Bam Heobxoammo paspeluntb Windows Firewall-nogkntodeHre no ctaHAapTHbIM nNopTam Ans
WMI. [Inga aToro BbINOMHUTE CriedyroLLme waru:

1. CospaiTe NoAUTUKY ynpaBneHua B AoMeHe. B aaHHOM nprMepe 6yaeT MCNo/1b30BaTbCsa MONUTMKA Mo
Ha3BaHueM Test WMI.

2. B nonuTuke BamM HEO6XOAMMO paspellnTb MOAKIKOYEHME K BalleMy YCTPOMCTBY MO CTaHAAPTHbIM

noptam WMI v nopTy co 3HauyeHvem 445, TlyTb K HacTporike Firewall B nonntuke OOMeHa MOXHO
YBUAETH Ha CKPUHLLIOTE:
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w el Computer Configuration ’
~ || Policies
| Software Settings
w || Windows Settings
~| Mame Resolution Policy
|| Scripts (Startup/Shutdown)
= Deployed Printers
v T Security Settings
_]_—'_] Account Policies
] Local Policies
| Eventlog
4 Restricted Groups
o System Services
4, Registry
4, File System
;J' Wired Metwork ([EEE 802.3) Policies
w [ | Windows Firewall with Advanced Security
@ Windows Firewall with Advanced Sec
| Metwork List Manager Policies
ﬂ{! Wireless Metwork (IEEE 2802.11) Policies
| Public Key Policies
| Software Restriction Pelicies
| Application Control Policies
g IP Security Policies on Active Directory (5,

3. [ob6aebTe Inbound Rule. MoxHO BOCnonb30BaTbCA MpefonpeneneHHbiMu rpynnamm npasun WMI m
SMB. MprMep BKITKOUYEHNS NpaBma NPUBEAEH Ha CKPUHLLIOTE:
9 Mew Inbound Rule Wizard

Rule Type
Select the type of firewall rule to create.

Steps:
» Fule Type What type of rule would you like to create?
@ Predefined Rules
@ Action ) Program
Rule that controls connections for a program.
) Port
Rule that controls connections for a TCP ar UDP part.
® Predefined:
Windows Management Instrumentation (W) w

Rule that controls connections for a Windows experience.

() Custom
Custom nule.
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4. Bknrounte cepBuc WIinRM B Baweln nonntuke. HaCTPOWMKM MOXHO OCTaBWUTb CTaAHAAPTHbIMU.

Service (Name: WinRM) hide |1
WinRM (Order: 1) - hide
General hide
Service name WinRM
Action Start service
Startup type: Automatic
Wait timeout if service is locked: 30 seconds
Service Account
Log on service as: No change
Recovery
First failure : No change
Second failure: No change
Subsequent failures: No change
Common hide:
Options
Stop processing tems on this extension f an emor occurs on this tem Mo
Apply once and do not reapply Mo

5. BkntounTe cepsuc WMI B Ballein NONNTUKE. HaCTPOMKM TakXe MOXHO OCTaBUTb CTaHAaPTHbIMM.

6. B kauyecTBe cepBuca aBTopu3auum HeobxoanMmo BblbpaTb Send LM & NTLM Responses. Takxke Bbl
MOXeTe  BbibpaTb  MyHKT  MeHio LM & NTLMv2  ansa  HekoTopbix  Bepcuin  OC.

Security Settings hide

Local Policies/Security Options hide

Network Security hide
Policy Setting

Network security: LAN Manager authertication level Send LM & NTLM responses

Other hide
Policy Setting

DCOM: Machine Access Restrictions in Securty Descriptor Definition Language  "0:BAG:BAD:(A;:CCDCLC;;:WDNA::CCDC:;:S-1-15-2-1){A;:CCDC:

(SDDL) syrttax 1024-2405443489-874036122-4286035555-1823921565-174654

2453885448-3625952902-991631256)A; CCDCLC;;;5-1-5-32-5659
(A::CCDCLC:;:5-1-5-32-562)(A. CCDCLC:;:S-1-5-7A:.CCDCLC...S
3658376699-1331227660-3084883410-18218)"

DCOM: Machine Launch Restrictions in Security Descriptor Definition Language  "0:BAG:BAD:(A::CCDCSW:;;WD)A::.CCDCSW:;:5-1-15-2-1){A::C(

(SDDL) syntax 15-3-1024-2405443489-874036122-4286035555-1823921565-17
2453885448-3625952902-991631256)A;.CCDCLCSWRP:;;BA)
(A::CCDCLCSWRP:::5-1-5-32-559)(A;:CCDCLCSWRP:;;5-1-5-32-
{A;:CCDCLCSWRP::;:5-1-5-21-3658376699-1331227660-3084883

Windows Frewall with Advanced Security show

7. TIpUMEHNTE NONUTUKY.

8. MpoTecTupyinTe noaxktodeHne. [ina TectoB B Windows cylllecTByeT MHCTPyMeHT wbemtest.

TecTtupoeaHue pa6otbi WMI

Mpn BO3HWKHOBEHUM OLIMGOK B pabote WMI MOXHO BOCMONb30BaTbCS BCTPOEHHbIMW CPeACTBaMM
Windows, 4TO6bl MPOBEPUTH KOPPEKTHOCTb PaboTbl Mporpammbl. K AaHHbIM CpefcTBamM OTHOCUTCA
ytunuta Windows Management Instrumentation Tester.

1. 3anyctuTte yTmnnTy wbemtest oT MMeHW y4eTHOI 3anuncK, KOTOpo 6bIaK BblAaHbl NpaBa Ha paboTy ¢
WMI (Run as different user).

2. HakmuTe Ha KHornky Connect....

3. B none Namespace yKa)xute fjaHHble A5 NofKIoYeHns B hopmaTe:
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\\<FQDN wnn IP appec yctpoiicTBa>\root\cimv
4. Haxkmute Ha KHomky Connect.... [locne 3TOro Bbl CMOXeTe [eflaTb 3anpocbl Ha YyaaseHHOM
YCTPOMNCTBE.

Windows Management Instrumentation Tester — >

MNamespace:

““am 18 sea landroot cimvZ

— [Whem Services
Enum Classes... | Enum Instances... | Open ﬂamespace...l Edit Contet... |
Create Class... | Create Instance... | Query... | Create Refresher... |
OpenClass... | Open Instance... | Notification Query...
Delete Class... | Delete Instance... | Execute Method. .. |

— Method Invocation Options

" Asynchronous [~ Enable All Privileges
" Synchronous [T Use Amended Qualffiers
* Semisynchronous [T Direct Access on Read Operations

[T Use NestAsync {enum. only)

I'H] Batch Court {enum. anly) IE‘DDD Timeout {msec., -1 for infinite)

o Ecnn Yy BaLlen yquH0|7| 3anmcn HeJOCTAaTOYHO MpaB, NMoABUTCA MHTEPAKTUBHOE OKHO
C yKa3aHnem HeO6XO,£|,l/IMbIX npaB OOCTYyMa.

5. BBegute Heobxoammbln WMI-3anpoc Ha a3bike WQL. MNMpoBepka B JaHHON MHCTPYKLMM MPOBOANIACH C

MOMOLLbHO 3arpoca:

‘SELECT * FROM Win32_OperatingSystem®

Cluery
Enter Queny
SELECT * FROM Win32 OperatingSyste

Apply

IW@L ﬂ [” Retrieve class prototype Cancel |

6. B Cnydae yCrnewHoro nogxkntoyeHna Bbl yBuanTe CTPOKY C OTBETOM Ha Ball 3arpoc:

CQuery Type
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Query Result

WQL: SELECT * FROM Win32_Operating System Close

| 1 objects | max. batch: 1 Done

Win32_Operating System=&

&dd Delete

HacTpoiika B R-Vision SIEM

[ns HacTpoikin c6opa U HOopManu3auum cobbiTuii MCTOYHMKa B R-Vision SIEM BbImonHWTE cneaytolive
waru:
1. B uHTepdeiice R-Vision SIEM co3aaliTe cekpeT CO CTPOKOW NOAKAOYEHWA. [11s STOro:
a. MNepengute B pasgen Pecypebl > CeKpeTbl.
b. HaxxmuTe Ha kHonky Cosgathb ().
C. B packpbiBLIEMCHA OKHe CO34aHWs CeKPeTa 3anoHNTE NOSIS:
= HasaHve: BBenTe Ha3BaHMe CekpeTa.
» Onucanme (onuMoHanbHo): ONULLINTE, 41K Yero ByAeT NCNONb30BaTbCA CEKPET.
= Tvn cekpeTa: BbibepnTe BapaHT YUYeTHble faHHble.
= IMs nonb3oBaTens: BBEANTE NOMMH UCMNOSIb3YeMON YHETHOM 3arnncu.

= [aponb: ykaxknte naposb ANs BblbpaHHOM Y4eTHON 3anmncu.
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Co3pgaHue cekpeTa

HazBaHnne

Defauli_WMI

Onucalue (oNuWoHaNbHD)

Twun cexpeTa

Y4YeTHbIe AaHHbIe

WMma nonsaoearenn

admin

Maponb

OTMEHWUTEL

2. B uHtepdeiice R-Vision SIEM cosaalite HOBbIN KOHBEEDP B KOEKTOPE.
3. [Jo6aBbTe Ha KoHBelep anemeHT Touka Bxoga Co CrefyolMm napaMmeTpamMm:
- HasBaHue: BBeAMTE Ha3BaHMe TOYKM BXOAa.
o Tun ToYkKM Bxoaa: WMI.
o AOpec NoakoyeHna: ykaxknte |P nnm DNS Ballen MallnHbl
> Y4YeTHble AaHHble: BbibepnTe CEKPET, CO3aHHbI paHee.

> YXypHan: BbibepuTe TpebyeMbil XXypHa.

B HacTodllee Bpema noadepuBaeTca c6op  MHbOpPMauMM  TOMbKO  C
(DVKCMPOBAHHOIO CAMCKa >ypHanoB. Ecnn HeobxoaMMOro BaM >XypHana HeT B
cnucke, nonpobyiTe WCNonb3oBaTb APyrol Tum cbopa. [MOoMHbIA  CAMCOK

o NOOOEPXKMBAEMbIX  >KypHanoB npvBeAeH B OOKyMeHTauuu. [ocTtynm K
HEOOXOANMMOMY  pasfeny  [OOKYMEHTaUMM MOXHO MNOAYyYnTb N0 afdpecy:
https://<your-siem-
hostname>/documentation/ru/latest/siem/EntryPoints.html#wmi, rage <your-
siem-hostname> — FQDN BaLuero cepsepa SIEM.

4. [JobaBbTe VRL-TpaHCHOPMALINIO CO CreayoLmMM KOAOM:
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11.
12.
13.
14.

.dproduct = "WMI"

CoeanHnte VRL-TpaHChOpMaLMIO C TOYKOM BXOAa.

[lo6aBbTe Ha KOHBeilep anemeHT Hopmanusatop c npasunom Microsoft WMI (naeHTudukaTop
npasuna: RV-N-126).

CoeanHunTe HopManmaaTop ¢ VRL-TpaHchopmaLmei.

[lobaBbTe Ha KoHBelep oanemeHT Hopmanusatop c¢ npasuiom Windows Security Global
(npneHTndburkaTop npasuna: RV-N-157).

CoeanHUTE flaHHbIN HOpMann3aTtop C HopMain3aTtTopoM, YCTaHOBJIEHHbIM PaHEe.

[lo6aBbTe Ha KoHBelep aneMeHT Hopmanu3saTop c npasuiamu Windows Security (naeHTudmkaTopbl
npasui. RV-N-148, RV-N-149, RV-N-150, RV-N-151, RV-N-152, RV-N-153, RV-N-154, RV-N-155, RV-
N-156).

CoeMHUTE AaHHbIN HOPManM3aTop C HOPMaaM3aTopPoOM, YCTAaHOBIEHHbIM PaHee.
[lo6aBbTe Ha KOHBeNep anemMeHT KoHeuHasa Touka Tuna XpaHunuie cobbITUNA.
CoelMHUTE KOHEYHYHO TOYKY C HOPMann3aToOpPOM.

CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmio KoHBeepa.

MpuMep KoHOUrypaumnm KoHBenepa:

Windaws Global
Npaar: 1

MMocne HaCTpOVIKI/\ nepegadn COBbITNIA, ecnn HaCTpOVIKa BbIMOJIHEHA KOPPEKTHO, B XpaHWMLE Ha4HYT

nocTynaTb cobbiTna Microsoft Windows 13 Bcex HacTPOEHHbIX »KypHasoB.

Haintn cobbiTns Microsoft Windows B XpaHuaviLe MoXHO Mo cneayroLlemMy GunbTpy:

dvendor = "Microsoft"

Lo6asute GUnsTp

- . WuBepTnpoBats (NOT)
Mone Onepatop 3HaueHune

dvendor = Microsoft

@) Hacrpouts saronosok

OTMEHWUTb JL06aBUTb

Microsoft Windows PowerShell

+ Microsoft Windows PowerShell: HacTpoika ncto4Hmka
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Microsoft Windows PowerShell: HacTpoiika uctouHuka

[aHHOe pyKOBOACTBO OMMUCbIBAET MPOLIECC HACTPONKK cbopa cobbiTuii Microsoft Windows PowerShell n nx
oTnpasku B R-Vision SIEM.

MpepBapuTenbHbie Tpe6oBaHUA

I'Iepe):l Ha4aJioM HaCTpOVIKVI y6e,£|,l/ITer, 4YTO BbIMNOJIHEHbI ChnedyroLine yCroBua:

Ha mMallnHe, ¢ KoTopol nnaHnpyeTcst cbop cobbiTuin, ycTaHoBNeH areHT R-Vision EVO Endpoint.
ATEHT Haxo4MTCH B aKTUBHOM COCTOSAHUM 1 YCMELWHO NOAKIIKOYEH K R-Vision SIEM.
[onb3oBaTeslb, BbIMOMHAOLWMIA HACTPOWKY, UMEET NpaBa aAMUHUCTPaTOPa JIOKaIbHOW MalUMHbI.

Cuctema paboTaeT noj ynpasfieHnem Microsoft Windows ¢ ycTtaHoBneHHbIM Microsoft Windows
PowerShell.

HacTtpoiika Microsoft Windows PowerShell

Hactpoiika »xypHanupoBaHus Microsoft Windows PowerShell

o B HacToslLLieM pyKOBO/CTBE paccMaTpyBaeTCs nepefada CoobITUIA C MOMOLLbIO MPOAYKTa
R-Vision Endpoint.

HacTpoiTe rpynnosyto nonuntuky (GPO):

Haxxmute Win + R.

BBeante KomaHzy:

gpedit.msc

Haxkmute OK.

Mepeiamte B pasnen KoHurypauus KomnbioTepa —> AAMMHUCTPATUBHble LWA6MOHbI —>
KomnoHeHTbl Windows — Windows PowerShell.

Hangute napameTp Bknountb BeAeHUe XXypHana Moaynein.
OTKpoWiTe ero n BbibeprTe BknoyeHo.

B pasgene UmeHa mopgynen HaxmuTe lMokasaTtb v [o6aBbTe *, YTOObl NOrMpoBaTb BCE MOAynu
PowerShell.

Haxxmute OK.

HalnamTe napameTp BkaounTb peructpauuto 6nokoe cueHapues PowerShell.
YCTaHOBMWTE 3Ha4YeHe BkoyeHo.

Haxmunte OK.

[Mocne BHECEHWA NBMEHEH I BbIMOSTHATE KOMaHay:

gpudate /force
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HacTpoiika oTnpaBku cobbiTuii B R-Vision Endpoint

+ B Be6-nHTEepdeiice R-Vision SIEM nepeignte Bo BkIaaKy AreHTbl —> [pynnbl areHToB v cosjaiite
rpynny Windows PowerShell vnn go6aBbTe crnefytollyto KOHOUIypaLumio B CYLLIECTBYHOLLYHO Fpynny:

o Tun xypHana - eventfile
o [yTb - C:\Windows\System32\winevt\Logs\Microsoft-Windows-PowerShel1%40perational.evtx
o OunbTp (bopmat XPATH) - *

« HaxxmuTe CoXpaHUTb.

e [NepenanTe BO BKIaaKy AreHTbl.

+ HaxkmuTe Ha y3en, Ha KOTOPOM YCTaHOB/IEH areHT.

+ B OTKpbIBLIEMCS OKHE HaXXMUTe Ha 3HAYOK . 1 BblGepuTe NyHKT JJ06aBUTb B rpynmny.

+ B nosiBMBLIEMCA OKHE HAaNAUTE HACTPOEHHYIO rpynny 1 Haxkmnte [lo6aBUTb.

« [lokaAMTECh NPUMEHEHMS MONUTUKM rpynnbl Ha y3ne. C60p CoObITUIA HACTPOEH.

HacTpoiika B R-Vision SIEM

+ B nHTepdeiice R-Vision SIEM cosfaiiTe HOBbI KOHBEEP NV BbIOGEPUTE CYLLIECTBYHOLLMIA B KOIIEKTOPE.

« B cnyyae cosgaHusa HOBOrO KOHBelepa, AobaBbTe Ha KOHBelep anemMeHT Touyka Bxoja Co
cneayoLMMN napameTpamu:

- HasBaHuve: BBeaMTE HasBaHMe TOYKM BXOAa.
> Twvn TOYKM BxOAa: BbibepuTe BapmaHT R-Vision Endpoint.
o [opT TOYKM BXOAQ: BBEAMTE 3HAYEHME B COOTBETCTBUM C HACTPOKaMM Ha CTOPOHE cepBepa.

« lobaBbTe Ha KOHBelep anemMeHT Hopmanusatop ¢ npasuioMm Microsoft Windows PowerShell
(npoeHTndburkaTop npasuna: RV-N-74) nnu no6asbTe NpaBuio B CYLLECTBYHOLLIMIA HOPManM3aTop.

« CoegnHUTE HOPManM3aTop C TOYKOM BXoa.
« [lo6aBbTe Ha KoHBeMep anemeHT KoHeuHas Touka Tina XpaHunuie cobbITHiA.
« COeMHUTE KOHEYHYHO TOYKY C HOPMasM3aTOPOM.

« CoxpaHuTe 1 ycTaHoBUTE KOHMUIypaLmMIo KOHBEepa.

MprMep KoHGUrypauumn KoHeeepa:

R-Vision EVO Endpoint LI KoHeyHas Touka

R n EVO Endpoint : — 3_ i : —> | XpaHunuile: 123

Mocne HacTpoMKM nepefadns coObITUIA, eCM HAaCTPOMKa BbIMOHEHA KOPPEKTHO, B XPaHWAULLE HaYHyT
nocTynatb cobblTms Microsoft Windows PowerShell.

Haitn cobbitua Microsoft Windows PowerShell B xpaHunuiie MOXXHO Mo ChneayroLemMy

@ dunbTpY:
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dproduct = "Microsoft-Windows-Powershell"

dproduct = Microsoft-Window... + Do6asuTs punstp [lletann cobbrmun e8760b78-9048-486d-89eb-f...

WnTepsan 13.10.2025 14:11:15.680 - Wngopmauus a

Cosnagerni 334 Bpemenu: 13.10.2025 16:11:15.680

CKPpbITb MycTble N0/ COBbITHs

Dannbie
€8769b78-9048-486d-89eb-7f5{19050da

tine dproduct msg sourcelp 10.150.21.15

13.10.2025 ) Microsoft-Windows- [ —— tenantld 00000000-0000-0000-0000-00000000000
16:10:18.399 R PowerShell changed to Closed 0

13.10.2025 VI Microsoft-Windows- Runspace state timestamp 13.10.2025 16:10:18.399
16:10:18.399 - PowerShell changed to Closing
raw

13.10.2025 Microsoft-Windows- Modifying activity Id

16:10:18.399 Lz PowerShell and correlating

13.10.2025 N Microsoft-Windows- Modifying activity Id
16:10:18.399 ” PowerShell and correlating

13.10.2025 " Microsoft-Windows- Runspace state
Microsoft

16:10:18.399 PowerShell changed to Opened E"},'system”:{"channel":"Microsoft-Window

s-PowerShell/Operational®;computer”"ex
13.10.2025 — Microsoft-Windows- Modifying activity Id ch04.sea.land"eventID""8197","
16:10:18.399 > PowerShell and correlating ordID""1278205

1":"5"'message”’
13.10.2025 Microsoft Microsoft-Windows- Modifying activity Id to Closed\u0000\u0000",'opcode":"10",p!
16:10:18.399 PowerShell and correlating ocessID":"5908","providerGuid":"{A0C1853
B-5C40- 5-8766-3CF1C58F985A)""pro
viderName":"Microsoft-Windows-PowerS

|l "S- 18"'systemTi

13.10.2025 Microsoft Microsoft-Windows- Modifying activity Id
16:10:18.399 N PowerShell and correlating

» = MokasbiBaeTc PBLIX g0 00:02.569

Ta6bnuua mannuHra

Tabnuua COOTBETCTBUA MOMEN COObITUS /1 BCEX PACCMOTPEHHbIX TUMOB COGLITMIA MNpeacTaBnieHa Mo
CCbISIKE.

Microsoft Windows Remote Management (WinRM)

:navtitle:Microsoft Windows Remote Management (WinRM)

« Microsoft WinRM: HacTpoiika NCTo4YHMKa

Microsoft WinRM: HacTpoiKa UCTOYHMKA
‘navtitle:Microsoft WinRM: HacTpoiika nCTo4YHMKa

Ncnonb3oBanne WIinRM ans c6opa cobblTUiA C OMepaLMOHHbIX CUCTEM MO3BOMSAET OCYLIECTBAATb
LieHTPaM30BaHHbIA MOHUTOPUHE 1 aHann3 cobbiThin 6e3onacHocTn Windows-xocToB 6e3 HeoH6X0ANMOCTH
YCTAHOBKM [IOMOJIHUTENIbHbBIX areHTOB Ha KaXXAyto LIENEBYIO CUCTEMY.

MpepBapuTenbHble Tpe6oBaHUSA

1. Hannyume yquHoM 3anmcu c npaBamMy 1OKasibHOro agMMHNCTPaTOPa.

2. Hannune BO3MOXHOCTU MOAkMo4YeHNA no RDP wnnn nokanbHOro AOCTyna K MallvMHe, Ha KOTOPOW
NAaHNPYeTCS OCYLLECTBNAATL COOP COObLITUINA.

3. Hanuume ycTaHOBAEHHOrO Ha MalUWHe areHTa R-Vision EVO Endpoint.

HacTpoiika Microsoft WinRM

[1ns HacTporikm cbopa 1 oTnpaBKkK cobbiTnii Microsoft WinRM Heo6X04MMO BbINONHWUTb CReaytoLLmne Lwaru:

1. HacTtpoliTe rpynnoByto (nokanbHyro) NOAUTUKY Ans 6paHamMayapa. BHecuTe M3MeHeHUst B rpymnmnoByto
nonnTuKy AD ans paspelueHns coeanHeHnin WinRM depes 6paHamayap. [1ns aToro:
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a. OTKpOMTE KOHCO/b YNpaBeHns rpynnoBon MOSIUTUKON.

b. Ha AOMEHHOM KOHTpOSepe 3amnycTUTe KOHCOMb YMpaB/eHWs rpynnoBov MOSUTUKOW, Habpas
KomaHzy gpedit.msc B OkHe BbIMOMHUTD.

c. CozpaitTe HOBbIM 06BEKT rpynnoBoi nonuTukm (GPO). MporaeeanTe MoANMUKALINIO NapaMeTpPOoB:

= [epenante B pasaen Computer Configuration - Policies > Windows Settings —> Security
Settings —> System Services.

« Hangute cnyx6y Windows Remote Service (WS-Management) » HacTpoiTe ee Ha
aBTOMaTUYECKMIA 3arMyCK.

= [epenguTe B pasgen Computer Policies —> Preferences - Control Panel Settings —~ Services.
= Bbibepnte New — Service.

= YkaxuTe nMms cny>k6bl WinRM.

WinRM Properties X

General Recovery Common

% Startup: | Automatic ~

Service name: WinRM

Service action: Start service ~

Wait trmeout if service is locked: | 30 -5 seconds

Loq on as:
(® No change
() Local System account

Allow service to interact with desktop

{_) This account:

Fascword:

Confirm password;

0K Cancel Apply Help

KoHeuYHbI BapnaHT KoHbUrypaumm ciyxéel WIinRM B rpynnoBoi MOAUTWKE MpYBEAeH Ha
CKPUHLLOTE:
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Enable WinRM
Scope Detals Settings | Delegation

Puolicy definitions {ADMX files) retrieved from the local computer. |
MNetworle/Network Conneclions/Windows Defender
Windows Components/Windows Remote Management
inRMWinRM Service
hide
Service (Mame: WinRM)
hide
WinRM (Order: 1)
hide
General
hide
Service name WinRM
Action Start service
Startup type; Automatic
Wait timeout f service is locked: I seconds
Service Account
Log on service as: Mo change
Recovery
First failurs: No chance
Second failure: No ahance
Subsequent failunes: Ne change
Commoen
hide
Options
Stop processing tems on this Mo
exdension if an emor occurs on this
item
Apply once and do not reapphy Mo
i
User Configuration (Enabled)

= Ha Bknagke Recovery 3agarite geiictene Restart the Service.
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WinRM Properties X

General Recovery  Commen

Select the computer's response if this service fails.

First failure: Restart the Service N
Second failure: Restart the Service o
Subsequent failures: Restart the Service | W

Restart fail count after: | 0 | days

Rectart service after: | 1 =| minutes

Run Program

Progr arn:

Command line parameters:

Append fail count to gnd of command line {ffail=%1%)

Restart Computer Options...

Cancel apply Help

Mepenante B pasgen Computer Configuration — Policies > Administrative Templates -
Windows Components - Windows Remote Management (WinRM) - WinRM Service.

Bkntounte napameTp Allow remote server management through WinRM.

B nonax IPv4 filter 1 IPv4 filter moxHO ykasatb IP-agpeca wam MoAceTw, Ha KOTOPbIX
Heo6X0MMO MPOCYLLNBATb yAaneHHble NOAKToYeHnsa Yepe3 WIinRM.

Ecnn Bam Heobxoammo npuHMMaTtb WIinRM-nogkatodeHnss Ha Bcex |P-agpecax, yKaxkuTte B
JaHHbIX MONAX CUMBOJT *.
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A Allow remote server management threugh WinRM

Ei Allow remofe server management through WinRM

() Not Configured Comment:
(® Enabled
() Disabled
Supperied on: | At |east Windows Vista
Options: Help:
Pl fileer: | This pelicy setting allows_},rou to mahagewhethn_erthe ‘ﬂinduws -
Remote Management (WinRM) service automatically listens on
IPvE filker: |* the network for requests on the HTTP transport aver the default
HTTP pert.
Syntax:
If you enable this pelicy setting, the WinRM service automatically
Type "*" te allow messages from any IP address, or listens an the network for requests an the HTTP transport aver
leave the the default HTTP pert.
field empfy to listen on no IP address. You can To allow WinRM service to receive requests over the network,
specify one canfigure the Windows Firewall palicy setting with exceptions far
Port 3983 (default port for HTTR).
or more ranges of P addresses,
If you disable or do not configure this policy setting, the WinRM
) service will not respond to requests fram a remote computer,
Example IPv4 filters: regardless of whether er not any WinRM listeners are configured.
2.0.0.1-2.0.0.20,24.0.0.1-240022 The service listens on the addresses specified by the |Pvd and
# IPvE filters. The 1P filter specifies one or more ranges of [Pvd
addresses, and the IPvE filter specifies one or more ranges of
< ¥ IPvbaddresses. If specified, the service enumerates the available |,

(014 Cancel Heje

2. OTkpowTe nopTbl Ans WinRM Ha Bauwem Firewall. Mo ymonyanmto WinRM ncnonbayet TCP-nopTbl co
3Ha4veHmamMu 5985 gna HTTP 1 5986 ana HTTPS. [1na aToro:

a. YbéeauTech, 4To B I'pyI'II'IOBOM NONINTUKE pa3pelleHbl COeANHEHNA Yepe3 JaHHbIe NMOPThI.

b. Y6eanTtech 4TO Ballia ceTeBad MHMOPACTPYKTypa He 6NIOKMPYET AaHHble NopThbl. [1na aToro:

i. OtkponTe B Windows Defender Firewall npaBuna, paspelwatouime noaknrodatses K WinRM no
CTaHOapTHbIM NMopTam co 3Ha4veHnamm 5985 1 5986.

i. Mepenante B pa3gen Computer Configuration - Policies > Windows Settings —> Security
Settings > Windows Firewall with Advanced Security -~ Windows Firewall with Advanced

Security —> Inbound Rules.

ii. BoibepuTe Bce npaBuna Buga predefined rule Windows Remote Management u BkatoumTe mX.

3. [NpoBepbTe K OTNa[bTe HACTPOMKM. [locne NpUMeHeHnss HacTpoek ybeamuTech, YTo WINRM paboTaeT

KOpPEeKTHO. [1nga aToro:

a. OTkpowiTe PowerShell oT nMeHn agMUHUCTpaTOPA.

b. BBeaute komaHay winrm e winrm/config/listener. KomaHaa BbiBefeT TeKyllue HACTPOVKM
WinRM-nuncteHepa. O6paTunte BHMMaHWe Ha cTpoky Listener [Source="GP0"]. OHa 03Ha4aeT, 4To
HaCTPOWMKM MOMyYeHbl Yepes rpynnoBble NONNTUKM.

c. MonHyto KoHbUrypaumto cnyx6bl WIinRM  MOXHO BbIBECTM C MOMOLLBbK KOMaHAbl winrm get

winrm/config.
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d. MoakntounTech yaaneHHo K KomMmnbroTepy Yepes WIinRM. 1719 aToro:
= 3anycTute KoHconb PowerShell ¢ y4eTHOM 3anncbio ¢ NpaBamMy agMUHUCTpaTopa.

= BbinonHute KOMaHay:

Test-WsMan <test_pc>

rae test_pc — FQDN wnu IP-agpec yaaneHHom MallnHbl.

= Eciv WIinRM BKkItOYEH, NOSABUTCA CReayroLLmni OTBET:

wsmid : http://schemas.dmtf.org/wbem/wsman/identity/1/wsmanidentity.xsd
ProtocolVersion : http://schemas.dmtf.org/wbem/wsman/1/wsman.xsd
ProductVendor : Microsoft Corporation

ProductVersion : 0S: 0.0.0 SP: 0.0 Stack: 3.0

HacTtpoliika B R-Vision SIEM

[1ns HacTpoiikn cbopa 1 HopManusaumm cobbITUA UCTOYHKMKa B R-Vision SIEM BbinonHWTe crneayroumne
Larm:
1. B uHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOIEKTOPE.
2. [o6aBbTe Ha KOHBeNep aneMeHT TouyKa BXxoga CO CrieyoLVMM NapaMeTpamu:
- HasaHue: BBeAWTe Ha3BaHWe TOYKM BXOJa.
o Tun To4kn BXoaa: Bblbepnte BapnaHT R-Vision Evo Endpoint.
- JloMeH: BBeAMTE 3Ha4eHne B hopmaTe gw-<your_gateway_id>, rae <your_gateway_id> — ID wnto3a.

3. [lo6aBbTe Ha KoHBelep anemeHT Hopmanusatop c npasuiom Microsoft WinRM (naeHTudukatop
npasuna: RV-N-71).

CoeavHMUTE HOPManM3aTop C TOYKO BXOAa.
[lo6aBbTe Ha KoHBelep anemMeHT KoHeYHast Touka Tuna XpaHunuie co6bITUNA.

CoeanHNTE KOHEYHYHD TOYKY C HOPMann3aToOpOM.

N o g A

CoxpaHunTe 1 yCTaHOBUTE KOHMUIypaLmo KOHBENepa.

MpuMep KoHbUrypaLmm KoHBeepa:

WinRM Cimv1
Mpasun: 1
true

0 Endpoint H —_

————»| Xpanunauie: GIMv1

Mocne HacTpoMKM nepefadns CoObITUIA, €CM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAULLE HaYHyT
nocTynaTtb cobblTs WIinRM.
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Haiit cobbitns WinRM B xpaHuumLLe MOXHO Mo cieaytolemMy hunbTpy:

dproduct = "Windows Remote Management"

Do6aBuTb QUALTP

@D “sseptuposats (NOT)

O
MNMone Onepatop

dproduct

3HaueHue

Windows Remote Management

@D HacrpouTs 3aronosoxk

OTMEHUTL LNo6aBuTb

KoHdurypauumsa areHTa

1. YcTaHoBMKTe areHT Ha Ball WinRM cepsep. [1na aToro o6paTnTech K MHCTPYKLIMIL MO HAaCTPOVKe areHTa
R-Vision Evo.

2. HanguTe Ball areHT B CMUCKe 1 co3aiTe OTAeNbHYHO rpynny Ans cbopa cCobbITUI C Hero.

RVision  eom2 < Hasag Main Windows

TeHaHT: main_tenant v

D AreHTbl @ HacTpauBaiiTe KOH(MrypaLumio akKkypaTHO
HEHPBBVU’II:HGS! HECTpClﬂKB KDHCPIAFYPBL[MH MOXET BbI3BaTb MNOBbILUEHHYIO Harpy3Ky Ha areHTax u CyL|eCTBeHHO yBeIM41Tb KONIMYECTBO NepeasaemMblxX coBbITUA
AreHTbl
(i) eventfile . C:\Windows\System32\winevt\Logs L

Ipynnbi arexToB ABTOHa3HaueHue
Tn xypHana VM5 sypHana dunbTp (hopmar XPATH)

LWiniozbl Monb3osateny U npoLeccs! (i) eventchannel v Microsoft-Windows-WinRM/Operatic ~ *

Laweopasl Urenue daitnos Tun xypHana Wms xypHana dunbTp (Gopmat XPATH)

(i) eventchannel v Microsoft-Windows-WinRM/Analytic L |

%) Onosewetusi BBINONHEHWE KOMaH/,

- WatchDog | [lo6aByTb HAaCTPOFIKY

) Pecypeol Hocyn k o6bexTam (Linux) CoxpaHuTb OTMEHUTL

3. B cozaaHHO NonnTunKe yctaHoBUTe c60p AaHHbIX ¢ »kypHanoB Microsoft-Windows-WinRM/Operational
nMicrosoft-Windows-WinRM/Analytics.

4. CoxpaHunTe N3MEHEHWS.
Microsoft Windows Security
« Microsoft Windows Security: HacTpoiika UCTOYHMKaA

Microsoft Windows Security: HacTpoiika UICTOYHMKA

[laHHOEe pyKOBOACTBO OMMCbIBAET MPOLIECC OTNPaBKM COBbITUIA 13 XypHana Windows Security B R-Vision
SIEM ¢ nomoulpto npoaykTa R-Vision EVO.
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HacTpoiika Microsoft Windows Security

B naHHOM pasfene onucaHa HacTpoika c6opa cobbiTuii xypHana Windows Security ¢ nomMoLLbto areHTa R-
Vision EVO. lNpoLecc BKIKOYaAET CriefyroLLme aTarnbl:

1. HacTtpolika c6opa cobbiTunit Microsoft Windows Security
2. YcTaHoBKa 1 noaktodeHne areHta R-Vision EVO

3. HacTpoiika nonnTunku céopa cobblituii B R-Vision SIEM

Hactpoiika c6opa cobbiTuit Microsoft Windows Security

YTO6bI COOLITUSA NOABNAINCE B XypHane Security, HEO6XOAMMO BKIKOYUTL ayauT B HacTporkax Windows.
[MONNTUKY MOXXHO MPUMEHUTD!

+ yepes GPO (pekomeHayeTcs Ana AOMeHa);
* JIOKaNbHO AN OTAENbHbIX XOCTOB (He peKOMEeHAYeTCs A5 MaclUTabHOro UCMob30BaHNs).

V HacTpovika Yyepes JOMeHHbIE MOSINTUKM

MpepBapuTenbHble Tpe6oBaHuUS

» Bawa Windows-mallnHa Jo/mKHa 6bITb BKIKOYEHA B JOMEH.

« Balwa yyeTHas 3anucb fokHa o6n1afaTe NpaBamMmn agMuHMcTpaTopa goMeHa (Domain Admin).

« [1o/>KHbI 6bITb BK/KOYEHbI MapamMeTpbl ayamnTa.
HacTpoiika c6opa cobbiTuii Microsoft Windows
YT06bl HACTPOUTL cHOop cobbITMI Microsoft Windows, BbInonHUTe cneaytoLLme waru:

1. OTkpoiTe kKoHconb Group Policy Management.
2. Cospante HoByto GPO mnmn oTpedakTUpynTe CyLLECTBYOLLYHO.

3. MNepengnTe B pasgen Computer Configuration - Policies > Windows Settings - Security Settings
- Advanced Audit Policy Configuration.

4. BKAOUKUTE HEOBXOAMMble NapamMeTpbl ayanTa.
5. MpuBsxKnTE NOANTUKY K Hy>xkHoMy OU (Organizational Unit).

6. JoxanTecob NPpUMEHEHNA MOUTUKM Ha XOCTaxX UM BbIMOTHUTE KOMaHay gpupdate /force.

V HacTporika 4yepes 10KkaibHbIe MOMTIKM

MpepBapuTenbHble Tpe6oBaHUS

« Bauwa yYeTHaA 3anncCb AO/DKHa ob6naaathb npaBaMm 1OKaJibHOro aAMMHNCTPATOpPa.

+ [1o/mKHbI 6bITb BKJIOYEHBI MapaMeTpbl ayanTa, Heobxoanmble Aas c6opa cobbITUA.

HacTpoiika c6opa cobbiTuit Microsoft Windows
YT06bl HACTPOUTL CcHOp cobbITUI Microsoft Windows, BbINOTHUTE cneaytoLLme waru:

1. OTkporiTe kKoHconb Local Security Policy, ncnonbaysa komaHay secpol.msc.
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2. NepenguTe B pasgen Local Policies — Audit Policy i Advanced Audit Policy Configuration.
3. BkntounTe HeobxoaMMble NapamMeTpbl ayanTa (ycnex / 0Tkas).
4. TIpPUMEHNTE N3MEHEHNSA.

5. O6HOBUTE NONNTMKM KOMaHAoM gpupdate /force nnm nepesarpyante xocT.

HacTpoiika napameTpoB ayguTa

B rpynnoBoi NoAnTUKe YCTPOMCTBA BKOUMTE CreflytoLLmne napamMeTpbl.

1. AyanT cobbiTuii:
- AyAMUT BXOfila B CUCTEMY: yCriex, 0TKa3.
o AyAMT focTyna K o6beKTaMm: ycrex.
o AyaMT focTyna K cny)X6am KaTasoroB: yCrex.
o AyAWUT U3MEHEHUS MOJIUTUKMU: YCTEX.
o AyAWT UCMONb30BaHUS NPUBUIIETUIA: yCrex.
o AyAUT OTCNE)XXMBaHUSA NPOLLECCOB: yCrex.
> AyAMT CUCTEMHbIX COBbITUIA: yCrex.
- AyauT cobbiTuii BXOAa B CUCTEMY: yCrex, 0TKas.
- AyAMT ynpaBneHus y4eTHbIMU 3aNUCAMMU: YCrex, 0TKas.
2. PacluvpeHHbIi ayanT cobbITuiA:
- MpoBepKa y4eTHbIX AaHHbIX ayAUTa: yCrex, 0TKa3.
o AyAMT ynpaBneHUsl yYeTHbIMU 3anNUCAMU KOMIMbIOTepa: ycrex, 0TKas.
o AyAMT ynpaBneHus rpynnammv 6e3onacHoCTH: ycrex, 0Tkas.
- AyAMT ynpaBnieHUsl yYeTHbIMU 3aNUCAMU NOJIb30BaTeNe: ycrnex, 0TKa3.
- AyAuT U3MEHeHuUI cnyXX6bl KaTanoroB: ycrex, 0TKas.
- PaclumpeHune cuctembl 6€30nacHOCTM ayAuTa: ycrex, 0Tkas.
- AyAMT focTyna K cny>x6e KaTanoroB: ycrex, 0TKas.
Onsa kKoppekTHOro cbopa cobbiTnii AygMT [OCTyna K Cny)XX6e KaTanoroe
o TpebyeTcs AOMOMHWUTENbHAA HACTpoMKa MnpaB [[ocTyna K obbekTam Active

Directory. HacTpolTe npaBa corfacHo o@uUmnanbHOM MHCTPYKLMK Microsoft.

HpMMep BKJTFOHEHNA OAHOIO N3 MapaMeTpOoB aygnTa.
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15] Pepaktop ynpasneHns rpynnoBbIMi noanTvkamMm

Qaiin  [leiictere  Bua  Cnpaska

e AN NESN * Bo:

_EJ Moauntuka Windows Servers [DCO1.SEALAND]
v & KoHdurypauus komnbioTepa
v [ Momruku
| Komdurypauwns nporpamm
v ] Kowdurypaums Windows
[ Nonutnka paspeuenns umen
1= CueHapwu (3anyck/3aBeplLueHve)
[®# PasgepHyTble MpUHTEpbI
v iﬂ, MNapameTpbl 6esonacHocTn
Eﬂ MoanTukK yueTHbIX 3anuceit
v j JlokasibHble MOMMTIKM
j MNonntuka ayauta
j HazHaueHue npas nosb3osa"
j MNapameTpbi 6esonacHocTn
;gﬁ XKypHan cobbiTuii
["& Tpynnbi c orpaHUUeHHbIM AOCTyT
"4 Cncremmble cyx6ei
["& Peectp
['4 Caiinosas cucrema
_::gj' Moantuku nposoaHoli cetw (IEEE
| MowuTop 6panamayspa 3alumutH
] MommTnku ancnetuepa cnncka ce
S__li(ﬂ Monuntukm 6ecnpoBoaHol ceT (
[] MoauTnku oTkpbIToro KatoUa
[] MoauTiku orpaHuyeHHoro ucno
[] Moautnku ynpaenerus npunox
.g Monuntukw IP-6e3onacHocT Ha ™

= v
| KAuhunimanima nasinanaounii n

< >

Monutuka

lis| AyanT BXOZIa B cucTemy

lig| Ayant noctyna k obbektam

lig| Ayant noctyna k cny>x6e KaTasnoros

[ig] AyavT nameHeHNs NoanTukm

lig] AyanT ncnonbsosaHns npuemaernii

s AyanT oTcnexBaHKa NpoLieccos

[2ls) AyavIT cncTeMHBIX coBbITUi

[2y) AyavT cobbITnii BxoJa B cucTemy

lig] AyauT ynpaBieHus y4eTHbIMM 3anmcimm

CeoiicTBa: AyanT BXOAa B CUCTEMY
MapameTp nonutuku 6€30MacHOCTU QO BbsCHEHe

AyauT Bxoaa B cucTeMy

%\"lﬁ

OnpedenuTs crieayiolmMe NapameTps! NOMMTUKM
Becti ayAuT crieayiolmx NonbITOK AOCTyNa:
ycnex
oTkas

MpumeruTs

YcTaHoBKa M nogkntoJyeHue areHTa R-Vision EVO

YcTtaHoBuTe areHT R-Vision EVO Ha ueneBow XocCT, cneays ouumanbHOM NHCTPYKLVIN.

[Mocne yCTaHOBKM HACTPOMTE MOAKJIKOYEHME areHTa K MeHeIpkepy areHToB R-Vision SIEM B COOTBETCTBUM C

NHCTPYKLMEN.

HacTpoiika nonutukmu c6opa cobbiTuii B R-Vision SIEM

[ns cbopa cobbITuin xxypHana Microsoft Windows Security cosfaite nonntuky cé6opa 1 o6aBbTe B Hee
Tpebyemblii y3en. MHbopMaumo 0 paboTe C rpynnamMm areHTOB MOXHO HalTK B MHCTPYKLIMIM MO HACTPOIKe

rpynr.

YT0bObI HACTPOUTL CHOP COBBLITUIA N3 XKypHana Security, BbINOMHWUTE CleaytoLme LWarh:

1. MNepenanTe K HaCTPONKE HYXXHOW FPYNMbl areHTOoB.

2. YbeouTech, 4To nepeksoyartens YrteHue d)aﬁnos YCTaHOBJ/1EH B aKTUBHOE MOJIOXXEHNE.

3. Jlo6aBbTE HOBbI 9NIEMEHT:
- Tun ypHana: eventchannel.
- Ums xypHana: Security.

- @unbTp (popmat XPath):

= 7151 COOpa BCEX COObITUIN YKaXKUTe CUMBOS *;

= 115 c60pa KOHKPETHbIX CObbITUIA 3aaarnTe XPath-bunbTp.

@ NHbopmaumio 0 GopMUpoBaHnm KoppekTHbIX XPath-dunbTpoB MOXHO HanTh
- B JOKYMEHTaLMN No cMHTakcuey XPath.
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MprMep KOHGUrypauum:

@® 4renue daiinos

Tun xypHana Wms xypHana buneTp (hopmat XPATH)

() eventchannel ) Security * |
rd

HacTtpoliika B R-Vision SIEM

[1ns HacTpoiikn cbopa 1 HopManusaumm cobbITUA UCTOYHKMKa B R-Vision SIEM BbinonHWTe cneayrouimne
Larm:
1. B uHTepdeiice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOEKTOPE.
2. [o6aBbTe Ha KOHBeNep aneMeHT TouyKa Bxoga CO CrieyoLVMM NapaMeTpamu:
- HasaHue: BBeAWTe Ha3BaHWe TOYKM BXOAA.
o TN To4Ykn BXoaa: Bblbepunte BapmnaHT R-Vision Endpoint.
> JloMeH: BBeAMTE 3Ha4eHne gw-<your_gateway_id>, rae <your_gateway_id> — ID BaLuero wwnto3sa.

3. o6aBbTe Ha koHBelep anemeHT Hopmanusatop c npasuiom Windows Security Global
(noeHTndburkaTop npasuna: RV-N-157).

4. CoeauHunTe TOYKY BXO[da C HOPMam3aTOPOM.

5. [o6aBbTe Ha KOHBeiep anemMeHT HopmanuaaTtop c npaBuiamMu 415 HopManmaawuumn CoobITUin XKypHana
Microsoft Windows Security (mgeHTudukaTopbl npasun: RV-N-148, RV-N-149, RV-N-150, RV-N-151,
RV-N-152, RV-N-153, RV-N-154, RV-N-155, RV-N-156).

CoefvHUTE 06a HopManmsaTopa.
[lob6aBbTe Ha KOHBeMep anemMeHT KoHeyHas TouKa Tina XpaHunuie cobbITHiA.

CoeanHuTte KOHEYHYHO TO4YKY C nocreaHnM ﬁ,06aBﬂeHHbIM HOpMaJin3aToOpoOM.

© o Noo

CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLnio KOHBeepa.

MpuMep KoHGUrypaunmn KoHeenepa:

R-Point EVO Windows Security Global Microsoft Windows Security CIMv1

R-Vision Endpoint — ) npasun:1 i B— P npasun:o i B— P xpaunnmue: CiMv1

Mocne HacTpoiKy nepefayn cobbITUA, €CAM HACTPOMKa BbIMOSHEHA KOPPEKTHO, B XpaHWMLE HaYHyT
nocTynaTtb cobbiTus Microsoft Windows Security.

Haintn cobbitua Microsoft Windows Security B XpaHWAWLLE MOXHO MO CReaytoLlemMy
dnnbTPY:

O .deviceEventClassId = "providerName"

rae providerName — yHVMKanbHOE MMS CNY>K6bl, KOTOpast 3anmncbiBaeT COObITHS.
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{ X C6pocutb Bce

+ No6aButb GpunbTp

v deviceEventClassld = Microso... X

Jetanu cobbiTus

UHdopmauus

304979b0-acdb-4b27-b1c0-e...

JaHHble JSON

Cosnagennin 6357

JaHHble

timestamp ||,
18.12.2025
13:00:08.987

18.12.2025
13:00:08.987

18.12.2025
13:00:08.987

18.12.2025
13:00:08.987

18.12.2025

CraTtuctuka

dvendor

Microsoft

Microsoft

Microsoft

Microsoft

Microsoft

310 >

18.12.2025
UnTepBan 12:59:2
BpeMeHu: -18.12..
13:00:26.424

dproduct

Microsoft Windows
Server 2016...

Microsoft Windows
Server 2016...

Microsoft Windows
Server 2016...

Microsoft Windows
Server 2016...

Microsoft Windows
CAarniar MN1A

T nepBbIX

» 50 _~ 500
anucen:

424
E(gﬁgsaw rpaduk v

name |

An account
successfull

Kerberos pi
authenticat

An account
logged off

An account
successfull

Special priv

nnnnnnn At

v Q]

TTeS P
collectorld
type
dvendor

dproduct

dversion

deviceEventClas
sld

name
act
cat
deviceDirection

deviceProcessN
ame

dhost

dntdom

16.1£.£U20 19.UU.U5.907
7008c811-f150-4d19-a742-bd45e755fb26
HOpManun3oBaHHOe cobbiTne

Microsoft

Microsoft Windows Server 2016 Datacent
er

10.0.14393.8594

Microsoft-Windows-Security-Auditing

An account was successfully logged on.
Successful logon

LogOn/LogOff

BXOJisiLLiee COeIMHEeHne

Kerberos

dc02.sea.land

SEA.LAND

Microsoft Windows Sysmon

« Microsoft Windows Sysmon: HacTpolika NCTOYHMKa

Microsoft Windows Sysmon: HacTpoiika UCTOYHUKA

[laHHOEe pyKOBOACTBO OMMCbIBAET MPOLECC OTMNPaBKKM CobbITUI M3 XypHana Windows Sysmon B R-Vision
SIEM ¢ nomoulbto areHTa nnatdopmbl R-Vision EVO.

HacTpoika OC Windows

HacTpoika c6opa cobbiTnii xxypHana Windows Sysmon ¢ nomolLLbto areHTa R-Vision EVO BkAoyaeT B cebs:

« YCTAHOBKY CY>6bl Sysmon;

e yCTaHOBKy areHTa R-Vision EVO Ha KOHEYHYHO TOYKY.

YcTaHoBKa cnyx6bl Sysmon

I MOHUTOPWMHIa CObbITUIA C MOMOLLBIO CepBMca Sysmon BamM Heob6x0oAMMO PacrnpoCTpaHUTb CEPBUC
Sysmon Ha Bce MallMHbl, C KOTOPbIX Bbl NAaHMpyeTe cobmpaTb AaHHble. [ns aToro:

1. 3arpysuTte apxmB ¢ cepBMcOM Sysmon. NocneaHss Bepcust cepBmuca AOCTYMHa Ha oduLMaibHOM caiTe
Microsoft.
2. 3arpysute noanTuKy MOHUTOPUHra. MoAUTUKY MOHUTOPUHIA MOXXHO HANTK MO CChIIKE.

3. CKOHMUrypmpyiTe Nyt Sysmon B Ballel onepaulmnoHHOM cucTeme. lNaaHnpyemas K MCnoib30BaHNIO
y4eTHaa 3anucb [O/MKHA WMEeTb [OCTYNn K WCMNOMHAeMoMy Gainny Sysmon.exe W K MONUTUKE
MOHUTOPWUHra.

4. PasmecTuTe dalinbl Ha BalleM (hainfloBOM cepBepe Mo niaHnpyeMoMy nyTu.

5. iameHnTe nytn B cneaytollem Powershell-ckpnnte. HazoBuTe ero sysmon.psT.

$sysmon = C:\Windows\Sysmon64.exe -s | select-string "System Monitor v"
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# MyTb K paHee CKaYaHHOMY W PaCM3aKOB3IHHOMY MPUTIOKEHWI0 SYSMON, PaCrONOKEHHOMY Ha
daiinosom cepsepe:
$sysmonsource = '\\<FS-name>\Sysmon\Sysmon64.exe'

# MyTe K Bawemy ¢aiiny ¢ NONUTMKONA MOHUTOPWUHIA, PACMOTIOKEHHOMY HA GaliNOBOM CepBepe:
$sysmonconfig = '\\<FS-name>\Sysmon\monitoring.xml'

# Ctpoka, yka3bviBaiowas Bepcuio Bawero 10 (onuuoHanbHO):
$sysmonstring = 'System Monitor <Bepcua Sysmon> - System activity monitor'

# MyTb Ha Baweii MawuHe, MO KOTOPOMY Bbl MNAHMPyeTe YCTaHABNMBATL CepBuC Sysmon:
$filePath = "C:\Sysmon\Sysmon64.exe'

IF (Test-Path $filePath) {

IF ($sysmon.ToString() -eq $sysmonstring) {
& $sysmonsource -c $sysmonconfig

} ELSE {
# Uninstall sysmon and re-install new version
& $filePath -u

Remove-Item —path $filePath
& $sysmonsource -i $sysmonconfig -acceptEula

}
+ ELSE {

& $sysmonsource -i $sysmonconfig -acceptEula

3aecb <FS-name> — DNS mnn IP-agpec Bawlero GannoBoro cepeepa.

6. B 3aBMCMMOCTM OT WCMOMb3YEMOro TWMNa aBToOpM3auMM M pasMeLlleHna MallvHbl B Ballenl CeTw,
co3fanTe AOMONHUTENbHYIO FPYNMOBYKY UM JIOKANbHYHO NonnTnky. CosaanTe 3agadvy no pacnmcaHuio.
[ns aToro:

a. Hacrtpoure Tpurrep:
i. BbibepunTe 13 BbiNagatoLlero crnvcka Begin the task onunro On a schedule.

ii. 3afjanTe pacnmcaHune Ansa BbIMNOMHEHWS 3a4a4m

[MpuMep pacnncaHmns:
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Edit Trigger
Begin the tazk: |On a schedule ~
Settings
() Onetime Start: |3‘]-ﬂ3-2ﬂ23 E~ | |12:35:'D'| = | [] Synchronize across time zones
() Daily
@ Weekly Recur every: weeks on:
() Monthly [] Sunday [ ] Menday [ ] Tuesday [ ] Wednesday
[ ] Thursda Frida [] saturda
¥ ¥ ¥

Advanced settings

[] Delay task for up to (random delay): 1 hour

[ ] Repeat task every: 1 hour for a duration of: |1 day

[] Stop task if it runs longer than: 3 days

(] Expire: |04.06.2026 13:34:58 = Synchronize across time
Enabled

Cancel

jii. HaxkmuTe Ha kHomky OK.
b. HacTponTe geiicTBue:
i. BblbepuTe 13 BbinagatoLLero cnmcka Action onuumto Start a program.

ii. B none Program/script BBenTe KOMaHay Ans 3anycka powershell.exe.

i. B none Add arguments (optional) BBeTe 3HadeHne -executionpolicy bypass -file \\<FS-

name>\Sysmon\sysmon.ps1.
3aecb <FS-name> — DNS mnn IP-agpec Ballero GainnoBoro cepsepa.

V. HaxxmuTe Ha kHomnky OK.
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Edit Action X

You must specify what action this task will perform,

Action: | Start a program w

Settings

Program/script:

powershell.exe | Browse...

Add arguments (optional): |-ExECLItiDr1bD|iC}f bypass |

Start in (opticnal): | |

c. B dopwme Security options ycTaHoBuTe hnaxkok Run with highest privileges.

Security options

When running the task, use the following user account:

SYSTEM Change User or Group...
Run only when user is logged on
Run whether user is logged on or not

Do not store password. The task will only have access to local computer resources,

Run with highest privileges

[] Hidden Configure for: | Windows Vista™, Windows Server™ 2008 -
7. COXpaHUTe N3MeHeHUs.

(r) [ns  NepBUMYHOM  CUMHXPOHM3AUMW  MOAUTWMK  WCMOMb3YyTe  MPUHYAUTENBHYHO
- CMHXPOHM3aLMIO C NOMOLLbIO KOMaHAbl gpupdate /force.

YcTaHOBKa areHTa

@ [ns yCcTaHOBKM areHTa 06paTuTeCh K JOKyMeHTaUmK npoaykTa R-Vision SIEM.
w

Bepcua YMC2.0 169


https://docs.rvision.ru/siem/ru/latest/endpoint/InstallAgent.html

YcTaHoBuTe areHT R-Vision EVO Ha cTaHumo 1 HacTponTe ero ¢BsA3b ¢ R-Vision SIEM. [Nocne atoro B Be6-
nHTepdeice R-Vision SIEM B pazaene AreHTbl NoABUTCA MHMOPMaLMS O MOAKIFOYEHHOM XOCTe.

ndPoint AreHThI

+ Cozpars rpynny
L1 Arenme

) IP-azipec Tex. ayauT
{;} Nonwmka

10.150.50.77

TexHuyeckuil ayauT
@ W default 10.150.10.110 Rocky Linux 9.4

3 kl15.sea.land default 1;3:52: 2 Kali GNU/Linux 2022.3

Microsoft Windows 10

default windows 10.150.50.20 Enterprise 10.0

172.18.01 . -
29 2
default 172.17.01.. Kali GNU/Linux 2023.3

HacTtpoiika B R-Vision SIEM

HacTpoiika oTnpaBku cobbiTuii B R-Vision SIEM

1. B Be6-mHTepdelce R-Vision SIEM nepenante B pa3aen AreHTbl — pynnbl areHToOB.
. Cospaite rpynny 1 Jo6aBbTe B Hee y3es, Ha KOTOPOM YCTaHOB/EH areHT.
. B cospaHHoit rpynne y3nos B cekuun YTeHne dannos HaxxMuTe Ha KHomMky Jlo6aeutb HacTponky (+ ).

2

3

4. B Bbinagatollem cnvcke Tun xypHana BbibepuTe BapnaHT eventchannel.

5. B none NUmsa xypHana BeeaunTe 3HadveHne Microsoft-Windows-Sysmon/Operational.
6

. Ecnn Heobxoanmo BbIGUPaTb COBLITUA MO OMPefeNneHHbIM KpUTepUaM, BBeauTe B none dunbTp
(bopmaT XPATH) BbipakeHue XPath. Ecnn dunbTp He Hy>XeH, BBEOWUTE CMMBON *.

7. HaxkmuTe Ha KHomky CoxXpaHuTb.

8. JoxxaMTecb NPUMEHEHNSA NONUTUKI FPpynnbl Ha y3ne. CO0p CObbITUIA HACTPOEH.

[lo6aBnexue y3na B rpynny

[ns no6aBneHns yana B CO3aHHyto rpynny:

1. B Be6-mHTepdence R-Vision SIEM nepenanTe B pa3aen AreHTbl.

o 2>
2. BblBepuTe Hy>KHbI Y3e 1 HaKMIUTe Ha KHOMKy (L) Ha naHenu MHCTPYMEHTOB.
3. BblbepuTe paHee co3aaHHyH Fpynmny U HaXKMUTe Ha KHOMKY JL06aBUTb.

4. [lokanmTtecb NMPUMEHEHNA MOJINTUKK Ha areHTe.

HacTpoiika 06pa6oTku cobbiTuii B R-Vision SIEM

[Ins HacTponkK cbopa M HopManuaaumm CobbITUIA MCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrouime
Lwarm:
1. B uHTepdelice R-Vision SIEM co3aaiiTe HOBbIN KOHBENED B KOIIEKTOPE.
2. [lobaBbTe Ha KoHBelep a51eMeHT Touka Bxoga Co CrefyolnMm napaMmeTpamMm:
- HasBaHWe: BBeAMTEe Ha3BaHWe TOYKM BXOJa.
> TN TOYKM BxoAa: BbibepuTe BapmaHT R-Vision EVO Endpoint.

- [lomeH: BBeAMTE 3Ha4eHne B hopmaTe gw-<your_gateway_id>, rae <your_gateway_id>— ID wnto3a.
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3. [lJobaBbTe Ha KoHBeiep anemeHT Hopmanusatop ¢ npaBuiom Microsoft Windows Sysmon
(noeHTndukaTop npasuna: RV-N-76).

4. CoeiHUTEe HOpPManmn3aTop C TOYKOM BXOoAa.
5. [lo6aBbTe Ha KOHBelep anemMeHT KoHeuHasa Touka Tna XpaHunuie cobbITUNA.

6. [lobaBbTe Ha KOHBelep aneMeHT LUnHa, HacTpoeHHbI Ha nonyyeHne. OH NepejaeT HOPManM3oBaHHbIe
COObITVA ANA AanbHenLeh paboTbl C HUMM.

7. CoeiMHMTE KOHEYHYHD TOYKY U LUIMHY C HOPMannM3aTopoM.

8. CoxpaHwuTe 1 ycTaHOBUTE KOHMbUIypaLmio KOHBeepa.

MprmMep KoHGUrypaumnmn KoHeenepa:

SEA
Xpananuwye: Eves

R-Vision Endpoint

Sysmon
— Mpaswn: 1

-~ HopmanuzoeaHHbie cobbiTMA

Mocne HacTPOMKK MOMUTMKL cbopa K nepefaqyn cobblTUiA, €ClM HAacTpoiKa BbIMOSHEHA KOPPEKTHO, B
XPaHUKLLE HAYHYT NMOCTynaTb cobbITUSA XOCTa U3 XypHana Windows Sysmon.

HanTu cobbitna Windows Sysmon B XpaHWNLLE MOXKHO MO cneaytowwemMy GuabTpy:

dproduct = "Microsoft-Windows-Sysmon"

LDo6aBuUTb QUNLTP

@D “useptuposats (NOT)

O
Mone Onepatop

dproduct

3HayeHue

Microsoft-Windows-Sysmon

@D HactpouTs 3aronosok

OTMEHUTL [o6aBuTb

Mpunmep nouncka cobbiTna Sysmon ¢ External ID 1:
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Monek  Xpanunmiie cobbiTuii: SEA

B r\] ernalld = "1" X E ~ 10 — 4+ MumyT

+ Aobasute dpunsTp JAetanu cobbiTua 7fa49199-c243-469...

[ara u Bpema
Conapenuin 8 WHTepBan spemety: 2025-06-27T09:24:10.528+03:00 - 2025-06-27T09:34:10.528+03:00
amp 2025-06-27709:31:16.000+03:00

HAaHuble CraTucTuka Cnye6Hble AaHHbIe

749193 a-bb3bfd92baad
ndor name msg
10.150.50.112

Micrasoft Microsoft Windows: b 065 creation The process creation 00000000-0000-0000-0000-00000000
event provides
6619a09-657a-4b
Microsoft ¢ Process creation (Myeto) The process creation g ;oqq
36.000+03. S Sysmo L event provid R type HOPManuaoBaHHoe cobbiTHe

L Microsoft ¢ : " Process creation ) UIDEELDCEHER ey
9:27:36.000+03 . S ess creatio event provides... Sl CBefieHUA 0 COBLITHI

- . c AT : The proc . dvendor Microsoft
36000403, Microsoft o Process creation n event provid success
Microsoft-Window
Microsoft-Windows- . - The process creation »
Microsoft i Process creation (Nycto) v ek success 10.0.20348.169

The process creation Process creation
success

event provid y INFORMATION

Microsoft . PWindows: 5 cass creation (nyeto)

3 E ke ss creatio ) s Process creation
7:36.000403  Microsoft o Process creation (m - success creatiol
process-operation

g - Microsoft N Process creation (NycTo) success
6:17.000+03. 0 ' event provid N C\Window: tem32\wbem\wmiprvse.e

xe -secured -Embedding
BXopLiEe CoeaMHeHNE
arm11

dntdom NT AUTHORITY

BAETCA Neps v @ AstoobHoBNEHWE B
Anid 10RAR

Ecnvn BaM HEO6XOAMMO MCMOSb30BaTh SysSmon-HopManmn3aumo coBMecTHO ¢ Windows-
Security Hopmanusaumein, To npaBuno Hopmanmidaumm Microsoft Windows Sysmon
(npneHTMdurkaTop npasuna: RV-N-76) Heo6xoAMMO NOAK4YNTb B HOpMannaaTop Global.

[MprMep KOHMUrypaumnmn KoHeenepa:

x HopmanusoBaHHbie co6bITHA

Security Config

Mpas

Ta6nuua mannuHra

Ta6n|/1ua COOTBETCTBUS MOMeNn cobbITuA OnA BCEX PaACCMOTPEHHbLIX TUMOB COObITNA npeacrtaBsieHa no
CCblJIKE.
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[Mpokcu-cepeepbl

[laHHbI pa3fen CoAaepXXWUT WMHCTPYKUMW AN HAaCTPOMKKM cHopa COBbITUIA C MOAAEPXKMBAEMbIX MPOKCH-
CEpPBEPOB:

+ Kaspersky Web Traffic Security
« Solar webProxy

« Squid

Kaspersky Web Traffic Security

« Kaspersky Web Traffic Security: HacTpolika NCTO4HMKa

Kaspersky Web Traffic Security: HacTpoiika ucTouHuka

[aHHOe pyKOBOACTBO OMMCbIBAET MPOLIECC HACTPOWKKM coopa 1 oTnpaBku cobbiTunit Kaspersky Web Traffic
Security B R-Vision SIEM.

HacTtpoiika Kaspersky Web Traffic Security

Hactpoiika »xypHanupoBaHus Kaspersky Web Traffic Security

[ns HacTpolikK rsyslog BbINONHUTE creaytoLine AenCcTBUS:

1. MoakntounTech K KoHconu ynpasnerus Kaspersky Web Traffic Security.

- Ecnn Kaspersky Web Traffic Security 6bin yctaHoBneH 3 ISO-aiina, NogKIHYMTECE K KOHCOMN
ynpaBneHns Kaspersky Web Traffic Security ¢ noMoLLbto y4eTHOM 3anmncu root no npotokosy SSH.

o NHbopmaumio 0 3arpyske Kwoda MOXHO HaTu B pasfene HacTtponka SSH-
JocTtyna.

o Ecnn Kaspersky Web Traffic Security 6bin yctaHoBneH ns RPM- wnn DEB-nakeTta, 3anycTute
KOMaHAHYO 060M0YKY OMepauUmMOHHOM CUCTEMbl O/ BbIMOMHEHUA KOMaHA C MOMHOMOYUSMMU
cynepnonb3oBaTens (aAMUHUCTPaToOpa CUCTEMbI).

2. 13 Beb6-MeH0 agMWHUCTpaTopa Mepenante B MEHK HACTPOWKKM syslog. 3anoMHUTE uAM 3anuinte
3HaveHme Syslog facility, ncnonbayemoro ocHoBHOW cucTemon. [aHHOe 3Ha4YeHne MOXET MEHATLCS B
3aBUCUMOCTW OT MHCTaNAALMN.
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Settings

Gener Syslos

Kaspersky External services locall
Web Traffic Security

Syslog facility

Logs and events P — Y|
Event level Info :

23 Dashboard —

Events

Reports Log information about traffic profile Disabled

Syslog

Events

SNMP
Application access Set default values
Single Sign-On login
SSH public key
Local administrator

Built-in proxy server

3. CobbITna nepeparoTcs BO BHelWHOO SIEM-cucTeMy € MOMOLLBKO CUCTEMHOM CRy»Obl BedeHWUs
YKYpHanoB rsyslog. Y6eamTecn, 4TO Ciy»kba ycTaHOBMEHA M 3anyLLEeHa, C MOMOLLIbHO KOMaHbl:

systemctl status rsyslog

- Ecnu cnykb6a ycTaHOBNEHa 1 3anylLieHa, ee cTaTyc 6yAeT running.

- Ecnu cnyx6a rsyslog He 3anylieHa unm oTCYyTCTBYET, YCTAHOBUTE U aKTUBMPYITE CRy>6y rsyslog
COrNacHoO IOKyMeHTaLuW Ballieit onepaLmMoHHOM CUCTEMBI.

4. YKakuTe afpec M MNopT MOAKIYEHUA K cepBepy ¢ SIEM-cucTtemoi. [Onsg aTtoro cosgante dain
/etc/rsyslog.d/kwts-cef-messages.conf n gobaBbTe B HEFO CNeayoLLmMe CTPOKM:

$ActionQueueFileName ForwardToSIEMS

$ActionQueueMaxDiskSpace 1g

$ActionQueueSaveOnShutdown on

$ActionQueueType LinkedList

$ActionResumeRetryCount -1

<facility>.* @@<IP-appec mwboro poctynHoro pabouero y3ma SIEM>:<Homep BbibpaHHOrO
NnopTa BaWeid TOUYKW BXOA3d>

<facility>.* stop

3pechb:

o <facility>— sHadeHne Syslog facility, koTopoe Bbl mocMoTpenu Ha ware 2. 1o ymon4aHuto
3HauveHue Syslog facility — localb.

5. NepesanycTuTte cny>o6y rsyslog ¢ NOMOLLbK KOMaHAb!:

systemctl restart rsyslog

OTnpaBka cobbiTuii Kaspersky Web Traffic Security

Mepen BK/OYEHMEM 3KCMOpTa Co6bITUIA B dopmaTte CEF TpebyeTca ycTaHOBUTb MakeT OGHOBAEHWS
siem_logging_fixes.zip Ha Kaxxgom y3ne knactepa Kaspersky Web Traffic Security. [NakeT o6HOBNeHWA
NpeAaoCTaBAAETCA N0 3anpocy B CY>KOY TEXHUYECKOWN MOAAEPIKKM.

BbinonHUTEe creaytolmMe Lwarn Ha KakJoM Yyane KfacTepa, COob6biTUsi C  KOTOPOro TpebyeTcs
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sKcrnopTupoBaTh B hopmate CEF.

1. MoakntounTech K KoHconu ynpasnerua Kaspersky Web Traffic Security.

- Ecnn Kaspersky Web Traffic Security 6bin ycTaHoBneH n3 ISO-daiina, NoaKIHYMTECE K KOHCOMN
ynpaBneHns BMpTyanbHOW MalunHon Kaspersky Web Traffic Security nof y4eTHOR 3anmcbto root,
MCMNOSb3YA 3aKPbIThIN KoY SSH. ByaeT ocyllecTseH Bxo B Technical Support Mode.

o Ecnn Kaspersky Web Traffic Security 6bin yctaHoBneH ns RPM- wnn DEB-nakeTta, 3anycTute
KOMaHAHYO 060M0YKY OMepauMOHHOM CUCTEMbl A1 BbIMOMHEHUA KOMaHA C MOMHOMOYUSMMU
cynepnonb3oBatens (aAMMHUCTpaTopa CUCTEMbI).

2. Mepenante B KaTanor /opt/kaspersky/kwts/share/templates/core_settings v cospaite pesepBHyto
Konuto harna event_logger.json.template ¢ MOMOLLbIO KOMaHb!:

cp -p event_logger.json.template event_logger.json.template.backup

3. OTkpoiTe dann event_logger.json.template B pexxume pefakTMpoBaHusa K, coOMtofas CUHTAKCUC K
cTpykTypy JSON-harna, B cekunm siemSettings ykaxkute cnegyrolime sHaqeHnss napamMeTpoB:

- enabled: true;
o facility: Local5 — ykasaHHbI paHee Ha Liare HacTporKK rsyslog;
- logLevel: Info.

4. B Be6-uHTepdelice NpunoxeHuns B padaene Mapamerpbl > XXypHanbl U cO6bITUSA BHECUTE N3MEHEHNWA
B 3HauyeHMe NOBOro napamMetTpa M HaXMUTE Ha KHOMKy CoxpaHuTb. 3TO Heo6XxoAMMO ANS
CUHXPOHM3aUMN MapaMeTpoB MeXAY Y3/1aMu Kriactepa U MPUMEHEHUS W3MEHEHWNA, BHECEHHbIX B
KOHMUIypaUMOHHbIA - dann. [locne 3TOro MOXHO BEpPHYTb WCXOOHOE 3HaYeHWe W3MEHEHHOro
napametpa.

5. y6eﬂ,|/lTer, 4YTO MBMEHEHUNA NPUMEHEHDI, C MOMOLLIbKO KOMaHbl:

/opt/kaspersky/kwts/bin/kwts-control --get-settings 20 --format json | grep -A 4
siemSettings

PesynbTaT BbINOMHEHNS KOMaH/bl AOMKEH COAepyKaTb MapaMeTpbl CO 3HAYEHUAMM, YKa3aHHbIMIN Ha
Lware 3.

OKCMNopT cobbITuit B popmaTe CEF HacTpoeH.

HacTtpoiika B R-Vision SIEM

1. B uHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOEKTOPE.

2. [lobaBbTe Ha KoHBelep anemMeHT Touyka Bxoga CO CreflytoLmnMM napaMmeTpamMm:
- HazBaHWe: BBeAMTE Ha3BaHWe TOYKM BXOA.
- Tun TOYKM BXOAQ: BblbepuTe BapuaHT Syslog.

- [1opT TOYKKM BXOZa: BBeAMTe 3Ha4veHne B gnanasoHe 30 000—32 000, ykazaHHOe paHee B pasfesne
oTnpaBKn cobbiThin Kaspersky Web Traffic Security.

> [pOTOKON: BblGEpUTE BapmaHT B COOTBETCTBMM C HACTpokamMmn Ha cTopoHe Kaspersky Web Traffic
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Security.

3. [lobaBbTe Ha KoHBelep anemeHT Hopmanusatop c npaBunom Kaspersky Web Traffic Security
(npeHTudburkaTop npasuna: RV-N-52).

4. CoeiMHUTEe HOpPManmn3aTop C TOYKOM BXOAa.
5. [lo6aBbTe Ha KOHBeMep an1emMeHT KoHeuHasa Touka Tna XpaHunuie cobbITUNA.
6. CoeiMHUTE KOHEYHYIO TOYKY C HOPMaan3aTopOM.

7. CoxpaHuTe 1 ycTaHOBUTE KOHMUIypaLMIO KOHBEEPa.

MprMep KoHGUrypaunmn KoHeenepa:

KTWS CEF (30102)
syslog cef SEA

MopT: 30102 : —> Tpasun: 1 : —| XpaHunuue: SEA
MpoTokon: TCP

Ecnn HacTpoiika BbIMOHEHA KOPPEKTHO, MOCMe HACTPOMKK nepefaqn cobbITUi B XPaHWAULLE HaYHYT
nocTynatb cobblTua Kaspersky Web Traffic Security.

Co6bbITUA  Xpauunuuwe coborruin:  kaspersky_syslog v

|E] Q raw MocnegHwid nepuop

+ [o6aeuTb dunsTp

CoBnagequin 42 WuTepsan spemenn: 20.02.2024 14:57:44 - 20.02.2024 15:27:44 Moka3saTtb rpagmk v

id sourcelp tenantld g raw collectorld timestamp |y, aggregationRu
27704f42-6425 99311ef1-32a1- {"appname™'KWTS",  436e8c9e-744a- 20.02.2024
47c7-9148-... 4b2d-9d38-... “facility”"local5"’h..  4ebd-9c96-... 15:26:26

57b816cf-9fho- 99311ef1-32a1- {"'appname™"KWTS",  436e8c9e-744a- 20.02.2024
Aebb-9de0-... 4b2d-9d38-... “facility”:"local5", h... 4ebd-9¢96-... 15:24:30

ac6ebdff-6b84- 99311ef1-32a1- {"'appname™"KWTS",  436e8c9e-744a- 20.02.2024
49a7-858a-... 4b2d-9d38-... “facility”:"local5", h... 4ebd-9¢c96-... 15:24:30

767e6de0-0c7f- 99311ef1-32a1- {"'appname™"KWTS",  436e8c9e-744a- 20.02.2024
4903-998c-... 4b2d-9d38-... “facility”:"local5", h... 4ebd-9¢96-... 15:24:19

b33a7736-7ea5- 99311ef1-32a1- {"'appname™"KWTS",  436e8c9e-744a- 20.02.2024
430d-9869-... 4b2d-9d38-... “facility”:"local5", h... 4ebd-9¢c96-... 15:22:31

b01153a5-a567- 99311ef1-32a1- {"appname™"KWTS",  436e8c9e-744a- 20.02.2024
4487-8205-... 4b2d-9d38-... “facility™ . 4ebd-9c96-.. :

®© o00:00.429 & @ AsToOGHOBNEHWE B

Haintn cobbitnsa Kaspersky Web Traffic Security B XxpaHuauvile MOXHO Mo cieayroLllemMy
dUNbTPY:

dproduct = "KWTS"
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Lo6aBUTb HUNBLTP

. WHeeptupoBath (NOT)
MNone Onepatop

dproduct

3HaueHue

KWTS

@) HactpouTs 3aronosok

OTMEHUTBL

Ta6bnuua mannuHra

Ta6n|/|ua COOTBETCTBUSA Mofein cobblTuA ONna BCEX PaCCMOTPEHHbIX TUMOB COObITUI npeacrtaBiieHa Mno
CCblJIKe.

HacTtpoiika SSH-gocTyna

HacTpoiika oTnpaBKM COBbITUIN OCYLLECTBAAETCS ¢ NoMoLLbto Technical Support Mode, focTyn K KOTOPOMY
MOXXHO MOSTYYNTb TOMbKO Yepesd SSH-uHTepdenc. [ng nepBMYHOro Bxoaa B SSH-MHTepdenc Heobxoammo
3arpysnTb CBOW NEPCOHarbHbIM K4 AocTyna SSH Yyepes nHTepdenc agMmHMcTpaTopa.

[ns 3arpy3kun Kro4a BbIMNMOSIHUTE CrieayroLlme onepaunn:

1. Bonaute B Be6-mHTepdeiic Kaspersky Web Traffic Security non ydyeTHoi 3anucbrto Administrator.
Maposb K AaHHOW YY4eTHOW 3anmcK ycTaHaBAIMBAETCS BO BPEMS YCTaHOBKM NPOAyKTa.

2. CreHepupyiTe CBOI KNHOY Ha 1060 MaLLMHE.

[pumep 2. Mpumep KoMaHAbl 4715 reHepaymm Kinroda Ha Linux-matumHe

ssh-keygen -t rsa

3. B MeHto BebG-nHTepdelica BCTaBbTe Ny6MyHbIA Koy <filename>. pub.
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Settings

©
General SSH public key

Kaspersky External services

Web Traffic Security

Logs and events Description main_key

Dashboard SSH key

ssh-keygen -t rsa <data>|
Application access

Reports
Single Sign-Cn login
Events

SSH public key
Rules

Local administrator
T Workspaces

Built-in proxy server

- m

Nodes

Settings

Solar webProxy

« Solar webProxy: HacTpolika MCTOYHMKA

Solar webProxy: HacTpoiika UCTOUYHUKA

[laHHOe pyKOBOACTBO OMMUCbIBAET MPOLIECC OTNPaBKK cobbiTnii Solar webProxy B R-Vision SIEM.

HacTpoliika Solar webProxy

HacTpoiika xypHanupoBaHus

YTO6bI HACTPOUTb XKypHaNMpoBaHwue Solar webProxy, BbINOHWTE crieaytoLlme warm:

1. BonaunTe B Beb6-nHTEepdeic Solar webProxy.

2. [N HaCTPOWMKM XypHanMpoBaHmMsa coobLleHnin cnyxxobl skvt-play-server nepenante B pa3gen Cuctema
— OCHOBHbIe HacTpoiiku —> XXypHanupoBaHue —> CepBep Be6-uHTepdeiica.

3. YcTaHoBuTe (naxok XXypHanupoBaTb AeWCTBUA nosib3oBateneit B syslog. XXypHanbl genctemm

nonb3oBaTenen 6yayT HaxoamTbes B daine /var/log/messages.

CepBep Be6-uHTepdeiica

« KypHanupoBaTb AeiCTBUs Nonb3oBateneii B syslog  audit-to-syslog

VpoBeHb XXypHaNUpoBaHusi

4. HaxxmuTe Ha KHOrMky CoXpaHUTb.

5. NS HaCTPOWMKM >KypHanMpoBaHusa coobLLeHnin cnyobl skvt-wizor B daiin syslog-ng nepengvte B
pa3gen CuctemMa - PaclumpeHHble HacTpokum - @PunbTpauus M KalMpoBaHue Tpaduka -
dunbTpaums u aHanu3 Tpadmka nonb3osarenen > Gopmatbl 3anuck B syslog.

6. Bblbepute hopmaT 3anmncuK B CUCTEMHbIN XXypHan cooblleHui: access-log, siem-log nnn ip-translation-
log. ina storo packpowte nyHKT PopmaTbl 3anucu B syslog 1 ycTaHOBUTEe (naxkku HanpoTwB
CneaytoLmMx NapaMeTpoB:

- 3anucb XXypHana (popmat access-log);
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- 3anucb xypHana (¢popmat SIEM);

- 3anucb npeo6bpa3oBaHus IP-agpeca uctouHuka (popmat SIEM).
Vv (Mopmatbl 3anucu B syslog  syslog
v 3anuck ypHana (opmart access-log)  access-log

v 3anucb xypHana (dpopmart SIEM)  siem-log

v 3anuck npeobpa3oBanus IP-agpeca ucrounuka (popmar SIEM)  ip-translation-log

7. HaxkmuTe Ha KHormky CoxpaHuTb.

YKypHanuposaHue HacTpoeHo

OTnpaeka cobbiTuii Solar webProxy

YT06bl HACTPOMTbL OTNPaBKy cobbITuIn Solar webProxy B R-Vision SIEM, BbINOAHWTE cneayroLme warm:

1. HacTponTe nepepady cobbitnin 13 daina. Ana sToro cosgante dann /etc/syslog-ng/conf.d/10-
solar-webproxy.conf co cnegyroLmmM coaep>KMMbIM:

source skvt {
file("/opt/dozor/var/log/skvt-wizor/current" flags(no-parse)
program_override("webproxy-skvt-wizor"));
file("/opt/dozor/var/log/skvt-play-server/current" flags(no-parse)
program_override("webproxy-skvt-play-server"));

+

destination rlog {
<protocol>("<target>" port(<port>));

b
log {
source(skvt);
destination(rlog);
b
3pechb:

- <target>— IP-agpec nnn nonHoe gomeHHoe nms (FQDN) konnekTopa SIEM
o <port>—mopT ToukM Bxofda Syslog B koHBeepe SIEM.
> <protocol> — ceTeBoW NpoToKON: tep unn udp

2. MNepesanycTute cnyxx6y syslog-ng ¢ NOMOLLbH KOMaHAb!:

systemctl restart syslog-ng
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HacTpoiika B R-Vision SIEM

1ns HacTpoiikn cbopa 1 HopManusaumm cobbiTUA UCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrolne
waru:
1. B uHTepderice R-Vision SIEM co3faitTe HOBbIN KOHBENED B KOJIJIEKTOPE.
2. [lobaBbTe Ha KOHBelep aneMeHT Touka Bxoga Co CleflyoLnMM NnapaMmeTpamMm:
- HasBaHWe: BBeUTe Ha3BaHWe TOYKM BXOJa.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [TOpT TOYKM BXOMaA: BBEAMTE 3HAYEHNe B COOTBETCTBMM C HACTPOMKaMK Ha CTOPOHe Solar webProxy.
o [1pOTOKON: BbIBEPUTE BapuaHT B COOTBETCTBMM C HACTPOMKaMM Ha CTOpoHe Solar webProxy.

3. [lo6aBbTe Ha KoOHBeiep anemeHT Hopmanusatop c npasunamu Solar webProxy (naeHTudukaTop
npaswuna: RV-N-115) 1 Solar webProxy (vaeHTudunkaTop npasuna: RV-N-116).

CoeanHMTe HoOpManmnaaTop C TOYKO BXoAa.
[lo6aBbTe Ha KoHBelep aemMeHT KoHeUHasi Touka Tuna XpaHunuie co6bITUNA.

CoegnHuTe KOHEYHYIO TOYKY C HOPMasim3aTOPOM.

A L

CoxpaHunTe 1 yCTaHOBUTE KOHMUIYpaLmMO KOHBENepa.

Mpumep KoHbUrypauum KoHBelepa:

HopmanusaTtop
MpaBun: 2
true

ENG
—> Xpanunuuwe: ENG

MpoTokon: TCP

Mocne HacTpoViky nepefayn cobbITUIA, €CNM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUIWLIE HauHyT
nocTynaTtb cobblTms Solar webProxy.

Haiitn cobbitna Solar webProxy B XpaHuauLLEe MOXKHO MO creayroLemy GunsTpy:

dproduct = "webProxy"
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T ® Q Mocneanwii nepuos v

X C6pocutb Bce v dproduct EQ webProxy X -+ Jlo6asute dunstp Detanu cobbitus 152554a9-2df0-446... Q) FG x

CKPpbITb NycTble NOAs COBbITUSA
2024-09-
WntepBan 05T10:49:15.295+03:00 -
BpemeHun: 2024-09-
05T11:49:15.295+03:00 timestamp 2024-09-05T11:48:47.000+03:00

[artauBpems ~

Cosnagennin 199 lMokasaTb rpadmk v

CnyxeGHble flaHHble ~

id sourcelp timestamp |y, type id 152554a9-2df0-4467-98d5-fa676322c5cf

15255420-2df0- Dooaooy . tenantld 00000000-0000-0000-0000-000000000000

4467-98d5-... 05T11:48:47.000+... cobbiTne collectorld a7fdf468-2c31-4e48-91a2-68559ad42d21

9136364f-4612- 2024-09- HOpManu3oBaHHOe type HOpManu3oBaHHoe cobbiTue
4a3c-b9es-... 05T11:48:08.000+... cobbiTue

5dcae22a-697a- 2024-09- HOpManu3oBaHHOe Ceepienus o cobbitun  ~
46d7-83e4-... 05T11:47:47.000+... co6biTue

dvendor Solar
750a9a2e-ce9f- 2024-09- HOpManusoBaHHoe
47ef-bfab-... 05T11:47:47.000+..  cobbiTue dproduct webProxy

1b3ed94d-5c7a- 2024-09- HOpManu3oBaHHoe dversion 4.1.0+

419c-a%6e-... 05T11:47:08.000+... cobbiTue e Network config agents checking

9700aa73-ce55- 2024-09- HOpMann3oBaHHoe T INFO
463a-9227-... 05T11:46:47.000+... co6biTue Y

ot Checki
ae5ab981-2937- 2024-09- HOpManusoBaHHoe ac ecking
463b-b94b-... 05T11:46:47.000+... cobbiTne dvchost swp02
————————————————————————
TMoka3biBaeTcs NepBbix
3anuceii:

. msg Start network-config agents checking...
1 > » 20 500 v ®© 00:01.224

outcome Success

Ta6nuubl MannuHra

Tabnuua CoOTBETCTBMSA Moneit cobblTa AN BCEX PACCMOTPEHHbIX TUMOB COObITUIA Cry>Obl skvt-play-
server npescTaB/eHa o CehlfKe.

Tabnunua COOTBETCTBUSA MOMEN COobbITUS AN BCEX PACCMOTPEHHbBIX TUMOB COObITUI CNy>KObl skvt-wizor
npegcrtaBsieHa Mo CCblJIKE.

Squid

« Squid: HacTpoWKa MCTOYHMKA

Squid: HacTpoiika UCTOYHUKA

JlaHHOe pyKOBOACTBO OMMUCbIBAET MPOLIECC HACTPOKK cbopa M oTnpaBkm cobbiThin Squid B R-Vision SIEM.

HacTpoiika Squid
OnucaHue NoACcUCTEMbI XXYpPHanMpoBaHus

Mo ymonyaHuto »ypHan cobblThin cepBuca Squid xpaHuTcst B katanore /var/log/squid. B HEM nmetoTCA
cnenyroume danbl ¢ COObITUAMM:

« access.log — cofiep>xnT 06palLieHst CETEBbIX XOCTOB K PECYPCAM.

« cache.log — cogep>xnT coobLLeHMs 06 OLMBKax 1 APYryro MHMOPMaLMIO, HEOBXOAUMYHO ANA OTNaAKM.

HacTpoiika nogcucTemMbl XXypHanuposaHus Squid

YTOo6bl BbIMOMHUTL HACTPOMKY MOACUCTEMbI >YPHaNMpoBaHMA Squid, HaCTpoOWTe KOpPPeKTHbIM dhopmaT
COoOobLLEeHN Ha cepepe Squid. [ns aToro:

1. [lobaBbTe B kKoHel, harna /ete/squid/squid.conf cnegyrouive cTpoku:

Bepcua YMC2.0 181


https://docs.rvision.ru/sources/ru/УМС/ProxyServers/_attachments/solar-mapping-table-server.csv
https://docs.rvision.ru/sources/ru/УМС/ProxyServers/_attachments/solar-mapping-table-wizor.csv

logformat custom %>a - %un [%t1] "%rm %ru %Sh/%<A %mt %Ss" %03>Hs %<st
access_log daemon:/var/log/squid/access.log custom

2. MNepesarpyante Squid ANS NPUMEHEHUS HACTPOEK:

systemctl restart squid

HacTpoiika oTnpaBku cobbiTuii Squid

YT06bl HACTPOWTbL OTMPaBKY CObbITMIN Squid, HAaCTPONTE Nepeaady cobbITUIN U3 dalina, 415 3TOro:

1. Cospaite dainn /ete/rsyslog.d/10-squid.conf co cneayroLMm coaep>XUMbIM:

module(load="imfile" mode="inotify")
input(
type="1imfile"
File="access"
Tag="Squid"
Severity="info"
Facility="1local4"

if $syslogtag == 'Squid' then {
action(type="omfwd" Target="" Port="" Protocol="")
stop

}

3pech:

- <target> — IP-agpec nnn nonHoe gomeHHoe nms (FQDN) konnekTopa SIEM.
o <port>—nopT ToukM Bxofda Syslog B KoHBelepe SIEM.
- <protocol>— ceTeBol npoTokos: tep nnm udp.

2. MNepesanycTute cnyxo6y rsyslog.service ¢ NOMOLLbI KOMaHAb!:

systemctl restart rsyslog.service

HacTpoiika uHTterpauum ¢ R-Vision SIEM

[ns HacTpoikin céopa M HopManuaauum cobbiTuii MCTOYHMKa B R-Vision SIEM BbInonHWTE cneaytoLme
warm:

1. B Be6-mHTepdeiice R-Vision SIEM neperante B pasnen Pecypebl - KonnekTopbl 11 cO3/aliTe HOBbIM
KOHBEWep B KOJNEKTOPE.

2. [o6aBbTe Ha KOoHBEMep anemMeHT Touka Bxoga Co CrefyrolmnMm napaMmeTpamMm
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> Tun ToYkM Bxoga: Syslog.
o [1opT TOYKM BXOJa M MPOTOKOSI: B COOTBETCTBMM C HACTPOMKaMM Ha CTOpoHe Squid.

3. [lo6aBbTe Ha KoHBeiep anemeHT HopMmanusaTop c npasunom Squid (aeHTUdbukaTop npasuna: RV-N-
117). CoeanH1TE HOpManNM3aTop ¢ TOYKOM BXoAa.

4. [lo6aBbTe Ha KOHBelep aneMeHT KoHeyHas Touka Tuna XpaHunuiie cobbiTuit. CoeanHmTE KOHEYHYHO
TOYKY C HOPManM3aTOPOM.

5. CoxpaHuTe 1 yCTaHOBWTE KOHMUIypaLmio KOHBeepa.

MprMep KoHGUrypaunmn KoHeenepa:

Touka Bxoaa Squid
syslog Normalizer Squid Storage

MopTt: 30180 : — [pasun: 1 g —» Xpanunuwe: SEA
rpotokon: TCP

Mocne HacTpoWKK nepefadn CoObITUIA, €CN HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHWAULLE HaYHyT
nocTynaTtb cobbITMsS Squid.

HaiiT cobbiTns Squid B XpaHUAmLLE MOXHO Mo cneaytollemMy dunbeTpy:
dproduct = "Squid"

N3mMeHUTL punbTp

. WUnseptuposats (NOT)

a
MNone Oneparop

dproduct

3HauyeHue

Squid

. HﬂCTpDVITb 3aronosoK

OTMeHUTb

Ta6nuua mannuHra

Tabnuua COOTBETCTBUA Moneit CobbITUA ANA BCEX PACCMOTPEHHbIX TWUMOB COGbITWIA MpescTaB/eHa Mo
CCbIIKE.
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CeTeBble yCTpPOUCTBA

[aHHbln pasgen COAePXMT MHCTPYKUMU ANS HAacTPOMKM c6opa CObbITUIA C NMOAAEPXKMBAEMbIX CETEBbIX
YCTPOWNCTB:

« Cisco Nexus

» Cisco I0S

» Cisco I0OS XE

» Cisco IOS XR

« Eltex ESR

» Eltex MES

« HPE ArubaOS CX

« MikroTik RouterOS

» C-Teppa LWnto3 4.3

Cisco Nexus

» Cisco Nexus: HacTponKa UCTOYHMKA

Cisco Nexus: HacTpolKa UCTOYHMKA

[laHHOe pyKOBO/CTBO OMMChIBAET MNPOLIECC HACTPOWKN cbopa v oTnpaBkK cobblTuin Cisco Nexus B R-Vision
SIEM.

MpepBapuTenbHbie Tpe6oBaHUA

» CeTeBasd AOCTYMHOCTb HOA KJ1laCTepa SIEM no LenesBoMy nopTy 1 NpoOToOKONY ANA MCTOYHMKa.

HacTpoiika Cisco Nexus

HacTpoiika oTnpaBku cobbiTuii Cisco Nexus

OTnpaBka COOOLLEHWA OCYLLIECTBAAETCSA MOCPEACTBOM MpPOTOKoNa syslog. [Ina HacTpolku nepepaqn
CO6bITUI BbINOMHATE CNEfyHOLLYIO KOMaHAY:

enable

conf t

logging source-interface Ethernet1/1

logging console 7

logging server 10.10.10.10 port 30150 facility syslog
copy running-config startup-config

3pechb:

« Ethernet1/1 — HasBaHue MHTepdelica, KOTOPbIN ByAeT OTNPaBNSATb COObITHA.
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« 10.10.10.10 — appec cepepa rsyslog nnm SIEM.

+ 30150 — 3Ha4eHne NopTa, Ha KOTOPbIM ByayT OTNPABAATLCA COObITUSA.

HacTtpoliika B R-Vision SIEM

[1ns HacTpoiikn cbopa 1 HopManusaumm cobbITUA UCTOYHMKa B R-Vision SIEM BbinonHWTe cneayroumne
waru:
1. B uHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOIEKTOPE.
2. [ob6aBbTe Ha KOHBeNep aneMeHT TouyKa Bxoga CO CrieyoLVMM NapaMeTpamu:
- HasaHWe: BBeAWTe Ha3BaHWe TOYKM BXOJa.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [1OpT TOYKM BXOAA: BBEAUTE 3HAYEHME B COOTBETCTBUM C HACTPOMKaMM Ha cTopoHe Cisco Nexus.
o [TpoToKoN: BblGepuTe BapmaHT TCP.

3. [lo6aBbTe Ha koHBelep anemeHT HopmanusaTop ¢ npasuiomM Cisco Nexus (MaeHTUduUKaTop npasmna:
RV-N-27).

4. CoeiMHNTEe HOpPMaamM3aTop C TOYKOM BXOAA.

5. [lo6aBbTe VRL-TpaHchopMaLmito:

.dproduct = "NX0S"

CoeanHnte VRL-TpaHchOpMaLmio C HOPMaaM3aTOPOM.
[lo6aBbTe Ha KOHBeep anemMeHT KoHeuHasa Touka Tuna XpaHunuie cobbITUNA.

CoeanHNTE KOHEYHYHO TOYKY ¢ VRL-TpaHchopMaLmeit.

O © Noo

CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmio KOHBeepa.

[MprMep KOHMUrypaumnm KoHBenepa:

Cisco Nexus
og Normalizer KoreyHasn Touka

—— Mpasun: 1 H - H —»[| Xpanunuwe: CIMv1

Mocne HacTpoviky nepefayn COObITUIN, €CNM HACTPOMKA BbIMNOMHEHA KOPPEKTHO, B XPaHUULLE HAYHyT
nocTynatb cobblTms Cisco Nexus.

Haiitn cobbitus Cisco Nexus B XpaHWMLLE MOXHO MO cneaytollemMy dunbTpy:

dproduct = "NX0S"

Bepcua YMC2.0 185



[Oo6aBuTb GUNLTP

. WHeepTupoBath (NOT)

Mone Onepatop 3HaueHve

dproduct = v NX0S

@ HacrpowTs saronosok

OTMEHUTb J[o6aBuTb

Ta6bnuua mannuHra

Tabnuua COOTBETCTBUA MOMe COObITUA A9 BCEX PACCMOTPEHHbIX TUMOB COObITUIA MpecTaBieHa no
CCbIJIKe.

Cisco I0S

» Cisco |0S: HacTpolka UCTOYHMKaA

Cisco 10S: HacTpoiKa UCTOYHUKA

JlaHHOe pyKOBOACTBO OMMUCbIBAET MPOLIECC HACTPOMKK cbopa cobbiTuit Cisco 10S 1 ux oTnpaBkK B R-Vision
SIEM.

MpepBapuTenbHbie Tpe6oBaHUA

Mepen HaCTPOMKOWM NepechblfiKn cobbiTui B R-Vision SIEM yb6eanTech B BbIMONHEHWN CNEAYHOLLIMX YCIOBNIA:

« CeTeBas CBA3HOCTb Mexay ycTpoictBamm Cisco I0S 1 R-Vision SIEM (Mnv NpoMeXXyTOYHbIM Y3/10M)
obecneyeHa, a HeOH6X04MMble MOPTbl OTKPbIThI.

HacTpoika Cisco 10S

HacTpoiika oTnpaBku cobbiTuii B R-Vision SIEM

OTnpaBka COOGLLEHNA OCYLLECTBAAETCA MOCPEACTBOM MpoTokofna syslog. [ns HacTpolku nepepayu
CO6bITUI BbINOSHWTE CneaytoLme KOMaH bl B pexunme rnobansHom koHdurypaumm (configure terminal):

logging on

logging trap informational

logging facility local7

logging host <target> transport <protocol> port <port>
logging source-interface <interface>

34eco:

+ logging on — BK/OYEHME NOTMPOBAHNS.
+ logging trap informational — ycTaHoBKa ypoBHsi normpoBaHus (informational).

+ logging facility local7 — ykasaHue KaTeropum ncTodHmKa cooblieHnii (facility).
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« <target> — IP-agpec y3na knactepa K8s, Ha KOTOPOM 3anyLeH KONNeKTop.
« <protocol> — npoTokon nepefaun (B npumepe KoHdOUrypaumm ncnonbayetca tep).
« <port>— nopT To4kM Bxofa Syslog Ha KoHBelepe SIEM.

« <interface> — uHTepdeiic Cisco I0S, ¢ koToporo 6yayT oTnpaBnaTbca cobbiTus (g1/0/1).

o Mpn cosgaHnmM TOYKKM BXOJa yKasblBaTe Nto6oi cBo6oAHbIn nopT 6onblie 30000. Touka
BX0/[a B KOHBeWepe Ao/KHa ObITb CO3[jaHa 3apaHee.

HacTtpoliika B R-Vision SIEM

[inst HacTpolikn cbéopa 1 HopMmanuaaumm cobbliTnii Cisco [0S B R-Vision SIEM BbIMONHNTE cneaytouime waru:

1. B uHTepdelice R-Vision SIEM co3pgaiiTe HOBbI KOHBENED B KOIEKTOPE.

2. [lobaBbTe Ha KoHBelep anemMeHT Touka Bxoga CO CreflytoLmnMM napaMmeTpamMm:
- HassaHue: BBeauTE NPON3BOJIBHOE, MOHATHOE Ha3BaHMe.
o Tun TOYKM BXOAQ: BblbepuTe BapuaHT Syslog.

- MopT TOYKM BXOfa: BBEAMTE 3HAYEHWE B COOTBETCTBMM C HACTPOMKaMW Ha CTOPOHE VCTOYHMKA
(no6oit ceo6oAHbIN NopT 6onbLue 30000).

° HpOTOKOJ’II Bbl6epl/ITe BapnaHT B COOTBETCTBUN C HaCTpOVIKaMI/I Ha CTOPOHE NCTOYHMKA.

3. [lo6aBbTe Ha koHBeiep anemeHT Hopmanusatop c npasuiom Cisco 10S (naeHTudmKaTop npasuna:
RV-N-24).

4. CoeMHUTE HOPMaM3aTop C TOYKOM BXOoa.
5. [lo6aBbTe Ha KOHBelep anemMeHT KoHeuHasa Touka Tuna XpaHunuie cobbITUNA.
6. CoefiMHUTE KOHEYHYO TOYKY C HOPMaan3aTopOM.

7. CoxpaHuTe 1 ycTaHOBUTE KOHMbUIypaLmio KOHBeepa.

[MprMep KOHMUrypaunm KoHBenepa:

Cisco 108
normalization Cisco 10S

— | Npasun: 1 : —  Xpannnuwe:

Mocne HacTpoMKM nepefadn coObITUIA, €CNM HACTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAULLE HaYHYT
nocTynatb cobblTms Cisco 10S.

Haintn cobbitus Cisco |0S B XxpaHunmiie MOXHO Mo cneayrollemMy dunbTpy:

@ dproduct = "I0S"
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Lo6aBUTb GUNLTP

' MuBeptuposatb (NOT)

Mone Onepartop

dproduct

3HaueHue

1OS

@) Hacrpours saronosok

OTMeHUTb

Ta6bnuua mannuHra

Tabnuua COOTBETCTBUA MOMEN COObITUS [/ BCEX PACCMOTPEHHbIX TUMOB COGLITMIA MNpeacTaBieHa Mo
CCbIJIKe.

Cisco 10S XE

» Cisco |0S XE: HacTponKa MCTOYHMKA

Cisco 10S XE: HacTpoilKa UCTOYHUKA

JlaHHOe pyKOBOACTBO OMWUCbIBAET MPOLIECC HACTPOMKKM cb6opa cobblTuin Cisco 10S XE n nx otnpaBku B R-
Vision SIEM.

MpepBapuTenbHbie Tpe6oBaHUA

Mepen HaCTPOMKOWM NepechblfiKn cobbiTui B R-Vision SIEM yb6eanTech B BbIMONHEHWN CNEAYHOLLIMX YCIOBNIA:

« CeTeBas CBA3HOCTb Mexay ycTporctBamu Cisco 10S XE u R-Vision SIEM (M1 NPOMEXKYTOYHBIM Y3/10M)
obecneyeHa, a HeO6X04MMble MOPTbl OTKPbITHI.

HacTtpoiika Cisco 10S XE

HacTpoiika oTnpaBku cobbiTuii B R-Vision SIEM

OTnpaBka COOO6LLEHWIA OCYLLIECTBAAETCS MOCPEACTBOM MPOTOKOoNa syslog. [Ana HacTpovku nepenayu
COGbITUIA BbIMOMHUTE CRefytoLLmne KOMaHabl B pexxvMe rnobanbHoi kKoHdurypaumm (configure terminal):

logging on

logging trap informational

logging facility local7

logging host <target> transport <protocol> port <port>
logging source-interface <interface>

34ech:
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« logging on — BKJIHOYEHWE NTOMMPOBAHMA.

+ logging trap informational — ycTaHOBKa ypoBHSA normMpyemMbix coobleHmin (informational).
+ logging facility local7 — ykasaHue KaTeropum nctodHuka (facility).

+ <target> — IP-agpec y3na knactepa K8s, Ha KOTOPOM 3anyLLEeH KOMNeKTop.

« <protocol> — npoTokon nepefayn (B npumepe KoHbUrypaumm ncnonbayercs tep).
 <port>— nopT ToukKM BXOoAa Syslog Ha kKoHBelepe SIEM.

« <interface> — nHTepdeiic Cisco I0S XE, ¢ KoToporo 6yayT oTnpaBasTbCs cobbiTva (g1/0/1).

o Mpn cosgaHnmM TOYKM BXOAa yKasblBaTe Nr60or cBO6oAHbIN NopT 6onbliue 30000. Tovka
BXO/[a B KOHBeWepe Ao/MKHa 6bITb CO3aHa 3apaHee.

HacTtpoiika B R-Vision SIEM

[Ins HacTponkK coopa 1M Hopmanusaumm cobbiThin Cisco 10S XE B R-Vision SIEM BbinonHnTe cneayrouime
warm:
1. B uHTepdelice R-Vision SIEM co3aaiiTe HOBbIN KOHBENED B KOJIJIEKTOPE.
2. [lobaBbTe Ha KoHBelep a5eMeHT Touka Bxoga Co ClefyoLnMm napaMmeTpamMm:
- HaszBaHWe: BBeAMTEe NPOM3BOJIbHOE, MOHATHOE Ha3BaHwMe.
o TWN TOYKK BXOAa: BbibepuTe BapuaHT Syslog.

> [OpT TOYKM BXOAaA: BBEAWTE 3HAUYeHMe B COOTBETCTBUM C HACTPOVMKAMM Ha CTOPOHE MCTOYHMKA
(Npon3BoNbHbIN CBOBOAHBIN NOPT 60/bLue 30000).

> [1POTOKON: BbIGEPUTE BapuaHT B COOTBETCTBUM C HACTPONKAMM Ha CTOPOHE MCTOYHMKA.

3. [lo6aBbTe Ha KoHBeiep anemeHT HopManusaTop c npasuiom Cisco 10S XE (naeHTudunkatop npasmna:
RV-N-25).

4. CoeiMHNTEe HOpPManmM3aTop C TOYKOM BXoAa.
5. [lobaBbTe Ha KOHBelep aneMeHT KoHeuHast Touka Tvna XpaHunui,e co6bIiTUN.
6. CoeMHUTE KOHEYHYHD TOUKY C HOPMann3aTopOM.

7. CoXpaHunTe 1 yCTaHOBUTE KOHMUIypaLmto KoHBeepa.

Mpumep KoHbUrypaunm KoHBeepa:

Cisco 10S XE
g normalization Cisco 10S XE

— Mpaeun: 1 : ——p| | XpaHunuue

Mocne HacTpovky nepefadn COoObITUIN, €CNM HACTPOMKA BbIMOSIHEHA KOPPEKTHO, B XPaHUULLE HAYHYT
nocTynaTtb cobbiTus Cisco 10S XE.

(’) Haitn cobbitna Cisco |10S XE B XpaHUAULLIE MOXKHO MO cleayroLlemy GUnbTpy:
w
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dproduct = "IOS_XE"

Lo06aBUTb GUNbLTP

. WuBeptuposatb (NOT)

Mone Onepatop

dproduct

3HaueHue

I0OS_XE

@) Hacrpours saronosok

OTMEHUTb [o6aBuTb

Ta6nuua mannuHra

Ta6n|/|ua COOTBETCTBUA MOSEn cobbITUA Ona BCEX PaACCMOTPEHHbLIX TUMOB COo6bITHiA npeacrtaBsieHa Mo
CCblJIKE.

Cisco I10S XR

» Cisco I0S XR: HaCcTpoWKa NCTOYHMKA

Cisco 10S XR: HacTpoilKa UCTOYHUKA

[laHHOEe pyKOBOACTBO OMUCHLIBAET MPOLIECC HAaCTpoKkm coopa cobblTuir Cisco 10S XR n nx otnpaBkn B R-
Vision SIEM.

MNpepBapuTenbHble Tpe6oBaHUA

Mepen HaCTPONKOWM Nepechblfikn cobbiTuin B R-Vision SIEM y6eamTech B BbIMOAHEHWN CNEAYHOLLMX YCIOBNIA:

+ CeTeBad CBA3HOCTb Mexxay ycTpoincTBamu Cisco I0S XR 1 R-Vision SIEM (v npOMEXKYTOYHbBIM Y3/10M)
obecneyeHa, a He0OX04MMble MOPTbl OTKPbITbI.

HacTtpoiika Cisco 10S XR

HacTpoiika oTnpaBku cobbiTuii B R-Vision SIEM

OTnpaBKa COOOLIEHNA OCYLLECTBNAETCS MOCPEACTBOM MpoTokona syslog. [Onsa HacTpOMKM nepenayn
CO6bITUIA BbINOMHUTE Cefytolme KoMaHabl B pexxrMe rnobanbHoit koHburypaumm (configure terminal):

logging on

logging trap informational

logging facility local7

logging host <target> transport <protocol> port <port>
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logging source-interface <interface>

3pechb:

+ logging on — BK/IFOUEHME NOTMPOBAHNS.

« logging trap informational — ycTaHOBKa ypoBHS normMpyembix coobuenmii (informational).
+ logging facility local7 — ykasaHue KaTeropum nctodHuka (facility).

 <target> — IP-agpec y3na knactepa K8s, Ha KOTOPOM 3anyLLeH KONIeKTop.

« <protocol> — npoTokon nepefayn (B npumepe KoHbUrypaumm ncnonbayercs tep).

« <port>— nopT To4kM Bxofa Syslog Ha KoHBelepe SIEM.

« <interface> — MHTepdeiic, c koToporo 6yayT oTnNpaBAATbCA cobbiTus (91/0/1).

o Mpn cosgaHnmM TOYKKM BXOJa yKasblBaTe Nto60or cBo6oAHbIM nopT 6onbliue 30000. Tovka
BX0/[a B KOHBeWepe Ao/KHa ObITb CO3[aHa 3apaHee.

HacTtpoiika B R-Vision SIEM

[1ns HacTpokK cobopa 1 Hopmanmsaumm cobbiTnii Cisco 10S XR B R-Vision SIEM BbinonHuTe cneayrouime
Larm:
1. B uHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOIIEKTOPE.
2. [lobaBbTe Ha KoHBelep a51eMeHT Touka Bxoga Co CreflytoLnMm napaMmeTpamMm:
- HasaHue: BBeAMTE NMPON3BOJIbHOE, MOHATHOE Ha3BaHMe.
o TWN TOYKK BXoAa: BbibepuTe BapuaHT Syslog.

> [opT TOYKM BXxofja: BBEAMTE 3HAYEHUEe B COOTBETCTBUM C HACTPOMKAaMK Ha CTOPOHE MCTOYHYKA
(Npon3BObHbIN CBOGOAHDIK NOpT 6onbLie 30000).

> [poTOKON: BbIGEPUTE BapnaHT B COOTBETCTBUM C HACTPOKAMM Ha CTOPOHE MCTOYHYIKA.

3. [lo6aBbTe Ha KoHBeiiep anemeHT HopmanusaTtop c npasuiom Cisco 10S XR (naeHTudmnkaTop npasmna:
RV-N-26).

4. CoeiHNTEe HOpPManmM3aTop C TOYKOM BXoAa.
5. [lo6aBbTe Ha KOHBeNep a1eMeHT KoHeyHasa Touka Tna XpaHunuLe coobITUNA.
6. CoeiHNTE KOHEYHYO TOYKY C HOPMaan3aTOPOM.

7. CoxpaHuTe 1 ycTaHOBUTE KOHMUIypaLmMio KOHBEepa.

Mpumep KoHbUrypauum KoHBeepa:

Cisco I0S XR
normalization Cisco 105 XR

— nNpasun:1 : —  Xpanunuwe:
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Mocne HacTpoMKKM nepefadss coObITUIA, eCM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAULLE HaYHYyT
nocTynatb cobblTms Cisco 10S XR.

HanTn cobbitma Cisco I0S XR B xpaHumLLE MOXHO MO ChnefyroLlemy huUnbTpy:

dproduct = "IOS_XR"

Lo6aButb GUnbLTP

@) VHsepruposaTth (NOT)

(s
Mone Onepartop

dproduct

3HaueHue

I0S_XR

@) HactpouTs 3aronosok

OTMEHWUTb Jo6aBuTb

Ta6bnuua mannuHra

Tabnuua COOTBETCTBUA MOMEN COObITUS A1 BCEX PACCMOTPEHHbIX TUMOB COGLITMIA MNpefcTaBnieHa o
CCblIKe.

Eltex ESR

« Eltex ESR: HacTpolika NCTOYHMKA

Eltex ESR: HacTpoliKka MICTOYHUKA

[laHHOe pyKOBOACTBO OMWCbIBAeT MPOLECC HACTPOMKKM cbopa M OTNpPaBKM COOBbITUA (HUBMYECKMX U
BMPTYanbHbIX MapLpyT13aTopoB cemelncTBa Eltex ESR B R-Vision SIEM.

HacTpoiika Eltex ESR

HacTpoiika ¢usnuyeckoro mapLipyTusaTopa

1. YcTaHoBUTE M NOAKMAKOYMTE YCTPOWMCTBO COMMAacHO obuLManbHON AOKYMeHTauun. ModknodmTe ero
nuTaHue 1 MHTepdeinc ynpaBneHns.

2. BbinonHWTE nepBoe NOAKHOYEHNE K YCTPONCTBY Yepes3 KOHCOMbHbIN MOPT M BONAUTE B CUCTEMY.
[aHHble N5 BXxoAa N0 YMOMNYaHWIO: NOrMH — admin, naponb — password.

3. MNepenguTe B pasaen KoHhurypawms normpoBaHns.
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HacTtpoiika BupTyanbHoro mapuupyTtu3aropa Eltex vVESR

1. MonyynTe daitn BUPTYanbHON MallKHbl, KOTOPbI pacnpoCcTpaHsaeTcs NpoM3BoaTeNeM 060pyA0BaHUS.
2. 3arpyauTe nNonyYeHHbIn halin Ha Ball rMnepBmn3op. TpeboBaHMS K BUPTYanbHOM MalVHE:

o T aapo CPU;

- 476 03Y,

o 8 'b Ha »XeCTKOM JUCKE;

o CEeTEBOW MHTepdeiiC.
3. 3anycTtuTe BMPTYanbHYHO MaLUKHY. [lepBrYHasa 3arpyska MOXET AJIMTbCA OKOMO 15 MUHYT.

4. BovauTe B BUPTyalbHytO MalimHy. [laHHble [naa  Bxoda MO YMOMYaHWo:  NOrkH — admin,
naposb — password.

5. Mepenaunte B pazgen KoHdurypauus noruposaHus.

KoHdurypauusa noruposaHus

1. MepenanTe B MEHIO KOHOUIypaLmMmM C MOMOLLbHO KOMaH/bI:
configure

2. HacTtpoiiTe c6op NoroB ¢ HEOBXOAMMbIX XKYPHANOB, BbIMOMHUB AN KAaXKAOro U3 HUX KOMaHZY:
logging <journal-name>

3pechb:

o <journal-name> — UMsi XKypHana.

CnMCOoK  MNOAAEPXMBAEMbBIX — >KYpHanoB  npuBedeH  And  dusnyeckoro

o MapLupyTnaaTopa Eltex ESR-200 n BupTyanbHoro mapuupytmsatopa Eltex VESR
0.18.4. Cnucok NoAaep>XMBaeMblx >YpPHanoB ANS APYrMX MOLENen u BepCcui
CMOTPUTE B IOKYMEHTaLMN NPOU3BOANTENS.

Moaaep>xmBatoTCs cnefyroumne XXypHanbl:

o 3@aa — XKypHan aBTopM3aLmMmn 1 ayTeHTUbmKaLUmm.

o acl —>KypHan paboTbl CO CIMCKaMM KOHTPONSA A0CTyna.
- firewall — kypHan napameTpoB daripBosa.

o 1pSs —>XypHan IP-agpecos.

o login — >ypHan napamMeTpoB NOr1Ha.

o nat —>kypHan NAT.

o Service — »KypHan CEpPBUCHbIX MapaMeTPOB.

> syslog — >XypHan napameTpoB syslog.
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> userinfo — >kypHan nameHeHuin B npodbune nonb3oBaTens.

3. HacTpoiiTe oTnpaBKy N0roB B syslog-KonneKkTop ¢ NoMOLLbHO KOMaHb!:
syslog host <hostname>

34eco:

- <hostname> — 1Ms Ballero xocta B cucteme Eltex.

4. NepenanTe B MEHIO HAaCTPOMKM BalLero xocTa. a5 oTnpaBKM NI0rOB yKaXk1Te cneaytolme napameTpbl
KOHMUrypaLumm:

- remote-address —aapec syslog-konnexkTtopa (noaaepxxuBatotces IPv4 u IPv6 agpeca).
o port —nopT npocnywmBaHus syslog-konnekTopa.

> severity — ypoBeHb IOrMpOBaHNS, Ha4YMHasA C KOTOPOro cobbiTusA 6yayT nepefaBaTbest B SIEM.
[locTynHble YpOBHM NOrMpoBaHuMS:

= emerg — KpuUTu4eckast cutyaumns.
= alert — HebesonacHble AeNCTBUA.

= crit —npoBepka CoCTOAHMS.

= error — oLmnobKa.

= Warning — BbIBOA NpeaynpexxaeHui.

= notice — cobbITMA B paMKax 0XXMOaeMoro noBeaeHms
= info —cTaTucTuKa.

= debug — oTnazKa NOCTyNaoLLMX COOOLLEHWIA.

= none — OTCYTCTBWE Nepefadn CobbITUA.

o transport — npoTokon nepefayn daHHbIx: udp nnum tep.

Mpurmep o6LLEN HACTPONKM NapaMeTpPOoB:

remote-address 192.168.0.1
port 30104

severity info

transport udp

5. BbIngnTe B OCHOBHOE MEHKD HACTPOMKM C MOMOLLIbFO KOMaHAbI:

exit

o KomaHay Heo6xoaMMOo BBECTM AiBa pasa.

6. |_|pVIM€Hl/ITe N3MEHEHNA N 3annunTe X B NaMATb yCTpOVICTBa C MOMOLLIbKO KOMaHA:
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commit
confirm

7. CoxpaHunTe KOHMUrypaLmto ¢ MOMOLLbH KOMaHbI:

save

HacTtpoiika B R-Vision SIEM

1. B uHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KONEKTOPE.
2. [ob6aBbTe Ha KOHBeNep a1eMeHT TouKa BXxoga CO CrieyoLVMM NapaMeTpamu:
- HasaHue: BBeAWTe Ha3BaHWe TOYKM BXOAa.
- Tun TOYKM BXOAQ: BblbepuTe BapuaHT Syslog.
o [opT TOYKM BXOAa: BBEAMTE 3HAUYEHME B COOTBETCTBUM C HACTPOMKaMM Ha cTopoHe Eltex ESR.

o [1pOTOKOS: BbIGEPUTE BapUaHT B COOTBETCTBUN C HACTPONKaMM Ha cTopoHe Eltex ESR.

w

. [lo6aBbTe VRL-TpaHchopmaLmto:

.dvendor = "EltexESR"
.dproduct = "ESR"

. Job6aBbTe Ha KoHBeiep anemeHT Hopmanusarop c npasunom Eltex ESR (naeHtndunkatop RV-N-33).

. CoeanHnTe HopMmanuaaTop ¢ VRL-TpaHchopmaLmei.

4
5
6. [lo6aBbTe Ha KoHBelep anemeHT KoHeuHas Touka Trna XpaHunuie co6biTUiA.
7. COeMHNUTE KOHEYHYHO TOYKY C HOPMasM3aToOPOM.

8

. CoxpaHuTe 1 yCTaHOBWTE KOHMUIypaLmio KoHBeepa.

MprmMep KoHGUrypaunmn KoHeenepa:

Touka Bxoga
Hopmanusartop Eltex ESR KoHeuHasi Touka (XpaHuiuiue cobbi...

—— 8 Mpasun: 1 : — ) Xpanunuuie: Cratvctka

dvendor. dproduct

—

Ecnn HacTporka nepefayn cobbITUI BbINOSHEHA KOPPEKTHO, B XPaHUNLLE HAYHYT MOCTynaTb COObITUSA
Eltex ESR.

Haitn cobbitnsa Eltex ESR B XpaHunuLLe MOXHO Mo cneaytoulemMy duabTpy:

O dproduct = "ESR"
w
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Oob6aBUTb GUNLTP

. WHeeptupoBath (NOT)

Mone Onepatop

dvendor

3HayeHue

ESR

@) HacrpouTs saronosok

OTMEHUTb No6aeuTb

Eltex MES

+ Eltex MES: HacTpoWKa NCTOYHMKaA

Eltex MES: HacTpoilKa UCTOYHMKA

[laHHOe pyKOBOACTBO OMWCbLIBAET, KaK HaCTPOWUTb OTMPaBKY JI0roB ¢ KoMMyTatopos Eltex MES B cuctemy
R-Vision SIEM.

HacTpoiika Eltex MES
1. MoAaKNYMTECH K YCTPOMCTBY Yepes KOHCOSIbHbIM MOPT.
2. Bongute B cuctemy.

[aHHble ans Bxoa no YMOHaHNKO!

o NOrMH — admin;
> Maposb — admin.

3. MNepenante B MeHO KOHOUIypaLmm ¢ NOMOLLbHO KOMaH[bl:
configure

4. BKNOUNTE TUMbI COOBLLIEHMIA, KOTOPbIE ByAyT PErMCTPUPOBaTLCS, KOMaHAoM 1ogging.
J1OCTYMHO BK/IOYEHWE CNefyroLmMX TUMOB:

- logging on — BCe AOCTYMHbIE TUMbI JIOTUPOBAHNS.

- 333 logging login — cobbITUA ayTeHTUDUKALMKW, aBTOPMU3aLMK 1 yYeTa (AAA).

- logging events link-status — n3meHeHnss cocToAHMN MHTEpPdERCOB.

- logging events spanning-tree port-state-change —unameHeHus cTatyca nHTepdeiicos B STP.
- logging events spanning-tree topology-change — unamenenusa Tononorum B STP.

- logging events spanning-tree root-bridge-change — cmeHa root bridge.
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- logging events ddm threshold — nameHeHns napameTtpos SFP ¢ DDM.
- logging cli-commands — KOMaHAbl, BBEAEHHbIE B KOMAHHON CTPOKE.
- file-system logging <copy | delete-rename>— cobbIT1A hanNoBO CUCTEMDI, FAE:
= COpYy — KOMMpoBaHve hannos;
= delete-rename — yganeHne n nepenMeHoBaHne hannos.
- management logging deny — cobbiT1s 3anpeTa AOCTyNa K ynpaBAeHUO KOMMYTaTOPOM.
- logging service cpu-rate limits <traffic>— orpaHudeHns ckopocTw BXOASLIMX KaApoB ANA
onpeaeneHHoro Tuna Tpaduka.

34€ech:

« <traffic>—oanH n3 Tunos: http, telnet, ssh, snmp, ip, link-local, arp, switch-mode, arp
inspection, stp-bpdu, other-bpdu, dhcp snooping, dhcpve snooping, igmp-snooping, mld-
snooping, sflow, log deny-aces, vrrp.

> YTO6bI OTK/OUNTL KaKOM-IME0 TUM NOrMPOBaHMS, UCNOb3YINTE KNKOYEBOE CNOBO NO, HAaNpUMep:
no logging cli-commands

5. HacTpolTe napameTpbl NOrMpoBaHua KoMaHaom 1ogging:
- logging aggregation on — rpynnuMpoBKa COOBLLEHWIA.
- logging origin-id <id>—wmcnonb3oBaHWe yKa3aHHOrO WAEHTU(GUKATOpPa XOCTa B COOOLLIEHUAX
syslog.

34eco:

= <id> — cTpoka, nMs xocTa, IPv4 nunu IPvé-agpec.

- logging source-interface <interface>—ucnonb3oBaHne IP-agpeca ykazaHHOro MHTepdeiica B
KayecTBe UCTOYHMKa B IP-nmakeTax npoTokosa syslog.

- logging  source-interface-ipvé <interface>—wucnonb3oBaHune |IPv6-agpeca yKas3aHHOMO
NHTepdelca B kKa4ecTBe UCTOYHKKaA B IP-nakeTax npoTokona syslog;

YT0oObl NMOCMOTPETL AaHHble NOrMPOBaHMS, 3aMycTUTe B OCHOBHOM MHTepdelice
Eltex MES cneaytoLyto KomMaHzay:

show logging

@ MpvMep pesynbTaTtoB KoMaHabl show logging:
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MSR#sh logging
Logging 1s enabled.
Origin id: hostname
Console Logging: Level info. Console Messa 149 Dropped.
Buffer Logging: Level info. Buffer M Logged, 451 Displayed, 1080 Max.
File Logging: Level error. File Messages: 5 Logged, 9 Dropped.
Log s ).30 Port: 514. Logging: info. Messages format: default. M

sages were not logged

Application filtering control

Login Enabled

Copy Enabled

3 Delete-Rename Enabled
Management ACL Deny Enabled

6. Bk/touMTe OTNpaBKy SIOroB Ha yAaneHHblin cepeep syslog ¢ momMollbto KoMaHbl 1ogging host:

logging host <target> port <port> transport <protocol> severity
<level> facility <facility>

3pechb:

o <target> — IP-agpec nnu ceteBoe nMs cepeepa.

o <port>— Homep nopTa ANns nepeaadn coobLLeHNA No NPOToKoNy syslog.

- <protocol>— udp nnu tep.

o <level>— ypoBeHb BaXXHOCTW, HauMHas C KOTOPOro cooblieHns 6yayT nepefaBaTbCa Ha CepBep
syslog.

CyLLI,GCTByPOT cnegyrouimne ypoBHU, nepevncrieHHble B nopAaaxKe BO3pacTaHNA BaXXHOCTU!

» debugging — oTnagouYHble;

» informational — MHDOPMaLMOHHbIE;

« notifications — yBegomneHns;

» warnings — npeaynpexxaeHuns;

= €rrors — OLUMOKY;

» Critical — KpuUTHYeCcKMne OLLINOKMY;

« alerts — curHanbl TPEBOMK;

» emergencies — Ype3BblyaliHble COOOLLEHMS.

- <facility> — kateropus coobuieHunin Buaa localN, rae N — umdpa ot 0 go 7.

v HDVIMGD MCI10JIb30BaHNA KOMaH/Abl

logging host 203.0.113.30 port 30150 facility local7 severity informational

Mpn  MCNOAb30BaHWWM  [AaHHOM KOMaHAbl BCe COOOLUEHMS, KPOMe OTNafOouHblX, OyayT
HanpaBASTbCA NO NpoToKoy udp Ha nopT 30150.

(;) » YTOObl OTMEHUTb normpoBaHne Ha yKaBaHHbIVI agpec, I/IC['IOﬂb3yI7lTe
-
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KJTFO4EBOE CJZTOBO NO, HarnpumMep:

no logging host 203.0.113.30

» YTOObl MOCMOTPETb TeKyllee JOrmpoBaHue, 3anycTuTe B  OCHOBHOM
nHTepdeince Eltex MES cnenytoLLyto KoMaHAay:

show syslog-servers

PGSyﬂbTaT BbIMNMOJIHEHNA KOMaHAbI:

MSR#show syslog-servers
Source IPv4 interface:
Source IPv6 interface:

Device Configuration

IP address Port Facility Severity
Description
203.0.113.30 30150 local? info

7. CoxpaHuTe KOHbUrypaLmio ¢ MOMOLLbIO KOMaHAb!:

write

HacTpoiika B R-Vision SIEM

1. B uHTepdelice R-Vision SIEM cosgalite HOBbI KOHBENEP B KOIIEKTOPE.
2. [lobaBbTe Ha KoHBelep a5eMeHT Touka Bxoga Co CreflytoLnMm napaMmeTpamm
- HazBaHue: BBeanTe HasBaHWe TOUKM BXoda.
o TWN TOYKK BXoAa: BbibepuTe BapuaHT Syslog.
o> [1opT TOUKM BXOJa: BBEANTE 3HAaYeHMEe B COOTBETCTBMM C HACTPOMKammM Ha CTopoHe Eltex MES.
o [1pOTOKONM: BbIBEPUTE BapuaHT B COOTBETCTBMM C HACTPOMKamMm Ha CTopoHe Eltex MES.

3. dob6asbTe VRL-TpaHchopMaLnto:

.dproduct = "EltexMES"

4. Coeannute VRL-TpaHCchOpMaLMIO C TOUKOM BXoa.

5. [lo6aBbTe Ha koHBelep HopMmanusaTtop ¢ npasuioMm Hopmanusauusa cobbiTuili uctouHuka Eltex MSR
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(noeHTndukaTop RV-N-34).

6. CoeanHuTe HopManuaaTop ¢ VRL-TpaHchopmaumen.

7. YT0BbI COXpaHATb HOPManM3oBaHHble COObITUS B XpaHwunulle, fo6aBbTe anemMeHT KoHeyHas Touka

Tna XpaHunuwye cobbITUNA.

8. CoenHUTE KOHEYHYIO TOYKY C HOPMan3aToOpPOM.

9. YT06bI OTMPaBNATL COOLITUS Ha APYro KOHBeep ANs AanbHelein 06paboTky, fo6aBbTE B KOMIEKTOP

LUMHY.
10. Job6aBbTe Ha KOHBEEp COeANHEHNE C 3TOW LLMHOW B pexxnme MonydyeHue.
11. Ha apyrom KoHBeiepe gobaBbTe COeAMHEHNE C 9TOW LUMHOWM B pexxnume OTnpaBKa.

12. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLno KOHBerepa.

MprMep KoHbUrypaLmmn KoHBerepa

KoHeuHas Touka

M Xpannnmwe: Ctatuctuka

Hopmanusarto
Add dvendor . = B
— i — npasun:1

Co6bITus C OINGKOH

Ecnu HacTpolika nepefayv cobbITUl BbINOHEHA KOPPEKTHO, B XpaHWMLLE HayHYyT MOCTynaTb COObITUS

Eltex MES.

Haintn cobbiTus Eltex MES B XxpaHunnLLe MOXHO Mo creaytouemy GunbTpy:

dproduct = "MES"

Oo6aBuTb GunbTp

@) Vsepruposath (NOT)

a
lMone Onepatop

dproduct

3HayeHune

MES

@D Hactpouts saronosok

OTMEHUTb [No6aBuTb

HPE ArubaOS CX

« HPE ArubaOS CX: HacTpolika UCTOYHMKA
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HPE ArubaOS CX: HacTpoiKa MCTOYHUKA

JlaHHOe pyKOBOACTBO OMUCbIBAET MPOLIECC OTNPaBKM CObBbITUIA ceTeBOro KoMmyTatopa ArubaOS-CX B R-
Vision SIEM.

HacTpoiika ArubaOS CX

HEICTDOVITG OoTrnpaBky CObbITUIN Ha CETEBOM KOMMYTaATOpeE, nocnegoBaTe/ibHO BbIMOJIHMB KOMaHAbI:

# conf
# logging <target> <protocol> <port>
# write memory

3pech:

o <target>— IP-agpec konnekTopa SIEM.
+ <port>— nopT ToukM Bxoaa Syslog B koHBeWepe SIEM.

+ <protocol>— ceTeBolt NpoTokon: tep nnwm udp.

HacTpoiika B R-Vision SIEM

1. B uHTepdelice R-Vision SIEM co3aaiiTe HOBbI KOHBENED B KOIIEKTOPE.
2. [lo6aBbTe Ha KoHBeNep aneMeHT Toyka Bxopa CO ClefyroLLMMU napaMeTpamu:
» Tun To4kM Bxoaa: Syslog.
o [1opT TOYKM BXOZa M MPOTOKOST: B COOTBETCTBUM C HACTPOMKAMM Ha CTOPOHE MCTOYHIKA.

3. [ob6aebTe VRL-TpaHCHOpMaALINIO:

.dproduct = "Aruba0S-CX"

4. CoeanHuTe gobaBAeHHY TouKy Bxoaa 1 VRL-TpaHchopmaLumto.

5 [o6aBbTe Ha KOHBerep anemMeHT Hopmanmsatop ¢ npaBuaom HPE  ArubaOS-CX 10.04+
(MpeHTndmkaTop Npasuna: RV-N-43).

CoeanHunTe HopManmaaTop ¢ VRL-TpaHchopmaLmei.
[lo6aBbTe Ha KOHBeMep an1emMeHT KoHeyHasa Touka Tna XpaHunuie cobbITUNA.

CoeaunHuTte KOHEYHYHO TO4YKY C HOPpMaJIn3aTOPOM.

© o Noo

CoxpaHuTe 1 ycTaHOBMUTE KOHMUIypaLmio KOHBeepa.

MprMep KoHGUrypaunmn KoHeenepa:

Aruba0S

Hopmanusatop

) npasun:1
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Mocne HacTpoMKKM nepefadss coObITUIA, eCM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAULLE HaYHYyT
nocTynaTtb cobblTmsa ArubaOS CX.

HanTn cobbitna ArubaOS CX B XpaHWMLLE MOXHO MO CneayroLlemMy ounbTpy:

dproduct = "Aruba0S-CX"

Q Mocnepwwii nepos. v =

pocuTb Bce | v dproduct EQ ArubaOS-CX X + [lo6asuTb dpunbtp LeTanu co6biTus 717b8978-5313-4d... @ B x

CKpbITb NyCTble M0/iA COBbITUA

7-
; Wutepsan 4:19.609+03:00 - . i Natauepems ~
CoBnagenuit 5 BETETE AT N lMokasaTb rpaguk v
05T11:29:19.609+03:00 timestamp 2024-07-05T11:24:09.000+03:00
2
Cnyxe6Hble fjaHHble ~

- id 717b8978-5313-4dbd-8b71-83f6d0d08850
id sourcelp timestamp ||, type dvendor
tenantld 00000000-0000-0000-0000-000000000000

717b8978-5313- 2024-07- HopManusosaHHoe Lo collectorld 29d2deeb-8354-4baa-89aa-997e52edbddd
4dbd-8b71-... 05T11:24:09.000+..  co6biTue
type HOpManusoBaHHoe cobbiTne

669866ad-1b9a- 2024-07- HOpManu3oBaHHOe HPE
4148-bdbd-... 05T11:23:51.000+... cobbiTne CeefieHusl 0 CO6bITUM ~

72806391-594b- 2024-07- HOpManu3oBaHHoe
41dc-866d-... 05T11:23:51.000+..  cobbiTue i3 Areielen HPE
2f80ac58-6f89-4faf- 2024-07- HOPManM30BaHHOE . dproduct Aruba0S-CX

a740-d6c0fb83922d 05T11:20:21.000+... cobblTne dversion 10.04+

73b78b8-289f- 2024-07- HOpManusoBaHHoe HPE name LACP event
45a1-8cb6-... 05T11:16:32.000+... cobblTne
severity Information

cat LACP

externalld 1306

msg LACP mode set to passive for LAG 5
lMokasblBaeTes NepBbix

20 v | anucei: 500 v (© 00:00.3¢ outcome Success

Ta6nuua mannuHra

Ta6n|/1ua COOTBETCTBUS MOMEN CobbITUA ONnA BCEX PaCCMOTPEHHbIX TUMOB COObITUNIA npeacrtaBsieHa Mno
CCblJIKE.

MikroTik RouterOS

+ MikroTik RouterOS: HacTpoiKa NCTOYHMKA

MikroTik RouterOS: HacTpoMKa UCTOYHMKA

[laHHOEe pPYyKOBOACTBO OMMCbIBAET MpoLEecC HacTpohkm poytepoB MikroTik ¢ ncnonb3oBaHnem RouterOS
Ons nHTerpaugnn ¢ R-Vision SIEM.

HacTtpoiika MikroTik RouterOS
HacTpoiika poytepa MikroTik

Mocne nepBUYHON HacTporikn RouterOS HeobxoaMMO onpeaennTb IP-agpeca anga nHtepdeiica ynpaBneHns
(mgmt). B pgaHHOM pykoBOACTBe ucnonbayetcs WHTepdeic etherl. Mo ymonuaHwo p[ns Bxofda
MCMNOMb3YIOTCA NOMMH admin 1 NyCTOM Naposb.

1. MpocMoTpUTe BCe MHTEPdENCHI C MOMOLLBH KOMaHAb!:
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/interface ethernet print

2. Hangute B cnncke HeObXxo4nMbI nHTepdenc. YcTtaHoBuTe IP-agpec ans nHtepdenca KoMaHgom
/ip address add address=192.168.1.1/24 interface=ether1

3. HacTpownTe wntos:
/ip route add gateway=192.168.1.254

4. Bkntounte SSH-pgoctyn. B 3aBucmumocTn OT Bepcum RouterOS mcnofib3ynTte OAHYy W3 CredyroLlmx
KOMaHA;

o

/ip service set ssh disabled=no

/ip service set ssh enabled=yes
5. Tpy HEOBXOANMOCTH N3MeEHMTE MOPT SSH:
/ip service set ssh port=2222

0 B RouterOS 7 Bce HaCTPOMKM COXPaHSAKOTCH B MOCTOAHHYHO MaMATb aBTOMATUYECKMN.

Hactpoiika yepe3 Winbox

1. Ckayante oduumanbHoe npunoxenne Winbox. [JanbHeilwas HacTporika MpOUM3BOAMTCS Yepes aToT
NHCTPYMEHT

2. BknrounTe HeobxoaMMble cepBUChI B MeHHo IP —> Services:
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IP Service List

][] =
| Name / | Port | Available From VRF Certificate TLS Ver... || w
@ api 8728 main
@ api-asl 8729 main none any
@ fip 21
@ ash 22 main
@ telnet 23 main
@ winbox 8251 main
@ www a0 main

X @ www-ssl 443 main none any

8 tems

MNew Interface

3. CospanTe HTepdenc ceTeBOro MoCTa. PeEKOMeHayeMOe BpeMst arperaumm — He MeHee 5 MUHYT.

Gereral | STP VLAN Status Traffic | oK |
MName: | | Cancel |
Type: |E'rridge | | Apply |
MTL: | | v | Disable |
Actual MTL: | |
i | | | Comment |
MAC Address: | | | Copy |
ARP: |enabled Ik | Remove |
ARF Timeout: | v || Torch |
Admin. MAC Address: | | = | Reset Traffic Courters |

Ageing Time: |DD:D5:1]D

[ ] IGMP Snooping
[ ] DHCP Snooping

Fast Forward

\enabled | |

4. YcTaHoBUTe HeobxoauMble HacTpolkm VLAN n STP.

5. Hactpornte WAN 1 LAN nHTepdeincbl, Kak MoKasaHo Ha CKPUHLLOTE:
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Interfface  Interface List | Ethemet = EolP Tunnel  IP Tunnel GRE Tunnel VI

=] lv)lx][a] [7] ] u]

| List 4 | Interface
LAN bridge1
WAN ether]

2 items (1 selected)

6. JobaBbTe ocTaBLUnecs nHtepdeicobl B LAN-bridge:

Bridge
Bridge Forts | Port Edensions  VLANs MSTIs  Port MST Ovemides = Fiters NAT  Hosts MDB

[#[=]
# | [Interface |Bridge |Horizon [Trusted |Priorty (h... [Path Cost [PVID [Rale |Root Pat... |v{
2 & ether2 bridge 1 no 80 10 1 designated port
1 & etherd bridge1 no 20 10 1 designated port
2 & etherd bridge1 no 20 10 1 designated port
Jitems

7. MNepengnte B MeHto System - Logging.
8. CospaliTe HoBoOe feicTBue B MeHto Actions. B BbinagatoLLem crnincke Type BbibepuTe BapuaHT remote.
YKaxuTe agpec pabodero yana SIEM unn agpec KonnekTopa foros.
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Log Action <remotes =]

Type: B | + IIIEHEEIII
Remote Address: |10.150.30 64 Apply
Remote Port: (31218 _
Src. Address: | 10.150.15.45 -
v| BSD Syslog
Syslog Facility: |3 {daesmon) ¥
Syslog Severty: |4 (waming) ¥ .

default

9. HacTpoitTe npasuia OTNpaBKKM 1OroB. BbiGepuTe HeobXxoAMMble MONs B BbIMaAatoLIEM CMUCKE 1
NPUCBONTE UM co3faHHOoe fAeicTare (Action).

HacTtpoiika B R-Vision SIEM

1. B uHTepdeiice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KONIEKTOPE.
2. [ob6aBbTe Ha KOHBeNep aneMeHT TouyKa Bxoga CO ClieyoLyMM NapaMeTpamu:
- HasaHue: BBeAUTe Ha3BaHWe TOYKM BXOJa.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
- [1opT TOYKM BXOAA: BBEAMTE 3HAYEHME B COOTBETCTBUM C HACTPOMKaMM Ha cTopoHe RouterOS.
o [TpoTOKONM: BbIGEPUTE BapMaHT B COOTBETCTBUN C HACTPOMKaMmM Ha cTopoHe RouterOS.

3. [o6aBbTe Ha koHBelep anemeHT VRL-TpaHchopMaums co cneaytolimmMm KOAOM:

.dvendor = "MikroTik"

CoeanHnTe gob6aBneHHyro ToUky Bxoga n VRL-TpaHchopMaLnto.
[lo6aBbTe Ha KoHBeep anemMeHT WuHa ¢ Tvnom Mony4veHue.

CoeanHnTe WnHy ¢ VRL-TpaHchopmaumen.

N o g s

ECnu Hy>KHO 3anmncbiBaTb HEHOPMAaIM30BaHHbIE COObITUS B 6a3y AaHHbIX, Ao6aBbTe aneMeHT KoHeuHast
TouKa Tuna XpaHunuwye cobbiTuii 1 coevHnTe ero ¢ VRL-TpaHchopmaLmeit.

MprMep KOHGUrypaumnmn KoHeenepa:

Syslog (31218)

Add dvendor : End

™ Xpanunuwe: Router-08

Co6bITnA ¢ 0LIMGEKOM
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8. CospalTe B KOMNEKTOPE ellle OAMH KOHBEEP, B KOTOPOM OyAeT MPOUCXOANTb HOPManM3aums CoobITUN.
9. lobaBbTe Ha HOBbI KOHBelep anemeHT LLuHa co cneayowMmmn napameTpamu:

o nHa: BblbepuTe LWWHY, KOTOPas NnoslydaeT cobbITMA U3 NpelbldyLlero KoHBenepa.

- CoeanHeHwe C LWNHOW: BblGepnTe BapmaHT OTnpaBKa.

10. Jo6aBbTe Ha KoHBelep anemeHT Hopmanusatop c npasunomMm MikroTik RouterOS (1aeHTudmKaTOp
npasuna: RV-N-80).

11. CoeiHUTE HOPManM3aTop C LUMHOW.
12. Job6aBbTe Ha KOHBelep aneMeHT KoHeuHas TouKa T/na XpaHunuie cobbITUi.

13. CoeiMHMUTE KOHEYHYIO TOYKY C HOPManmn3aTOPOM.

Mpumep KoHbUrypauum KoHBelepa:

Hopmanusatop
B — R Mpasun: 1

CobbiTvA ¢ oWNGKo#H

14. CoxpaHuTe 1 yCTaHOBUTE KOHMUIYpaLmMo KOHBENEPOB.

Bce cobbITma RouterOS 6yayT HOPManM3oBbIBaTbCS COrlacHO MOAENM COObITUS.

Haint cobbiTns RouterOS B XpaHWInLLE MOXKHO MO cneaytoLemy GuabTpy:

dproduct = "Router 0S"

Lo6aBUTb HUbTP

. WueeptupoBath (NOT)

O
Mone Onepatop

dproduct

3HaueHune

Router 0S

@) HacrpouTs saronosok

OTMEHUTDL Nob6aBuUTb

C-Teppa LLUno03 4.3

« C-Teppa Wnto3 4.3: HaCTporKa NCTOYHMKA

C-Teppa LLUnto3 4.3: HacCTpoMKa UCTOYHMKA

[laHHOE pyKOBOACTBO OMUCHIBAET MPOLIECC HACTPOVKM OTMPaBKM CObbITUIA nornpoBaHus B R-Vision SIEM, a
TaKXKe NonyyeHns cobbiTuin ayamTa C-Teppa LWnto3 4.3.
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HacTpoiika C-Teppa LLUnto3 4.3

[nst HaCTPOWKM OTNPaBKK COBbITMIA NorMpoBaHus B SIEM BbINONHWTE CneaytoLme Lwarm:

1. OTkponTe Cisco-like KOHCOMb UCTOYHMKA.

2. lNepenanTte B pexxmm aMUHUCTPUPOBAHUS:

enable

3. MNepenanTte B pexkum KOHMOUrypaumm:

configure terminal

4. BknroyuTte J10rnMpoBaHme n yCtaHoBUTE YPOBEHbD JIOMMPOBaHNA:

logging on
logging trap debugging

5. HacTpoiTe cny6y oTnpaBku. [ns 9TOro BbINOAHUTE CReAytolMe KOMaH[bl B KOMaHAHOW CTpoke
MCTOYHMKA

log_mgr set-syslog -y enable -a <siem-collector-ip> -f local7
log_mgr set -1 debug
3pecb <siem-collector-1ip> — IP-agpec konnektopa SIEM.

6. YCTaHOBWUTE MPennoAroToBfeHHble (M3HaYanbHO WMEKLWMECS B UCTOYHMKE) KOHMOUIypaLMOHHbIe
halinbl NOrMpoBaHNs:

log_mgr set -e /opt/VPNagent/etc/msg_grpCERTS.ini -f
log_mgr set -e /opt/VPNagent/etc/msg_grpKERNEL.ini -f
log_mgr set -e /opt/VPNagent/etc/msg_grpLDAP.ini -f

log_mgr set -e /opt/VPNagent/etc/msg_grpPOLICY.ini -f
log_mgr set -e /opt/VPNagent/etc/msg_grpSYSTEM.ini -f

Hactpoiika cny6bi rsyslog

1. OTkpouTe thann /etc/rsyslog.conf.

2. [lobaBbTe B (hait/1 cneayroLLyo CTPOKY:

local7.* @<siem-collector-ip><port>

3pechb:

Bepcua YMC2.0 208



o <siem-collector-1ip> — IP-agpec konnektopa SIEM, yKasaHHbI Npu HaCTPONKE NCTOYHMKA.

o <port>—nopT ToukM Bxofa Syslog Ha KoHBeltepe SIEM — nro6oi cBOGOAHbIN MOPT B AvanasoHe
30000—32767.

3. MepezanyctuTe cny>x6y rsyslog c NOMOLLbHO KOMaH/bl:

systemctl restart rsyslog.service

HacTtpoliika B R-Vision SIEM

[Ins HacTponkK cbopa M HopManmMaaumm CcobbITUIA MCToYHMKa B R-Vision SIEM BbinonHWTE cneayrolimne
Larm:
1. B nHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOIEKTOPE.
2. [lobaBbTe Ha KoHBelep anemMeHT Touka Bxoga CO CleflyroLmMM napaMmeTpamMm:
- HasBaHue: BBeAMTe Ha3BaHWe TOYKM BXOAa.
> TWN TOYKK BXoAa: BbibepuTe BapuaHT Syslog.

o [TopT TOYKM BXOAa: BBeAMTE 3HA4YeHMe B COOTBETCTBMM C HACTPOMKaMW Ha CTOPOHE CIY»KObl
rsyslog.

- [1poTokon: BbibepuTe BapuaHT UDP.

3. [lo6aBbTe Ha KoHBelep anemeHT HopManusartop c npasunom S-Terra Gate ST 4.3 (naeHTUdMKaTOp
npasuna: RV-N-106).

CoeanHMUTE HOpManmM3aTop C TOYKOM BXoa.
[lo6aBbTe Ha KOHBeep anemMeHT KoHeuHasa Touka Tuna XpaHunuie cobbITUNA.

CoeaunHuTte KOHEYHYHO TO4YKY C HOPpMaJIn3aTOPOM.

A S

CoxpaHuTe 1 yCcTaHOBUTE KOHMUIypaLmio KOHBeepa.

MprMep KoHGUrypaunmn KoHeenepa:

S-Terra

Syslog s-terra normalization KoHeuHas To4ka

Mopt: 30113 : - » MpaBun: 1 - » Xpanunuuye: S-Terra
MpoTokon: UDP

Mocne HacTponkK nepefady CcobbITUiA, €CNM HAaCTPOMKAa BbIMOMHEHA KOPPEKTHO, B XPaHWMLLIE HaYHYT
nocTynaTtb cobbiTus C-Teppa LLnto3 4.3.

HainTtn cobbitna C-Teppa LLUnto3 4.3 B XpaHUNLLE MOXHO MO cneayrolemy GunbTpy:

Q

- dproduct = "s-terra gate st"
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Oob6aBUTb GUNLTP

. WHeeptupoBath (NOT)

Mone

dproduct

3HayeHue

s-lerra gate st

@) HacrpouTs saronosok

Tunbl o6pabaTbiBaeMbix COObITUM

Onepatop

OTMEHUTb No6aeuTb

Cobbitua mn3 C-Teppa LUnto3s 4.3 BO BHelWHMe cucTeMbl nepegatorca B GopmaTte RFC. MogpobHasn
MHMOPMaLMA O COObITMAX npeAcTaBneHa B AokymeHTe PJIKE.00027-01 92 016 "PYKOBOACTBO
AOMUHUCTPATOPA NMPOTOKO/IMPOBAHWE COBbITVIN" oT 10.09.2021.

Tabnuubl MannuHra

Tabnvya 1. O6Lmi ManmHr

Mone mopenu cobbiTui
dvendor

dproduct

dversion

dvchost

dve

msg

rt
severity
externalld
facility

destinationServiceName

Tabmya 2. Login in cisco-like
Mone mopenu cobbiTui
name

outcome

act

suser

Ta6nmuya 3. Logout

3HayeHue
s-terra

s-terra gate st
4.3
raw.hostname

raw.hostname

MpuBoanTCsa K BMAY user-1ike Ha ocHOBe Apyrux
nosnemn

raw.timestamp
raw.severity
raw.message.code
raw.facility

raw.message.appname

3HaueHue

Cisco-like console started
success

login

account name
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Mone mopenu cobbiTui
name

outcome

act

suser

Ta6numya 4. Use command interpreter

Mone mopenu cobbiTui
outcome

act

suser

cmd

3HaueHue

Cisco-like console exited
success

logout

account name

3HayeHue
success/failure
input command
account name

raw.message.command

Tabnuua 5. User created/removed/password changed/privilege changed

Mone mopenu cobbiTui

name

act

duser

suser

Tabnumya 6. Enable mode

Mone mopenu cobbiTui
name
outcome

act

Tabnuya 7. Start IKE session

Mone mopenu cobbiTui
name

dst

dpt

targetSessionId

Tabnuya 8. IPSec connection established
Mone mopenu cobbiTuin
name

dst

3HaueHue

User created/removed/password changed/privilege
changed

user created/removed/password changed/privilege
changed

Y4eTHas 3anuncb, Hag KOTOPOW BbIMOSHAETCH
onepauusa

yquHaﬂSGHMCb,BMHOﬂHﬂKMuaﬂOﬂepaumm

3HayeHue
User privilege changed
success

enable mode

3HauyeHue

Start IKE session
raw.message.peer.address
raw.message.peer.port

raw.message.sessionld

3HaueHue
IPSec connection established

raw.message.peer.address
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Mone mopenu cobbiTui
dpt

cs

csl1label

cs?

cs2label

cs3

cs3Label

Tabnuya 9. IPSec connection closed

Mone mopenu cobbiTuin
name

cs3

cs3Label

bytesIn

bytesOut

Tabnumya 10. ISAKMP connection established

Mone mopenu cobbiTui
name

dst

dpt

cs3

cs3label

Tabnuya 11. ISAKMP connection closed

Mone mopenu cobbiTui
name

cs3

cs3Label

bytesIn

bytesOut

3HauyeHue

raw.message.peer.port

raw.message.traffic selector.src subnet

src tunnel subnet

raw.message.traffic selector.dst subnet

dst tunnel subnet
raw.message.connection num

connection num

3HaueHue

IPSec connection closed
raw.message.connection num
connection num
raw.message.bytes received

raw.message.bytes sent

3HayeHue

ISAKMP connection established
raw.message.peer.address
raw.message.peer.port
raw.message.connection num

connection num

3HaueHune

ISAKMP connection closed
raw.message.connection num
connection num
raw.message.bytes received

raw.message.bytes sent
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Cuctembl aHanu3a ceteBoro Tpaguka (NTA)

[aHHbI pa3fen ComepXKUT MHCTPYKUMM ANt HAaCTPOMKKM céopa CobbITUI C MNOAAEPKMBAEMbIX CUCTEM
aHanmsa ceTeBoro Tpaduka:

« [apga NDR
« PT Network Attack Discovery
« Zeek

Napaa NDR

» [[apaa NDR: HacTponKa UCTOYHMKA

Fappa NDR: HacTpoiKa UCTOYHMKA

[aHHOe pyKOBOACTBO OMMCbHIBAET MPOLECC HACTPOWKK cHopa M OTMpaBKM COBbITUIA CpeAcTBa CETEBOro
OBbHapy»keHus n pearnpoBanus Fapga NDR B R-Vision SIEM.

HacTpoiika Mapga NDR

OnucaHue nogcucTembl XXYpHanupoBaHus

Mapaa NDR nosBonsieT nepefaBaTb CO6bITUS, pErMCTpUpyeMble B paMkax nofnTuk, no Syslog B Gopmare
CEF. [laHHble »kypHanoB AelCTBUIA NoNb30BaTesNel 1 cMcTeMHbIX cobblTuin nnwyTea B CYB/I ClickHouse.

OTnpaBka co6biTuii Fappga NDR

HacTpoiika norupoeaHus gns nonutuku céopa Tpaduka

YT0ob6bl HACTPOUTL 3KCAOPT cobbITU Mapaa NDR, BbINoNHWUTE cheaytolme warw:
1. Ha nanenu agmuHuctpuposaHna Mappaa NDR neperignte B pa3gen Hactpoku —> BHelwwHue cuctembl
- SIEM.
2. HaxkmuTe Ha KHoMKy [lo6aBuTb aneMeHT (+ ).

3. 3anonHute nons HasaHue, IP-apgpec, MopT 1 MpoToKon, ykazaB B HMX AaHHble TOYKM BXoAa M3
KoHBelepa SIEM.

4. COXpaHnTe N3MEHEHNS.
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rapga MoHuTop

A Imashas

) MonnTukm

Tpadmuk

CurHatypb!

b OTHETHI

% Hacrpoikn

Email onoBewexna SIEM CrpunTel

Moncr.

R-Vision SIEM

syslog

© [l0GasuTb anemeHT

BHeluHMe cUCTeMbl

R-Vision SIEM

Hassarie R-Vision SIEM

IP-agpec 10.150.30.89

Mopr 30174

MpoToron: Tcp -
®opar: CEF M
©opwar coobugernn Tpaguk  Curviatypei

Srcnoprpyensie non @ | @ Bes nomw

“ Hassawme

DGA-gomers!

DNS paspewenssie [P

DNS paspewssssie uniena

HTTP URL

HTTP tog oTeera

HTTP meton

HTTP-saronosok Content-Type

Konwposars

aym  Mpogunuposanie

es7 x
deviceTranslatedAddress *
deviceDnsDomain *
request x
reason x
requestMethod *
requesiContent x

5. MNepenanTe B pazgen MNonnutukm.

6. Bbibepunte NONUTKKY, COBbITUSA KOTOPOW HY>KHO NnepecblnaTth B R-Vision SIEM.

7. TepenanTe Ha BkNaaky PearmpoBaHue v packpomnTe HaCTPOMKN.

8. B none 9kcnopTtupoBaTtb B SIEM Bbi6epurTe 13 BbiNaAatoLLEero CnmMcka co3aaHHbl paHee Npodub.

l'apaa MoHuTop

Mmaenxas

bl OTYETbI

& Hactpoiiku

9. HacTpoiika akcnopTa cobbITuii nonnTunkn B R-Vision SIEM 3aBepLieHa.
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25K
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10. ToBTOpUTE LWarn 6—8 ANA KaXX40on NONUTUKN.

Hactpoiika ClickHouse gnsa c6opa co6bITuii YXypHanoB AeiiCTBUIA NONb30BaTesNeil U CUCTEMHbIX COBbITUI

YT06bI HacTpouTb ClickHouse ans nepefaudn cobbITUI XXYpHANOB, BbINOAHMUTE CNeAyroLLMeE Lark:

1. Ha cepsepe ClickHouse oTkpoiiTe taiin /ete/clickhouse-server/users.xml.

2. 3afanTe naponb nonb3oeaTento readonly B Tere <password>.
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3. B Tere <ip> ykaxkute agpeca konnektopoB R-Vision SIEM mnn Lenyto NoaceTb, OTKyAa NOMb30BaTeNto
oyaeT paspelleHo noaxkatodaTbea K CYB/.

MprMep KoHbUrypaumm:

<readonly>
<password>readonly</password>
<networks incl="networks" replace="replace">
<ip>::1</ip>
<ip>127.0.0.1</ip>
<ip>10.150.0.0/16</1p>
</networks>
<profile>readonly</profile>
<quota>default</quota>
</readonly>

4. B KoHburypaumoHHom daiine /etc/clickhouse-server/config.xml packoMMeHTUPYITE 610K:

<http_port>8123</http_port>

5. MepesanycTtute cepsep ClickHouse:

systemctl restart clickhouse-server

6. MoarotoBka ClickHouse ansa nepegayn cobbiTuii xxypHanos B R-Vision SIEM 3aBeplueHa.

HacTpoiika B R-Vision SIEM

[Ona HacTponkm cbopa M HopManuaaumm CobbITU MCTOYHMKa B R-Vision SIEM BbinonHUTe cneayrolime
warm:
1. B uHTepdelice R-Vision SIEM cosfarite cekpeT CoO CTPOKOW NOAKNtOYEeHNA. [ 9Toro:
a. MNepenaute B pasaen Pecypcbl — CeKkpeTbl.
b. HaxmuTe Ha kHorky CosgaTb (+).
C. B packpbiBLIEMCSA OKHe CO3aHns CeKpeTa 3anoHNTE NoSs:
« HasBaHue: BBeanTe HasBaHMe CeKpeTa.
» OnucaHwue (onumMoHanbHO): ONULLNTE, AN Yero 6yaeT UCMONb30BaTbCA CEKPET.
= Tun cekpeTa: BbibepnTe BapaHT CTpPOKa NOAKIIOUEHUS.

. CTpOKa NOAKJTKOHYEHNA: BBEANTE CTPOKY BLAa:

jdbc:clickhouse://10.150.20.49:8123/default?user=readonly&password=readonly&
compress=60
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M3mMmeHeHne cekpeTa

Ha3BaHue

Garda NDR Clickhouse

OnucaHue (onuUMOHaNbHO)

jdbc:clickhouse://10.150.20.49:8123/default?
user=readonly&password=readonly&compress=0

Tun cekpeTta

CTpOKa noaKNH4YeHnA

CTpoka nogkto4eHus

OTMeHUTb CoxpaHuUTb

d. HaxkmuTe Ha kHomnKky Co3aaTh.
2. B vHTepdeiice R-Vision SIEM cosgaitTe HOBbI KOHBENEP B KONIEKTOPE.
3. [obaBbTe Ha KoHBelep anemMeHT Touka Bxoga CO CleflytolMy napaMmeTpamMm:
- HaspaHwe: BBeanTe Ha3BaHue Garda NDR Traffic.
> TWN TOYKK BXoAa: BbibepuTe BapuaHT Syslog.
o [1opT TOYKM BXOJa: BBEAUTE 3HAYEHME B COOTBETCTBMM C HACTPOMKaMm Ha cTopoHe [apia NDR.
o [TpoTOKONM: BbIGEPUTE BapUaHT B COOTBETCTBMN C HAaCTpOMKamMu Ha ctopoHe ["apaa NDR.

4. [No6aBbTe VRL-TpaHCchOpMaLnto:

.dvendor = "Garda Technologies"
.dproduct = "Garda NDR"
.cat = "Traffic event"

5. CoeamHnTe go6aBIEHHYHD TOUKY Bxoda 1 VRL-TpaHchopmMaLumto.

6. [Job6aBbTe Ha KOHBeNep a1eMeHT TouKa Bxoga CO CrieyoLVMM NapaMeTpamu:
- HaspaHwe: BBeanTe Ha3BaHue Garda NDR User Actions.
- Tun TOYKM BXofa: BbibepuTe BapuaHT Database.

- [dparBep 6a3bl gaHHbIX: BbibepuTe BapnaHT ClickHouse.
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> Apec NoAKNtoYeHUs: BbIGEPUTE CEKPET, CO3AaHHbI paHee.

- SQL-3anpoc: BBeAMTe 3anpoc Buaa:

SELECT *, toUnixTimestamp(TimeReal) AS rt FROM monitor.logging_user_actions
WHERE rt > ? ORDER BY rt ASC;

- [one naeHTndrKaTopa: BBEAMTE KoY rt co 3HadeHnem 1.
o MIHTepBan 3anpoca, CeKyH: BBeamTe 3HadeHne 15.

7. NobaebTe VRL-TpaHCHOpMaLINIO:

.dvendor = "Garda Technologies"
.dproduct = "Garda NDR"
.cat = "User action"

8. CoeanHuTe gobaBneHHyro Touky Bxogda 1 VRL-TpaHchopmMaLmto.
9. [lobaBbTe Ha KOHBelep anemMeHT Touka Bxoga CO CelyroLLVMMM NapaMeTpamm
- HasaHue: BBeanTe Ha3BaHve Garda NDR System Messages.
o Tun To4kn Bxoaa: Bbibepute BapuaHT Database.
o [lpaiiBep 6a3bl AaHHbIX: BbibepuTe BapuaHT ClickHouse.
o ADpec NOAKNHOYEHNS: BbIOEPUTE CEKPET, CO3/JaHHbIN paHee.

- SQL-3anpoc: BBeAMTe 3anpoc Buaa:

SELECT *, toUnixTimestamp(TimeReal) AS rt FROM monitor.logging_system_messages
WHERE rt > ? ORDER BY rt ASC;

o [Mone ngeHTudunkaTopa: BBeAUTE KoY rt co sHadeHnem 1.
- VIHTepBan 3anpoca, cekyHz: BBeanTe 3HadeHme 15.

10. Jo6aBbTe VRL-TpaHCchopMaLmio:

.dvendor = "Garda Technologies"
.dproduct = "Garda NDR"
.cat = "System message"

11. CoeamHuTe fOBGaBAEHHYO TOUKY BXxoAa M VRL-TpaHchopMaLmto.

12. Jo6aBbTe Ha KoHBelep anemeHT Hopmanusartop c npasunamu Garda NDR Syslog (vaeHTudmkaTop
npasuna: RV-N-163) 1 Garda NDR DB (naeHTudukaTop npasuna: RV-N-168).

13. CoeanHUTEe HOpManM3aTop ¢ TpeMs AobaBeHHbIMK VRL-TpaHchopMaLmsamm
14. [o6aBbTe Ha KOHBelep aneMeHT KoHeuHas TouKa T/na XpaHunuie cobbITUiA.

15. [lo6aBbTe Ha KOHBelep anemeHT LLMHa, HaCcTPOEHHbI Ha MoyYeHne

Bepcua YMC2.0 217



16. CoeiMHUTE KOHEYHYIO TOYKY W LLUMHY C HOPMasiM3aToOpPOM.

17. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLno KOHBerepa.

MpuMep KoHbUrypaLmm KoHBeepa:

Garda NDR 30174
Syslog

Traffic event

ENG
XpaHmnuie: ENG

Garda NDR Clickhouse

g User action
° : g—

HopmannsoeaHHble cobbiTusA

Garda NDR System Messages

System message

Mocne HacTpoViky nepeaayn CoObITUIN, €CNM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUIULLE HauHyT
nocTynatb cobblTms Mapaa NDR.

Haintn cobbitnsa Mapaa NDR B XpaHWAMLLE MOXHO MO ceaytoLlemMy QuabTpy:

dproduct = "Garda NDR"

N3ameHuTb punstp

@D Vseprvposats (NOT)

O
Mone Onepatop

dproduct

3HaueHue

Garda NDR

@) HactpouTs saronosok

OTMeHUTb CoxpaHuTb

PT Network Attack Discovery

« PT Network Attack Discovery: HacTporKa NCTOYHMKa

PT Network Attack Discovery: HacTpoiKa UCTOYHUKA

[laHHOe PpYyKOBOACTBO OMMUCbIBaeT MPOLECC HACTPOMKM MOACUCTEMbI XXYPHaNMPOBaHMS M OTMPaBKU
cobbITuii n3 PT Network Attack Discovery (PT NAD) B R-Vision SIEM.
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HacTtpoiika PT NAD

OnucaHue noacucTeMbl XXypHanuposaHuss PT NAD

CornacHo n. 10.11 pykoBoacTBa agmuHucTpatopa PT Network Attack Discovery, npooykT MoOxeT
3anMcblBaTb B CUCTEMHbIV XXypHan syslog cneaytolne cBefeHUs:

* MHhOopMaLMA 06 aKTUBHOCTSAX;

« MHMOPMaUMSA O BbIABMIEHHbIX aTakax;

+ VH(hopMaLns 06 06HapYXXeHHbIX MHAMKATOPax KOMMNPOMeTaLmy;

+ pesynbTaTbl PETPOCMNEKTUBHOIO aHaIM3a;

+ YBEZIOMJIEHMA O 3aMOJTHEHMM XXypHaia ayamTa.
HacTpolika oTnpaBKK cObbITUA AeNVTCA Ha ABa aTana:
1. HacTpolika syslog-coobLeHnii 06 aKTUBHOCTSIX, aTakax M nHamkaTopax kommnpomeTaumm (n. 10.11.1

pyKoBoAcTBa agMuHucTpaTopa PT NAD).

2. HacTporika syslog-coobLieHnin o0 pesynbTaTax PeTPOCMNEKTMBHOrO aHanmsa W yBeOOMIIEHUSX O
3anonHeHnn xypHana ayamta (n. 10.11.2 pykoBoacTBa agMuHucTpatopa PT NAD).

HacTpoliika syslog-coo6LueHuii 06 akTUBHOCTSAX, aTaKax U UHAMKATOpaxX KOMMpoMeTaLun

1. B Be6-mHTepdence PT NAD nepenante B pasaen LleHTp ynpaBneHus —> CpeacTBa MHTerpauuu.

pt NAD Jaw6opasl  Ceccuu  ATaku  CeTesble CBA3M TleHTa aKTUBHOCTE  Y3nbl

LleHTp ynpasneHns CnpasouHmki
Mpasuna Ans aKTBHOCTER

Mpaguna gns aTak

06uwme napameTpbl CpeacTBa uHTerpauumn

Fpynnt ysnos u nopros
OBHoBNeHwe 6as sHakuii
Cratyce hTerpann © PenyTaLMOHHbIE CrIMCKM
Wirerpauun ¢ npoaykTams Positive
PSUKA € IPOAY DGA-goMeHs!
Technologies

Cencopbi
CpeacTBa uHTerpaunn
XpaHunuiwa

CepTiguatsl Syslog-noakniovenma  + [loGasuTo T
Basbl 3HaHui e e % HactpouTh Ponu u npusanermn
Tyeraun tcp://10150.30.88:30143 XKypHan ayauTa

[eHTp ynpasnesus
0 cucteme AKTUBHOCTH LlewTp ynp:

ATaku
VIHAMKETODb! KOMIPOMETaLMM

daemon
ptdpi-syslog-notifier

Asbik AaHKbIX B Syslog-cooBLLeHNnsAX AHMMACKWA

Webhook-nogxmniouenuss -+ [106aBuTs

2. MNepeBeante nepekntodatens Syslog B akTMBHOE MOMOXEHME M Ha)XMUTe Ha KHOMKy [Lo6aBUTb B
HacTporKax Syslog-nogkntodeHnsa. OTKPOETCH OKHO HACTPOMKM NOAKITHOYEHMUS.
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HacTtpoiika syslog-nogknioueHuns

CoeanHeHWe ycTaHoBNEHOo

HassaHue nogknoyeHus siem

MonyyaTenk syslog-coobueHnin @ tcp://10150.30.88:30143

Tunbl syslog-coobLyeHnia AKTUBHOCTH %

Kateropus cybrekra daemon

MeTka MO ptdpi-syslog-notifier

fA3bIK AaHHbIX B Syslog-coobweHnax AHrnuiAckuin = Pycckuin

¥ TpoBepuTb coeAnHeHUe

Ypanutb CoXpaHWTb OTMeHa

3. B none Monyuatenb syslog-coobLeHnit yka)kTe NPOTOKOS, agpec M nopT syslog-cepsepa B hopmaTe
<MpoToKon>://<aapec>:<nopT>

4, HpOBepre KOPPEKTHOCTb HACTPOEK C NMOMOLLbH KHOMKN npOBepMTb coefUHEeHue.

5. Hakmute Ha KHOMKY COXpaHMTb, YTOObI NMPUMEHUTb NSMEHEHNA.

HacTpolika syslog-coobuieHuii 0 pe3ynbTaTax peTpOCNeKTUBHOrO aHa/in3a u yBeAoMeHUsX

1. OtkpowTe dann /etc/rsyslog.d/45-ptdpi.conf.

2. PaCKOMMEHTUpPYIMTE CTPOKY U 3aflanTe 3Ha4YeHnda napameTpoB target, port v protocol. Hanpumep:

action(type="omfwd" target="10.150.30.88" port="30143" protocol="tcp")

3. Mocne pacKOMMEHTMPOBAHMA CTPOKWM W yKasaHua napameTpoB daitn  KoHbUrypaumm Oo/mKeH
BbIFNSIETH CleayoLM 06pasom:

#
# output ptdpi alerts and nad-events to log file and SIEM

if (($programname == "ptdpi" and $msg startswith " [") or $programname == "nad-event") then {
action(type="omfwd" target="10.150.30.88" port="30143" protocol="tcp")
stop

# template with more info then default
#template(name="ptdpiFmt" type="string"

string="%TIMESTAMP% %HOSTNA [f:%syslogfacility%'%syslogfacility-texts',"\
"l:%syslogseverity% yslogseverity-text%'] %syslogtag%smsg:::sp-if-no-1st-sp%%smsg:::drop-last-1f%\n"

)
# using template:
#action(type="omfile" file="/opt/ptsecurity/log/<name>.log" template="<template name>")
#: programname, isequal, "<prog name>" /opt/ptsecurity/log/<name>.log;<';' + template name>

B e 3
# output ptdpi service log to log file

4. CoxpaHute nameHeHmns B aine /etc/rsyslog.d/45-ptdpi.conf.
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5. MepesanycTuTte cny>o6y rsyslog ¢ NOMOLLbK KOMaHAb!:

sudo systemctl restart rsyslog.service

6. YTOObI BKIHOYMTb 3anmchb Syslog-COO6LLIEHNI O PETPOCMEKTUBHOM aHanm3e ¥ 3anosiHEHUM XKypHana
ayauTa, BbINONHUTE Cnefyroume warm:

a. OtkpowTe taitn /opt/ptsecurity/etc/nad.settings.yaml.
b. PackoMmeHTupyiiTe napameTpbl retrospective_notify_syslogu journal_notify_syslog.
C. YCTaHOBUTE ANs AaHHbIX MapaMeTpoB 3HadeHue true.

d. MepezanycTuTe cny>x6bl C MOMOLLbH KOMaHA;

sudo systemctl restart nad-task-server.service
sudo systemctl restart nad-web-server.service

HacTtpoiika B R-Vision SIEM
[Ona nHTerpaunm nctodHmnka ¢ R-Vision SIEM BbINONHWTE CreayoLlme waru:

1. B uHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOIEKTOPE.
2. [Jo6aBbTe Ha KOHBeNep aneMeHT TouyKa BXxoga CO CrieyoLMM NapaMeTpamu:
- HasBaHue: BBeanTe Ha3BaHWe TOUKM Bxoda.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [MTOpT TOUKM BXOfa: BBEAUTE 3HAYEHNE B COOTBETCTBUM C HACTPOMKaMK Ha CTopoHe PT NAD.
- [1pOTOKON: BbIGEPUTE BApMaHT B COOTBETCTBMM C HACTpOMKamm Ha cTopoHe PT NAD.

3. [JobaBbTe Ha KoHBeiep anemeHT Hopmanusatop c npasuiom Positive Technologies Network Attack
Discovery (naeHTudbmKaTop npasmna: RV-N-128).

4. CoeiMHNTE HOpPMaamM3aTop C TOYKOM BXOoAa.
5. [lo6aBbTe Ha KOHBeMep a1eMeHT KoHeyHasa Touka T1na XpaHunuLe coobITUNA.
6. CoenHUTE KOHEYHYHO TOYKY C HOPMan3aToOpPOM.

7. COXpaHuUTe 1 yCTaHOBUTE KOHMUIypaLmo KoHBeepa.

MprMep KOHGUrypaunm KoHBenepa:

PT NAD 30143
PT NAD ENG

—— [lpaeun: 1 : — ) XpaHunuuwe: system

Mocne HacTpolViky nepeaayn cobbITUIA, eCNM HaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUIWLLE HauHyT
nocTynatb cobblTms PT NAD.
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Haint cobbitns PT NAD B XpaHuauLLe MOXXHO Mo cieaytoLlemMy GuabTpy:

dproduct = "NAD"

Oo6aBUTb GUALTP

. WHBeeptupoBath (NOT)

O
lNMone Oneparop

dproduct

3HaueHue

NAD

@) HacrpouTs 3aronosok

OTMEeHUTb

Ta6nuua mannuHra

Ta6n|/1ua COOTBETCTBUS MOMIEN CobbITUA ONnA BCEX PaACCMOTPEHHbLIX TUMOB COObITUNA npeacrtaBsieHa Mo
CCblJIKE.

Zeek

+ Zeek: HacTpolKa MCTOYHMKA

Zeek: HacTpoMKa UCTOYHMKA

HacTpoiika Zeek

OnucaHue nogcucTeMbl XXypHanmpoBaHusa UCTOYHUKA

YKypHanvpoBaHwue cobbITUii CTOYHMKA OCYLLIECTBNSETCA NYTEM 3aMnncK B COOTBETCTBYOLLME haitsibl.

[Ins cucTembl, YCTAHOBNEHHOM M3 MakeTa, CTaHAapTHOM AMPEKTOPMEN XPaHeHWs >KypHaloB ABNsSeTCA
/opt/zeek/logs. TeKkyLme KypHanbl HAXOAATCA B AMPeKTOpum current.

7 MonHy0 cnpaBKy MO KaXXAOMY >XypHany u3 AMpeKTopuM current MOXHO HalTu B
- oduLManbHoO AoKyMeHTaummn npoaykTa Zeek.

HacTpoiika oTnpaBku cobbiTuii B SIEM Ha cTOpoHe UCTOYHMKA

YTOObI HACTPOUTb OTMPABKY COOLITUI HA CTOPOHE UCTOYHMKA:

1. HacTponTe nepegavy cobbiThin n3 dalna. [ns atoro cosgante daiin /ete/rsyslog.d/10-zeek.conf co
CneaytoLLmMM COAEPXKAHNEM:
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module(load="imfile" mode="1inotify")

input(
type="imfile"
File="/opt/zeek/logs/current/http.log"
Tag="Zeek_http"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/conn.log"
Tag="Zeek_connections"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/dns.log"
Tag="Zeek_dns"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/dhcp.log"
Tag="Zeek_dhcp"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/files.log"
Tag="Zeek_files"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/software.log"
Tag="Zeek_software"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/ssh.log"
Tag="Zeek_ssh"
Severity="info"
Facility="1local4"
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input(
type="imfile"
File="/opt/zeek/logs/current/ssl.log"
Tag="Zeek_ss1"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/tunnel.log"
Tag="Zeek_tunnel"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/ntp.log"
Tag="Zeek_ntp"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/weird.log"
Tag="Zeek_weird"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/x509.10g"
Tag="Zeek_x509"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/stderr.log"
Tag="Zeek_errors"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/ftp.log"
Tag="Zeek_ftp"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
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File="/opt/zeek/logs/current/smtp.log"
Tag="Zeek_smtp"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/pe.log"
Tag="Zeek_pe"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/irc.log"
Tag="Zeek_irc"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/dpd.log"
Tag="Zeek_dpd"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/1dap.log"
Tag="Zeek_1dap"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/ldap_search.log
Tag="Zeek_ldap_search"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/quic.log"
Tag="Zeek_quic"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/notice.log"
Tag="Zeek_notice"
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Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/dce_rpc.log"
Tag="Zeek_dce_rpc"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/smb_files.log"
Tag="Zeek_smb_files"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/kerberos.log"
Tag="Zeek_kerberos"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/opt/zeek/logs/current/nt1m.log"
Tag="Zeek_nt1lm"
Severity="info"
Facility="1local4"

)

if $syslogtag contains 'Zeek' then {

action(type="omfwd" Target="<target>" Port="<port>" Protocol="<protocol>")
stop
}

3pechb:

- <target>— IP-agpec nnun nonHoe gomerHHoe nmst (FQDN) konnekTopa SIEM.
o <port>—nopT ToukM BxoAa Tnna syslog B koHBerepe SIEM.
- <protocol>— ceteBon npotokon: tep nav udp

2. MNepesanycTute cnyxoby rsyslog.service ¢ NOMOLLbH KOMaHAb!:

systemctl restart rsyslog.service

HacTpoiika B R-Vision SIEM

[ns HacTpoikin c6opa M HopManuaauum cobbiTuii MCToYHMKa B R-Vision SIEM BbInonHWTE cneaytolime
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Larw:

1. NepenguTe B pasgen Pecypebl > KonnekTopbl 1 CO3[alTe HOBbIM KOHBENED B KOJIJIEKTOPE.
2. [lobaBbTe Ha KoHBelep aneMeHT Touka Bxoga CO CreflytoLmnMM napaMmeTpamMm:

o Tun ToYkM Bxofa: Syslog.

o [1opT TOYKM BXOZa M MPOTOKOS: B COOTBETCTBMM C HACTPOMKaMM Ha CTOPOHE MCTOYHMKA.

3. [lobaBbTe Ha KoHBeitep anemeHT Hopmanusartop c npaswnom Zeek TrafficParcer (naeHTudunkatop
npaBuna: RV-N-125). CoeanHuTe HOpManmnaaTop C TOYKOA BXOAa.

4. [lobaBbTe Ha KOHBelep an1eMeHT KoHeyHasa Touyka Tuna XpaHunuw,e cobbituin. CoeanHNTEe KOHEYHYHO
TOYKY C HOpPMann3aTopoM.

5. CoxpaHuTe 1 yCTaHOBUTE KOHMUIrypaLmio KOHBerepa.

MpuMep KoHbUrypaLmm KoHBeepa:

Zeek_syslog_30714

Zeek_norm ENG
—» [pasun: 1 3 —*| Xpanunuue

Mocne HacTPOMKK nepefadss cobbITUA, eCNM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAMLLE HaYHyT
nocTynaTb CobbITUS Zeek:

HaliTi cobbITUA B XPaHUNLLE MOXHO M0 Crefytolemy GubTpy:
dproduct = "Zeek"

Jo6aButb punsTp

. WHBepTupoBaTh (NOT)

a
Mone Onepartop

dproduct

3HaueHue

Zeek

. HacTpouTb 3aronoBok

OTMEHUTb Job6aButb

Ta6bnuua mannuHra

Ta6n|/|ua COOTBETCTBUS Mofein cobblTuA ONnA BCEX PaACCMOTPEHHbIX TUMOB COObITUI npeacrtaBsieHa no
CCblJIKE.
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CucTeMbl ayTeHTU(dUKaALMK, aBTOpU3aLLUU U
yyeTa

HaHHbIn pasfesl Coaep>XXnUT MHCTPyKUnn AOnd HaCTpOVIKl/I c6opa COBbITUIA C nogaep>XXmBaemMbixX CUCTEM
ayTeHTI/ICDI/lKaLI,I/Il/I, aBToOpM3aLnn N ydeTa:

« Passbolt

« Passwork

Passbolt

« Passbolt: HacTporKka NCTo4YHMKa

Passbolt: HacTpoiika UCTOYHMKA

[aHHOe pyKOBOACTBO OMNMUCbIBAET MPOLIECC HACTPOWMKK cbopa M oTnpaBkK cobblTuin Passbolt B R-Vision
SIEM.

HacTtpoiika Passbolt

B HacTOSlleM pyKOBOACTBE paccMaTpuMBaeTCs nepefada COObITMIA C MOMOLLBbIO  CAy»6bl  rsyslog.
Mpennonaraetcs, 4to rsyslog Ha cTaHumm ¢ OC Linux y»ke ycTaHOBMEH.

Passbolt MOXHO pa3BepHyTb KaK B OMNepauUMoHHOM cucTeme, Tak U B Docker-KoHTenHepe.
o C60p COBLITUIN OCYLLECTBASETCS U3 OAHOIO M TOTO XKe XypHana, Ho, ecnin Bbl BbliGupaeTe
Docker, Hy>KHO [ONOMHUTENbHO NPo6packIBaTh Gais >KypHana B KOPHEBYHO CUCTEMY.

[na HacTPOMKM UCTOYHMKA BbIMOMHWUTE CReaytoLme Lwaru:

1. Ecnm Passbolt passepHyT B Docker, To Heo6x0aMMo oTpedakTupoBaTb (arn docker-compose-ce.yaml,
[06aBMB MOHTVpOBaHWe GarnoB noros Passbolt ns koHTeliHepa Docker B nanky Ha OCHOBHOM MalLMHE.

[Ona aToro gobasbTe B pasaen Passbolt » volumes cTpoku:

volumes:
- /var/log/passbolt:/var/log/nginx
- /var/log/passbolt:/var/log/passbolt

(r) Ecnn Bbl patoTaeTe 6e3 Docker, dainbl N10roe 6yayT NexaTb B TeX >Ke namnkax
- (/var/log/passbolt n /var/log/nginx).

2. HacTpoiite nepegavy cobbituii un3  daina, co3naB dann  [etc/rsyslog.d/02-Passbolt.conf co
CneaytoLnMM COAEPXKUMbIM:

module(load="imfile" mode="1inotify")
input(

Bepcua YMC2.0 228



3

type="imfile"
File="/var/log/passbolt/*.1og"
Tag="Passbolt"

Severity="info"
Facility="1local7"

if $syslogtag == 'Passbolt' then {
action(type="omfwd" target="<target>" port="<port>" protocol="<protocol>")
stop

}

3pechb:

- <target>— IP-agpec vnu nonHoe gomerHoe nmst (FQDN) konnekTopa SIEM.
o <port>—nopT ToukK Bxoaa Syslog Ha KoHBelepe SIEM.
- <protocol>— ceteBon npotokon: tep nav udp

. MepesanycTuTe cay»oy rsyslog.service ¢ NOMOLLbIO KOMaHbl:

systemctl restart rsyslog.service

HacTpoiika B R-Vision SIEM

[ns HacTpoikin c6opa M HopManuaaumm cobbiTuii MCToYHMKa B R-Vision SIEM BbInonHWTE cneaytolimve
warw:

—

© © Noo

. B vHTepdeiice R-Vision SIEM nepenante B pasaen Pecypcbl —> KonnekTopbl 11 cO3aiTe HOBbIM
KOHBEWepP B KOMEKTOpE.

[lob6aBbTe Ha KOHBelep aneMeHT Touka Bxoga Co crieayolMmn napaMmeTpamu
o Tun ToYkM BxoAa: Syslog.
o [opT TOYKM BXOAA ¥ MPOTOKOS: B COOTBETCTBUM C HACTPOMKaMu Ha CTOPOHe Passbolt

[o6aBbTe Ha KoHBelep anemeHT VRL-TpaHchopmauums:

.dproduct = "Passbolt"

CoegnHute VRL-TpaHCHOPMaLMIO C TOYKOM BXOAa.

[lobaBbTe Ha KoHBelep anemeHT Hopmanu3saTop ¢ npasunom Passbolt (naeHTudmkaTop npaBuna: RV-
N-93).

CoennHuTe HopManusaTop ¢ VRL-TpaHchopMalmen
[Job6aBbTe Ha KOHBelep aneMeHT KoHeuHas TouKa T/na XpaHunuie cobbITUiA.
CoenHUTE KOHEYHYHO TOUKY C HOPManmn3aTOpPOM.

YCTaHOBUTE KOHMOUIypaLmMio KOHBENepa
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MpuMep KOHGUrypaunmn KoHeenepa:

Normalizer Passbolt Storage
-———» H = —§ npasun: 1 : ————— ) Xpasunuuwe: SEA

Add dproduct

Mocne HacTpoliky nepeaadyn cobblTMIA, eCNM HaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHWIWLLE HauyHyT
nocTynaTb cobbiTus Passbolt.

HainTtn cobbitna Passbolt B xpaHuavLle MOXXHO Mo creayroLlemy GunsTpy:
dproduct = "Passbolt"

U3amMeHUTb punbTp

. MHeepTuposatk (NOT)

a
Mone Onepatop

dproduct

3HavyeHue

Passbolt

. HacTtpowuTk 3aronosok

OTMeHUTb CoxpaHuTb

Ta6bnuua mannuHra

Ta6n|/|ua COOTBETCTBUS Mofiein cobblTuA ONnA BCEX PaACCMOTPEHHbLIX TUMOB COObITU npeacrtaBrieHa Mo
CCblJIKe.

Passwork

« Passwork: HacTpoiKa MCTOYHMKA

Passwork: HacTpoiKa UCTOYHMKA

[laHHOE pyKOBOACTBO OMMUCbLIBAET MPOLIECC HACTPOMKIN coopa cobbIThiM Passwork 1 nx oTnpaBku B R-Vision
SIEM.

MpepBapuTenbHbie Tpe6oBaHUA

MNepen HacTpoKoM Nepecbinki cobbiTuii B R-Vision SIEM y6eanTech B BbINOMHEHUM CREAYHOLLMX YCOBWIA:

« JlormpoBaHmne cobbITUiA HACTPOEHO B COOTBETCTBUM C ODULMANBHON JOKYMEHTALMEN BEHI0PA.

+ CeTeBast CBSIBHOCTb Mexay cepBepoM Passwork 1 SIEM (MM NpoMexxyTouHbIM Syslog-cepBepom)
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obecrneyeHa, a He06X04MMble MOPTbl OTKPbITbI.

HacTpoiika Passwork

HacTpoiika »xypHanupoBaHus Passwork
YTO6bI BKIFOYUTL XKYpHaNnMpoBaHue Passwork, BbIMOMHUTE CliefytoLme warm:
1. B agpecHoi cTpoke 6pay3epa BeeauTe IP-agpec nnm JOMEHHOE MMA UCTOYHKKA.
2. Bonante B UCTOYHUK NOA UMEHEM YHETHON 3anncu, BXodsaLLleni B rpynny agMUHUCTPaTOPOB UCTOYHMKA.
3. lNMepengnte B pasaen HacTponku n nonb3oBaTesnu.
4. HaxkmMuTe Ha KHOMKY CMCTEMHbIe HaCTPOMNKM.

5. Ha Bknagke Fno6anbHble yCTaHOBKUTE (D1aXKOK 3anucbiBaTb MCTOPUIO AelcTBUM B syslog nnm xxypHan
cobbiTuit Windows.

6. HaxkxmuTe Ha KHOMKy CoXpaHuUTb.

HacTpoliika oTnpaBku cobbiTuii B R-Vision SIEM

HacTtpoliTe oTnpaBky co6biTuii Ha syslog-cepBep Ha CTOPOHE WCTOYHWMKA. [Nsi 3TOro HeobxoavMOo

HacTpouTb Nepeaady cobbiTuin 3 Gaina, co3aas dan /ete/rsyslog.d/02-passwork.conf co cnegyrouym
COAEPXKUMbBIM:

if $msg contains "CEF:0|Passwork" then {
action(type="omfwd"
target="<target>"
port="<port>"
protocol="<protocol>"

stop

34eco:

« <target>— IP-agpec nnn nonHoe gomerHHoe nmst (FQDN) konnekTopa SIEM.
« <port>—nopT ToukM BxoAa Syslog Ha KoHBenepe SIEM.

« <protocol> — ceTeBOM NpOTOKOS: tcp nam udp.

MepesanycTute cny>oy rsyslog.service ¢ MOMOLLBbIO KOMaHAbI:

systemctl restart rsyslog.service

HacTpoiika B R-Vision SIEM
[nsa HacTponkK cbopa 1 HopManuaaumm cobbiThin Passwork B R-Vision SIEM BbInoNHNTE cneaytouime waru:

1. B uHTepdelice R-Vision SIEM co3aaiiTe HOBbI KOHBENED B KOIEKTOPE.
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2. [ob6aBbTe Ha KOHBeNep a1eMeHT TouyKa BXxoga CO CrieyoLVMM NapaMeTpamu:
- HasaHue: BBeAMTE NPON3BOJIBHOE, MOHATHOE Ha3BaHMe.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [1opT TOYKM BXOAA: BBEAUTE 3HAYEHME B COOTBETCTBUM C HACTPOMKAMM Ha CTOPOHE UCTOYHMKA.
o [TpoTOKONM: BbIGEPUTE BAapUaAHT B COOTBETCTBMN C HACTPOMKAMM Ha CTOPOHE MCTOYHMKA.

3. [lob6aBbTe Ha KoHBelep anemeHT Hopmanusatop c npasuiom Passwork (MaeHTudmKkaTop npasuna:
RV-N-94).

CoeanHUTe HOpManmn3aTop C TOYKO BXOAA.
[lo6aBbTe Ha KOHBeNep anemMeHT KoHeyHasa Touka Tvna XpaHunuie coobITUNA.

CoeanHNTE KOHEYHYHO TOYKY C HOPMann3aTopOM.

N o g A

CoxpaHunTe 1 yCTaHOBUTE KOHMUIypaLmo KOHBENepa.
MprMep KOHMUrypaunmn KoHeenepa:
Hopmanu3satop cimv2

Mpasun: 1

true

Passwork

CiMv2

_— — ] Xpanunuue: CiMv2

Mocne HacTpoOMKM nepefadns coObITUIA, €eCM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHWAMLLE HaYHyT
nocTynaTb cobblTns Passwork.

HainTu cobbiTna Passwork B XxpaHWIMLLE MOXHO Mo creaytolemMy GunbTpy:

dproduct = "Passwork"

Jo6aeuTb GUNbLTP

- @D vusepmposars (NOT)
Mone Tun Onepatop  3uauenue

name dproduct = Passwork

. HacTpoOMTh 3aronoBoK

OTMEHUTB [o6aBuTh

Ta6bnuua mannuHra

Ta6n|/|ua COOTBETCTBUA Mofein cobblTuA ONna BCEX PaACCMOTPEHHbIX TUMOB COObITUI npeacrtaBieHa Mo
CCblJIKe.
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Cuctembl BUPTYain3auunum

[aHHbIA pasfen CoAepXXUT MHCTPYKUMM ANS HAcTPoMKKM cbopa CobbITUA C MOAAEPXKMBAEMbIX CUCTEM
BUPTYanusaymn:

« Citrix XenApp

« Kubernetes

« VMware ESXi

« VMware vCenter

Citrix XenApp

« Citrix XenApp: HacTporKka NCTOYHMKA

Citrix XenApp: HacTpoMKa UCTOYHUKA

XenApp — 9T0 nporpaMmHoe o6ecrnedeHne Ans BUPTyann3aumm M AOCTaBKW MPUNOXEHUI C yAaneHHoro
cepBepa Ha JloKaslbHble YCTPOMCTBA Yepes3 TOHKMIN KNMEHT. XenApp NO3BOSSET 3anycKaTb NPUNOXKEHUA ANs
Windows Ha KoMnbloTepax 1 MOGUAbHBIX YCTPOMCTBax Nof ynpaBieHWeM Apyrx onepaumoHHbIX CUCTEM.
Camu MPUNOXKEHNA HAaXOAATCA Ha BblAe/leHHOM CEepBepe Wn B 06NaKe.

Hactpoiika Citrix XenApp

1. CospainTe yyeTHyto 3anunck B CYB/1 MS SQL. [ins sToro:

a. MoakntounTtecb k CYB/ mocpeactBoM SQL Server Management Studio nog AOMEHHOW y4eTHOM
3anmcChbio.

b. Bbl30BWUTE KOHTEKCTHOE MeHtO And security/logins 1 BbiGepuTe onumio New login.
C. YKaxuTe napamMmeTpbl CEPBUCHOM YHETHON 3anuncu:

= Beeaute umsa anqa Bxoaa.

= Bbi6epute onunio Mpoeepka nognuHHocTu SQL Server.

= BBeanTe naponb.

= B none basa AaHHbIX MO YMOJIYAHUIO YKAXWMTe Has3BaHWe sk3eMmiapa b/, ncnonbayemonm
XenApp.

2. MNepenanTte B HacTpoik SQL Server Configuration Manager n y6enutech, 4to TCP/IP BKtodeH B
KoHMUrypaumm cet SQL Server. [1ns atoro nepenante B pa3aen SQL Server Network Configuration -
Protocols for SQLCITRIX.

MossBMTCA OKHO ¢ HacTpoikon TCP/IP, rae B napameTpe Enabled nomxHo 6bITb ykasaHo Yes.
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& Sal Server Confiauration Manaaer
ri Sql Server Configuration Manager

File Action View Help

«= 7Bz H

'@ SQL Server Configuration Manager (Local) Protocol Name Status
E SOL Senier Sennces W~ Shared Memory Enabled
_E_ SQL Server Network Configuration (32bit i 3
8 501 Nebwe Chert 110 Configuration (38l © aemitesr  Deszeal
= ) TCP/IP Enabled
v _E_ SQL Server Network Configuration Vi e
2= Protocols for SQLCITRIX TCP/IP Properties ? X
) % SQL Native Client 11.0 Configuration
Protocol [P Addresses
E General
Enabled Yes R
Keep Alive 30000
Listen All Yes
Enabled
Enable or disable TCP/IP protocol for this server instance
ot | [y | [ v

HacTtpoiika B R-Vision SIEM

1. B uHTepderiice R-Vision SIEM co3aaliTe HOBbI KOHBENEP B KOMIEKTOPE.
2. [Job6aBbTe Ha KOHBeNep aneMeHT TouKa Bxoga CO CrieyoLMM napamMeTpamu
- HasBaHWe: BBeAMTE Ha3BaHMe TOYKM BXOAa.
> Tun To4kM Bxofa: Bbibepute BapuaHT Database.
- [parBep 6a3bl AaHHbIX: BbibepuTe BapnaHT MS SQL
o AOpec NOAKNHOYEHNS: BbIGEPUTE CEKPET, CO3/1aHHbIN paHee.

- SQL-3anpoc — BBeOMUTe 3anpoc Buaa:

SELECT LowEv.Uid as uid

,LowEv.Text as msg

,HighEv.Text as HighEventText

,LowEv.AdminMachineIP as src

,LowEv.AdminId as AdminUid

,AdminAccountName as suser

, (DATEADD(hour ,DATEDIFF(hour,GETUTCDATE(),GETDATE()),LowEv.EndTime)) AS
endtime

,LowEv.Source as appname

,LowEv.SourceSdk as appnameSDK

,LowEv.HighLevelOperationUid as HighLevelOperationUid

, (DATEADD (hour ,DATEDIFF(hour,GETUTCDATE(),GETDATE()),LowEv.StartTime)) AS

starttime
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,LowEv.IsSuccessful as status
FROM
<database>.ConfigloggingSchema.LowLevelOperationView as LowEv
LEFT JOIN <database>.ConfiglLoggingSchema.Users as XenAppUsers ON LowEv.AdminId =
XenAppUsers. Id
LEFT JOIN <database>.ConfiglLoggingSchema.HighLevelOperationView AS HighEv ON
LowEv.HighLevelOperationUid = HighEv.Uid WHERE
(DATEADD(hour ,DATEDIFF (hour,GETUTCDATE(),GETDATE() ), (DATEADD(hour,DATEDIFF (hour,
GETUTCDATE(),GETDATE()),LowEv.StartTime)) ) >= DATEADD(MINUTE, -1, GetDate()))

3aecb <database> — Ha3BaHuWe ak3emnnspa b/, ncnonb3yemon XenApp

- VIHTepBan 3anpoca, CeKyH/: BBeAMTE 3Ha4eHme 60.
3. [lo6aBbTe Ha KoHBeliep HopMmanusaTop c npaBunom Citrix XenApp 7.x (naeHTudbmkaTop RV-N-127).
4. CoeiIMHNTEe HOpPManmM3aTop C TOYKOM BXOoAa.
5. [lo6aBbTe Ha KOHBeMep anemMeHT KoHeyHasa Touka T1na XpaHunuLe cobbITUNA.
6. CoenHUTE KOHEYHYHD TOYKY C HOPMann3aTopOM.

7. COXpaHnTe 1 yCTaHOBUTE KOHMUIypaLmo KoHBeepa.

Mpumep KoHPpUrypaumm KoHBeliepa

Citrix XenApp norm
¥ MNpasan: 1

Citrix XenApp finish

e Xpannnwue: Citrix XenApp

Ecnu HacTponka nepefadn CoObITUA BbINOHEHA KOPPEKTHO, B XPaHW/IULLE HAYHYT MOCTynaTb COObITUA
Citrix XenApp.

Haitn cobbitnsa Citrix XenApp B XpaHWIMLLE MOXHO MO creaytolemMy GuabTpy:

dproduct = "XenApp"
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Oob6aBUTb QUNLTP

. WHeeptuposathb (NOT)

MNMone

dproduct

3HaueHune

XenApp

@D HacrpouTs 3aronosox

Ta6bnuubl MannuHra

Tabnuya 12. O6LUMA ManmnuHr

Mone mopenu cobbiTui
act

cat

dvendor

dproduct

dversion
destinationServiceName
externalld

suser

suid

startTime

endTime

outcome

Src

name

Tabnmia 13. KoHKpeTHble AencTBus

Onepatop

OTMEHUTb No6aBuTh

3HayeHue
raw.msq[0]
raw.appnameSDK
"Citrix"
"XenApp"

7
raw.appname
raw.uid
raw.suser
raw.AdminUid
raw.starttime
raw.endtime

"success" nnu "failure”

(3aBMCUT  OT  yCMeLIHOCTW/  He
BbINOSIHAEMOTrO AENCTBUSA)

raw.src

raw.HighEventText
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Mone mopenu Job6aBneHue nnu U3meHeHue 3anpoc aHanuTuku [lo6aBneHue

co6bITHUM yAaneHue NorupoBaHus w3 bl HOBOro o6beKTa B
nonb3oBarensa c XenApp
MalLMHbI

msg CoobLLeHme, CoobLLeHue, CoobLueHme, CoobLLeHKe,
npuBeaeHHoe K npuBeaeHHOE K npuBeaeHHoOE K npuBeaeHHoe K
4enloBEKOYNTAEMOM YeSIOBEKOUYMTAEMOM YENOBEKOUYMTAEMOM YENTOBEKOYUTAEMOM
y Buay +objName + vy Buay + suser y BUAY + suser y BUIY + suser +
suser objType+ objName.

objType 3BnekaeTca 13 "Configure" "Data" 3BnekaeTca 13
raw.msg raw.msg

objName 3Bnekaetcs n3 ‘Logging" 3Bnekaetcs n3
raw.msg raw.msg

dntdom 3BnekaeTcs u3
raw.msg

dhost 3BnekaeTcs u3
raw.msg

Kubernetes

+ Kubernetes: HacTpolika MCTOYHMKA

Kubernetes: HacTpokKa UCTOYHMKA

[aHHasa MHCTPYKLMS ONMUCbIBaeT HAaCTPONKY coopa cobbiTuii ¢ yana Kubernetes 1 nx oTnpaBku B cucTemy R-
Vision SIEM.

HacTpoiika Kubernetes

MprBeaeHHble KOHCOSbHblE KOMaHAb! BbinonHaTesa Ha PE OC. Ecnn Bbl MCnofib3yeTe
o OpYyron ancTpmbyTue Linux, peKoMeHayeTcss 06paTUTbes K opuUmManbHOM AOKYMEHTaUmK
BalLEero ANCTpubyTmBaa.

HacTpoiika cepBuca Vector

YT0bbI HaCTPOUTb C60p J10rOB, BbIMNOJIHUTE CrieayroLlme warwu:

1. MoakntoumTech No ssh kK MacTep-MallMHe Ballero knacrepa.
2. 3anpocuTe CNMCOK BCEX HOA BaLLEro KnacTepa ¢ NoMOLLbIo KoMaH bl kubectl get nodes.

3. YcTaHoBuTe Ha KaxaoMm y3ne Kubernetes cepsuc Vector KomaHaom:

sudo dnf install epel-release
sudo dnf install vector

4. 3aMeHuTe KOMaHAy 3anycka B darne /usr/lib/systemd/system/vector.service Ha cnegyroLLyto:

Bepcua YMC2.0 237



[Unit]

Description=Vector
Documentation=https://vector.dev
After=network-online.target
Requires=network-online.target

[Service]

User=<user>

Group=<user>

ExecStartPre=/usr/bin/vector validate
ExecStart=/usr/bin/vector -c /etc/vector/vector.toml
ExecReload=/usr/bin/vector validate
ExecReload=/bin/kill -HUP $MAINPID

Restart=always
AmbientCapabilities=CAP_NET_BIND_SERVICE
EnvironmentFile=-/etc/default/vector

#Since systemd 229, should be in Unit but in order to support systemd <229,
#it is also supported to have it here.
StartLimitInterval=10

StartLimitBurst=5

[Install]
WantedBy=multi-user.target

3aech <user> — UMs Nob3oBaTenNs, 0T UMEHN KOTOPOro 6yaeT paboTaTb CEPBUIC.

Y6eanTech, 4TO yYeTHas 3annchb Nosib3oBaTena <user> MeeT npasa Ha YTeHune (Read) n 3anuch (Write)
ON8 Cnefyrowmnx ANPeKTOPUIA:

- KoHdurypaumnoHHble ampektopuu: /etc/vector/, /etc/kubernetes/.
- [InpekTopun xpaHeHua dannos v noros: /var/log/kubernetes/.

> [InpekTopun ncnonHsemblx dainos: /usr/sbin/, /usr/bin/.
Mo ymMon4aHuio AaHHble NpaBa AOCTYMHbI TOMNBbKO A5 3anucK root.

5. MepesarpyanTe KOHMUrypaLmo KoMaHaowm

sudo systemctl daemon-reload

6. CospanTe dhann /etc/vector/vector.toml.

7. [obaBbTe B cO3AaHHbIN hain KOHGUrypaumnro cneayroLlero Bnaa:

# WcTouHuk cobuiTnii kubernetes-hardware
[sources.kubernetes_logs]
type = "kubernetes_logs"
self_node_name = "<node name>"
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# NcTouHnk cobbiTuii kube-api
[sources.audit_policy_log]

type = "file"

include = [ "/var/log/kubernetes/audit.log" ]

# lenb onAa oTnpasku 70ros

[sinks.vector_siem]
type = "vector"
inputs = ["kubernetes_logs", "audit_policy_log"]
address = "<address>:<port>"

34ech:

> <node_name> — nms y3na Kubernetes.
o <address> — IP-agpec cepsepa SIEM.
o <port>—MnopT, Ha KOTOPbIK ByAyT OTNPaBAATLCA COObITUS.

8. BkntoumTe HOBbIN CEPBUC KOMaHOOW:

sudo systemctl enable vector --now

9. MNpoBepbTe OTCYTCTBUE OLLNOOK B cepauce Vector KomaHgou:

sudo systemctl status vector.service

10. MpoBepbTe NpaBWIbHOCTb KOHMOUIypaLnm cneaytoLlein KoMaHaoin:

vector validate

B cnyyae ycnewHoro BbINosIHEHWA CUCTEMA BbiBeEeT COOOLLEHNE CNEAYHOLLIErO BMUAA:

\/ Loaded ["/etc/vector/vector.toml"]
\/ Component configuration
\/ Health check "<vector_siem>"

Validated

Hactpoiika KubeApi

[1na HacTpoWKKM 1 KOHTPONS cobbITUI, CobUpaeMblx cepBrcoM Kubernetes, BbINONHWUTE cneaytoLme Lwarw:

1. 3arpyauTte NnonnTrKy MoHUTOpUHra kubernetes no ccbliske.

2. PasmectuTe ee B anpektopum /ete/kubernetes/audit-policy.yaml.

3. OtkponTte dann /ete/kubernetes/manifests/kube-apiserver.yaml ang peoakTMpoBaHus.
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a. Job6aBbTe B cekumto spec.containers.command cnegytoLime CTPOKM

- --audit-log-path=/var/log/kubernetes/audit.log
- --audit-policy-file=/etc/kubernetes/audit-policy.yaml

KoHbUrypauUmoHHbI daiin npuMeT BuA;

spec:
containers:
- command:
- kube-apiserver
- --advertise-address=<your-master-node-ip>
- --allow-privileged=true
- --anonymous-auth=True

3pech <your-master-node-ip> — afpec AOCTYNHOK MacTep-HOAbI Ballero Knacrepa.

b. [lo6aBbTe ABa AOMOMHUTENbHbIX MPOCTPAHCTBA B CeKkUmto spec.containers.volumeMounts:

volumeMounts:
- mountPath: /etc/kubernetes/audit-policy.yaml
name: audit-policy
readOnly: true
- mountPath: /var/log/kube-audit
name: audit-logs
readOnly: false

c. [lob6aBbTe ABa AOMOMHUTENbHBIX MPOCTPAHCTBA B CeKLMIo spec.containers.volumes:

- hostPath:
path: /etc/kubernetes/audit-policy.yaml
type: File
name: audit-policy
- hostPath:
path: /var/log/kube-audit
type: DirectoryOrCreate
name: audit-logs

4. MepesarpyauTe cepuc kubelet Ha Bawlei Hoge. 19 9TOFO MCMOAb3YNTE KOMaHAY:

systemctl restart kubelet
o 970 HeobsA3aTenbHOe AencTBMe, ofHako kubernetes He noaaepXXvBaeT HyHKLMN
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NPOBEPKM KOHMMIypaLmmn ans ceonx kube-api nogos.

5. MNocne nepesarpyskn CepBUCOB BbiNonHUTe KomaHay kubectl get nodes. B cnyyae ycneliHoro
NPUMEHEHNST NONUTUKN Bbl YBMAWUTE CMIMCOK BalLMX HOf. B cnyyae Hanuumsa owmnbok 6yayT BbiBeAeHb!
owmnbkmM Buaa Timeout exceeded.

Mpn wncnonb3oBaHuM Bepcuii  kubernetes 1.26.3—1.28.1 HeobxoAMMO, YTOObI Y
nonb3oBaTenNs root 6biIn cneaytolmne npasa:

(;) « YTeHue ampekTopumn /etc/kubernetes;
w
« YTeHue 1 3anuch B aupekTopun /var/log/kubernetes;

» yTeHue Garna /etc/kubernetes/audit-policy.yaml.

HacTpoiika B R-Vision SIEM

[ns HacTpoikin cb6opa M HOopManuaauum cobbiTuii MCToYHMKa B R-Vision SIEM BbInonHWTE cneaytolime
warw:
1. B uHTepdeiice R-Vision SIEM co3aaliTe HOBbI KOHBENEP B KOMIEKTOPE.
2. [lobaBbTe Ha KoHBeNep anemMeHT Touka Bxoga Co CreflytoLnMM napaMmeTpamMm:
- HasaHue: BBeAWTe Ha3BaHWe TOYKM BXOJa.
> TWN TOYKM BxoAa: BbibepnTe BapuaHT Vector.
- [TopT TOYKM BXOMa: BBEAUTE 3HAYEHNe, yKa3aHHOe B KOHMUIypauum cepsuca Vector.

3. Job6asbTe VRL-TpaHCcHOpMALINIO:
.dproduct = "kubernetes"

4. CoeamnHuTe fo6aBneHHyro TouKy Bxofa 1 VRL-TpaHchopmMaLmto.

5. [ob6aBbTe Ha KoHBelep anemeHT Hopmanu3sarop ¢ npasunamu Kubernetes (naeHTudukaTop npasumna:
RV-N-53) 1 Kubernetes (naeHtundurkatop npasuna: RV-N-54).

6. CoegnHuTe HopManunaaTop ¢ VRL-TpaHchopmaumnen.
7. [lobaBbTe Ha KOHBelep anemeHT KoHeuyHas TouKa T/na XpaHunuie cobbITui.

8. Ecnn HeobxoaMMo OTMPaBKTb COObITUA Ha APYrov KOHBenep ANA AafbHellen 06paboTky, obaBbTe B
KOMNEKTOP LUNHY, HACTPOEHHYHD Ha MOMyYeHVe.

9. CoeuHuTte KOHEYHYHO TOYKY U LLIMHY C HOPMaJIN3aTOPOM.

10. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmMIo KOHBeepa.

MpuMep KoHOUrypaLumnm KoHBenepa:
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Haf TOUKa (XPaHUMHLLE COGbI...
WnMue: SEA

Touka Bxoaa

Hopmanwaarop Kubemetes

VRL-TpaHciopmaumn Kubernetes —+] Npasun: 2

)

HopmanusosaHHbie coGbITUA

Mocne HacTpoOWKM nepedadns coObITUIA, €CM HAaCTPOMKa BbIMOIHEHA KOPPEKTHO, B XPaHUAULLE HaYHyT
nocTynaTtb cobblTms Kubernetes.

Haiitn cobbiTus Kubernetes B xpaHunuLLe MOXHO Mo crneaytollemy hunbTpy:

dproduct = "Kubernetes"

Oo6aBUTE QUNLTP

@D Vhseptuposats (NOT)

O
Mone Onepatop

dproduct

3HaueHue

Kubernetes

@) Hacrpouts 3aronosok

OTMeHUTb

VMware ESXi

» VMware ESXi: HacTporKka UCTOYHMKA
VMware ESXi: HacTpoiKa UCTOYHUKA
[laHHOe pyKOBOACTBO OMUCbIBAET MPOLIECC OTNPaBKK CO6bITUNIA MCTOUHKMKa VMware ESXi B R-Vision SIEM.

HacTtpoika VMware ESXi

Ons HaCTpOVIKM NCTOYHMKaA BbIMOHNTE Ccneayrowne warn:

1. Bongute B web-uHTepdeiic VMware ESXi.
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User name

Password

Login

2. MNepengute B pasgen Manage.

vmware  ESXi

were logged out due to inacf

vmware' E Help ~ Q Search
[“g Navigator } [J sea-node02.esxi.sea.land - Manage
~ [ Host | system | Hardware Licensing Packages Services Security & users
Manage
Monitor / Editoption | (@ Refresh | 4} Actions Q Search x
Autostart
(51 Virtual Machines Key a v | Name v Value Default v Overidden v
Swap
B3 storage ) Annotations. WelcomeMessage Awelcome message in the initial screen of the.... False
. Time & date
€ Networking BufferCache. Flushinterval Flush at this interval (milliseconds) 30000 30000 False
BufferCache. HardMaxDirty Block writers if this many buffers are dirty (per... 95 95 False
BufferCache.PerFileHardMaxDirty Block writers if this many buffers of a given file... = 50 50 False
BufferCache. SoftMaxDirty Flush immediately if this many buffers are dirt... 15 15 False
CBRC.DCacheMemReserved Memory consumed by CBRC Data Cache (in ... 400 400 False
CBRC.DCacheSize Size of CBRC Data Cache in MB. This cannot... 32768 32768 False
CBRC.DigestJournalBootinterval Interval (in minutes) for which Digest Journali... 10 10 False
Quick filters... v 1090 items

Syslog.global.logHost

Key Syslog.global logHost
Description The remote host to output logs to. Reset to default on null. Muttiple hosts are supported and must be separated with comma (,).
Example: udp: 1:514, 1514
17| Recent tasks
Task v | Target v Initiator v Queued v Started v Result a v Completed v v

3. Ha Bknagke System B pasgene Advanced settings Bbibepnte napameTp Syslog.global.logHost.
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vmware

Help |

Q Search

“I% Navigator

~ [ Host

Manage

Monitor

(5] Virtual Machines
3 storage
€ Networking

[J sea-node02.esxi.sea.land - Manage

| system ‘ Hardware Licensing Packages Services Security & users
Advanced settings / Editoption | @ Refresh | £ Actions (@ syslog x
Autostart
Key & © Name © | Value v Defaut v Overridden v
Swap
ToE D Syslog.global.defaultRotate Default number of rotated logs to keep. Reset ... 8 0 True
Syslog.global defaultSize Default size of logs before rotation, in KiB. Re... = 1024 0 True
Syslog.global.logCheckSSLCerts Enforce checking of SSL certificates when log...  true true False
Syslog.global.logDir Datastore path of directory to output logs to. R...  [ISCSI_DS] .esxi_no. True
Syslog.global.logDirUnique Place logs in a unique subdirectory of logdir, b...  false false False
Syslog.global.logHost The remote host to output logs to. Reset to de...  top://10.150.21.11:514 True
Syslog.loggers.auth.rotate Number of rotated logs to keep for this logger.... = 8 0 True
Syslog.loggers.auth.size Set size of logs before rotation for this logger, ... 1024 0 True
Quick ftters. v 102items
@ Syslog.global.logHost
Key Syslog.global logHost
Description The remote host to output logs to. Reset to default on null. Multiple hosts are supported and must be separated with comma (,).
xample: udp: 1:514, , ssl 1514
(7] Recent tasks. &
Task V| Target ~ | Initiator v Queued v Started v Result a v Completed v v

4. Haxxmute Ha KHorky Edit option. OTKpoeTca OKHO HacTpoeK napameTpa.

5. Ykaxkute agpec konnekTopa SIEM, mopT To4km BXoAa 1 MpOTOKO.

Lj Edit option - Syslog.global.logHost

New value tcp://10.150.21.11:514)

(string)

6. HaxxmuTe Ha KHOMKy Save.

7. Nepengute B pasaen Networking.

8. Ha Bknagke Firewall rules Bbi6epute ©3 Bbinagatolwlero cnucka Actions onuumio Enable, 4To6bl
BKIIOYMTb cepBUC syslog.
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vmware' ESXi”

TN Q Search -

“1% Navigator [] de02.esxi.sea.land -

e

~ [ Host
Manage

Port groups

Monitor

= : Name a v
(51 Virtual Machines

3 storage

SSH Client

® Networking

SSH Server
syslog

vCenter Update Manager

syslog
Key
Enabled

Virtual switches

/ Editsettings | (@ Refresh |

Physical NICs VMkemel NICs

Enable

# Editsettings

updateManager

syslog
No

Allowed IP Addresses Al

TCP/IP stacks Firewall rules W

<

Outgoing Ports

22

1514, 514
80, 9000

v Protocols
TCP
TCP
UDP, TCP
TCP

v Service
N/A
N/A
N/A
N/A

Q Search

v Daemon v

None
None
None

None

44 items
4

Recent tasks

Task

Disable Ruleset

v Target v | Initiator

sea-node02.esxi.sealand root

v Queued

02/19/2024 12:16:54.

v Started

02/19/2024 12:16:54

v Result &

@ Completed successfully

| Completed v v

02/19/2024 12:16:54

9. HacTpoiKa Ha CTOpOHE UCTOYHMKA 3aBeplLLeHa.

HacTpoiika B R-Vision SIEM

[Ona HacTponkm cbopa M HopManmuaaumm CobbITU MCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrolime

Larwu:

1. B uHTepdelice R-Vision SIEM cosgalite HOBbI KOHBENEP B KOIIEKTOPE.

2. [lo6aBbTe Ha KOHBelep anemMeHT Touka Bxoga co CleflytoLyMy NapaMeTpamu:

- HasBaHWe: BBeaMTe HasdBaHWe TOYKN BXoJa.

- TWn TOYKM BXOJa: BblGepuTe BapuaHT Syslog.

o [1OpT TOYKM BXOJa: BBEAMTE 3HAa4YEHME B COOTBETCTBMUM C HACTPOMKaMM Ha CTOPOHe ESXI.

- [poTOKON: BbIOGEPUTE BapMaHT B COOTBETCTBMM C HACTPOMKamMM Ha CTopoHe ESXI.

3. do6asbTe VRL-TpaHchopMaLnto:

.dproduct = "ESXi"

4. CoeanHuTe gobaBneHHyro Touky Bxofda 1 VRL-TpaHchopmMaLmto.

5. Jo6aBbTe Ha KoHBelep anemeHT Hopmanusatop c npasunoMm VMware ESXi (MaeHTudukaTop npasuna:

RV-N-119).

© © Noo

CoeMHUTE KOHEYHYHO TOUKY C HOPMann3aTOPOM.

Mpumep KoHbUrypauumn KoHBelepa:

CoeanHnTe Hopmanusatop ¢ VRL-TpaHchopmaLlmei.

CoxpaHunTe 1 yCTaHOBMTE KOHMUIYpaLmO KOHBENepa.
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ESXi_entry_point

ESXi norm ESXi_finish
—b Mpasun: 1 —  Xpanunuuwe: SEA

ESXi VRL

Mocne HacTpoViky nepefayn COoObITUIN, €CNM HACTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUIULIE HauHyT
nocTynaTtb cobbITus ESXI.

HanTtv cobbiTma ESXi B XpaHunuLLe MOXHO Mo cneayroLemMy GunbTpy:

dproduct = "ESXi"

0o6aBUTb HUNBLTP

. MuBeptupoBath (NOT)
O
Mone Onepatop

dproduct

3HaueHue

ESXi

@) Hacrpouts saronosok

OTMeHUTb

Ta6nuua mannuHra

Tabnvua COOTBETCTBUA Moneit CobbiTUA AN BCEX PACCMOTPEHHbIX TWUMOB COGLITWIA MpecTaB/eHa Mo
CCblfIKe.

VMware vCenter

« VMware vCenter: HacTpolKa UCTOYHMKA

VMware vCenter: HacTpoMKa UCTOYHUKA

[laHHOE pyKOBOACTBO OMMCbIBAET MPOLIECC OTMPaBKM COObITUIA McToYHMKa VMware vCenter B R-Vision
SIEM.

HacTtpoika VMware vCenter

Onsa HaCTpOVIKl/I NCTOYHWKa BbINOJIHUTE ClieAyroLwme warwn:

1. Boinaute B nHTepdeiic ynpasneHna VMware vCenter Server Appliance (VCSA) Management:
a. OTKpoliTe Be6-6pay3ep.

b. MepenanTe no agpecy:
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https://<IP-appec-unu-FQDN>:5480

roe <IP-appec-nnu-FQDN> — akTyanbHble JaHHbIEe Balle CUCTEMDbI.

2. MNepenanTe B pasgen Syslog.

3. Haxxmute Ha kHornky CONFIGURE. OTKpoeTcst OKHO CO3AaHums KOHbUrypaumm nepeagpecaLn.

vm Appliance Management Thu 06-05-2025 02:48 PM MSK @ English Actions Iburganova@SEA.LAND

Summary @ Prior to setting up the forwarding configuration, remote syslog server(s) must be configured and a network connection must exist between the appliance and syslog
server(s) to enable log streaming.

Monitor . . .

Forwarding Configuration )
gceess CONFIGURE
Networking Remote Syslog Host Protocol Port Connection Status
Firewall
Time

No items to display

Services
Update
Syslog
Backup

4. YkaxuTe afpec yaaneHHoro syslog-cepBepa nnm koHeeepa B SIEM, a Takyke MPOTOKO/ M MOPT.

Create Forwarding Configuration
Specify forwarding configuration for remote syslog servers (no more than three).
Server Address Protocol Port

10.150.21.11 UDP v 514

-+ apbp

CANCEL SAVE

5. HaxxmuTte Ha kHonky SAVE.

6. HacTpolika Ha CTOpOHEe UCTOYHMKA 3aBepLueHa.
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HacTpoiika B R-Vision SIEM

1ns HacTpoiikn cbopa 1 HopManusaumm cobbiTUA UCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrolne
waru:
1. B uHTepderice R-Vision SIEM co3faitTe HOBbIN KOHBENED B KOJIJIEKTOPE.
2. [lobaBbTe Ha KOHBelep aneMeHT Touka Bxoga Co CleflyoLnMM NnapaMmeTpamMm:
- HazBaHue: BBeanTe HasBaHWe TOUKM BXoda.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [1opT TOYKM BXOAa: BBEAUTE 3HAYeHME B COOTBETCTBMM C HACTPOMKaMK Ha CTOpoHe vCenter.
- [TpOTOKOS: Bbl6EpPUTE BapMaHT B COOTBETCTBUM C HACTPOMKaMN Ha CTOpOHe vCenter.

3. JobasbTe VRL-TpaHCHOPMALINIO:

.dproduct = "vCenter"

4. CoeamnHuTe gob6aBneHHyro TouKy Bxoada 1 VRL-TpaHchopmMaLmto.

5. [o6aBbTe Ha KoHBeiep anemeHT Hopmanusatop c npaswiom VMware vCenter (1aeHTudumKaTop
npaBuna: RV-N-121).

CoeanHnTe Hopmanuaatop ¢ VRL-TpaHchopmaLumei.
[lo6aBbTe Ha KOHBeMep a1emMeHT KoHeyHasa Touka Tvna XpaHunuie coobITUNA.

CoenHNTE KOHEYHYHO TOYKY C HOPMann3aTopOM.

O © Noo

CoxpaHunTe 1 yCTaHOBUTE KOHMUIYypaLmo KOHBENepa.

MprMep KOHGUrypaunmn KoHeenepa:

vCenter
vCenter norm vCenter finish

N vCenter VRL

—— | Mpasum 1 H ————{| Xpanuwmue SEA

Mocne HacTpoWKK nepefadn coObITUIA, €CM HAaCTPOMKa BbIMOHEHA KOPPEKTHO, B XPaHUAULLE HaYHyT
nocTynaTtb cobblTus vCenter.

HaiiTn cobbiTns vCenter B XpaHWnLLE MOXHO MO creaytoLleMy GunbTpy:

dproduct = "vCenter"
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LOob6aBuTb GUNLTP

@D “Hseptuposats (NOT)
Mone Onepatop

dproduct

3HayeHue

vCenter

@D HacrpouTs saronosok

OTMEHUTb

Ta6nuua mannuHra

Ta6n|/|ua COOTBETCTBUA MOSEN cobbITUA Ona BCEX PaACCMOTPEHHbLIX TUMOB COob6bITHIA npeacrtaBsieHa Mo
CCblJIKE.
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CucTteMbl AUHAMUYECKOWN agpecaLum

[aHHbI pa3fen ComepXKUT MHCTPYKUMM ANt HAaCTPOMKKM céopa CobbITUI C MNOAAEPKMBAEMbIX CUCTEM
AVHaMKUYecKoin aapecauum:

« Bind DNS

Bind DNS

« Bind DNS: HacTpolika NCTOYHMKaA

Bind DNS: HacTpoiika UCTOUYHUKA

[aHHOe pyKOBOACTBO OMMCLIBAET MPOLIECC HACTPOWMKKM cbopa M oTnpaBkK cobbliTmin Bind DNS B R-Vision
SIEM.

HacTpoiika Bind DNS

B HacToslleM pyKOBOACTBE pacCMaTpuBaEeTCA nepefadva COObITUIA C MOMOLLBID CNy»6bl Syslog-ng.
Mpennonaraetcs, 4YTo syslog-ng Ha cTaHumm ¢ OC Linux y>ke ycTaHOBEH

Hactpoiika »xypHanuposaHus Bind DNS

[nsa HacTponkK XypHannpoeaHuga Bind DNS BbinonHWTe cneaytoLme AeNCTBUS:

1. Jo6abTe B thaitn /ete/bind/named.conf cnegyroluyro CTpokKy:
include "/etc/bind/named.conf.local";

2. [lo6aBbTe B daitn /etc/bind/named.conf.local cneaytoLme CTPOKM:

logging {

channel default_channel {
file "/var/log/named/default.log";
print-time yes;
print-category yes;
print-severity yes;
severity dynamic;

¥

channel general_channel {
file "/var/log/named/general.log";
print-time yes;
print-category yes;
print-severity yes;
severity dynamic;

b

channel notify_channel {
file "/var/log/named/notify.log";
print-time yes;
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print-category yes;
print-severity yes;
severity dynamic;
b
channel network _channel {
file "/var/log/named/network.log";
print-time yes;
print-category vyes;
print-severity yes;
severity dynamic;
I
channel queries_channel {
file "/var/log/named/queries.log";
print-time yes;
print-cateqgory yes;
print-severity yes;
severity dynamic;
1
channel query-errors_channel {
file "/var/log/named/query-errors.log";
print-time yes;
print-category vyes;
print-severity yes;
severity dynamic;
¥
channel lame-servers_channel {
file "/var/log/named/lame-servers.log";
print-time yes;
print-category yes;
print-severity yes;
severity dynamic;
ki
category default { default_channel; };
category general { general_channel; };
category notify { notify_channel; };
category network { network_channel; };
category queries { queries_channel; };
category query-errors { query-errors_channel; };
category lame-servers { lame-servers_channel; };

+

3. MNepesanycTtute cepemc bind9-pkes11 ¢ NOMOWbBKO KOMaH[b!:

# systemctl restart bind9-pkcs11.service

XXypHanupoaHrue Bind DNS HacTpoeHo.
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OTnpaBka co6biTuii Bind DNS

[ns HacTpoWikn nepefayn cobbiTuii n3 darnos Bind DNS BbInoNHWTE cneaytoumne AeiCTBUSA:

1. Cospaite dann /ete/syslog-ng/conf.d/binddns-siem.conf co cneaytolMM COAEPXKUMbBIM

source binddns {

file("/var/log/bind/default.log" flags(no-parse) log_prefix("BIND-DNS-
default: "));

file("/var/log/bind/general.log" flags(no-parse) log_prefix("BIND-DNS-
general: "));

file("/var/log/bind/queries.log" flags(no-parse) log_prefix("BIND-DNS-
queries: "));

file("/var/log/bind/query-errors.log" flags(no-parse) log_prefix("BIND-DNS-
query-errors: "));

# B cnyuyae HeobxogmMmocTu, ocTanbHble ¢aiinbl MOKHO [06aBUTb MO @HATOr UM

+

destination siem {
udp("<target>" port(<port>)); # yka3zatb IP u nopt Toukn Bxoma SIEM

+

log {
source(binddns); destination(siem);

+

3pech:

- <target> — IP-agpec nnun nonHoe gomeHHoe nms (FQDN) konnekTopa SIEM.
o <port>—nopT To4kM BXoAa Syslog Ha KoHBelepe SIEM.

2. MNepesanycTute cepBUC Syslog-ng ¢ MOMOLLbIO KOMaHAb!:

#f systemctl restart syslog-ng

OTnpaBka cobblTuin Bind DNS HacTpoeHa.

HacTpoiika B R-Vision SIEM

[ns HacTpoikin c6opa M HopManuaaumm cobbiTuii MCTOYHMKa B R-Vision SIEM BbINonHWTE cneaytoLve
waru:
1. B uHTepdence R-Vision SIEM co3faaitTe HOBbIN KOHBENED B KOJIIEKTOPE.
2. [lobaBbTe Ha KoHBelep a5eMeHT Touka Bxoga Co CreflytolnMm napaMmeTpamMm
- HasBaHWe: BBeUTe Ha3BaHMe TOYKM BXOJa.
o TWN TOYKK BXOAa: BbibepuTe BapuaHT Syslog.

o [1opT TOYKM BXOJa: BBEAUTE 3HAYeHME B COOTBETCTBMM C HACTpoMKamMm Ha cTopoHe Bind DNS.
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o [1pOTOKON: BbIbEPUTE BapuaHT B COOTBETCTBMM C HACTPOMKamm Ha cTopoHe Bind DNS.

3. [lo6aBbTe Ha KoHBeitep anemeHT Hopmanusatop ¢ npasunamu Bind DNS (naeHTudbmrkaTopbl npasus:
RV-N-14, RV-N-15, RV-N-16, RV-N-17, RV-N-142).

W3meHeHHe HOpManusaTopa

D HaamsaHue 0O6patboTka oWwMGoK (onuucHansHo) (2)

YtXBxZDPJ5c_wo5d8WYCX Normalize Co6bITMA C OLWIMGKOI

MpaB1na HopManusauun [oGaBneHo B HOpManusaTop  Tern:

ID Hassanune Terun Bepcua
[© Bce aneMeHTLl 9KCNepTH3bl
active lists RV-N-17 Bind DNS binddns  syslog
o . RV-N-142 Bind DNS binddns  syslog

efense_evasion
RV-N-16 Bind DNS binddns  syslog
(@ detection_rules
RV-N-14 Bind DNS binddns  syslog

(<IN <IN < I < I < <]

global_functions
RV-N-15 Bind DNS binddns  syslog

initial_access

(# normalization_rules
segmentation_rules

(# Test_Rules

windows

Bcero 3anuceii: 5

OTMEeHNTE

4. CoeiMHWTE TOYKY BXOJia C HOPMann3aTOPOM.
5. [lo6aBbTe Ha KOHBeNep a1emMeHT KoHeyHasa Touka Tvna XpaHunuLe coobITUNA.

6. MNpn HeobxoOMMOCTM [O06aBbTe Ha KoHBehep anemMeHT LuHa, HacTpoeHHbIt Ha nonydeHue. OH
MCNONb3yeTcs A5 Npobtpoca CobbITUI MeXay KOHBENepamu.

7. CoeinHnTe KOHEYHYHO TOYKY M LLIMHY C HOPMaJIN3aTOPOM.

8. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmio KOHBeNepa.

MpuMep KoHOUrypaumnm KoHBenepa:

HopmanuaoBaHHble co6bITHA
oMo 0

Normalize
T I‘Ipa

Mocne HacTpoViKky nepefayn CoObITUIN, €CNM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUIWLIE HauHyT
nocTynatb cobblTms Bind DNS.

Haintn cobbiTuns Bind DNS B xpaHunuLLe MOXHO Mo cieaytolemMy hunbTpy:

@,

- dproduct = "BIND"
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006aBUTb QUALTP

@) 1useptuposats (NOT)
Mone

dproduct

3HaueHune

BIND

@D HactpouTs 3aronosok

Ta6bnuua mannuHra

Onepatop

OTMEHUTb

Tabnuua COOTBETCTBUA MOMe CobbITUS A1 BCEX PACCMOTPEHHbIX TUMOB COGLITMIA MNpefcTaBnieHa o

CCblJIKE.
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Cuctembl 3awWuTbl Be6-npunoxxennn (WAF)

[aHHbI pa3fen ComepXKUT MHCTPYKUMM ANt HAaCTPOMKKM céopa CobbITUI C MNOAAEPKMBAEMbIX CUCTEM
3alLNTLI BEG-NPUNOXKEHWIA:

» [apga WAF
« PT Application Firewall 3
« PT Application Firewall 4

Nappa WAF

« [[apaa WAF: HacTpoiKa UCTOYHMKA

Fappa WAF: HacTpoilka UCTOYHUKA

[aHHOe pyKOBOACTBO OMMCbIBAeT MPOLECC HACTPOWKKM cbopa M OTNpPaBKM COBbITUI MPOrpaMMHOro
Komnnekca [Fapga WAF B R-Vision SIEM.

06 UCTOYHUKE

Mapaa WAF — a10 KomnnekcHoe pelleHne knacca WAAP (Web Application and API Protection), koTopoe
BK/THOYAET PacLUMPEHHble MHCTPYMEHTbI s 3alMTbl BE6-MPUNOXKEHWn 1 APl OT aTak 1 ysa3BUMOCTEN,
BbIABIAET aHOMaNMM 1 yrpo3bl HY1IEBOIO AHS.

HacTtpowka Napga WAF

MNpepBapuTenbHble Tpe6oBaHUA

« CeteBon pgoctyn k b/l Mapaa WAF.

+ YyeTHad 3anucb B CYB/] ¢ npaBamu Ha uTenre B[] Mapaa WAF (C6op cobbiTuin 3 B/).

HacTpoiiku CYB[ PostgreSQL

CobbiTua Mapga WAF sanucbiBaroTest B 6a3y AaHHbix waf CYB/ PostgreSQL. ns HacTpolikn cbopa 10oros
M3 6asbl [aHHbIX HEOOXOAMMO K Hel MoAkMoYUTbCA. YToObl nmoakMouUnTbeA K B[, 1Mcnonbayinte
crneumanbHO Co3[jaHHYH CEPBUCHYIO YYETHYHO 3anuch (fanee — Y3).

Co3paHue yyeTHou 3anucu B CYB/[], PostgreSQL

YT06bl CcO3aaTb cepBUCHYO Y3, noakmoumTech K CYB[ ¢ npaBamu agMuHucTpatopa. [Ans aToro
BbINOMIHUTE CNeaytolne AENCTBUA Ha cepBepe C ycTaHoBIeHHon CYB/:

1. BbinonHuTe cneaytoLLyto KoMaHAay 13-nof nofb3oBaTens postgres:
sudo -u postgres psql

2. Co3fanTe CePBUCHYHO YHETHYHO 3aMmCb, BbIMOSHWB CleaytoLLme KOMaHabl:
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CREATE USER "gwaf_reader";
ALTER ROLE gwaf_reader WITH PASSWORD 'passw@rd’;

3. BblgarTe npaBa Ha YTeHue b/:

GRANT SELECT ON ALL TABLES IN SCHEMA public TO gwaf_reader;

HacTtpoiika B R-Vision SIEM

Ona c6opa cobbiTnit SIEM HeobxoamMmo co3gaTb KOHBelep € ABYMS TOYKaMM Bxoda — OTAENbHO
3anpalunBatoTCs CobbITUA ayanTa U CobbITUIN 6E30MacHOCTU.

Ona nogkntodeHnsa 6asbl AaHHbIX PostgreSQL B KayecTBe MCTOYHMKA cobbiTuii B SIEM HacTpoiiTe
Cnefyounin KoHBeep:

1. [o6aBbTe Ha KOHBENEP NepBYyrO TOUKY BXOAA CO CReAYOLLMMMN NapaMeTpamm
o Tun To4kK Bxofda: Database.

- SQL-3anpoc:

SELECT
ilr.id AS ilr_id,
ilr.chain_id,
ilr.accuracy,
ilr.intervention_hostname,
ilr.matched_data,
ilr.maturity,
ilr.message,
ilr.passive,
ilr.ref,
ilr.rev,
ilr.rule_id,
ilr.severity,
ilr.uri AS ilr_uri,
ilr.ver,
ilt.tags,
icr.cluster_id,
icr.cluster_name,
icr.instance_id,
icr.timestamp as timestamp,
icr.worker_process_id,
icr.worker_thread_id,
icr.client_address,
icr.hostname AS icr_hostname,
icr.request_id,
icr.request_id_hash,
icr.server_id,
icr.is_blocked,
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icr.status_code,
icr.max_severity,
icr.min_severity,
icr.user_agent,
icr.is_passive,
rlr.uri AS request_uri,
rlr.method as method,
inet_server_addr() AS dvc,
"Garda WAF' as product
FROM public.intervention_log_record ilr
LEFT JOIN
(
SELECT
log_id,
string_agg(name, ', ") AS tags
FROM
public.intervention_log_record_tag
GROUP BY
log_id
) ilt ON ilr.id = ilt.log_id
JOIN
public.interventions_chain_record icr ON ilr.chain_id = icr.id
LEFT JOIN
public.request_log_record rlr ON icr.request_id = rlr.request_id
WHERE icr.timestamp > CAST(? AS BIGINT)
ORDER BY
icr.timestamp;

- basa aaHHbIX: PostgreSQL
- NHTepBan 3anpoca: 20
- [lone naeHTndrKaTopa:

= Kntou: timestamp.

= 3HaveHue: 1742380463.

o CTpoKa NOoAK/HOYEHNA B CeKpeTe:

jdbc:postgresql://DBSERVER:5432/waf?user=gwaf_reader&password=password

3pechb:

= DBSERVER — FQDN wnu IP-agpec cepsepa CYB/I.

= 5432-- NopT NOAKIIHOHEHNS

2. [lo6aBbTe Ha KOHBeMep BTOPYO TOYKY BXOAa CO CNedyoLMMM napameTpamm
o Tun To4ykK Bxoda: Database.

- SQL-3anpoc:
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SELECT
ae.event_id as event_id,
ae.cluster_id,
ae.server_index,
ae.timestamp,
ae.username,
ae.event_type,
ae.entity_type,
ae.event,
ae.service_name,
ae.cluster_name,
ae.ip_address,
scah.allowed _hostnames as server_name,
inet_server_addr() AS dvc,
'Garda WAF' as product,
"Audit’ as type_event
FROM public.audit_event ae
LEFT JOIN public.server_configuration_allowed_hostnames scah
ON ae.server_index = scah.server_configuration_id
WHERE ae.event_id > CAST(? AS BIGINT)
ORDER BY ae.event_id ASC LIMIT 10000;

- basa gaHHbIX: PostgreSQL
- IHTepBan 3anpoca: 60
o [Tone naoeHTndukaTopa:

= Kntoy: event_id.

= 3HaveHue: 1.

- CTpoKa NoAK/HYeHWst B CekpeTe:

jdbc:postgresql://DBSERVER:5432/waf?user=gwaf_reader&password=passwdrd

3aech:

= DBSERVER — FQDN wnu IP-agpec cepaepa CYB/.

= 5432-- NopT NOAKMOHEHNSA

3. [JobaBbTe Ha KoHBelep anemeHT Hopmanusatop ¢ npasunom RV-N-144. CoegmHnTe HopmManusaTtop C
TOYKaMuM BXofa.

4. [lobaBbTe Ha KOHBelep an1eMeHT KoHeyHasa Touyka Tuna XpaHunuw,e cobbituin. CoeanHNTe KOHEYHYHO
TOYKY C HOpPMann3aTopoM.

5. YCcTaHOBMKTE KOHOUIypaLmio KOHBelepa

MprMep KOHGUrypaumnmn KoHeenepa:
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Fappa WAF (Co6biTusi 6€30MacHOCT...

Database
Appec: GardaWAF_psgl

Hopmanusauusi Fapga WAF KoHeyHas TouKa (XpaHunuLie cobbi...

Mpasun: 1 H S Xpanunuuwe: ENG

Fapaa WAF (Co6bITusi ayauTa)
Database
Appec: GardaWAF_psql

Ecnu HacTpolika BbINOSIHEHa KOPPEKTHO, B XpaHWNLLE HAaYHYT NOCTynaTb cobbiTHA 13 PostgreSQL.

HanTn cobbitmna n3 PostgreSQL B xpaHuamLLEe MOXHO MO crnegyroLlemy hunbTpy:

@,

d dproduct = Garda WAF

Y X Cépocutbece v dproduct=GardaWAF X 4 [lo6asutb punbtp

Cosnapenuii 30 WnTtepBan Bpemenn: 2025-04-11T09:24:25.100+03:00 - 2025-04-11T09:34:25.100+03:00 MokasaTtb rpapuk v

NaHHble CraTucTuka

timestamp ||, dvendor dproduct name dvc msg outcome

2025-04- Garda Garda WAF NoScript XSS 10.150.20.50 3BadukcuposaHo

11T09:34:19.000+03:00 InjectionChecker: HTML... cpa6aTbiBaHue npasuna ... success

2025-04- Garda Garda WAF XSS Filter - Category 1: 10.150.20.59 3BadukcuposaHo

U 000500 Script Tag Vector cpaGaTbiBaHve npasuna...  ooooos

2025-04- Garda Garda WAF XSS Filter - Category 1: 10.150.20.59 3BadukcuposaHo

LT 0T 0y Script Tag Vector cpabaTbiBaHme npaBuna .. SooocoS

2025-04- Inbound Anomaly Score
11T09:34:19.000+03:00 Eand EarlaliaE Exceeded (Total Score: 30) cpa6aTblBaHVe Npasuna ...

3BadukcuposaHo

10.150.20.59 success

2025-04- Garda Garda WAF XSS Attack Detected via 10.150.20.59 3BadukcuposaHo

11T09:34:19.000+03:00 libinjection cpa6aTbiBaHue npasuna ... success

2025-04- Garda Garda WAF XSS Attack Detected via 10.150.20.59 3BadukcuposaHo

LTI ool libinjection cpa6aTblBaHVe Npasuna ... success

2025-04- Garda Garda WAF Inbound Anomaly Score 10.150.20.59 3BadukcuposaHo

11T09:34:19.000+03:00 Exceeded (Total Score: 30) cpaGaTbiBaHme npaBMa .. oo

HacTtpoliika cekpeTa database B R-Vision SIEM

YT06bI CO3AaTb CekpeT NoakNYeHnsa Kk CYB/:

1. B uHTepdence R-Vision SIEM nepenante B pasaen Pecypebl - CekpeTbl.
2. HaxxmuTe Ha kHormky Co3pathb.
3. B OTKpbIBLLUEMCA OKHE 3anoJHUTE NOoNs:

- HasBaHue — BBeMTe Ha3BaHMe CeKpeTa.

- OnucaHue (ONUMOHaNbHO) — BBEAUTE Ha3HAYeHWe CeKpeTa.

- Tun cekpeTa — BblbepuTe BapraHT CTpoKa NOAKIOUEHUS.

- CTpoOKa NoAKAIYeHUs — yKaxkuTe AaHHble and noaknodeHna k CYb/.

4. HaxxmuTe Ha kHorky Cospathb.
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Co3paHue cekpeTta

HasBaHue

Garda WAF (PSQL)

Onucanue (onuyuoHanbHo)

Cekpet nogknioyeHus Kk CYbB[] Garda WAF

Tun cekpeta

CTtpoka nogknroyeHus

CTpokKa noakno4YeHus

jdbc:postgresql://DBSERVER:5432/DBNAME?
user=gwaf_reader&password=P@sswO0rd

Ta6nuua mannuHra

Ta6n|/|ua COOTBETCTBUA MONEN CobbITUA OnA BCEX PaACCMOTPEHHbLIX TUMOB COo6bITHIA npeacrtaBsieHa Mo
CCblJIKE.

PT Application Firewall 3

« PT Application Firewall 3: HacTpoWika NCTOYHMKA

PT Application Firewall 3: HacTpoika ncTo4yHUKa

[laHHOEe pyKOBOACTBO OMMCbIBAET MPOLIECC HACTPOWMKK coopa 1M oTnpaBKK cobbiTuii Positive Technologies
Application Firewall 3 (PT AF 3) B R-Vision SIEM.

Hactpoiika PT AF 3

[nsa wcTtouHmka PT AF 3 Ha KoHBeiiepe konnektopa R-SIEM Heobxoaumo co3natb
OTLENIbHYHO TOYKY BXO[a C BbIAENEHHbIM MOPTOM, B KOTOPYHO OyAyT MOCTYNaTb TOMbKO

o cobbiTns ot PT AF 3. MNpw nonagaHum B 3Ty >Xe TOYKY BXOAa COObITUIA OT ApYrux
MCTOYHMKOB paboTa NpaBwi HOpManm3auuum OyAeT HEeKOPPEKTHOW, a OXuAaemblit
pesysibTaTt Ha BbIXOAE HEMPELCKA3YEMbIM.

HacTpoiika oTnpaBKmn CobbITUI AENNTCA Ha ABa aTana:

1. HacTpolika CUCTEMHbIX COOBLLEHNIA.

2. HacTpolika npuknagHblx COObITUN BEG-NPUNOXKEHWIA.
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BkntoyeHue NorupoBaHMsl CUICTEMHbIX U NPUKIaAHbIX cobbiTuit WAF

[nsa BKNOYEHWS NornpoBaHNA CUCTEMHbLIX N MPUKJTagHbIX CO6bITNI B KOHCONM WSC BbINOMHNTE KOMaHbl:

syslog set uri @@<target>:<port>
syslog set criticality error
syslog set send enabled

config commit

3pech:

e @@ — ykasaTesb Ha npoTtokon TCP.
« <target>— IP-agpec unn nonHoe gomerHHoe nms (FQDN) konnekTopa SIEM.

« <port>— nopT ToukM Bxoaa Syslog Ha koHBelepe SIEM.
BknioyeHue norupoBaHusl co6bITUI BEG-NPUNOXKEHUIA
Ha naHenu ynpaBneHna cepepa PT AF 3 BbINOIHUTE Cleayrolmne AeCTBUA:

1. MepenanTe B pasaen Configuration > Security - Actions:

=T Dashboard Configuration -

FILTERING ~ Autodiscovery Wizard

Security Policies
missing must @

field - _exclude Network Web applications

Cormrelations SS5L

ATTACK DYNAMICS Integration Rules and security events
| € Zoom Suspicious sessions Actions
Tags
HMM
Content security policy
Blacklists
XML schemas

Form signing

2. B pazgene Actions HaxxmuTe Ha KHOMKy Create:
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~T Dashboard Configuration = System~ Tools~

ACTIONS

-~ [

Name
Type Send to syslog (attack, aler...
Object type Attacks

Configuration IP address

Format
@Format help

Escape characters

Apply Save and Add

3. CospanTe 3 gencreus:
a. dencteue Attacks co cnegyroLlmMm napaMmeTpamu:

= Name: BBeguTe 3HadeHmne Send attack to syslog.

Type: Bbl6epuTe BapnaHT Send to syslog (attack, alert, vulnerability).

= Object type: BbibepnTe BapraHT Attacks.
= |P address: BBeauTe IP-agpec syslog-cepsepa.
= Port: ykaxuTe nopt syslog-cepBepa.

= Format — BBeauTE CTPOKY:

-- Attack -- %EVENT_ID -- %EVENT_SEVERITY -- %EVENT_DESCRIPTION --
%POLICY_NAME -- %REQUEST_HOST -- %REQUEST_PATH -- %MATCHED.VALIDATOR --
%SMATCHED.VARIABLE -- %MATCHED.VALUE -- %REQUEST_QUERY

OcTanbHble NapaMeTpbl OCTaBbTe 6€3 NUBMEHEHN 1 HAaXXMUTE Ha KHonKy Apply.
b. dencTteue Alerts co cnefytolMMM NapaMeTpamu:

= Name: BBeguTe 3HadeHne Send alert to sysloq.
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= Type: Bbi6epuTe BapuaHT Send to syslog (attack, alert, vulnerability).
= Object type: BblbepuTe BapnaHT Alerts.

= |P address: BBeguTe IP-agpec syslog-cepeepa.

« Port: ykaxknTe nopT syslog-cepsepa.

= Format — BBeauTe CTPOKY:

-- Alert -- %ALERT_SEVERITY -- %ALERT_NAME -- %ALERT_DESCRIPTION

OcTanbHble NapamMeTpbl OCTaBbTe 6€3 M3MEHEHWI U HaXXKMUTe Ha KHomKy Apply.
c. [JeicTeme Vulnerability co cneayroummm napametpamu:

« Name: BBeauTe 3HadeHune Send vulnerability to syslog.

= Type: Bbi6epuTe BapuaHT Send to syslog (attack, alert, vulnerability).
= Object type: BblbepnTe BapnaHT Vulnerabilities.

= |P address: BBeguTe IP-agpec syslog-cepeepa.

= Port: ykaxknTe nopT syslog-cepsepa.

» Format — BBeMTE CTPOKY:

-- Vulnerability -- %EVENT_ID -- %EVENT_SEVERITY -- %EVENT_DESCRIPTION --
%POLICY_NAME -- %REQUEST_HOST -- %REQUEST_PATH -- %MATCHED.VALIDATOR --
%MATCHED.VARIABLE -- %MATCHED.VALUE

OcTanbHble NapaMeTpbl OcTaBbTe 63 NBMEHEHWNI U HAaXKMUTE Ha KHomnKy Apply.

HacTpoiika B R-Vision SIEM

Ona nHTerpaumm nctovHmka ¢ R-Vision SIEM BbInonHWTe cneayroume AeicTBUS:

1. B nHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOIEKTOPE.
2. [lobaBbTe Ha KoHBelep a51eMeHT Touka Bxoga Co CrefytoLlnMm napaMmeTpamMm:
- HasBaHue: BBeAMTE Ha3BaHMe TOYKM BXOAa.
o TWN TOYKK BXoAa: BbibepuTe BapuaHT Syslog.
o [TopT TOYKM BXOfa: BBEANTE 3HAYEHNE B COOTBETCTBUM C HACTPOMKAMKM Ha CTOpPOHe PT AF 3.
o [1pOTOKONM: BbIGEPUTE BapMaHT B COOTBETCTBMM C HACTPOMKaMm Ha cTopoHe PT AF 3.
3. [lobaBbTe Ha KOHBeltep anemeHT HopmanuaaTop co cieayroLlmMm npaBuiamMm:
- Positive Technologies Application Firewall 3 (ngeHTudnkatop npasuna: RV-N-95);
- Positive Technologies Application Firewall 3 (ngeHTndnkaTop npasuna: RV-N-96);
- Positive Technologies Application Firewall 3 (naeHTndnkaTop npasuna: RV-N-99).
4. CoeiMHNTEe HOpPManmM3aTop C TOYKOM BXoAa.

5. [lo6aBbTe Ha KoHBelep aneMeHT KoHeuHas Touka T1na XpaHunuue co6bITUIA.
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6. CoelMHMTE KOHEYHYHD TOYKY C HOPMasM3aTOPOM.

7. CoXpaHnTe 1 yCTaHOBUTE KOHMUIypaLmio KoHBeepa.

MpuMep KoHbUrypaLmm KoHBeepa:

PTAF3_norm

PT_syslog

———— | Xpauunuuwe: SEA

Mocne HacTpovky nepefaqn COoObITUIN, €CNM HACTPOMKA BbINOSIHEHA KOPPEKTHO, B XPaHWULLE HaYHyT
nocTynaTtb cobbiTus PT AF 3.

Haitn cobbitna PT AF 3 B xpaHWUaMLLE MOXHO N0 creayrolemy GunbTpy:

dproduct = "Application Firewall"

Mouck  Xpawnnuwe cobbitmii: SEA Mpodune v

Bl Q =+ ammyme v Momck

Gépocute Bce v dvendor = Positive Technologi.. + Ro6asuTb punsTp

[eTanu co6biThA 6 [

Wnrepean 2025-04-08T14:21:12.656+03:00 - 2025-04-

Cosnapenwii 238 Bpemenn: 08T14:24:12.656+03:00

CBefieHusi 0 COBbITMM  ~

Positive Technologies

a Danneie  CratvcTiia d Application Firewall
n 3
tim b dvendor dproduct name msg ¢

w . recnnoiogies - - 1421 £LLAUSVU - lick

2025-04- Positive Medium

08714:23:57.000+.. Technologies

2025-04-08

Application Firewall ~ waf-sync-twisted 14:12:17+0300 H...

Web Application
2025-04- Positive
08714:23:55.000+.. Technologies

Application Firewall  wafd ev_sender: (111: y locala
‘Connection...

splunk waf.sea land
2025-04- Positive _ Ha yane

08T714:23:52.000+..

2025-0.

08714:23:49.000+..

2025-04-
08714:23:47.000+..

2025-04-

08714:23:47.000+...

2025-04-
08714:23:47.000+..

2025-04-

08714:23:47.000+...

2025-04-
08714:23:47.000+..

1

Ta6bnuua mannuHra

Technologies
e
Technologies
.
Technologies
-
Technologies
Positive
Technologies
Positive
Technologies

[
Technologies

» 50 ~

Application Firewall

Application Firewall

Application Firewall

Application Firewall

Application Firewall

Application Firewall

Application Firewall

e A nepebix

Attack

waf-nginx-error

waf-nginx-error

waf-nginx-error

carbon-console

carbon-console

carbon-console

500 ~

3anwceit:

splunk waf.sea.lan...

SEVERITY EXTRACT
ERROR 2024/04/1...

request
SEVERITY EXTRACT
ERROR 2025/04/0...

it
SEVERITY EXTRACT
ERROR 2025/04/0...

08/04/2025
14:12:13 :: Sorted...

08/04/2025
14:12:13 :: Queue...

08/04/2025
1412713

@ Actoobrosnenne  EB

Ha yane splunk waf.sea.land ans pecypca
splunk-ptaf02.sea.land 3agukcuposara
araka Bad Bot Visited Protected Page

Mozilla/5.0 (compatible; Nmap Seripting
Engine; https:/nmap.org/book/nse.htmi)

2024-04-18T11:40:25.000+03:00
splunk-ptaf02.sea.land

Splunk

Policy name

rule-engine

Validators

Mozilla/5.0 (compatible; Nmap Scripting
Engine; https://nmap.org/book/nse.htmi)

Variables

Ta6n|/|ua COOTBETCTBUSA Mofiein cobbITuA ONnA BCEX PaCCMOTPEHHbIX TUMOB COObITUI npeacrtaBsieHa

CCblJIKe.

PT Application Firewall 4

« PT Application Firewall 4: HacTpolKka UCToYHMKa

PT Application Firewall 4: HacTpoiika MCTOYHMKA

no

[laHHOEe pyKOBOACTBO OMMCbIBAET MPOLIECC HACTPOWMKM cbopa M oTnpaBkuM cobbiTunii Positive Technologies
Application Firewall 4 (PT AF 4) B R-Vision SIEM.
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HacTtpowika PT AF 4

[ns HaCTPOWKM OTNpPaBKK COBLITUIA Ha NaHenu ynpaeBneHus cepepa PT AF 4:

1. B rnaBHOM MeHIO NepenanTe Ha Bknagky CxeMa KoHbuUrypauum.

2. B pazgene [leMcTBUSA HAXXMUTE Ha KHOMKY +:

pt Application Firewall HET COBbITUA BE30MACHOCTM  MOHUTOPUHT  CXEMA KOHOMIYPALUMM  CUCTEMA

MPOOUIIN TPAGUKA BEB-MPWJI0XXEHUA = SALMILAEMBIE CEPBEPbBI

WABJIOHbI MOJIMTUK

IP-ALLPECA AJISl IPOCINYLUNBAHUSA BE30MACHOCTH

HABOP MNO0JIb30BATE/IbCKUX

MPABUN
LEMO4KN CEPTUOUKATOB SSL

HABOPbl CACTEMHbIX MPABUJT
3AKPBITBIE KJTHO4M SSL

JNENCTBUA

3. CozfanTe HOBOE AeNCTBME CO CNneayoWwmMmn napaMmeTpamu:

- HasBaHue: BBeanTe 3HadveHre Send to syslog.
> Tun: BbibepuTe BapaHT OTNpaBnsaTb cobbiTUe Ha syslog-cepBep.
o IP-agpec nnu nmsa yana: BBeaute IP-agpec syslog-cepeepa.

- [1pOTOKON: BblGEpUTE BapnaHT B COOTBETCTBUM C HACTPOMKAMM TOUKM Bxoda KoHBelepa R-Vision
SIEM.

o [MopT: BBEOANTE 3HAYEHWNE B COOTBETCTBUM C HACTPOMKAMM TOYKIM BXOa KoHBerepa R-Vision SIEM.
o MakcuMarbHbIN pasMep: BBeauTe 3HadeHne 65507,

- LllabnoH: BbI6epuTe BapmaHT CEF.

OcTanbHble napaMeTpbl OCTaBbTe 6e3 N3MEeHeHWI.
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Send to syslog

Do6aenatb IP-agpec KNWeHTa B rNo6anbHblA AMHAMUYECKWA CNMCOK
3anucbiBaTh cobbiTHE B 6a3y AaHHbIX
WN3ameHATb 3aronoBKKH OTBETa

OTnpaBnATb CBOW OTBET

OTnpaenATL cobbiTHe Ha syslog-cepeep

NapameTpsbl

10.150.21.11

RFC 5424

OnucaHue coBnageHuin

¥Y3en o6pa6oTku Tpauka
Mone3soBatenb

OnucaHue cobbiTuA GesonacHocTH

HTTP-3anpoc

LOOBABUTb OEACTBUE OTMEHA

4. HaxxmuTe Ha kHomky [lo6aBuTb AecTeune
HacTtpoliika B R-Vision SIEM
[na nHterpaumm nctovHmka ¢ R-Vision SIEM BbinonHuTe cnegyoume 4eicTBUA:

1. B uHTepdeiice R-Vision SIEM co3aaliTe HOBbI KOHBENEP B KOMIEKTOPE.
2. [lobaBbTe Ha KOHBelep anemMeHT Touyka Bxoga CO CreflytoLnMM napaMmeTpamMm:

o HasBaHwe: BBeANTe HasBaHMe TOYKM BXOJa.
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o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [1OpT TOYKM BXOAA: BBEAMTE 3HAYEHME B COOTBETCTBUM C HACTPOMKAMM Ha CTOpoHe PT AF 4.
o [pOTOKON: BbI6EPUTE BApPUAHT B COOTBETCTBUN C HACTPOMNKaMM Ha CTOpoHe PT AF 4.

3. [lobaBbTe Ha KoHBeiep anemeHT HopmanusaTtop c npasuioM Positive Technologies Application
Firewall 4 (naeHTndmkaTop Nnpasuna: RV-N-97).

4. CoeiMHNTEe HOpPManmn3aTop C TOYKOM BXoAa.
5. [lobaBbTe Ha KOHBelep aneMeHT KoHeuHast Touka Tvna XpaHunui,e co6bITUN.
6. CoeMHUTE KOHEYHYHD TOUKY C HOPMann3aTopOM.

7. CoXpaHunTe 1 yCTaHOBUTE KOHMUIypaLmIo KoHBeepa.

Mpumep KoHbUrypauum KoHBelepa:

Syslog ptaf4 (30018)

ptaf4_normalize SEA

Mpasun: 1 : ———| Xpauunuwe: SEA

Mocne HacTpoOMKM nepefadn CobbITUIA, eCM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAULLE HaYHyT
nocTynatb cobblTus PT AF 4.

HanTn cobbitna PT AF 4 B xpaHnauLLe MOXHO Mo crnegytolemy hunbTpy:

dproduct = "Application Firewall"

0o6aBUTb QUNBLTP

. MuBeptupoBath (NOT)

O
Mone Onepatop

dproduct

3HayeHue

Application Firewall

@) Hacrpouts saronosok

OTMEHWUTL Jo6aBuUTb

Ta6nuua manmnuHra

Ta6nmua COOTBETCTBUA MOSEN COObITUA AnAa BCeX PaCCMOTPEHHbIX TUMOB CO6bITHIA npegcrtaBieHa o
CCblJIKe.
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CucteMbl 3aWUTbl KOHeYHbIX Touek (Endpoint
Protection)

[aHHbIA pasfen COAePXXUT MHCTPYKUMM ANS HAcTPOVKKM cbopa CobbITUA C MoAAep>KMBaeMbIX CUCTEM
3alUMTbl KOHEYHbIX TOYeEK:

« [apga DLP

« Kopg besonacHocTu Secret Net LSP

« Kop BesonacHocTu Secret Net Studio

« KoHdpumaeHT ELLY Dallas Lock

« KoHodunaeHT Dallas Lock 8.0

Nappa DLP

» ["apga DLP: HacTporka MCTOYHNKA

Fapaa DLP: HacTpoiKa UCTOYHUKA

[aHHOe pyKOBO/CTBO OMMChIBAET MPOLIECC HACTPOMKIM cOopa 1M OTNpaBKK cobbITuii komnnekca Napaa DLP
B R-Vision SIEM.

Hactpoiika Nappa DLP

CucTtemMa MO3BOASET OTNPaBAsATb COObITUA 6e30MacHOCTM BO  BHELIHWME CUCTEMbI

o nocpeacTBoM syslog. [lna HacTpoMKM nepefadn cuctema TpebyeT BBeCTM LLAGIOH
coobllieHnss syslog. B pamKkax WHCTPYyKUMM MOArOTOBAEHbI WAGMOHbI ANA nepefayn
COObITUI, FeHepupyemMbIix MPOMUIAMN 6€30MaCHOCTM N0 YMOMYaHWIO.

[ns HacTpoWikn nepefayn cobbiTuii syslog Ha Mapaa DLP:

1. BomanTe B KOHCOMb aagMuHKCTpaTopa INapaa DLP.
2. MNepenanTe Ha BKNaaKy Hactpoitku - 9kcnopT B SIEM.

3. CozpariTe WwabnoHbl akcnopTa B SIEM noa kaxkabli npoduab Mo yMon4aHuto. 18 aToro HaxxmMuTe Ha
KHOMKy Jlo6aBMTb HOBbIN LWHA6NoH akcnopTta B SIEM.

4. 3anonHuTe nong:

o O6lme nona aAns Bcex npodunen:
= IP-appec — ykaxuTe IP-agpec konnektopa SIEM.
= MopT — yKkaxknuTe NOpPT, KOTOPbI HAacTpoeH B SIEM Ans npuema cobbITUii C UCTOYHMKA.
= MpoTokon — BbIGeEpPUTE MPOTOKOS, HACTPOEHHbIN B SIEM.
= Dopmart — BbibepuTe hopmat CEF.
o PopMaTbl COOBLLEHWI A1 KaXXA0ro Npoduns:

= [NH B no4Te, MecceHgkepax, 3arpyska Ha canTbl:
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src=$Garda.uni_ip dst=$Garda.peer_ip sport=$Garda.uni_port
dport=$Garda.peer_port suser=$Garda.account csl1=$Garda.action_type
action=$Garda.user_action objType=$Garda.type count_pages=$Garda.count
name=$Garda.name time=$Garda.time time_real=$Garda.time_real
time_start=$Garda.time_start time_stop=$Garda.time_stop
uni_email=$Garda.uni_email peer_email=$Garda.peer_email
have_attach=$Garda.have _attach url=$6Garda.url
content_type=$Garda.content_type http_type=$Garda.http_type size=$Garda.size
web_obj_id=$Garda.web_obj_id web_parent_id=$Garda.web_parent_id
web_object_type=$Garda.web_object_type result_code=$Garda.result_code
referer=$Garda.referer content_encoding=$§Garda.content_encoding
web_uni_id=$Garda.web_uni_id web_peer_id=$Garda.web_peer_id
web_source_id=$Garda.web_source_id protocol=$Garda.protocol
proto_descr=$Garda.proto_descr channel=$Garda.channel
uni_ident=$Garda.uni_ident peer_ident=$Garda.peer_ident
subject=$Garda.subject login=$Garda.login chat_id=$Garda.chat_id
send_time=$Garda.send_time mail_partid=$Garda.mail_partid
mail_flags=$Garda.mail_flags uni_is_server=$Garda.uni_is_server
uni_is_sender=$Garda.uni_is_sender blocking_action=$Garda.blocking_action
cat="MNH_B_nouTe, _MecceHaxepax, _3arpy3ka_Ha_canTh"
uni_phone=$Garda.uni_phone peer_phone=$Garda.peer_phone
account=$Garda.account user_action=$Garda.user_action
type_action=$Garda.type_action prop_text_part=$Garda.prop_text_part

= lcnonb3oBaHme nofgosputenbHoro Mo:

src=$Garda.uni_ip dst=$Garda.peer_ip sport=$Garda.uni_port
dport=$Garda.peer_port suser=$Garda.account cs1=$Garda.action_type
action=$Garda.user_action objType=$Garda.type count_pages=$Garda.count
name=$Garda.name time=$Garda.time time_real=$Garda.time_real
time_start=$Garda.time_start time_stop=$Garda.time_stop
process_name=$Garda.process_name process_id=$Garda.process_id
action_type=$Garda.action_type user_action=$Garda.user_action
device_name=$Garda.device _name serial_id=$Garda.serial_id
protocol=$Garda.protocol proto_descr=$Garda.proto_descr
channel=$Garda.channel uni_is_server=$Garda.uni_is_server
uni_is_sender=$Garda.uni_is_sender blocking_action=$Garda.blocking_action
cat="lcnonb3oBaHue_nono3putensHoro_fM0"

» JIOKyMeHTbI 1 apXvBbl C Maposem:

src=$6Garda.uni_ip dst=$Garda.peer_ip sport=$Garda.uni_port
dport=$Garda.peer_port suser=$Garda.account cs1=$Garda.action_type
action=$Garda.user_action objType=$Garda.type count_pages=$Garda.count
name=$Garda.name time=$Garda.time time_real=$Garda.time_real
time_start=$Garda.time_start time_stop=$Garda.time_stop
uni_email=$Garda.uni_email peer_email=$Garda.peer_email
have_attach=$Garda.have_attach path=$Garda.path file_size=$Garda.file_size
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process_name=$Garda.process_name flags=$Garda.flags
device_name=$Garda.device name serial_id=$Garda.serial_id url=$Garda.url
content_type=$Garda.content_type http_type=$Garda.http_type size=$Garda.size
web_obj_id=$Garda.web_obj_id web_parent_id=$Garda.web_parent_id
web_object_type=$Garda.web_object_type result_code=$Garda.result_code
referer=$Garda.referer content_encoding=$§Garda.content_encoding
web_uni_id=$Garda.web_uni_id web_peer_id=$Garda.web_peer_id
web_source_id=$Garda.web_source_id protocol=$Garda.protocol
proto_descr=$Garda.proto_descr channel=$Garda.channel login=$Garda.login
chat_id=$Garda.chat_id send_time=$Garda.send_time
mail_partid=$Garda.mail_partid mail_flags=$Garda.mail_flags
uni_is_server=$Garda.uni_is_server uni_is_sender=$Garda.uni_is_sender
blocking_action=$Garda.blocking_action cat="[lokymeHTbl_1n_apxuBbl_c_naposnem"

= Boirpyska b/l Ha BHeLLUHWE HOCUTENN:

src=$Garda.uni_ip dst=$Garda.peer_ip sport=$Garda.uni_port
dport=$Garda.peer_port suser=$Garda.account cs1=$Garda.action_type
action=$Garda.user_action objType=$Garda.type count_pages=$Garda.count
name=$Garda.name time=$Garda.time time_real=$Garda.time_real
time_start=$Garda.time_start time_stop=$Garda.time_stop path=$Garda.path
file_size=$Garda.file_size process_name=$Garda.process_name
flags=$Garda.flags device_name=$Garda.device_name serial_id=$Garda.serial_id
protocol=$Garda.protocol proto_descr=$Garda.proto_descr
channel=$Garda.channel uni_is_server=$Garda.uni_is_server
uni_is_sender=$Garda.uni_is_sender blocking_action=$Garda.blocking_action
cat="Buirpy3ska_b[l_Ha_BHewHune_Hocutenu"

= [1[JH Ha BHELUHWX HOCUTENSX 1 B NeYaTu:

src=$Garda.uni_ip dst=$Garda.peer_ip sport=$Garda.uni_port
dport=$Garda.peer_port suser=$Garda.account csl1=$Garda.action_type
action=$Garda.user_action objType=$Garda.type count_pages=$Garda.count
name=$Garda.name time=$Garda.time time_real=$Garda.time_real
time_start=$Garda.time_start time_stop=$Garda.time_stop path=$Garda.path
file_size=$Garda.file_size process_name=$Garda.process_name
flags=$Garda.flags device_name=$Garda.device_name serial_id=$Garda.serial_id
protocol=$Garda.protocol proto_descr=$Garda.proto_descr
channel=$Garda.channel uni_is_server=$Garda.uni_is_server
uni_is_sender=$Garda.uni_is_sender blocking_action=$Garda.blocking_action
cat="MAH_Ha_BHewWwHNX_HocUTenax_u_B_neyaTtun"
prop_text_part=$Garda.prop_text_part

= bnokuposka Gpasbl:

src=$6Garda.uni_ip dst=$Garda.peer_ip sport=$Garda.uni_port
dport=$Garda.peer_port suser=$Garda.account cs1=$Garda.action_type
action=$Garda.user_action objType=$Garda.type count_pages=$Garda.count
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name=$Garda.name time=$Garda.time time_real=$Garda.time_real
time_start=$Garda.time_start time_stop=$Garda.time_stop url=$Garda.url
content_type=$Garda.content_type http_type=$Garda.http_type size=$Garda.size
process_name=$Garda.process_name web_obj_id=$Garda.web_obj_id
web_parent_id=$Garda.web_parent_id web_object_type=$Garda.web_object_type
result _code=$Garda.result code referer=$Garda.referer
content_encoding=$Garda.content_encoding web_uni_id=$Garda.web_uni_id
web_peer_id=$Garda.web_peer_id web_source_id=$Garda.web_source_id
protocol=$Garda.protocol proto_descr=$Garda.proto_descr
channel=$Garda.channel uni_is_server=$Garda.uni_is_server
uni_is_sender=$Garda.uni_is_sender blocking_action=$Garda.blocking_action
cat="bnoknposka_¢pa3b" uni_phone=$Garda.uni_phone
peer_phone=$Garda.peer_phone account=$Garda.account
user_action=$Garda.user_action type_action=$Garda.type_action
prop_text_part=$Garda.prop_text_part

= [epenaya McnonHAeMblx GaoB B MOYTE:

src=$Garda.uni_ip dst=$Garda.peer_ip sport=$Garda.uni_port
dport=$Garda.peer_port suser=$Garda.account csl1=$Garda.action_type
action=$Garda.user_action objType=$Garda.type count_pages=$Garda.count
name=$Garda.name time=$Garda.time time_real=$Garda.time_real
time_start=$Garda.time_start time_stop=$Garda.time_stop
uni_email=$Garda.uni_email peer_email=$Garda.peer_email
have_attach=$Garda.have_attach subject=$Garda.subject
content_type=$Garda.content_type size=$Garda.size send_time=$Garda.send_time
mail_partid=$Garda.mail_partid mail_flags=$Garda.mail_flags
protocol=$Garda.protocol proto_descr=$Garda.proto_descr
channel=$Garda.channel uni_is_server=$Garda.uni_is_server
uni_is_sender=$Garda.uni_is_sender blocking_action=$Garda.blocking_action
path=$Garda.path file_size=$Garda.file_size mime_type=$Garda.mime_type
hash=$Garda.hash prop_text_part=$Garda.prop_text_part
prop_guid=$Garda.prop_guid prop_blob_id=$Garda.prop_blob_id
cat="lepenaya_no_noute_ncnonHaemoro_g¢aiina"

» KpeauTHble KapTbl:

src=$Garda.uni_ip dst=$Garda.peer_ip sport=$Garda.uni_port
dport=$Garda.peer_port suser=$Garda.account cs1=$Garda.action_type
action=$Garda.user_action objType=$Garda.type count_pages=$Garda.count
name=$Garda.name time=$Garda.time time_real=$Garda.time_real
time_start=$Garda.time_start time_stop=$Garda.time_stop
uni_email=$Garda.uni_email peer_email=$Garda.peer_email
have_attach=$Garda.have_attach path=$Garda.path file_size=$Garda.file_size
process_name=$Garda.process_name flags=$Garda.flags
device_name=$Garda.device name serial_id=$Garda.serial_id url=$Garda.url
content_type=$Garda.content_type http_type=$Garda.http_type size=$Garda.size
web_obj_id=$Garda.web_obj_id web_parent_id=$Garda.web_parent_id
web_object_type=$Garda.web_object_type result_code=$Garda.result_code
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referer=$Garda.referer content_encoding=$§Garda.content_encoding
web_uni_id=$Garda.web_uni_id web_peer_id=$Garda.web_peer_id
web_source_id=$Garda.web_source_id protocol=$Garda.protocol
proto_descr=$Garda.proto_descr channel=$Garda.channel
uni_ident=$Garda.uni_ident peer_ident=$Garda.peer_ident
subject=$Garda.subject login=$Garda.login chat_id=$Garda.chat_id
send_time=$Garda.send_time mail_partid=$Garda.mail_partid
mail_flags=$Garda.mail_flags uni_is_server=$Garda.uni_is_server
uni_is_sender=$Garda.uni_is_sender blocking_action=$Garda.blocking_action
cat="KpeanTHbole_kapThl" uni_phone=$Garda.uni_phone
peer_phone=$Garda.peer_phone account=$Garda.account
user_action=$Garda.user_action type_action=$Garda.type_action
prop_text_part=$Garda.prop_text_part

= lIcnonb3oBaHme yOaneHHOro gocTtyna.

src=$Garda.uni_ip dst=$Garda.peer_ip sport=$Garda.uni_port
dport=$Garda.peer_port suser=$Garda.account cs1=$Garda.action_type
action=$Garda.user_action objType=$Garda.type count_pages=$Garda.count
name=$Garda.name time=$Garda.time time_real=$Garda.time_real
time_start=$Garda.time_start time_stop=$Garda.time_stop
process_name=$Garda.process_name process_id=$Garda.process_id
action_type=$Garda.action_type user_action=$Garda.user_action
device_name=$Garda.device _name serial_id=$Garda.serial_id
protocol=$Garda.protocol proto_descr=$Garda.proto_descr
channel=$Garda.channel uni_is_server=$Garda.uni_is_server
uni_is_sender=$Garda.uni_is_sender blocking_action=$Garda.blocking_action
cat="lcnonb3oBaHue_nporpammbl_yaaneHHoro_goctyna"

= KoHbunaeHumnanbHas nHhopmMaums:

src=$6Garda.uni_ip dst=$Garda.peer_ip sport=$Garda.uni_port
dport=$Garda.peer_port suser=$Garda.account cs1=$Garda.action_type
action=$Garda.user_action objType=$Garda.type count_pages=$Garda.count
name=$Garda.name time=$Garda.time time_real=$Garda.time_real
time_start=$Garda.time_start time_stop=$Garda.time_stop
uni_email=$Garda.uni_email peer_email=$Garda.peer_email
have_attach=$Garda.have_attach path=$Garda.path file_size=$Garda.file_size
process_name=$Garda.process_name flags=$Garda.flags
device_name=$Garda.device _name serial_id=$Garda.serial_id url=$Garda.url
content_type=$Garda.content_type http_type=$Garda.http_type size=$Garda.size
web_obj_id=$Garda.web_obj_id web_parent_id=$Garda.web_parent_id
web_object_type=$Garda.web_object_type result_code=$Garda.result_code
referer=$Garda.referer content_encoding=$§Garda.content_encoding
web_uni_id=$Garda.web_uni_id web_peer_id=$Garda.web_peer_id
web_source_id=$Garda.web_source_id protocol=$Garda.protocol
proto_descr=$Garda.proto_descr channel=$Garda.channel
uni_ident=$Garda.uni_ident peer_ident=$Garda.peer_ident
subject=$Garda.subject login=$Garda.login chat_id=$Garda.chat_id

Bepcua YMC2.0 272



send_time=$Garda.send_time mail_partid=$Garda.mail_partid
mail_flags=$Garda.mail_flags uni_is_server=$Garda.uni_is_server
uni_is_sender=$Garda.uni_is_sender blocking_action=$Garda.blocking_action
cat="KoH¢naeHunanbHasa_nHpopmauna" uni_phone=$§Garda.uni_phone
peer_phone=$Garda.peer_phone account=$Garda.account
user_action=$Garda.user_action type_action=$Garda.type_action
prop_text_part=$Garda.prop_text_part

B pesynbTate nonydntces 10 wabnoHoB:

Skcnopt B SIEM

v MAOH B noyte, MecceHmKepax, 3arpyaka Ha caitel  10.150.30.88:30194 Ypanute

=
Mcnonb3oeaHue nogosputensHoro MO 10.150.30.88:30194 YoanuTe

s

Q [okymeHTbl U apxuBbl ¢ naponem  10.150.30.88:30194 Ypanute

Labik

H Beirpyaka B[l Ha BHewwHWe Hocutenn  10.150.30.88:30194 YpanuTe

[

o MAH Ha BHelHWX HocuTenax 1 B nedatu  10.150.30.88:30194 Ypanute
Brnokvposka cpassl  10.150.30.88:30194 Yaame
Mepepa4a ncnonHsembix dainos B nodte  10.150.30.88:30194 YpanuTe
KpeautHele kaptel  10.150.30.88:30194 YoanuTe
WMcnonb3oeanue yoaneHnHoro goctyna  10.150.30.88:30194 YpanuTe
KoHdwmaeHumanbHas uHcpopmaumna  10.150.30.88:30194 YpanuTe

© OobapuTb HoBBIV WabnoH akcnopta B SIEM

5. MNepengnTe Ha Bkiaaky Monutuku.
6. BbibepuTe 0HYy U3 MOUTUK MO YMOAYaHWIO.

7. B OTKpbIBLUEMCA MEHIO BKOUMTE ByHKLUMIO 3arpy»aTb gaHHble B SIEM cuctemy, ucnonbsys wabnoH
¥ BblibepuTe LWaboH, OAHOUMEHHbIN NOSINTUIKE.

Bepcua YMC2.0 273



Boirpyska BJl Ha BHelUHWe HocuTenn

11 OcTatoauTs YAanuTL 8ce Hapywenun @ YganuTs nonuitky

Hassanme Brirpyska B[] Ha BHelHWe HoCUTenu

OnucaHue: OnucaHue NomuTHKN

V3MEHEHUE TONMBKO CO3AATENEM

lNpasa aoctyna
SRSy [locTynHo BceM=

Kanans! nepenaqn aanHsix: 3annce Ha USB-HocuTens, 3.~
KoHtponuposarb: Ppasl
HQPEOHaﬂbe\E A@HHble
LloKyMEeHTEI

BKIIO4MTH NOMCK MO TOYHOMY COBNAAEHHUID

CoTpyaHukn,

W, email, id =
Cnosapu Hazganne
[onontuTensHele napamMeTpel [obasuTs-

Boirpy3ku u3 B[1-

YUUTHIBATE HAKONMEHHbIE AaHHbIE

BrniounTh onoseerna no Email, ucnonb3sys cneaytoume civcku: BuiGpars cnvcki-

MIH 8 noyTe, MecceHmKepax, aarpyaka Ha caiTbl

CoXpaHWTE NONUTHKY Wenons3osakne nogospurenstoro MO OTmeHa

[lokyMEHTBI M apXuBLI C Naponem

<

Buirpyska B[] Ha BHelUHWe HocUTenn
MOH Ha BHELHUX HOCUTENSAX U B Medark
Bnokuposka thpasbl

Mepenaya UCNONHAEMbIX haiinos B nouTe

KpeauTtHbie KapTsl

8. HOBTOpl/ITe nocneaHny war ass ocTaBLUMXCH NMOUTUK.

HacTpovika Napaa DLP 3aBeptuieHa.

HacTpoiika R-Vision SIEM
[na nHTerpaumm nctovHmka ¢ R-Vision SIEM BbInonHWTe cneayroume waru:

1. B uHTepdeiice R-Vision SIEM co3aaliTe HOBbI KOHBENEP B KOMIEKTOPE.

2. [lo6aBbTe Ha KoHBelep anemMeHT Touka Bxoga Co CreflytolMM napaMmeTpamMm:
a. Tun To4kn BxoAa: Syslog.
b. MNopT TOYKM BXOJA: B COOTBETCTBUM C HAaCTPOMKaMM Ha CTopoHe [rapaa DLP.
c. Mpotokon: TCP nnn UDP.

3. Job6aBbTe Ha KoHBelep anemeHT Hopmanusartop c npasuiom RV-N-171. CoeanHuTe HopmMannaaTtop ¢
TOYKOW BXOAa.

4. [lo6aBbTe Ha KOHBelep aneMeHT KoHeuHas Touka Tuna XpaHunuiie cobbiTuit. CoeanHmTE KOHEYHYHO
TOYKY C HOPManNM3aTOpPOM.

5. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmIo KOHBeNepa.
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MpuMep KOHGUrypaunmn KoHeenepa:

Co6biTuA Mapaa DLP
Syslog Hopmanusauus KoHe4Has Touka

Mopt: 30194 : —> MMpasun: 1 : —>» Xpanunuwe: ENG
Mpotokon: TCP

Mocne HacTporiky nepeaadyn cobblTUIA, ecim HACTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHWIWLLE HaYHyT
nocTynatb cobblTus Mapaa DLP.

Haiitn cobbitus Mapaa DLP B xpaHuauLLe MOXKHO Mo cneaytollemMy GunbTpy:

dproduct = "Garda DLP"

Oo6aBUTb GUNLTP

. Wueeptuposathb (NOT)

O
MNMone Onepatop

dproduct

3HayeHue

Garda DLP

. HﬂCTPOI‘ITb 3arofioBoK

OTMEHUTbL

Ta6nuua mannuHra

Ta6n|/1ua COOTBETCTBUSI MOSIeN CobbITUA ONnA BCEX PaACCMOTPEHHbIX TUMOB COObITIA npeacrtaBsieHa no
CCblJIKE.

Kopn be3sonacHoctu Secret Net LSP

« Kopg besonacHocTn Secret Net LSP: HacTpoka NCTOYHMKA

Kop BesonacHocTu Secret Net LSP: HacTpolika MCTOYHUKA

[laHHOEe PyKOBOACTBO COAEPXKUT MHCTPYKLMM MO HACTPOWMKe OTNpaBKM CobbITUI B cucTemy R-Vision SIEM
n3 npoaykTta Secret Net LSP.

Cob6biTua Secret Net LSP

o MoapobHasa MHbopMaLUMs O 3anmMcbiBaeMblX COObITUAX MpMBeAeHa B AOKYMeHTaLum
Secret Net LSP.

Secret Net LSP 3anucbiBaeT cobbiTus B ABe 6a3bl AaHHbIX: CuctemHas v B[] ayauTta.
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https://docs.rvision.ru/sources/ru/УМС/EndpointProtection/_attachments/garda-dlp-mapping-table.csv
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https://docs.securitycode.ru/products/secret_net_lsp_1_12_2/AdminGuide/ForOnline/EventsSystemForOnline/
https://docs.securitycode.ru/products/secret_net_lsp_1_12_2/AdminGuide/ForOnline/EventsSystemForOnline/

Syslog umTaeT cobbITUA TONbKO M3 cucTeMHol Bb[l, mockonbky >ypHanbl B B/l ayanTa 3awwmdbpoBaHbl.
MpaBunno, ykasaHHoe B JAHHOW WHCTPYKLIMK, HOPMann3yeT TOMNbKO CObbITUA 13 cucTemMHon B/, KoTopble
OTHOCATCA K CNefyroLnM TUNnam:

« AyTeHTUdUKaunNsa Yepes rpaduyeckmii nHtepdenc nnm SSH;
« [loBblILLEHWNE MPUBUNETNI;

 /I3aMeHeHne NoNnTuK;

e HacTtpoiika ayauta;

» PesepBHOE KOMMPOBaHWE,

« B3anmopgencTBue C xxypHanamu;

» Bsanmopgencreue ¢ npasuiamm M3;

+ bnokupoBka nnu pasénoknpoBka APM.

C6op cobblTnin n3 B[] ayauTa ocyLeCTBAAETCA NoCpeAcTBOM cepBepa 6e3onacHocTi Secret Net Studio,
noA yrnpasJfieHNeM KOTOPOro MOXeT HaxoanTbes Secret Net LSP.

HacTpoiika Secret Net LSP

Ona oTnpaBku cobbiThin Secret Net LSP B R-Vision SIEM:

1. OTkpouTe thann /opt/secretnet/etc/syslog-ng/syslog-ng.conf ¢ MOMOLLBIO KOMaHAbI:

sudo nano /opt/secretnet/etc/syslog-ng/syslog-ng.conf

2. JononHuTe dain CTpoKamu:

> [1na nepefadm cobbiThin No npotokony UDP:

destination rcollector { udp("<ip-ampec konmekTopa>" port(<cnywaembliii nopt>));};

> [1na nepenaydm cobbiThii No npotokony TCP:

destination rcollector { tcp("<ip-ampec kommekTopa>" port(<cnywaembii nopTt>) log-
fifo-size(1000));};

CoxpaHnTe N3MEeHeHWS:

log { source(src_main); destination(rcollector);};

3. MNepesarpyaunTte pabouyto CTaHLMHO.

HacTtpoiika B R-Vision SIEM

[ns HacTpoikin c6opa U HOopManu3auum cobbiTuii MCTOoYHMKa B R-Vision SIEM BbImonHWTE cneaytolive
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Larw:

1. B nHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOEKTOPE.
2. [lobaBbTe Ha KoHBelep aneMeHT Touka Bxoga CO CreflytoLmnMM napaMmeTpamMm:
- HasBaHWe: BBeANTEe Ha3BaHMe TOUKN BXOa.
> TWUN TOYKK BXoAa: BbibepuTe BapuaHT Syslog.
o [TopT TOYKM BXOAaA: BBEAUTE 3HAYeHNe B COOTBETCTBMM C HACTPOMKaMM Ha CTOpPOHe syslog-ceprepa.
o [TpoTOKON: BbIGEPUTE BapMaHT B COOTBETCTBUM C HACTPOMKaMM Ha CTOPOHe syslog-cepBepa.

3. [lJobaBbTe Ha KoHBelep anemeHT Hopmanusatop ¢ npasBuioMm Security Code Secret Net LSP
(nneHTndukaTop npasuna: RV-N-108).

4. CoeMHUTE HOPMaM3aTop C TOYKOM BXOoa.
5. [lo6aBbTe Ha KOHBelep anemMeHT KoHeuHasa Touka Tna XpaHunuie cobbITUNA.
6. CoeMHUTE KOHEYHYO TOYKY C HOPMaan3aTopOM.

7. CoxpaHuTe 1 ycTaHOBUTE KOHMbUIypaLmio KOHBeepa.

MpuMep KoHOUrypaumnm KoHBenepa:

Security Code

Normalize SNS SecretNet
—— | [pasun: 1 : —» Xpanunuuwe: SercetNet

Mocne HacTpolViky nepefayn coObITUI, eCNM HaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUIWLLE HauHyT
nocTynaTtb cobblTus Secret Net LSP.

Haintn cobbitna Secret Net LSP B XxpaHuauLie MOXHO MO credytolemMy GunbTpy:

dproduct = "Secret Net LSP"

0o06aBUTb QUNLTP

@D Visepruposars (NOT)

O
Mone Onepatop

dproduct

3HayeHune

Secret Net LSP

@D Hacrponts saronosok

OTMEHWUTL [o6aBuTb
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Tabnuua mannuHra

Tabnva COOTBETCTBUS MOMen cobbiTus ANnA Bcex PaCCMOTPEHHbIX TUIMOB COObITUI npeacrtaBiieHa Mo
CCblJIKe.

Koa be3onacHocTtu Secret Net Studio

« Kopg beszonacHocTn Secret Net Studio: HacTpoika MCTo4YHMKA

Kop be3sonacHocTu Secret Net Studio: HacTpolika MCTOYHMKA

Secret Net Studio—aTo cpeAcTBO 3alUTbl  MHMOOPMALMM  OT  HECAHKLMOHMPOBAHHOMO  [OCTYynMa,
BbIMOMHAOLIEE DYHKUUM KOHTPONS KOHMUAEHUMANbHOCTH, LENOCTHOCTM M AOCTyna K MHbopMaumun Ha
PaboUMX CTaHLMAX.

HacTtpowka CYB[J MS SQL

[ns cospanHusa cepBUcHoM Y3 Heobxoanmmo noakntoumTbes K CYB /] nocpeacteom SQL Server Management
Studio nog agMuHMCTpaTUBHON Y3.

1. OTKpoWiTe KOHTEKCTHOE MeHto AN Security = Logins 1 BbibepuTe onuuto New Login.

bt gtorer = < [

Connect~ ¥ i ¢ .

=8 10.150.50.112 (SQL Server 15.0.2000 - root)
Databases

=% Security
New Login...
Serverl  Filter »
Crede
Auditd Start PowerShell
Server Reports >
Server O Refresh
Replication
PolyBase
Management

XEvent Profiler

2. B pazgene General cozganTe CepBUCHYO Y3 CO CrieaytoLMmM napaMeTpamu:
- B none Login hame BBeMTE Ha3BaHWe y4eTHOM 3anmncu.
- Bbibepute BapraHT SQL Server authentication.

- B none Default database Bbi6ep1Te 13 BbiMaaatoLero cnncka 6asy AaHHbix Secret Net Studio.
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https://docs.rvision.ru/sources/ru/УМС/EndpointProtection/_attachments/kodbezopasnosti-studio-lsp-mapping.table.csv
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i Login - New

Selectapage
# General

# Server Roles
& User Mapping
# Securables
# Status

Connection

Server:
10.150.50.112

Connection:
root

nﬁ View connection properties

Progress

Ready

IT Script v @ Help

Login name: extsns

() Windows authentication
o SQL Server authentication

Password: sssssess

Confirm password: ssssnsee

E] Enforce password policy

() Mapped to certificate

O Mapped to asymmetric key
("] Map to Credential

Mapped Credentials Credential

Default database:

Default language: <default>

3. MNepenguTe B pasaen User Mapping.

SN7_SERVER_SCHEMA

- YCTaHoBUTE PaXKok HanpoTmB 6a3bl AaHHbIX Secret Net Studio.

- BblbepuTte ans nonbaoBaTtens ponu db_datareader v public.
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i Login - New

Selectapage
# General

# Server Roles
# User Mapping
# Securables
& Status

Connection

Server:
10.150.50.112

Connection:
root

ﬁ View connection properties

Progress

Ready

T Script + @ Help

Users mapped to this login:

Map Database
master
model
msdb

08000

tempdb

Guest account enabled for: Sk

SN7_SERVER_SCHEMA

User

extsns

Database role membership for: SN/_SERVER_SCHEMA

Default Schema

[ ] db_accessadmin
(] db_backupoperator
B db_datareader

(] db_datawriter

(] db_ddladmin

[ ] db_denydatareader
C] db_denydatawriter
C] db_owner

C] db_secunityadmin

B public

[ ] SN7SERVER

KOHMUrypaumm cetn SQL Server.

4. B HacTpoiikax SQL Server Configuration Manager y6eantecb, 4To
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ﬁ Sql Server Configuration Manager
File Action View Help

= 75 E=H

'ﬂ SQL Server Configuration Manager (Local) Protocol Name Status
H SQL Server Services ) . || ¥ Shared Memory Enabled
_E_ SQL Server Network Configuration (32bit . ’
) ~ ) A & Named Pipes Disabled
> § SQL Native Client 11.0 Cenfiguration (32 = TCP/IP Enabled
v H sQL Server Network Configuration
B Protocols for SQLEXPRESS ) 7 .
5 B 5QL Native Client 11.0 Configuration TCP/IP Properties :
Protocol 1P Addresses
B General
Enabled Yes -
Keep Alive 30000
Listen All Yes
Enabled
Enable or disable TCP/IP protocol for this server instance
ok || cancel | ooy | hep

HacTtpoiika CYB/ MS SQL 3aBepuleHa.

HacTtpoiika Secret Net Studio

Ons HaCTpOVIKI/I NCTOYHUMKA BbINOJTHUTE Cliedyrolme warwu:

1. 3anyctuTe LieHTp ynpaBneHus Secret Net Studio.

2. B rnaBHOM MeHt0 BbibepuTe BKNaaky KoMnbloTepbl.

CramvcTuka I & O a8 0 g Nec:  KopHesoii -

FrT—— L |
Komnetotepsl “ v Bbicokuii NoBbIWEeHHbI Huzkwid
e
[ =] 1
KypHanel Tpeeor @ sns01.secret.net O

KypHanbl cTaHLWiA

XKypHanel cepeepa

Apxuebl

Otyetsl

PaSBEprIBaHMe

Macnopt NO
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3
4.
5,

10.
11.

B OTKpbIBLUEMCSI OKHE Bbl6epuUTe y3en Uan rpynny y3nioB A5 HaCTPOMKM.
OTKpoNTe BKIaaky HacTponku.

BbibepuTe 13 cnvcka pa3aen PerucTpauus co6bITuil.

COCTOAHME HACTPOMKM WHOOPMALIUA

g snsO1.secret.net

d LlabnoHsl

KoxTpor. yerporire 52 Pernctpauus cobbitnin

KoHTpons nevatu

AHTUEMAPYC (1)) | AAMMHNCTPHpOBaHMe

QBHapyKeHWe BTOPXKeHUA

Obwosnene @D Benoseria sauummian noacucrewa v Bunounre i
MNacnopt MO
a PETVICTPALIVA COBbITUMA @ TpynnoBbie NOAUTVKK YCAEWHO NPUMEHEeHbI + Braounte i
AAMMHUCTPUPOBaHUe
ALMUHUCTPMPOBAHME CACTEMBI 2aLLMTI
m Nobasnen nonssoearens v Brawouute i
AnTUBNApYC
Bxoa e cuctemy
Auckpeuvonroe ynpaenexie AoCTynom @ 3akpsiTa 10KaNLHAA NPOTPaMMa ypaBneHUA « Brawouuts i
3aMKHYTaA NPOrPaMMHan cpeaa
3aTMpaHue AaHHBIX
s A conposaNE AEBILK @D 3enyuiera noxanswan nporpamuia ynpasaein ¥ Banownms i

Kntoum nonezoeatens

KouTposs nevatu Viamenen naponib nob3oatens v Brnounte i
KoHTpoAL npuacxkeHrid

Koxtpons ycTpoiicte

KoHTpoab uesoctHoctn m Vamenen pexxum paGoTel areHra | BRAOUNTL ;
OBHapyKeHWe BTOpKeHUA

Obuwe cobeimua

@ Vamenenme sHadeHna aeiicTayollei NoanTukm v Brawouute i
MNacnopt MO
MoAHOMOUHOE ynpasaeHHe A0CTYNOM
TeHeBoe KONMpoOBaKMe @ " Hb! TAPAMETpLI ASHCTRY W nonuTku Bes ™ v BrnouuTe i
Ly KU-3nC
®  MAPAMETPbI n pameTpu v Benounte i

BAantbie usmeHeHbl Ormena

BkIHOUMTE TUMbI COBBITUIA, HEOOXOAMMbIE NS XKYPHANMPOBaHWSA.

o PekomeHayeTCa BKOUWUTb >KypHalMpoBaHwWe A5 BCEX TUMOB COOGbITUI, Kpome
3anyck npouecca 1 3aBepLueHue npouecca B kaTeropyi KOHTposb NpUnoXeHuin.

Mepenante B pa3aen MapameTpbl - C60p XXypHanoB.

B napameTpe MpousBoaunTb c60p KypHANOB yCTaHOBMTE (MAXKKN HAaNPOTUB CNeayoLMX MYHKTOB:
- Mpn noaKNOYEeHUN areHTa K cepBepy 6e30nacHOCTH;
- Mpwu 3anonHeHuu xypHana Ha 80% u 6onee.

B napamMeTpe Bknouutb B C60p cnepywouime XKypHanbl CHUMUTE (bﬂa)KKl/I HanpoTnB criegyroumnx
MYyHKTOB:

- MpunoxeHui;
o CUCTEMHbIN;
- besonacHocCTM.
Bbl6epuTe 13 BbiNagatoLLero cnicka PacnucaHue c6opa xypHanoe BapvaHT Mepuoguueckoe.

YKaXm1Te UHTEPBAN B OAHY MUHYTY.
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COCTOAHWE HACTPOMKM WMHPOPMALLINA

g sns01.secret.net

& Wabnoww ~

Rl
JMckpeuvoHHoe ynpaenexye A0CTyNoM i I-I a pa M ETp bl

3aTupaHue AaHHbIX

MonHomouHoe ynpaeneH1e AOCTYNOM

3amKHyTas NporpaMMHan cpeda C60p >KypHanoB !
flap cbopa 108 € GeeHMog, cepsepom GesonacHoCMU.
3aluMTa AncKa 1t WMGPOEaHHE AaHHLIX Hacmpoliku ecmynam e cuy noce nepe3azpysku dzeHmos.

MonxoanckoBoe WGpPoBaHME

XpaHeH1e AaHHsIX BOCC p cBop
CeTeBan 3awura | Tpu noakAKueHMN arenTa K cepeepy HesonacHocTu

+ | Mpu 3anonHeHnn ypHana Ha 80% v Gonee

KoHTpone ycTpolicte

B c6op

KonTpone nevatn .

MpunosxeHnit
AntusMpyc

Cuctemubiit
OBHapykeHue BTOPXKEHUA

BezonacHoctn
O6HoeneHve
MNacnopt NO

Konum sypHanos ua arente:

. COXpaHATS KOMMH XXYPHA/IOB Ha 3aluMLLAaeMOM KOMMbroTepe
=] PETMCTPALIMA COBbITHUA

= TMAPAMETPbI

CeTeBle HACTPOMKM

Pacnicanme cBopa wypHanos:

C6op kypHanos lNepuoanueckoe -
Kondurypauwna cepeepa

ApXHENPOBAHME XYPHANOR Haumnas ¢ 19.11.2025 8:25 kaxasle 15 v
MauTaEan pacceinKa o Tpeeorax

Mpueuneruu nonszosatenei
DUNLTP TPEBOT OT NOAYMHEHHEIX CEPEEDOE KOHCt)M I'y pa una cepBepa i

Aytentudurkaumns Windows
Ceptudmkar cepsepa: YcranosneH

¥YnpaeneHue TpaccupoBKoi

Pacnonoxenue Gaiinos Ha cepepe

Dannbie nsmeHersl MpumeHnTs Otmena

12. HaxkmuTe Ha KHOMKy NMpuMeHuTb.

HacTtpoiika B R-Vision SIEM

[ns HacTpolkK cbopa cobbITMIN 6e3onacHoCTM Ans 3alimiiaeMblx APM 1 c6opa cobbITuin ayamTa cepBepa
6e3onacHocTh Secret Net Studio B R-Vision SIEM BbInoAHWTE cneaytoLLme warm:
1. B uHTepdelice R-Vision SIEM co3paiiTe cekpeT CO CTPOKON NOAKAOYEHNS. 119 3TOro:
a. lNepengute B pasgen Pecypebl > CeKpeTbl.
b. HaxxmuTe Ha kHonky Cospatb ().
C. B pacKkpbiBLUEMCHA OKHE CO3aHUA CeKpeTa 3anoHUTE MOoNs:
= HasBaHve: BBeanTE Ha3BaHMe CekpeTa.
» Onucanue (onuMoHanbHo): oNULLINTE, 41K Yero ByAeT UCNoNb30BaTbCA CEKPET.

= Tun cekpeTa: Bbl6epl/ITe BapuaHT CTpOKa NnoAKNIYeHUsA.

CTpOKa NOAKNKOHEHNA: BBEOAUTE CTPOKY BMAaA:

jdbc:sqlserver://DBSERVER:1433;encrypt=false;databaseName=SN7_SERVER_SCHEMA;
user=reader;password=passwlrd

CTpOKa NOAKJTKOYEHNA B CEKPETE B CJlyHae UCMNoJib30BaHNA OOMEHHOM yquHon 3anncu:

jdbc:sqlserver://DBSERVER:1433;encrypt=false;databaseName=SN7_SERVER_SCHEMA;
authenticationScheme=NTLM; integratedSecurity=true;user=srv_sns;password=pass
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word

3pechb:

= DBSERVER — FQDN wnu IP-agpec cepBepa CYB/.

= 1433 — nopT NOAK/TKOYEHWS.

Co3paHue cekpeTa

HazeaHue

Secret Net Studio

OnucaHue (oNyMoHaNbLHO)

Tun cekpeTa

Crpoka nogkni4yeHua

CTpoka noaxknoyeHnsA

jdbc:sqlserver://DBSERVER:1433;encrypt=false;databaseName=SN;

OTMEeHUTb

d. HaxkmuTe Ha kHomnKky Co3aaTh.
2. B vHTepdeiice R-Vision SIEM cosgaiTe HOBbI KOHBENEP B KOIEKTOPE.
3. [lobaBbTe Ha KOHBelep anemMeHT TouyKa BXxoga CO creayroLlmnMy napaMmeTpamu:
- HaszBaHWe: BBeaMTe HasBaHWe TOUKM BXoa.
- TN TOYKM BXofa: BbiOepuTe BapuaHT Database.
- [parBep 6a3bl AaHHbIX: BbibepuTe BapraHT MS SQL.
o ADpec NOAKNHOYEHNS: BbIGEPUTE CEKPET, CO3/1aHHbIN paHee.

- SQL-3anpoc: BBeanTe 3anpoc Buaa:

SELECT
EventLogRecID as event_id,
DATEADD (
hour,
DATEDIFF (hour, GETUTCDATE (), GETDATE ()),
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TimeWritten
) as rt,
Version as dversion,
EventCategory as deviceEvent(ClassId,
CategoryMessage as cat,
EventMessage as msg,
TypeDescription as facillity,
SourceName as destinationServiceName,
Computername as shost,
Msid as machineid,
UserSid as suid,
UserName as suser,
UserDomainName as sntdom,
ThreatLevel as severity,
LogName as dproduct,
replace(@@SERVERNAME , @@SERVICENAME, '') + DEFAULT_DOMAIN() as dvchost

CONNECTIONPROPERTY ('local_net_address') AS dvc,

'SNS security events' as EventFilter
FROM

SN7_SERVER_SCHEMA.dbo.EventLogRec as ev

LEFT JOIN dbo.EventLog as evlog ON ev.EventLogType = evlog.LogType

LEFT JOIN dbo.Client as clients ON ev.ClientId = clients.ClientID
WHERE

EVENTLOGTYPE = 4

AND EVENTLOGRECID > ?

- [Mone naeHtndukatopa: BBeAnTE Ktod event_id co 3HayeHnem 1.
o VIHTepBan 3anpoca, CeKyH/: BBeAMTE 3Ha4eHme 60.
4. [lo6aBbTe Ha KOHBEeep BTOPO a1eMeHT TouKa BXoZa CO CleyoLMMm napaMmeTpamu
- HasBaHWe: BBeaNTe Ha3BaHWe TOYKM BXOAa.
- Tun TOYKM Bxofa: BbibepuTe BapmaHT Database.
- [IparBep 6a3bl AaHHbIX: BbibepuTe BapraHT MS SQL.

- SQL-3anpoc: BBeAMTe 3anpoc Buaa:

SELECT

ClientClass,

ClientType,

MName,

MSid,

UName,

uSid,

DATEADD (
hour,
DATEDIFF (hour, GETUTCDATE (), GETDATE ()),
DateStart

) as DateStart,
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DATEADD (
hour,
DATEDIFF (hour, GETUTCDATE (), GETDATE ()),
DateEnd
) as DateEnd,
ExitCode,
SessionGUID,
ActionCode,
TemplateCode,
DATEADD (
hour,
DATEDIFF (hour, GETUTCDATE (), GETDATE ()),
ActionTime
) as ActionTime,
ActionParameters as msg,
ResultCode,
ClientSessionID,
SessionActionID,
GETDATE () as rt,
replace(@@SERVERNAME , @@SERVICENAME, '') + DEFAULT_DOMAIN() as dvchost

CONNECTIONPROPERTY ('local_net_address') AS dvc,
'SNS audit events' as EventFilter

FROM
SN7_SERVER_SCHEMA.dbo.ServerlLog
where
(
DATEADD (
hour,
DATEDIFF (hour, GETUTCDATE (), GETDATE ()),
ActionTime
) >= DATEADD (SECOND, -15, GetDate ())
)

o [lone naeHTndrKaTopa: 3anoNHATb HE HY>KHO.
- IHTepBas 3anpoca, CekyHa: BBeanTe 3HaveHne 15.
5. [lobaBbTe Ha KOHBelep aneMeHT HopMmanusaTop co cneayroLyMm NpaBniamMmm

- Kop, 6e3onacHocTu Secret Net Studio co6biTus ayaura c cepeepa 6e3onacHocTu (MaeHTUdMKATOP
npaswna: RV-N-109);

- Kog 6e3onacHoctn Secret Net Studio cobbiTUA 6e3omacHOCTM C 3alMLL,EeHHbIX APM
(npeHTudburkaTop npasuna: RV-N-110).

6. CoeiMHMTE HOPMaM3aTop C TOYKaMM BXoaa.
7. [JobaBbTe Ha KoHBelep anemMeHT KoHeuHas Touka T/na XpaHunuL,e cobbITUiA.
8. CoelHUTE KOHEYHYHO TOYKY C HOPMAann3aToOpPOM.

9. CoxpaHuTe 1 ycTaHOBUTE KOHMUIypaLmio KOHBeepa.

Mpumep KOHOUrypaumnm KOHBenepa:
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Secret Net Studio co6biTus 6e3ona...
Database
Appec: Secret Net Studio (MSSQL)

KoHeu4Has Toyka
Mpasun: 2 - _—» Xpanunnue: SEA

Hopmanusauus

Co6biTus ayauta CB (MSSQL)
Database
Appec: Secret Net Studio (MSSQL)

Mocne HacTpoOMKM nepefadn cobbITUA, eCM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAULLE HaYHYyT
nocTynatb cobblTms Secret Net Studio.

HanTu cobbitma Secret Net Studio B XpaHUnuLLE MOXHO MO cneayroLlemy GunbTpy:

dproduct = "Secret Net Studio"

L006aBUTb HUNLTP

@D usepruposats (NOT)
@
Mone Onepatop

dproduct

3HaueHune

Secret Net Studio

@) HacrpouTs saronosok

OTMEHUTB No6aBuTb

Ta6nuubl MannuHra

Tabnuua COOTBETCTBMSA MOMel CobbiTUA AN BCEX PAaCCMOTPEHHbIX TUMOB COObITMI 6e30MacHOCTU C
3aupeHHbIXx APM nipefcTasrieHa rno Cebisike.

Tabnuua cooTBETCTBMSA MONelt cobbITUS AN BCEX PACCMOTPEHHbIX TUMOB CO6bITUI ayamTa C cepsepa
6e30MacHOCTM NpescTaBeHa Mo CebISIKe.

KondpupaeHT ELLY Dallas Lock

» KoHbumaeHT ELLY Dallas Lock: HacTpoika MCTO4HMKa

KondupeHT ELLY Dallas Lock: HacTpoiika UCTOYHUKA

OnuncaHue UCTOYHUKA

EovHbin ueHTp ynpasneHns Dallas Lock — kpoccnnaTtdopmeHHoe nsgenne B NpoaykToBon nnHelke Dallas
Lock, npeaHasHa4eHHoe A1 peLleHns cneayroLlmx 3agau:
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« Co3paHve eamHOro OTKa3oyCTOMYMBOrO AoMeHa 6GesonacHocTu (nanee —[B) W opraHnsaums
LieHTPaNIM30BaHHOro ynpaBneHnsa cpeacTBamMu 3almTbl MHGoOpMaLmMmn nnHekn Dallas Lock:

- C3M HC/ Dallas Lock 8.0 pegakumii «K» 1 «C» (aanee — DL 8.0);
- C3M HC/A Dallas Lock Linux;
- C3W BW Dallas Lock;
- CA3 Dallas Lock;
- CA3 YE Dallas Lock;
- WAF Dallas Lock.
+ YaaneHHoe ynpasneHne pabodmmm CTaHUMAMM U CEPBEPAMU.

« YaneHHass HaCTpOMKa, a Takxe cOop >KypHaloB M OTYETOB C PaboymMx CTaHUMIA M CepBepoB Mpwu
nomMowm AreHta ELIY.

+ KOHTpOSb LieN0oCTHOCTU HacTpoek ceTeBoro obopyaoBaHmisa no SNMP/SSH n c6op cobblTuii no Syslog.
CucTtema nmMeeT aBa cnocoba céopa CobbITUA:

1. ELLY Dallas Lock: c6op cobbiTuin n3 CYB/[ PostgreSQL

2. ELLY Dallas Lock: c6op cobbitnin B hopmate CEF

ELLY Dallas Lock: c6op co6biTuii B popmaTte CEF

[aHHOe pyKOBOACTBO OMMCbIBAET MPOLIECC HACTPOMKKM cbopa 1 oTnpaBkK cobbiThii ELLY Dallas Lock B R-
Vision SIEM.

HacTpoiika ELLY Dallas Lock

[ns nepecbinky cobbITUI, 3apermcTpupoBaHHbix ELLY Dallas Lock, B R-Vision SIEM B dopmate CEF
BbINONHWTE CneayoLlme AeNCcTBIS:

1. OTkponTe KoHconb ynpasneHus ELLY.

2. HakMuTe Ha KHOMKY == B JIEBOM BEPXHEM Y1y ¥ Bbl6EpUTE U3 BbINadatoLLEero crmcka nyHKT KCnopT
UB. OTKpoeTCA OKHO HAaCTPOMKM SKCMopTa.
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@ Koncons ynpaenenus ELLY [[lomen 6ezonacHoctn: secdom, Cepeep: ecu.dl01.local:17900]

CBopaka

Beoa/Buigoa B noaumHeHve
MapameTpel knactepa /1B UHdopMauus 06 obnekte

Moaxntouenue k Kaspersky Security Center

I Jkcnopt Mb

HacTpolika koHOUrypaLnoHHbIX Gaiinos PonnTenbcknin fomeH Her

&

ELY DALLAS LOCK

YcraHoBKa KrOYa JocTyna
MpuHaanexHocTs K goMeHy Active Directory
MapameTpeil...

YTuautel »
CoxpaHuTb KOHGUIypaLmio...

MpUMeHUTL KOHDUIYPALLUID. ..

O nporpamme

Brixoa

B YJA/IEHHbIE ObbEKThI

WHumnaeHnTbl 6eaonacHocTn

[:] TONbKO HEMPOYMTAHHbIE

Cepsepbl AomeHa bezonacHocTv ecu.dl01.local: 17900

3a nepvioa: 01.04.2025

NMAPAME]

APM
CereBble y
Moa4rHeH)

NMPOLIECC

3. B OTKpbIBLUEMCS OKHE YCTaHOBMTE (BPNaXKok AKCNOPT UHLUAEHTOB 6e3onacHocTu B SIEM-cuctemy.

4. BbibepuTe 13 Bbinagatoulero cnncka dopmat BapraHT CEF.
5. B none CepBep BBeAnTe IP-afpec KoekTopa.
6. Bblbepute 13 BbinagaroLLero cnncka MpoToKon NpoTOKOA TOYKN BXOAA.
7. B none MopT BBeANTE 3HAYEHME NMOPTa TOYKM BXOa.
@ Sxcnopt b X

3KcnopT WHUMAeHTOB besonacHocTk B SIEM-cuctemy

Dopmar: CEF e

Cepeep: 10.150.30.89

MpoTokon: FLeE e

Mopr: 30147 -

8. HaxxmuTe Ha KHOMKY NMpuMeHnTb.

HacTpoiika Ha cTopoHe ELLY Dallas Lock 3aBepLueHa.
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HacTpoiika B R-Vision SIEM

[1ns HacTpoiikn cbopa 1 HopManusaumm cobbITUA UCTOYHKMKa B R-Vision SIEM BbinonHWTe crneayroumne
waru:
1. B uHTepdeiice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOIEKTOPE.
2. [ob6aBbTe Ha KOHBeMep aneMeHT TouKa Bxoga CO CrieyoLyMM NapaMeTpamu:
- HasaHue: BBeAUTe Ha3BaHWe TOYKM BXOJa.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.

o [lopT TOYKK BXOAa: BBeAMTE 3HAYeHWe B COOTBETCTBUW C HACTpoWKamu Ha cTtopoHe ELLY Dallas
Lock.

- [1poTOKON: BbIGEPUTE BapMaHT B COOTBETCTBMM C HACTpoKamm Ha cTopoHe ELLY Dallas Lock.

3. [lJobaBbTe Ha KoHBelep anemeHT Hopmanusatop c npasunomM confident dallas_lock_syslog
(nneHTndukaTop npasuna: RV-N-135).

6 MpaBunno RV-N-135 Takxke HopManunayeT cobbiTus, nonydaemble 13 Dallas Lock 8.0.

4. CoeiMHNTEe HOpPManmM3aTop C TOYKOM BXOAA.
5. [lo6aBbTe Ha KOHBeMep a1eMeHT KoHeyHasa Touka Tvna XpaHunuie coobITUNA.
6. CoenHUTE KOHEYHYHD TOYKY C HOPMann3aToOpOM.

7. COXpaHuUTe 1 yCTaHOBUTE KOHMbUIypaLmto KoHBeepa.
MprmMep KOHGUrypaunmn KoHeenepa:
Touka BXoga

XpaHunuwe
— XpaHunuuie: 123

Hopmanusauyus ELLY Dallas Lock CEF

n n:1

Mocne HacTponkK nepefady CobbITUA, €CNN HAaCTPOMKa BbIMOMHEHA KOPPEKTHO, B XPaHWMLLIE HaYHYT
nocTynaTtb cobbiTus ELLY Dallas Lock.

Haitn cobbitna ELLY Dallas Lock B xpaHUAuLLE MOXXHO MO cneayrolemy dunbTpy:

dproduct = "EpuHbii ueHTp ynpasnexus"
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L0o6aBUTb pUNbTp

@D VHzeprvposats (NOT)

Mone Onepatop

dproduct

3HaueHune

EAWHDbIA LIEHTP yrpaBneHus

@) HacrpouTs saronosok

OTMEHUTb

Ta6nuua mannuHra

Ta6n|/|ua COOTBETCTBUA Mofein cobblTuA ONna BCEX PaCCMOTPEHHbIX TUMOB COObITUI npeacrtaBieHa Mno
CCblJIKE.

ELLY Dallas Lock: c6op co6biTuini us CYB/[, PostgreSQL

[laHHOEe pyKOBOACTBO OMMUCbIBAET MPOLIECC HACTPOMKM cbopa u oTnpaBkn cobblTuin ELLY Dallas Lock B R-
Vision SIEM.

MNpepBapuTenbHble Tpe6oBaHUs

« CeTeBad AOCTYMHOCTL cepBepa CYB/l nCTouHMKa Mo LeneBoMy MopTy 1 MPOTOKONY A9 KaxKA0W HOAbI
Knactepa SIEM.

« Y4yeTHas 3anuncb B CYB/] ¢ npaBamu Ha YTeHue Tabnuu b/.

« CeTeBas AOCTYMNHOCTb HOJ KnacTepa SIEM o uenesomMy nopTy v NPpOTOKONY AN1S UCTOYHMKA.

HacTpoiika CYB/] PostgreSQL

[lns HacTpolikn cbopa NoroB M3 6asbl AaHHbIX HEOOXOAMMO MOAKMOUNTECH K HER C MCMONb30BaHNEM
crneumanbHol cepBUCHON y4eTHON 3anuck (nanee — Y3).

Co3paHue yyeTHou 3anucu B CYB/] PostgreSQL

YT06bl CcO3aaTb cepBUCHYO Y3, noakmoumTecb K CYB[ ¢ npaBamu agMuHucTpatopa. [Ansa aToro
BbINONHUTE CNeaytoLine eNCTBUA Ha cepBepe C ycTaHoBIeHHon CYB/:

1. BbinonHuTe cneaytoLLyto KoMaHay OT UMEeHN Nonb3oBaTens postgres:

sudo -u postgres psql

2. Co3panTe CePBUCHYHO YHETHYHO 3amniCb, BbIMOSHWB CleayroLlme KOMaHabl:

CREATE USER "d1_reader";
ALTER ROLE d1_reader WITH PASSWORD 'passw@rd';
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3. MpegocTaBbTe NpaBa Ha NoAKIYeHKe K 6a3e JaHHbIX 1 YTeHne Tabnnubl:

GRANT CONNECT ON DATABASE dallaslock to dl_reader;
GRANT SELECT ON ALL TABLES IN SCHEMA public TO dl_reader;

Hactpoiika B R-Vision SIEM

[ns HacTponkin céopa U HopManuaaumm cobbiTuii MCToYHMKa B R-Vision SIEM BbINonHWTE cneaytoLme
waru:
1. B uHTepdence R-Vision SIEM co3faiiTe CEKPeT CO CTPOKON MNOAKAOYEHNA. 119 9TOro:
a. lNepengute B pasgen Pecypcbl — CekpeTbl.
b. HaxmuTe Ha kHomky CosgaTb (+ ).
C. B packpbiBLIEMCSA OKHe CO3aHWs CeKpeTa 3anonHNTe NoSs:
= HasaHuve: BBenTe Ha3BaHMe CekpeTa.
» OnucaHwue (onumMoHanbHo): ONULLNTE, AN Yero 6yAeT UCMONb30BaTbCA CEKPET.
= Tun cekpeTa: BblbepuTe BapraHT CTPOKa NOAKNIOYEHUS!.

= CTpoka noaxk/ItyeHs — BBeanTe CTPOKY BMAaa:

jdbc:postgresql://DBSERVER:5432/DBNAME?user=dl_reader&password=passwdrd

3pechb:

= DBSERVER — FQDN wnu IP-agpec cepsepa CYB/.

= 5432 — nopT NOAKITHOYEHUS.

Bepcua YMC2.0 292



CDSA&HHGC&KPET&

HassaHue

Dallas Lock ELLY

Onucanme (onLyuoHansHo)

Cekpet noakntoyenus Kk CYB/[] PostgreSQL Dallas Lock ELLY

Tun cekpeTa

CTpoKa noaKno4YeHus

CTpoKa nogknoyeHus

jdbc:postgresql://DBSERVER:5432/DBNAME?
user=dl_reader&password=passwOrd

d. HaxxmuTe Ha kHorky Co3paTb.
2. B vHTepdenice R-Vision SIEM cosgaiTe HOBbI KOHBENEP B KONNEKTOPE.
3. [o6aBbTe Ha KoHBelep anemMeHT Touka Bxoga Co CrefyolMm napaMmeTpamMm
- HasBaHue: BBeanTe HasBaHWe TOUKM BXoda.
o Tun To4kM Bxoaa: Bbibepute BapuaHT Database.
- [parBep 6a3bl AaHHbIX: BbibepuTe BapuaHT PostgreSQL.
o Apec NoAKIOYEHUS: BblbepuTe CEKPET, CO3[aHHbI paHee.

- SQL-3anpoc — BBeAMUTe 3anpoc B1aa

SELECT record_id as record_id
,timestamp as timestamp
,timestamp_timezone as timezone
,user as user
,event_id as event_id
,0bj_name as obj
,status as status
,comment as comment
,quid as quid
, (SELECT vers_t.value FROM public.ucc_metainfo vers_t WHERE vers_t.key =

'version') as version
,'DL_PSQL" as filter
,inet_server_addr() AS dvc

FROM public.jrn_uccmainjournal

WHERE record_id > CAST(? AS BIGINT)
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ORDER BY record_id ASC;

o [one naeHTndukaTopa: BBeamTe Koy record_id co sHayveHnem 1.
o MIHTepBas 3anpoca, CeKyHa: BBeanTe 3HadeHve 300.

4. [lobaBbTe Ha KoOHBelep anemeHT Hopmanusatop c npasuiom confident dallas_lock_ECU_PSQL
(npeHTudburkaTop npasuna: RV-N-133).

5. CoeanHMTEe HOPManM3aTop C TOYKOM BXoa.
6. [lobaBbTe Ha KOHBelep aneMeHT KoHeuHas Touka Tvna XpaHunui,e cobbIiTUN.
7. CoelMHUTE KOHEYHYHO TOYKY C HOPMann3aTOpPOM.

8. CoxpaHuTe 1 ycTaHOBUTE KOHMUIypaLmto KOHBeepa.

MpuMep KoHGUrypauunmn KoHeenepa:

PSQL

Database

Hopmanusauus Dallas Lock ELLY KoHeyHasl TouKa (XpaHWJIULLE CO6bl...

Agpec: DL_PSQL ——p lpasun: 1 : ——  XpaHunvuwe: ENG

Mocne HacTpoOMKK nepefadns cobbITUIA, eCM HAacTPOMKa BbIMOSIHEHA KOPPEKTHO, B XpPaHUAULLE HaYHyT
nocTynatb cobblTmsa ELLY Dallas Lock.

Haint cobbitusa ELLY Dallas Lock B xpaHunuLe MOXHO Mo cieaytolemMy hunbTpy:

dproduct = "EpuHbiii ueHTp ynpasnenus”

Oo6aBuTb QUBLTP

@D Vsepruposars (NOT)

O
lMone Onepatop

dproduct

3HaueHue

EAWHBIA LIeHTp ynpasneHus

@) Hacrpouts saronosok

OTMEHUTb JNo6aeuTb

Ta6nuuya MannuHra

Ta6n1/|ua COOTBETCTBUA MOSEN COObITUA AnAa BCeX pPaCCMOTPEHHbIX TUMOB CO6bITUIA npegcrtaBrieHa o
CCblJIKE.
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KondpupaeHnT Dallas Lock 8.0

+ KoHdumaeHT Dallas Lock 8.0: HacTpoiika MCTOYHMKA

KoHpuaeHT Dallas Lock 8.0: HacTpoKa UCTOYHMKA

OnucaHue UCTOYHUKA

Cuctema sawmntbl nHbopmalmm Dallas Lock 8.0 npegHa3HadeHa ons:

e NpefoTBpalleHna  nosiyq4eHnd 3aLUmLLIaeMon I/lHd)OpMaLI,I/Il/I 3anHTeEpecoBaHHbIMK  NLaMK  C
HapyLleHnemMm YCTaHOBJIEHHbIX HOPM W MpaBuin w“ O6J'I8,£I,8T€)'IFIMI/I I/IHd:)OpME]LI,I/IVI C HapylwleHnem
YCTaAHOBJ/IEHHbIX MPaBWJ1 pa3rpaHn4eHnd JOCTyMna K 3aLmLLIaeMon I/IHd:)OpMaLI,I/Il/I;

« OCYLLUECTBMIEHNS KOHTPONA 3a MoToKaMu WHbOpPMaLMK, MOCTyNaWmMMY B aBTOMaTU3MPOBaHHYIO
cuctemy (nanee — AC) 1 BbIXOASLLIMMI 3a ee Npefenb;

« obecneyeHns 3alwmTbl MHbDopMaumm B AC nocpeacTBOM ee hunbTpaumm.

Dallas Lock 8.0 MmMeeT BO3MOXHOCTb LIEHTPanM30BaHHOro yrnpaenaeHus nocpeactsom Dallas Lock 8.0
CepBep beszonacHocTw.

[aHHbI pasfgen CoOAep>XKUT CNMCOK MHCTPYKLIMIA MO HacTporike nctodHmka Dallas Lock 8.0:

« Dallas Lock 8.0 Cepeep besonacHocTu: c6op cobblTuii n3 CYB MS SQL
« Dallas Lock 8.0: c6op cobbiThin B hopmate CEF

Dallas Lock 8.0 Cepeep besonacHocTu: c6op cobbiTuii us CYbJ MS SQL

[laHHOe pyKOBOACTBO OMUCbIBAET MPOLIECC HAaCTPOMKM cbopa 1 oTnpaBkm cobbiTuii Dallas Lock 8.0 Cepeep
besonacHocTn B R-Vision SIEM.

MpepBapuTenbHble Tpe6oBaHUA

+ CeTeBag OOCTYNHOCTL cepBepa CYB/l MCTOYHMKa MO LIeNeBOMY MOPTY M MPOTOKONY ANS KaXKA0W HOAbI
KnacTepa SIEM.

+ Y4yeTHas 3anuch (nanee —Y3) B CYB/] ¢ npaBamMu Ha uYTeHue Tabnuu, ncnonbayembix Dallas Lock 8.0
CepBep bezonacHocTw.

HacTpoiika Dallas Lock 8.0 Cepeep besonacHocTu

[Ons cbopa cobbitnii Dallas Lock 8.0 CepBep BbesonacHocTv M3 6a3bl AaHHbIX MS SQL Heob6xoamMmo
HacTpouTb NoaktoyeHne R-Vision SIEM noa cny»ke6Hol Y3 ¢ COOTBETCTBYHOLMMU NpaBaMu.

Co3paHue yyeTHou 3anucu B CYBJ, MS SQL

YTobbl co3aaTb cepBUCHYO Y3, noakmtoumtech K CYB/l ¢ npaBamu agMuHUCTpaTopa. [ns aToro
BbIMNOMHUTE CRnefytolime 4eiCTBUS:

1. BonauTe B BeG-MHTepderic SQL Server Management Studio.

2. OTKpoOWNTE KOHTEKCTHOE MeHto Logins.
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3. BbibepuTe B KOHTEKCTHOM MeHo BapuaHT New Login.

Object Explorer + X

Connect~ T x* Y O A
=8 10.150.49.174 (SQL Server 15.0.2000 - root)
= = Databases
System Databases
Database Snapshots
w dl
= ¥ Security

wr New Login...

Sery

®H

H

Filter

H

Creg
Aud Start PowerShell

®H

®H

Seny Reports
Server

Refresh

Replicaeor

PolyBase

Management
] XEvent Profiler

4. B noaABMBLIEMCS OKHE CO3[alnTe CEPBUCHYHO YHETHYHO 3aruChb.
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i Login - New

Selectapage
& General

& Server Roles
# User Mapping
% Securables

# Status

Connection

Server:
10.150.49.174

Connection:
root

ﬁ View connection properties

Progress
Ready

IT Seript + @ Help

Login name: dl_reader

() Windows authentication
o SQL Server authentication

Password: ssssssss

Confirm password: essssene

old pass

0Old pas d
[ Enforce password policy

dSS

Enforce pa iration

User must chan
() Mapped to certificate
() Mapped to asymmetric key
[ Map to Credential

d at next login

Mapped Credentials Credential

Default database: di

Default language: <default>

Provider

Search.

Add

Remove

5. MNMpefocTaBbTe yY4ETHOM 3anmcK NpaBa Ha YTeHne 6a3bl AaHHbix Dallas Lock.

i Login - New

Selectapage
# General

# Server Roles
# User Mapping
# Securables
# Status

Connection

Server:
10.150.49.174

Connection:
root

ﬁ View connection properties

Progress

Ready

O

X

IT Script + @ Help

Users mapped to this login:

Map Database User

dl dl_reader
master

model

msdb

tempdb

meew] -

Guest account enabled for: dl

Database role membership for: di

Default Schema

] db_accessadmin

[ ] db_backupoperator

B db_datareader

(| db_datawriter

[ ] db_ddladmin

[ ] db_denydatareader

(| db_denydatawriter
db_owner

[ ] db_securityadmin

B public

6. HaxkmuTe Ha kHomky OK.

Bepcua YMC2.0

Cancel

297



HacTpoiika cepeepa MS SQL

B HacTpoiikax SQL Server Configuration Manager y6eavTtecb, YTO MNPOTOKON
KOoHMbUrypaumm cetn SQL Server.

@ 5ql Server Configuration Manager
File Action View Help

s 205 B

'ﬂ SQL Server Configuration Manager (Local) Protocol Name Status
B SQL Server Services

H s0L Server Network Configuration (32bit

> 25 SQL Native Client 11.0 Configuration (321

B Azure Extension For SQL Server

Y Shared Memory  Enabled
¥ Named Pipes Disabled
¥ TCP/IP Enabled

v _E_ SQL Server Network Configuration TCP/IP Properties ? b4
B Protocols for M s s
> % SQL Native Client 11.0 Configuration Protocol 1P Addresses
B Azure Extension For SQL Server g
General
Enabled Yes hd
Keep Alive 30000
Listen All Yes
Enabled
Enable or disable TCP/IP protocol for this server instance
< > [ ox ][ conce Aoply Help

HacTpoiika »xypHanupoBaHus Dallas Lock 8.0 Cepeep BesonacHoctu

TCP/IP BkAto4YeH B

Heo6x0a1MMo HaCTpOUTb NepUoanYHOCTL Coopa COObITUI C KOoHeYHbIx APM Ha Cepsep besonacHocTn. [Ons

3TOro BbIMNONHNATE Cnegyrowme warwu:

1. OTKpownTe NaHenb agMnHncTpaTopa CepBepa besonacHoCTu.

2. Haxxmute Ha KHOMKy @ MW B BbiNajalllemM MeHo Bbi6epuTe BapuaHT [MapameTpbl cepBepa

6e3onacHocTn. OTKPOETCH OKHO HACTPOKM cepeepa 6€30MacHOCTY.
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[MapamMeTtpb

COXpaHUTL KOHGUIYPaUMIO... CuHxpoHuampe

HeakTUBHEIN pt

MPUMEHHUTE KOHQUIYPaLMIO... CobpaTb XypH:

=

8% CMHXPOHM3MPOBATh KOHGUIypaLmio > _

i CHOCTK: WIN.
i,t_ HacTtpoliku noMeHa 6e30nacHOCTM... nAHen

Knrou poctyna k Cb... bvTaHo/BCErD
HaCTpOﬁKH JMULEHZUPOBaHWA. ..

HHEI2

T
& MapamMeTpbl XpaHeHWs XKYPHaNOoB...

Cﬁi lMapameTpbl cepeepa besonacHoCTH...

i Bzaumoneiicteme ¢ Kaspersky Security...

@ O nporpammMe...

MaKCHmMym 1

3. B noseuBlemca okHe Ha Bkagkax WINDOWS u LINUX yctaHoBuTe Ana napameTtpa Yactorta
nepuoauyecKoro cé6opa XypHanoB M1HMMAaIbHO BO3MOXHOE 3Ha4YeHNe 5 MUHYT.

MapameTpsl cepeepa besonacHoCcT X
winoo... - Tu==N=.
a?la WINDOWS
LINUX ey
cas
OBLUEE CHHXPOHHZALMA CHCTEMHOIO BPEMEHH B AOMeHe He30nacHoCTH
K3wupoBaHue IP-aapecos KNUEHTOB D
YacToTa NepuoauyecKoil CHHXPOHKU3aLMK | 20 MUHYT b |
PacnucaHue cUHXpoOHUZaLMK 3afaTh pacnucaHue. . |
YacToTa nepuoanyeckoro cbopa xypHanos | 5 MUHYT £7 |
PacnucaHue cbopa ypHanoe 3apaTh pacnucanme. . |
Hacrpoiika onogelleHnsi 0 COObITUSAX Ha KIMeHTax HacTpouTe... |
OK ‘ ‘ OTmeHa ‘

Bepcnsa YMC2.0 299



4. HaxkmuTe Ha KHomky OK.

HacTpoiika Ha cTopoHe Dallas Lock 8.0 CepBep be3onacHOCTM 3aBepLUeHa.

HacTpoiika B R-Vision SIEM

[ns HacTponkmn cb6opa U HOpManusauum cobbiTuii UCTOYHMKA B R-Vision SIEM BbImonHWTE cneaytolive
waru:
1. B uHTepdelice R-Vision SIEM co3paiiTe CeKpeT CO CTPOKON NOAKAOYEHNS. 19 3TOro:
a. MNepenaute B pasaen Pecypebl — CekpeTbl.
b. HaxxmuTe Ha kHorky Cosgatb (+).
C. B packpbiBLIEMCSA OKHE CO3aHWs CEKpeTa 3anofHNTE NOSS:
= HasBaHuve: BBeUTE Ha3BaHMe CekpeTa.
» OnucaHwe (onumMoHasbHO): OMULLINTE, AN Yero 6yeT UCMONb30BaTbCA CEKPET.
= Tun cekpeTa: BbibepuTe BapuaHT CTpOKa NOAKIIOUEHUS!.

» CTpoka NoAK/YeHVs — BBEAUTE CTPOKY BMAA:

jdbc:sqlserver://DBSERVER:1433;encrypt=false;databaseName=DBNAME; user=dl_rea
der;password=passwdrd

3pechb:

= DBSERVER — FQDN wnu IP-agpec cepeepa CYB/I.
= DBNAME — HasBaHue ak3emnnapa b/l.

= 1433 — NopT NOAKJ/TKOYEHWS.
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CospaHue CEKpeTa
HasBaHue
Dallas Lock SB (MSSQL)

OnucaHue (onuUMOHanEHo)

CekpeT noakntoyenns K CYB[, MS SQL Dallas Lock Cepeep
besonacHocTH

Tun cekpeTta

CTpOKa nogxKn4YeHUA

CTpoKa nogxoyeHusa

jdbc:sqlserver://DBSERVER:1433;encrypt=false;databaseName=DB}

OTMEeHUTb

d. HaxxmuTe Ha kHorky Co3paTb.
2. B vHTepdenice R-Vision SIEM cosgaiTe HOBbI KOHBENEP B KONNEKTOPE.
3. [lo6aBbTe Ha KoHBelep anemMeHT Touka Bxoga Co CreflytolMm napaMmeTpamMmm
- HasBaHWe: BBeMTe Ha3BaHWe TOYKM BXOJa.
o Tun To4kM BxoAa: Bbibepute BapuaHT Database.
- [parBep 6a3bl AaHHbIX: BbibepuTe BapraHT MS SQL.
o AOpecC NOAKNHOYEHNST: BbIOEPUTE CEKPET, CO3[aHHbIN paHee.

- SQL-3anpoc — BBeAMUTe 3anpoc B1aa

WV SQlL-3anpoc

SELECT TOP 10000 'CONNECT' AS journal_name
,recID AS connect _rec_id
,dateAndTime AS event date
,clientName AS client_name
,mandatLevel AS mandat_level
,userName AS user_name
,result AS result
,processName AS process_name
,processID as process_id
,permit AS permit
,EventOnConnect AS event_on_connect
,DnsName AS dns_name
,protocol AS protocol
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,localAddress AS local_address

,(LocalPort & 255) * 256 | cast((LocalPort/256) & 255 as bigint) AS

local_port
,RemoteAddress AS remote_address

, (RemotePort & 255) * 256 | cast((RemotePort/256) & 255 as bigint) AS

remote_port
,inDatalen AS in_bytes
,outDatalen AS out_bytes
,ruleld AS rule_id
,NULL AS alarm_level
,NULL AS rule_action
,AddressType AS address_type
,NULL AS src_address
,NULL AS dst_address
,NULL AS signature_number
,NULL AS signature_info
,NULL AS computer_name
,NULL AS comment
,NULL as parameter
,NULL as action
,NULL as type_of_attack
,NULL as target_user_name
,NULL AS Tlatest_protocol_id
,NULL AS direction
,NULL AS bytes
,NULL AS resource
,NULL AS printer_name
,NULL AS document
,NULL AS printer_port
,NULL AS pages_printed
,NULL AS copies_printed
,NULL AS shadow_copy
,NULL AS wrong_user_pw
,NULL AS Togon_mode

FROM [dbo].[Connect] where dateAndTime >= DATEADD(MINUTE,

UNION ALL

SELECT TOP 10000 'PACKETS' AS journal_name
,recID AS packets_rec_id
,dateAndTime AS event date
,clientName AS client_name
,mandatLevel AS mandat_level
,userName AS user_name
,result AS result
,processName AS process_name
,processID as process_id
,permit AS permit
,NULL AS event_on_connect
,DnsName AS dns_name
,NULL AS protocol
,localAddress AS local_address
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,(LocalPort & 255) * 256 | cast((LocalPort/256) & 255 as bigint) AS
local_port

,RemoteAddress AS remote_address

, (RemotePort & 255) * 256 | cast((RemotePort/256) & 255 as bigint) AS
remote_port

,NULL AS in_bytes

,NULL AS out_bytes

,ruleld AS rule_id

,NULL AS alarm_level

,NULL AS rule_action

,AddressType AS address_type

,NULL AS src_address

,NULL AS dst_address

,NULL AS signature_number

,NULL AS signature_info

,NULL as computer_name

,NULL AS comment

,NULL as parameter

,NULL as action

,NULL as type_of_attack

,NULL as target_user_name

,LatestProtocolID AS latest_protocol_id

,direction AS direction

,length AS bytes

,NULL AS resource

,NULL AS printer_name

,NULL AS document

,NULL AS printer_port

,NULL AS pages_printed

,NULL AS copies_printed

,NULL AS shadow_copy

,NULL AS wrong_user_pw

,NULL AS Togon_mode
FROM [dbo].[Packets] where dateAndTime >= DATEADD(MINUTE, -5, GetDate())
UNION ALL

SELECT TOP 10000 'IPS_TRAFFIC' AS journal_name
,recID AS traffic_rec_id
,dateAndTime AS event_date
,clientName AS client_name
,mandatLevel AS mandat_level
,userName AS user_name
,result AS result
,processName AS process_name
,processID AS process_id
,NULL AS permit
,NULL AS event_on_connect
,NULL AS dns_name
,protocol AS protocol
,NULL AS local_address
,NULL AS Tlocal_port
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,NULL AS remote_address
,NULL AS remote_port

,NULL AS in_bytes

,NULL AS out_bytes

,NULL AS rule_id

,AlarmLevel AS alarm_level
,ruleAction AS rule_action
,AddressType AS address_type
,SourceAddress AS src_address
,DestAddress AS dst_address
,SignatureNumber AS signature_number
,Info AS signature_info
,NULL AS computer_name
,comment AS comment

,NULL AS parameter

,NULL AS action

,NULL AS type_of_attack
,NULL as target_user_name
,NULL AS Tlatest_protocol_id
,NULL AS direction

,NULL AS bytes

,NULL AS resource

,NULL AS printer_name

,NULL AS document

,NULL AS printer_port

,NULL AS pages_printed

,NULL AS copies_printed
,NULL AS shadow_copy

,NULL AS wrong_user_pw

,NULL AS Togon_mode

FROM [dbo].[IPS Traffic] where dateAndTime >= DATEADD(MINUTE, -5, GetDate())

UNION ALL

SELECT TOP 10000 'PROCESS' AS journal_name
,recID AS processes_rec_id
,dateAndTime AS event date
,clientName AS client_name
,mandatLevel AS mandat_level
,userName AS user_name
,result AS result
,processName AS process_name
,processID AS process_id
,NULL AS permit
,NULL AS event_on_connect
,NULL AS dns_name
,NULL AS protocol
,NULL AS local_address
,NULL AS Tlocal_port
,NULL AS remote_address
,NULL AS remote_port
,NULL AS in_bytes
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,NULL AS out_bytes

,NULL AS rule_id

,NULL AS alarm_level
,NULL AS rule_action
,NULL AS address_type
,NULL AS src_address
,NULL AS dst_address
,NULL AS signature_number
,NULL AS signature_info
,NULL AS computer_name
,NULL AS comment

,NULL AS parameter
,action AS action

,NULL AS type_of_attack
,NULL as target_user_name
,NULL AS Tlatest_protocol_id
,NULL AS direction

,NULL AS bytes

,NULL AS resource

,NULL AS printer_name
,NULL AS document

,NULL AS printer_port
,NULL AS pages_printed
,NULL AS copies_printed
,NULL AS shadow_copy
,NULL AS wrong_user_pw
,NULL AS Togon_mode

FROM [dbo].[Process] where dateAndTime >= DATEADD(MINUTE,
UNION ALL

SELECT TOP 10000 'IPS_APP_CTRL' AS journal_name

,recID AS app_ctrl_rec_id
,dateAndTime AS event date
,clientName AS client_name
,mandatLevel AS mandat_level
,userName AS user_name
,result AS result
,processName AS process_name
,processID AS process_id
,permit AS permit

,NULL AS event_on_connect
,NULL AS dns_name

,NULL AS protocol

,NULL AS local_address

,NULL AS Tlocal_port

,NULL AS remote_address
,NULL AS remote_port

,NULL AS in_bytes

,NULL AS out_bytes

,NULL AS rule_id

,NULL AS alarm_level
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,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL

AS
AS
AS
AS
AS
AS
AS

,comment

,NULL

AS

rule_action
address_type
src_address
dst_address
signature_number
signature_info
computer_name

AS comment
parameter

,NULL AS action
, TypeOfAttack AS type_of_attack

,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL

FROM [dbo].[IPS_App_Ctrl] where dateAndTime >= DATEADD(MINUTE, -5, GetDate())

UNION ALL

as
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS

target_user_name
latest_protocol_id
direction

bytes

resource
printer_name
document
printer_port
pages_printed
copies_printed
shadow_copy
Wrong_user _pw
logon_mode

SELECT TOP 10000 'ACCOUNT' AS journal_id
,recID AS accounts_rec_id
,dateAndTime AS event _date
,clientName AS client_name
,mandatLevel AS mandat_level
,userName AS user_name
,result AS result

,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL

AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS

process_name
process_id
permit
event_on_connect
dns_name
protocol
local_address
local_port
remote_address
remote_port
in_bytes
out_bytes
rule_id
alarm_level
rule_action
address_type
src_address
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,NULL AS dst_address

,NULL AS signature_number

,NULL AS signature_info
,computerName AS computer_name
,comment AS comment

,NULL AS parameter

,action AS action

,NULL AS type_of_attack
,targetUserName as target_user_name

,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL

FROM [dbo].[Account] where dateAndTime >= DATEADD(MINUTE, -5, GetDate())

UNION ALL

SELECT TOP 10000 'POLICY' AS journal_name

AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS

latest_protocol_id
direction
bytes

resource
printer_name
document
printer_port
pages_printed
copies_printed
shadow_copy
Wrong_user _pw
logon_mode

,recID AS policies_rec_id
,dateAndTime AS event_date
,clientName AS client_name
,mandatLevel AS mandat_level
,userName AS user_name
,result AS result

,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL

AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS

process_name
process_id
permit
event_on_connect
dns_name
protocol
local_address
local_port
remote_address
remote_port
in_bytes
out_bytes
rule_id
alarm_level
rule_action
address_type
src_address
dst_address
signature_number
signature_info
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,computerName AS computer_name
,comment AS comment
,parameter AS parameter
,action AS action

,NULL AS type_of_attack
,NULL as target_user_name
,NULL AS Tlatest_protocol_id
,NULL AS direction

,NULL AS bytes

,NULL AS resource

,NULL AS printer_name

,NULL AS document

,NULL AS printer_port

,NULL AS pages_printed
,NULL AS copies_printed
,NULL AS shadow_copy

,NULL AS wrong_user_pw
,NULL AS Togon_mode

FROM [dbo].[Policy] where dateAndTime >= DATEADD(MINUTE, -5, GetDate())

UNION ALL

SELECT TOP 10000 'ACCESS' AS journal_name
,recID AS access_rec_id
,dateAndTime AS event date
,clientName AS client_name
,mandatLevel AS mandat_level
,userName AS user_name
,result AS result
,processName AS process_name
,NULL AS process_id
,NULL AS permit
,NULL AS event_on_connect
,NULL AS dns_name
,NULL AS protocol
,NULL AS local_address
,NULL AS Tlocal_port
,NULL AS remote_address
,NULL AS remote_port
,NULL AS in_bytes
,NULL AS out_bytes
,NULL AS rule_id
,NULL AS alarm_level
,NULL AS rule_action
,NULL AS address_type
,NULL AS src_address
,NULL AS dst_address
,NULL AS signature_number
,NULL AS signature_info
,computerName AS computer_name
,NULL AS comment
,NULL AS parameter
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,action AS action

,NULL AS type_of_attack
,NULL as target_user_name
,NULL AS Tlatest_protocol_id
,NULL AS direction

,NULL AS bytes

,resource AS resource
,NULL AS printer_name
,NULL AS document

,NULL AS printer_port
,NULL AS pages_printed
,NULL AS copies_printed
,shadowCopy AS shadow_copy
,NULL AS wrong_user_pw
,NULL AS Togon_mode

FROM [dbo].[Access] where dateAndTime >= DATEADD(MINUTE, -5, GetDate())
UNION ALL

SELECT TOP 10000 'PRINT' AS journal_name

,recID AS print_rec_id
,dateAndTime AS event date
,clientName AS client_name
,mandatLevel AS mandat_level
,userName AS user_name
,result AS result
,processName AS process_name
,NULL AS process_id

,NULL AS permit

,NULL AS event_on_connect
,NULL AS dns_name

,NULL AS protocol

,NULL AS local_address
,NULL AS Tlocal_port

,NULL AS remote_address
,NULL AS remote_port

,NULL AS in_bytes

,NULL AS out_bytes

,NULL AS rule_id

,NULL AS alarm_level

,NULL AS rule_action

,NULL AS address_type
,NULL AS src_address

,NULL AS dst_address

,NULL AS signature_number
,NULL AS signature_info

,computerName AS computer_name

,NULL AS comment

,NULL AS parameter

,NULL AS action

,NULL AS type_of_attack
,NULL as target_user_name
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,NULL AS latest_protocol_id
,NULL AS direction
,NULL AS bytes

,NULL AS resource
,printerName AS printer_name
,document AS document
,port AS printer_port
,pagesPrinted AS pages_printed
,copies AS copies_printed
,shadowCopy AS shadow_copy
,NULL AS wrong_user_pw
,NULL AS Togon_mode

FROM [dbo].[Printer] where dateAndTime >= DATEADD(MINUTE, -5, GetDate())

UNION ALL

SELECT TOP 10000 'LOGON' AS journal_name
,recID AS logon_rec_id
,dateAndTime AS event _date
,clientName AS client_name
,mandatLevel AS mandat_level
,userName AS user_name
,result AS result

,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL

AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS
AS

process_name
process_id
permit
event_on_connect
dns_name
protocol
local_address
local_port
remote_address
remote_port
in_bytes
out_bytes
rule_id
alarm_level
rule_action
address_type
src_address
dst_address
signature_number
signature_info

,computerName AS computer_name

,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL
,NULL

AS
AS
AS
AS
as
AS
AS
AS

comment
parameter

action
type_of_attack
target_user_name
latest_protocol_
direction

bytes

id
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,NULL AS resource
,NULL AS printer_name
,NULL AS document
,NULL AS printer_port
,NULL AS pages_printed
,NULL AS copies_printed
,NULL AS shadow_copy
,wrongUserPW AS wrong_user_pw
,LogonMode AS logon_mode
FROM [dbo].[Logon] where dateAndTime >= DATEADD(MINUTE, -5, GetDate())

B npencTaBnieHHOM 3anpoce U3 Kaxaon Tabnuubl cobupaeTtcs no 10 000
(o o o <
O cobbITUIA. Ecnm Bo3HMKaEeT Npobrema C BbIrPY3KOM COObITUIN, pEKOMEHAYeTCSs
w o

MOHN3UTb KONMMYECTBO COBbITUI, COBMPaEMbIX OOHUM 3arNpPOCOM.

o [None naeHTUbUKaTopa: 3aN0NHATL HE HY>KHO
> VMIHTepBan 3anpoca, CekyHA: BBeanTe 3HadeHmne 120

4. [lobaBbTe Ha KoHBelep oanemeHT Hopmanusatop ¢ npasunoMm confident dallas_lock_SB
(npneHTMdburkaTop npasuna: RV-N-134).

5. CoeanHMTEe HOpManM3aTop C TOYKOW BXoa.
6. [Jo6aBbTe Ha KOHBelep aneMeHT KoHeuHas TouKa T/na XpaHunuie cobbITUi.
7. CoeanHUTE KOHEYHYIO TOYKY C HOPMann3aToOpPOM.

8. CoxpaHuTe 1 yCTaHOBKTE KOHMUIypaLnio KoHBeepa.

Mpumep KoHbUrypauumn KoHBeepa:

MSSQL

Database
Agpec: Dallas Lock SB (MSSQL)

Hopmanusauus Cb Dallas Lock KoHeyHasi TouKa (XpaHUIULLE COG6bl...

—>| MpaBun: 1 : S Xpanunuue: ENG

Mocne HacTpoliky nepeaayn cobblTUIA, eCNM HaCTpOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUIWLLE HauHyT
nocTynatb cobblTms Dallas Lock 8.0 Cepep besonacHocTn

Haintn cobblitns Dallas Lock 8.0 CepBep besonacHOCTM B XpaHWAWLLE MOXHO MO
cnepyroemy GuUnbTpy:

dproduct = "Dallas Lock"
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MonCK  Xpanunuuwe cobuituit: YMJ, 1.0

w B @6 Q

bece |v dproduct=DallasLock X + [oGasuto dunstp

Coenapenuin 77 WnTepsan Bpemenn: 2025-11-13T14:45:21+03:00 - 2025-11-13T14:50:21+03:00 MokasaTb rpaduk v

DlanHbie  Cratucruka
timestamp dvendor dproduct dvel msg outcome suser

202511- YAaneHHsii BX0R
13T14:48:49+03:00 Confident Dallas Lock agMMHMCTPaTOp floMeHa..  SUCOCSS BeCSEOE]

202511- YAaneHHsii BX0R
13T14:48:42+03:00 Confident Dallas Lock agMMHMCTPaTOp floMeHa..  SUCOeSS RN

202511- YAaneHHsiii BX0R
B T Confident Dallas Lock emmmeoron povera., | SU0CESS secServer

2025-11- YaaneHHbiii Bxoa
e Confident Dallas Lock ooy povewa,  SU0GeSS secServer

2025-11- YaaneHHblii Bxop
13714:48:36+03:00 Confident Dallas Lock o e success secServer

Ta6nuua MannuHra

Ta6n|/|ua COOTBETCTBUA MOJSEN COObITUA AN BCex PaCCMOTPEHHbIX TUMOB CO6bITHIA npeacrtaBieHa Mno
CCblJIKE.

Dallas Lock 8.0: c6op cobbiTuit B popmate CEF

[laHHOEe pyKOBOACTBO OMMUCbIBAET MPOLECC HACTPOMKKM cbopa M oTnpaBkmn cobbiThin Dallas Lock 8.0 B R-
Vision SIEM.

HacTtpoiika Dallas Lock 8.0

(r) HacTpoiika c6opa cobbituii Dallas Lock 8.0 Cepeep besonacHoCTM Npou3BOAUTCS
- aHaNoOrN4Ho.

1N nepecblkn cobbiThii, 3aperucTpupoBaHHbix Dallas Lock 8.0, B R-Vision SIEM B dopmaTte CEF
BbINOJIHUTE ClEeAYOLNE OENCTBUA:
1. BonaunTe B Beb6-nHTepdeiic Dallas Lock 8.0.
2. OTkpoWTe BKNaaky NMapameTpbl 6e30nacHOCTU AOMEHaA.
3. HaxkmuTe Ha KHOMKy AyauT.
4. B OTKpbIBLUEMCS CMINMCKE NapaMeTPOB Bbl6epuTe NYHKT Bbirpy3ka XXypHanos.
5. B NosiBMBLUEMCSH OKHE HACTPOWTE NapaMeTpbl BbIrPY3KM XYPHAIO0B:
- YCTaHoBUWTe (h/1axXoK DKenopT XXypHanos B SIEM cuctemy.
- B none Cepsep ykaxxute IP-agpec konnektopa.
- B none MopT BBeAWTe 3Ha4YeHWe NopTa KOeKTopa.
- BbibepuTte 13 BbinatoLLero cnvucka @opmar Bbirpysku sapunaHT CEF.
o YCTaHOBUTE (h1aXXKN HAaNPOTUB BCEX XKYPHASIOB.

> YCTaHOBWTE NEPVOL BbIMPY3KM.
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/ @ \ Dallas Lock 8.0-K, (CB: WIN30) [lemo-sepcns.
J Cocrosnnne YyeTHble 3anuck AoMeHa lMapameTpbl Ge3onacHocTv AoMeHa KOHTPOAL pecypcoe AomeHa CKH  PK M3 AAMWHUCTPUPOBaHKe Ha CBb KypHane!
TN Y
5| i S & O6HoBuTE
Bxoa |Ayaut Mpaea QuucTka ocTaTouHol  KoHTposk  baokvipyemsle
noAb3oBaTenell  MHAOPMALMM  LENOCTHOCTH paciuvpeHys
Kateropuy Lleiicteus
O6bekTsl DL Mapametp 3HaveHvie
Windo... Linux CA3 Obuee |BKypHan Bxoa0s B cuctemy Buirpyzka XxypHanos
v || e XypHan pecypcoe —
P s e [3Xypran yri o, 6 [[]3xcnopT ypHanos B xypHan cobbrruii Windows
E4 Default [2] L KypHan yripagneHnsi yHeTHbIMA 3amncAMA SkcnopT KypHanos 8 SIEM cucremy
- .
= Default = XypHan nevatn T ‘10_150_30_89 ‘ Hopr ‘ 30147
=-WIN30 [2] Ky pHan 3anycka/3aBepLUEHNA NPOLIECCOB
) OpMAT BbIFPY3KH: CEF =
@XypHan pesepBHOrO KOMMPOBaHMUA
EXACnyxebHbIl xypHan M3 (3a610KMpOBaHHble NakeTbl B KOavpoBKa Bo IMpy3Ki: UTF-8
B XypHan naketoe M3
@ XypHan coeauHenmii M3 [“]KypHan exonos
@ XypHan Tpaduka dunsTpaumn M3 [“]Xypan ynp. yu.anucamn
@ XypHan cobituii OC []Kyptian pecypcos
@ XypHan Tpaduka COB [/DKypran nesarn
]k .
(IXypHan koHTpons npunoxeruii COB VPHAN Y. OTMTHiaN
a0 [“]KypHan npoueccos
0HOBOE BLIMO/HEHME PE3EPBHOTO KOMUPOBAHUA [ KypHan naxeros M3
[ZdukcupoBats B XypHaze BXOA0B HENPaBUALHEIE Napo. [Z]KypHan coemutenmii M3
E43aHocuTs B XyPHAN UCKOAALLYE MOMBITKY BXOAA Ha VAR [/] Kypran cobbrmuit OC
#3aHoCuTh B XypHan cobeimua 3anycka v ocraHoskn OC| /] Kypuan Tpadmka
. 3aHocuTs B XypHan CoBLITHA 3anycKa U OCTaHOBKM MO] V| KypHan KOHTpons npuROXeHiit
EVAyav yerpoiicre [/]KypHan pesepatoro konuposaris
E)AyanT cobermmii saumcrin TlepHOA BBITDY3KH XYPHANOB: | 1 MiHyTa v
EVAyauT foctyna: 3aHocuTs B xypHansl owmbku OC ——— E——
EVAyaut nocryna/zanycka: Bectvt ayanT cacTeMHbIX b3
£ MMeuarars/peaakTuposars wramn oK OTMena
(:CoznaBaTS TeHEBbIE KOMMM PaCeuaTLIBAEMBIX AOKYMEHTOR Her
CBuirpyaka xypHanoe Bin.
E)MakcvmansHoe Kon-B0 3anucedt B xypHanax 20000, 20000, 20000....
EANepuoanueckan apxveauns xypHanos He ucnonsayerca
[BWcnonszoeats epems us uacoe CAA3 Dallas Lock Her
< >

6. Haxxmute Ha kHonky OK.

HacTpoiika Ha CTOPOHE MCTOYHMKA 3aBepLLeHa.

HacTpoiika B R-Vision SIEM

[ns HacTpoikin céopa U HopManuaauum cobbiTuii MCToYHMKa B R-Vision SIEM BbInonHWTe chneaytoLve
waru:
1. B uHTepdelice R-Vision SIEM co3faaitTe HOBbIN KOHBENED B KOJIIEKTOPE.
2. [lo6aBbTe Ha KoHBelep anemeHT Touka Bxoga Co CreflytolMM napaMmeTpamMm:
- HasBaHue: BBeUTe Ha3BaHWe TOYKM BXOJa.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [1opT TOYKM BXOJa: BBEAUTE 3HaYeHMe B COOTBETCTBMM C HACTpOMKamm Ha cTopoHe Dallas Lock 8.0.
> [1pOoTOKOM: BbIGEPUTE BapnaHT B COOTBETCTBUN C HACcTponKkamm Ha cTopoHe Dallas Lock 8.0.

3. o6aBbTe Ha KoHBelep onemeHT Hopmanusatop ¢ npaBuiom confident dallas_lock_syslog
(npneHTndbunkaTop npasuna: RV-N-135).

r MpaBunno RV-N-135 Takxke HopManunayeT cobbiTug, nonyydaemble n3 ELLY Dallas Lock
- B hopmaTe CEF.

4. CoeiHUTEe HOPManmM3aTop C TOYKOM BXoAa.
5. [lo6aBbTe Ha KOHBeMep a1emMeHT KoHeyHasa Touka Tna XpaHunuie coobITUNA.
6. CoeMHUTE KOHEYHYIO TOYKY C HOPMan3aToOpPOM.

7. CoXpaHunTe 1 yCTaHOBUTE KOHMUIypaLmto KoHBeepa.
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MpuMep KOHGUrypaunmn KoHeenepa:

Touka BxoAa

Hopmanusauwms Dallas Lock CEF

XpaHunuile

MpaBun: 1 — Xpanunuue: 123

—

Mocne HacTpoMKM nepedadns coObITUIA, €CM HACTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHWAULLE HaYHYyT
nocTynatb cobblTms Dallas Lock 8.0.

Haint cobbiTus Dallas Lock 8.0 B xpaHWAnLLE MOXHO MO creaytouemy GuibTpy:

dproduct = "Dallas Lock"

Oo6aBUTb QUNLTP

@) Vsepruposarb (NOT)

O
Mone Onepatop

dproduct

3HauyeHue

Dallas Lock

@) Hactpous saronosok

OTMeHUTb

Ta6nuua MannuHra

Ta6n|/|ua COOTBETCTBUA MOSen cobbIThA OnA BCEX PaACCMOTPEHHbLIX TUMOB COob6bITHIA npeacrtaBsieHa Mo
CCblJIKE.
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CucrtemMbl 3aLUTbl CETU

[aHHbI pa3fen ComepXKUT MHCTPYKUMM ANt HAaCTPOMKKM céopa CobbITUI C MNOAAEPKMBAEMbIX CUCTEM
3alNTbI ceTu:

* HPoTeKC ViPNet TIAS

NHdpoTeKC ViPNet TIAS

« NHDoTeKC ViPNet TIAS: HacTpolika NCTOYHMKA

MHdoTeKC ViPNet TIAS: HacTpoiKa UCTOYHMKA

[laHHOe pyKOBOACTBO OMMUCbIBAET MNPOLIECC HACTPOVKM cO60pa 1 OTNPABKM COBbITUIA CUCTEMbI OGHAPYXKEHWS
KoMnbroTepHbix aTak ViPNet TIAS B R-Vision SIEM.

HacTpoiika ViPNet TIAS

Ons HacTpolikn oTnpaBku cobblitini ViPNet TIAS B SIEM-cucTemy B dopmaTte syslog BbINoAHUTE
crnefyroune AencTBums:

1. Bonaute B Beb-nHTepdeic ViPNet TIAS.

2. B 60KOBOM MeHIO OTKpoWTe pa3aen OnoBeLLeHue.

3. Ha Bknagke Syslog HaxxmmuTe Ha KHomky Jlo6aButb Syslog-cepBep. OTKPOETCS OKHO HaCTpoOeK
OMOBELLEHNIN 06 MHUMAEHTaX Mo MPOTOKONY Syslog.

¢ ViPNet TIAS administator v A | @
= OnoBelyeHne

MoHUTOpUHT Mo aneKTpoHHoii nouTe  Syslog  HacTpoiika onoBetteHwit

& Wndonarens
[T
R cobimun A
Ceresbie
Yanosble

(@) oruerst

Vnpasnere
& 9kcnepTHble AaHHble
& VrdpactpykTypa

G Onoseuenve

@ Wnrerpauusn

Jo C6op natHbIx

Cuctema
B3auMopieiicTBIE 1o MpoToKoNy Syslog ¢ BHELUHAMY CepBEpaMM AR MEpe/aui Ha HUX MHGOPMaLMA
() Yuerhble sanmcn 06 uHUMAEHTaX.

S CepBucHbie GyHKLMN
[lo6asuTh Syslog-cepaep

Ayavt

£ ypHan ayaura

4. B none MNMpoTokon Bbi6epuTe 3HadyeHne TCP nnv UDP.

5 B none Appec Syslog-cepBepa BBeauTe agpec Konanektopa R-Vision SIEM, B pamKax KOTOPOro
naHUPyeTCs OCYLLECTBNSATL cHop cobbIThin ViPNet TIAS.

6. BBeauTe 3HadeHmne nopta 6onbLue 30000.

7. BbibepuTe pycCKuii A3bIK A9 ONOBELEHNS.
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8. YcTaHoBWTE GaXkKM B OCTaNbHbIX MOMSAX.
9. BblbepuTe HEOOXOANMbIE 06BEKTbI MHMOPACTPYKTYPbI.

10. HaxkmuTe Ha KHorMky CoxpaHuTb.

HacTtpoiika onoBeLLeHuii 06 MHLMAEHTaX no npoTtokony Syslog X

O6wwume
* MNpoTokon * Anpec Syslog-cepeepa * Mopt
UDP v 10.150.30.89 30168

fA3bIK onoBeLeHUA

@® Pycckuit

(O Anrnuiickuia

* Tun cobbITusA
PerucTpaLus MHUMAeHTa
O6HoBNEHWe UHGOopMaLMK 06 UHUMAEHTE

M3MeHeHuWe cTaTyca MHUMAEHTa

NHUmnpaeHThI
Ykaxurte napamMeTpbl MHUWOEHTOB, O KOTOPbIX HeoﬁXOﬂMMO onoBewarTb.
* MeTop, oBHapy#eHuA

AHanNUTUYECKMUiA

CUrHaTypHblit

9BPUCTUYECKHIA

* YpoBeHb BaXHOCTW MHUULEHTa
BbICOKMit
CpeaHwit
HU3KMIA

HacTpolika Ha cTtopoHe ViPNet TIAS 3aBeplueHa.

HacTtpoiika B R-Vision SIEM

O6LWnii BUI pabodero KoHBeepa Ana obecneyeHmns rnoaydeHns n oToopaskeHnsa coobITUIA:

ViPNet TIAS (30168)

Syslog Hopmanuaauus ViPNet TIAS KoHe4Has TouKa (XpaHunuiue cobbl...

Mopt: 30168 : ——8 Mpasun: 1 : ——>»| Xpanunuwe: ENG
MpoTokon: UDP
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[1nst HacTpolikn cbopa CobbITUI NCTOUHMKaA B R-Vision SIEM BbinonHWTe cneaytoLLme LWarm:

—_

. BuHtepdeiice R-Vision SIEM co3aaiiTe HOBbIN KOHBENED B KOMIEKTOPE.

2. [lJo6aBbTe Ha KOHBeMep anemMeHT Touka BXxofa CO Cle/lyroLLIMMM NapaMeTpamMu:

o Tun ToYkM Bxofa: Syslog.

o [MOpT TOYKM BXOAa M MPOTOKOS: B COOTBETCTBUM C HACTpoOnKamMu Ha ctopoHe ViPNet TIAS.

3. [lo6aBbTe Ha KoHBelep anemeHT Hopmanuaatop ¢ npasuioM Infotecs ViPNet TIAS (naeHTudunkaTop
npaBuna: RV-N-146). CoeanHuTe HOpMannaaTop C TOYKOK BXoAaa.

4. [lobaBbTe Ha KOHBelep anemMeHT KoHeuyHas TouKa T/na XpaHunuie cobbITUi.

5. CoefiMHnTe KOHEYHYHO TOYKY C HOPMaM3aTOPOM.

6. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLnIo KOHBerepa.

Mocne HacTPOMKK nepefadss cobbITUA, eCNM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAMLLE HaYHyT

nocTynaTb cobblTus ViPNet TIAS.

Haitn cobbitna ViPNet TIAS B xpaHuauLie MOXHO MO creytolemMy GuabTpy:

dproduct = "ViPNet TIAS"

ce v dproduct = ViPNet TIAS X

<f > Cosnagenuii 6

Dannble  Cratucruka

timestamp ||,

2025-04-
22T11:43:39.000+03:00

2025-04-
22T711:43:39.000+03:00

2025-04-
22T11:43:33.000+03:00

2025-04-
22T11:43:33.000+03:00

2025-04-
22T11:43:28.000+03:00

2025-04-
22T711:43:28.000+03:00

Tunbl o6pabaTbiBaeMbix COObITUM

HpaBI/IJ'IOM HOpMannsauymm O6pa6aTbIBaI-OTCFI cnenyroume Tunbl COObITUNA:

1. cosgaHue MHUMOEHTa;

2. U3MEeHeHe MHUMOEHTA.

Ta6bnuua mannuHra

dvendor

Infotecs

Infotecs

Infotecs

Infotecs

Infotecs

Infotecs

+ [o6asuTs dunsTp

Wntepsan Bpemenn: 2025-04-22T11:38:53.125+03:00 - 2025-04-22T11:43:53.125+03:00

dproduct

ViPNet TIAS

ViPNet TIAS

ViPNet TIAS

ViPNet TIAS

ViPNet TIAS

ViPNet TIAS

name

BobifiBNEeH MHUMAEHT Ans
Windows

new incident

new incident

BbifiBNIEH MHUMAEHT Ans
Windows

BbifiBNeH MHUMAEHT Ans
Windows

new incident

dvc

10.150.20.63

10.150.20.63

10.150.20.63

10.150.20.63

10.150.20.63

10.150.20.63

msg

3aduKCUpoBaH UHUMAEHT

c id:24a9b428-7674-480e...

WameneHa uHdopmaumsa
WHUMAeHTa C id:50064ac...

Viameriera urdopmauys
uHumAenTa ¢ id:50064ac...

3aduKcHpoBaH MHLNAEHT

c id:24a9b428-7674-480e...

3aduKCUpoBaH UHUMAEHT

¢ id:24a9b428-7674-480e...

VameHeHa nHpopMauvs
WHUMAeHTa ¢ id:50064ac...

Mokasatb rpaguk v

outcome

success

success

success

success

success

success

Ta6n|/|ua COOTBETCTBUS Mofein cobblTuA ONnA BCEX PaACCMOTPEHHbIX TUMOB COObITU npeacrtaBsieHa Mo

CCblJIKE.
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Cuctembl 3awutbl CYb/1

[aHHbIA pasfen CoAepXXUT MHCTPYKUMM ANS HAcTPoMKKM cbopa CobbITUA C MOAAEPXKMBAEMbIX CUCTEM
3alnTel CYB/:

» [apga DBF

Nappa DBF

» ["apga DBF: HacTpoika NCTOYHMKA

Fappa DBF: HacTpoiika MCTOYHUKA

[aHHOe pyKOBO/CTBO OMMCbIBAET NPOLIECC HACTPONKIK coopa 1 OTNpaBKM CobbITUn Komnnekca rapaa DBF
B R-Vision SIEM.

HacTpoiika Mapga DBF

Cuctema nosBonder OTNpaBATb COo6bITMA 6€30MacHOCTM BO BHELLUHWE CUCTEMbI

o nocpeacTBoM syslog. [lna HacTpoMKK nepefady cuctema TpebyeT BBECTM LLAGIOH
cooblleHnss syslog. B pamkax MHCTPyKUMM MOAFOTOBAEHbI LWAGMNOHbI ANA nepeaaqn
COObLITUI.

[na HacTpolikm nepefayn cobbiTuii syslog Ha Mapaa DBF:

1. BoianTe B KOHCOMb aaMuHucTpaTopa Mapaa DBF.

2. MNepenanTte Ha BkNaaky HacTponku - CUcTeMHble HacTporku —> 3kcnopt B SIEM.
3. HacTpoiite skcnopT AaHHbIX MO MNOAUTUKAM.

4. HacTponTe sKCrNopT »KYPHasIoB.

5. HacTpowTe sKcrnopT aHoMarsum.

HaCTpOﬁKa 9KCnopTa AaHHbIX N0 NOJINTUKaAM

1. B pasgene MonuTukK cosgaiTe WabAoH aKCNopTa AaHHbIX Mo noanTuke B SIEM. [1na aToro Haxkmute
Ha KHOMKy [lo6aBUTb HOBbII Wa6noH ().

2. 3anonHunTe nons:
- HasBaHue: yka>kinTe Ha3BaHWe LabnoHa NOANTUKN.
- IP-apgpec/[JoMeHHOe umMs: ykaxxunte IP-agpec konnektopa SIEM.
> MopT: yKaXuTe NopT, KOTOPbI HacTpoeH B SIEM ans nprema cobbITUin CTOYHMKA.
o MpoToKon: Bbi6epnTe NPOTOKOS, HACTPOEHHbI B SIEM.
- ®opmart: BbibepuTe hopmaT CEF.

- Popmart coobLLeHus:

dst=$GardaDB.peer_ip;src=$GardaDB.uni_ip;dpt=§GardaDB.peer_port;spt=§GardaDB.uni
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_port;cs1=$GardaDB.time;cs1Label=Bpems;cs2=$GardaDB.sql_text;cs2label=3anpoc;cs3
=$GardaDB.sql_var;cs3Label=llepemeHHbie; cs4=$GardaDB.sql_response;cs4label=0TBeT;C
s5=$GardaDB.sql_objects;csbLabel=Tabnuup; cs6=$GardaDB.sql_users;csblLabel=lMonb308
atenu; cs7=$GardaDB.sql_columns;cs7Label=Mons;cs8=$GardaDB.req_size;cs8Label=Pa3m
ep3anpoca;cs9=$GardaDB.resp_size;cs9Label=Pa3mepOTBeTa; cs10=$GardaDB.resp_line_c
ount;cs10Label=CtpokBOTBeTe; cs11=$GardaDB. continuance;cs11Label=lpogomkuTensHocT
b;cs12=$GardaDB.sql_error;cs12Label=TekcTOunbku; cs13=§GardaDB.db_name;cs13Label=
Umabll; cs14=$GardaDB.sql_db_name;cs14Label=3k3emnnapb[l; cs15=§GardaDB.policy_name;
cs15Label=Monutuka; cs16=$GardaDB.sniffer_name;cs16Label=AHanu3aTop;cs17=$GardaDB
.db_login;cs17Label=JloruHb[l; cs18=$GardaDB.os_login;cs18Label=JlornH0C; cs19=$Garda
DB.sql_program; cs19Label=Mmallporpammbi; cs20=$GardaDB.sql_machine;cs2@0Label=WmaKom
nbiotepa; cs21=$GardaDB.sql_auth;cs21Label=AyTeHTudukauns; cs22=$GardaDB.1dap_name;
cs22Label=010; cs23=$GardaDB. 1dap_dep;cs23Label=Moapa3nenenne; cs24=$GardaDB. 1dap_
pos; cs24Label=[lonkHocTb; cs25=$GardaDB.1dap_email;cs25Label=Email; cs26=$GardaDB.a
dd_field_1;cs26lLabel=[lon1;cs27=$GardaDB.add field 2;cs27Label=[lon2;cs28=$GardaDB
.add_field_3;cs28Label=[lon3;cs29=$GardaDB.add_field_4;cs29Label=/lon4;cs30=$Garda
DB.add_field_5;cs30Label=[lon5;cs31=$GardaDB.profiling_details;cs32=https://127.0
.0.1/#/Search/SearchById/$6ardaDB.object_id_for_url;cs32Label=Ccbimka; cs33=$Garda
DB.agent_quid;cs33Label=Guid_AreHnTa;

3. HaxkmuTe Ha KHomnky MpuMeHUTb.

lappa DBF

CucTeMHble HaCTPOMKKN ‘ admin v

Email SKenopr B CuHXpOHUSALWS C Mpogunu 6as OGHapyxeHue 6as Tpynnbl PoTauns
CTpUpoBaHHe
© Monurukn onoBelleHns SIEM LDAP NaHHbIX NaHHbIX PpacehIok NaHHbIX

~ Monutukm (2) ~ Xypranbi (1)

+ J06aBuTh HOBbIN LUAGIOH ~ + [06aB1Tb HOBbIi LLABIOH v

Haspanve:
5 Journal v
New_policy

IP-agpec/[lomenHoe uMs 10.10.10.10
Mopr: 30150
MpoTokon TeP~

€ HacTpoiiku dopmar. CEF +

dopmat coo6LieHus:
add_field_3;cs28Label=/lon3;cs29=5GardaDB.add_field a
_4;cs29Label=/lon4;cs30=$GardaDB.add_field_5;cs30L
abel=[Jon5;cs31=$GardaDB.profiling_details;cs32=http
$://127.0.0.1/#/Search/SearchByld/$GardaDB.object_i
d_for_url;cs32Label=Ccbinka;cs33=$GardaDB.agent g~ ~
uid;cs33Label=Guid_ArenTa; 4

== .

PoHOBble 334a4K

HacTpoiika akcnopTa )XypHanos

1. B pasgene XypHanbl cosfanTe wabnoH aKCNopTa M3 >XypHanoB B SIEM. [1na aToro Haxkmute Ha
KHOMKY J106aBUTb HOBbIM Wa6noH ().

2. 3anonHuTe Nons:
- Ha3BaHue: yKkaxxnTe Ha3BaHve WaboHa XXypHana.
- |P-agpec/[lJomeHHOe umMs: ykaxkute |IP-agpec konnekTopa SIEM.
> MopT: yKaXuTe NopT, KOTOPbI HacTpoeH B SIEM ans npyema cobbITUin UCTOYHMKA.
o MpoToKon: Bbi6epnTe NPOTOKOS, HACTPOEHHbI B SIEM.

- opmar: BbibepuTe hopmaT CEF
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- Popmart coobLLeHus:

cs1=$6GardaDB.time;cs1Label=Bpems;cs2=$6ardaDB.1login;cs2Label=Monb30BaTenb; cs3=$G
ardaDB.act_type;cs3Label=TunCobbiTns; cs4=$GardabDB.src_dest;cs4Label=NcTouHuk; csh=
$GardaDB.src_type;cs5label=TunllcTouHunka; csb6=$GardaDB.message; csblabel=3anuch;cs7
=$GardaDB.level;cs7Label=BaxHocTb;

3. YcTaHoBUTE nepeksroyaTe/is OTNpaBAsATb B peXUMe peanbHOro BPEeMEeHM B aKTUBHOE MOJIOXEHUE.
4. YcTaHoBUTE nepektodaTesb [ocTyn K CUCTeMe B aKTUBHOE MOMOXEHME.

5. YcTaHoBUTE NepekstoyaTe/lb CUCTEMHbIe COO6L,EHUA B aKTUBHOE MOIOXEHNE.

6. YcTaHoBWTE NepeksovaTens [eicTBUA Nonb3oBaTens B aKTUBHOE NMOSIOXEHNE.

7. Haxkmute Ha KHomky NMpuMeHUuTb.

Tapaa DBF = CucTeMHbIe HaCTPOMKMN . admin v
Email onosewenins Skenopr & SIEM ChhixporuaaLus ¢ LDAP Mpoguny 6a3 gaHbix O6Hapywerie 6a3 faHnbix Tpynnbi pacesinok AAMUHHCTPUpOBaHME PoTaLA AaHHbIX
~ MNonutnkwm (2) ~ Xyp+anbi (1)
<+ [106281Tb HOBbII LAGNOH v <+ [106aB1Tb HOBbIi WabnoH ~
» 7 N Hasganme: New_journal
Monynb aHanuTrKK €[lycTaHOBNEHHbI WaGNOoH ANA OTMPABKH B CHCTEMY aHankaa v
1P-apec/[lomentoe ums: 10.10.10.10
Policy - Mopr: 30150
MpoTokon: TCPw
~ AHomanuu (1)
Gopuar: CEFe
<+ [106aB1Tb HOBBbIN WAGNOH v

Gopwma cooiuenus:

© Hacpoikn

Anomaly v

Mpucsinary ysetomnens

@) opansms 5 pexume peanbHoro Bpemetn
OTNPaBnATL AaHHbIE M0 XKypHanam
@) focryn kcucteme Ges hunsTpa v

@) cvcremie coobuwerma

@) neiictans nonbsosatens

e

HacTpoiika akcnopTa aHoManuit

1. B pazaene AHomanum cosjjaiiTe WabnoH aKcnopTa aHoManuii B SIEM. [1ns 9TOro HaXkKMUTe Ha KHOMKY
N 06aBuTb HOBbIN WabnoH ().

2. 3anonHuTe nonsg:

- HasBaHue: ykaxxunTe Ha3BaHue LabnoHa aHOManmi.

o

IP-apgpec/loMmeHHOe UMS: yKaxxuTe IP-agpec KonnekTopa SIEM.

> MopT: yKaxuTe NopT, KOTOPbI HacTpoeH B SIEM ans npyema cobbITUin MCTOYHMKA.
- MpoToKon: BbIGEPUTE NPOTOKOS, HACTPOEHHbIN B SIEM.

- PopMar: BbibepuTe hopmat CEF.

- (DopMaT CO06LLLEHUS:

cs1=$GardaDB.time;cs1Label=Bpems;cs2=$GardaDB. type;cs2Label=TunAHomanuu; cs3=$Gar
daDB.field;cs3Label=MapameTp; cs4=$GardaDB.db_name;cs4Label=Umab[l; cs5=$GardaDB.pr
ofile;cs5Label=Mpopunbbll; cs6=$GardaDB.treshold;cs6lLabel=Mopor;cs7=$GardaDB.devia
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tion;cs7Label=0TknoHeHune;

3. HaxkmuTe Ha KHOrMky NMpuMeHnTb.

Tappa DBF CucreMHble HaCTPOHKHU

Email onosewienits 3xcnopr 8 SIEM Curxponwsaun ¢ LDAP MpoGHM 623 AakHbIX O6Hapyenve 533 gansix Fpyrnsi pacceinox Apmancry puposanvie PoTauws gakHbix

~ Monutukn (2) ~ XypHanbi (1)
+ [106a81Ts HOBBI WabnoH v =+ [o6aBuTL HOBBI Wabnow v
MoZyb GHANMTHKA  TTReRYCTaHoBNEHHoIi WAGNIOH A1 OTPAEKN B CHCTeMY aHansa v ournal v
Policy v

~ Aomanm (1)
+ [J06a8nTS HoBBI WabnoH ~

& H
Hassaume: New_anomaly
|P-agpec/ loMeHHOe MM 10.10.10.10
1 Mo Mopr: 30150

Mporoxon: ToP -

®opuiar: cEF~

opmaT Co0BILEHHA:

cs1-SGardaDB.time;cs1L: 052 typecs2L:
=8GardaDB field cs3L abel-TlapameTpics4=3GardaDB. db_name;csaLabel-UmAB[Les5=
SGardaDB profile,cs5Label=MpogwnB /L cs6=$GardaD8. reshold cs6Label=Topor,cs7=
SGardaDB.deviation cs7Label=0TKNOHeHKE;

Mpuceinars ysepomneunn | & Pacnucaiue

HacTporka Napaa DBF 3aBepLueHa.

HacTpoiika R-Vision SIEM

[1ns HacTpoiikn cbopa 1 HopManusaumm cobbiTUA UCTOYHMKa B R-Vision SIEM BbinonHWTEe cneayrolne
waru:
1. B uHTepdeiice R-Vision SIEM co3aaliTe HOBbI KOHBENEP B KOMIEKTOPE.
2. [lobaBbTe Ha KoHBelep aneMeHT Touka Bxoga Co CreflytoLnMmM napaMmeTpamMm:
- HasBaHue: BBeUTe Ha3BaHWe TOYKM BXOJa.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [1opT TOYKM BXOAA: BBEAMTE 3HAYEHME B COOTBETCTBUM C HACTPOMKaMM Ha cTopoHe [apaa DBF.
> [1pOTOKOM: BbIGEPUTE BapUaHT B COOTBETCTBMN C HACTpOMKamm Ha cTopoHe [apaa DBF.

3. dob6asbTe VRL-TpaHchopMaLnto:

.dproduct = "Garda DBF"

4. CoeamnHuTe gobaBneHHyro TouKy Bxofda 1 VRL-TpaHchopmMaLmto.

5 [o6aBbTe Ha KoHBelep oanemeHT Hopmanusatop ¢ npasBunom Garda Database Firewall
(noeHTMdburKkaTop npasuna: RV-N-138).

CoeanHnTe Hopmanuaatop ¢ VRL-TpaHchopmaumeil.
[lo6aBbTe Ha KOHBeNep a1eMeHT KoHeyHasa Touka Tvna XpaHunuLe coobITUNA.

CoeanHNTE KOHEYHYHO TOYKY C HOPMann3aToOpOM.

O © Noo

CoxpaHunTe 1 yCTaHOBUTE KOHMUIypaLmO KOHBENepa.
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MpuMep KOHGUrypaunmn KoHeenepa:

Garda DBF

Garda DBF Normalizer
Garda DBF VRL Mpagun: 1

: unuue: ENG
true

Mocne HacTpolriky nepegadyn cobblTUIA, eCinm HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHWIWLLE HauyHyT
nocTynatb cobblTus Mapaa DBF.

Haintu cobbitus Mapaa DBF B xpaHunumLle MOXHO No cineaytolemMy hunbTpy:

dproduct = "Garda DBF"

dproduct EQ Garda DBF x type EQ HopManuaosaHHoEC.. X+ [oSasuTs unsTp Letany coberns 4b18dd0a-c505-47.

CKpbIT NYCTbie M1oNs COObITUS

Coanagenwii 28 VikTepaan spemenk: 2024-12-06T20:26:05.766+03:00 - 2024-12-06T20:31:05.766+03:00 ams rpacuk
[Dlara n spems

2024-12-06T20:30:30.000+03:00

Dawnwie  Crarw
(s id stamp |}, dproduct 4b18dd02 c505 479 98eb-25322ab17441
- 10.150.15.230
el HopManuzoaaskoe cobbitie  Fappa Garda DBF
w bdgh7e65c2e5 06T20: e 00000000-0000-0000-0000-000000000000

a7fdf468 2031-4e48 9122 685502d42d21

401 dega—x:ﬁC?d?Bc—gaeb T

2532231744 HopManuzosankoe cobbrve  Tapaa Garda DBF

202412-
06720:30:30.000+03:00

HopManKa0BaHHOE COBBITHE
7246614t 48de 4b06-8e56-

1ad03cefa7 06720-30:30.000+03:00 HOpManKsoBaHHoE coGbiTe  Tappa Garda DBF

Ceepenms 0 CoGLITUM
837e64e9-e0a0-4213-a511- 202412

b315243431e6 AT Hopmanusosakoe cofbiwe  Fapaa Garda DBF g

reppa

46b2600d-c474-407d-bfab- 202412-
06¢43911be2c 06T20:30:00.000+03:00

944ba174-7811-45fd b39F- 202412-
58671719678d 06T20:30:00.000+03:00

dproduct Garda DBF
HopManKaoBaHHOE ColbiTHe  Tappa Garda DBF produ arda

1000
Hopmanusosakoe cofbiwe  Fapaa Garda DBF

Lo0casch soct S 202412 HopManuaoRaKKoe cobbwe  Fapaa Garda DBF amin
ad9eeab10322 06T20:30:00.000+03:00 < H locala
cdeo0389-5aa2-4503-b068- 202412 "
o grdoa

e o 2:30.00040300 Hopwanuaogakkoe cobbrae  apaa Garda DBF
' Tpadux Ha B “Garda_DE" orcyrcayer
5715501 4692-4¢10.993a- 202412 e
ottt a0 05:30.000+03:00 HopManuaoRakKoe cobbie  apaa Garda DBF

Success
Sl AR P 202412 Hopwanuaosakkoe cobbrwe  apna Garda DBF
612b287e0ec2 06720:29:30.000+03:00 = . B 2024-12.06T20:30:37.000+03:00
fodecO71-d5c9-4622-acds- 202412 TaskExecuter
fsniritiboin e 2e00.000+03:00 HopuanusoBakkoe cobbue  Fapna Garda DBF

1e3eaB60-2a0b-4708 8b32- 202412- Vcxoasoe cobuithe

HmuAnUANRANKOR CfinrTue Garda NRE
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Cuctembl Kubeppassegkm (TI)

[laHHbIN pa3fen COAepXXUT WMHCTPYKUMW ANA HacTpoiKu cbopa COoObITUI C MOAAEPXKMBAEMbBIX CUCTEM
KnbeppasBeaKu:

« R-Vision TIP

R-Vision TIP

» R-Vision TIP: HacTporka UCTOYHMKA

R-Vision TIP: HacTpoiKa UCTOYHUKA

JlaHHOe pyKOBOACTBO OMMUCbIBAET MNPOLIECC HACTPOWKK cH0Opa 1 OTMPaBKM COObITUIA CTOYHMKa R-Vision TIP
(Threat Intelligence Platform) B R-Vision SIEM.

HacTpoiika R-Vision TIP

YT106bI HacTpouTb R-Vision TIP:

1. B BeG-uHTepdelice R-Vision TIP HaxxmuTe Ha KHOMKy HacTpoWku (397).
2. MNepengute B pasgen UHTerpauumu.
3. HaxkmuTe Ha kHornky HacTpouTb.

R-Tl P WHTerpauunu

Mopaenb AaHHbIX

R-Vision SOAR

MocTaBLWMKN faHHBIX

Anpec cepsepa http://10.150.20.139
PaH>wupoBaHue yrpos

OpraHusauusa Opranusaumsa
06HapyxeHue
O6oralyeHue
WnTerpauvn

SIEM is not configured

OnoseLyeHne
Hactpoutb
3kenopt
Bronnetexn
YBepomnenus
Cuctema
Monbsosatenu

AyauT cobbITui

JlvueHana

4. 3anonHute nons Aapec cepeepa, NMopt 1 NMpoTokon.

5. Haxkmnte Ha KHOMKy CoxpaHUTb.
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HacTpo#ka SIEM

Anpec cepBepa

10.150.30.89

Mopt

30128

[MpoTtokon

TCP

OTMeHUTb CoxpaHuUTb

HacTtpoiika B R-Vision SIEM

[1ns HacTpoWiKn c6opa CobbITUI OT MCTOYHMKa B R-Vision SIEM BbInonHUTE cnegyoLime waru:
1. B Be6-mHTepdelice R-Vision SIEM nepenante B pasaen Pecypebl — KonneKTopbl 11 cO30alTe HOBbIN
KOHBEeMEP B KOJIIEKTOPE.
2. [lobaBbTe Ha KoHBelep a51eMeHT Touka Bxoga Co CrefytolnMm napaMmeTpamMm:
= TWN TOYKK Bxoda: Syslog.
o [1opT TOYKM BXOAA M MPOTOKOJI: B COOTBETCTBUN C HACTPOMKamun Ha cTopoHe R-Vision TIP.

3. [lobaBbTe Ha KoHBelep anemeHT Hopmanusatop ¢ npasuiom R-Vision Threat Intelligence Platform
(noeHTndmrkaTop npasuna: RV-N-103). CoeanHnTe HOpManM3aTop ¢ TOYKON BXoAa.

4. [lobaBbTe Ha KOHBelep a1eMeHT KoHeyHasa Touyka Tuna XpaHunuw,e cobbiTuin. CoeHNTE KOHEYHYHO
TOYKY C HOpPMann3aTopoM.

5. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLMIO KOHBENepa.

[MprMep KOHMUrypaunm KoHeenepa:

TIP
syslog Normalizer TIP Storage

Mopr: 30106 : — ) Mpasun: 1 : —> XpaHunuuie: SEA
Mpotokon: TCP

Mocne HacTpoMKM nepefadns cobbITUA, eC/M HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XpPaHWAULLE HaYHYyT
nocTynatb cobblTms TIP.

@,

HanTtv cobbitma TIP B xpaHunuLie MOXHO No cneayrollemy GunbTpy:
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dproduct = "TIP"

N3mMeHUTb punbTp

. WUneeptuposats (NOT)

Mone Oneparop

dproduct

3HavyeHue

TIP

. HacTpowTk 3aronosok

OTMeHUTb

Bepcua YMC2.0
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CucTteMbl KOHTPOA U ynpaBneHus Gu3anyeckum
aoctynom (PACS)

HaHHbIn pasfesl Coaep>XXnUT MHCTPyKUnn AOnd HaCTpOVIKl/I c6opa COBbITUIA C nogaep>XXmBaemMbixX CUCTEM
KOHTPOJIA 1 ynpaBJieHNA CDI/IBI/ILIeCKl/IM OOCTYMNOM:

« OpenBao

OpenBao

« OpenBao: HacTponKa MCTOYHMKA

OpenBao: HacTpoilKa UCTOYHUKA

[aHHOe pyKOBOACTBO OMMCbIBAeT MPOLECC HACTPOMKKM cbopa 1 OTnpaBKmM cobbiThii OpenBao B R-Vision
SIEM.

HacTpoiika OpenBao

OcHOBHasi HaCTpoiKa

YT06bI HacTponTb OpenBao

1. BkounTe nepeaady cobbiTuin B Cny>c6y syslog ¢ NoOMOLLIbHO KOMaHbI:

sudo openbao audit enable -address="https://<apnpec openbao>:8200" syslog
tag="openbao"

Ecnv KoMaHAa BbINOMHMAACh YCMNELIHO, B KOHCOMM MNOSIBUTCA COOBLLEHME:
Success! Enabled the syslog audit device at: syslog/
2. CospanTte dain xx-openbao.conf B anpexTopun /etc/rsyslog.d/ komaHaom
sudo touch /etc/rsyslog.d/xx-openbao.conf

rae xx — HomMep daitna KoHburypaumm.

3. do6asbTe B (hain xx-openbao.conf cTpoku:

if $syslogtag contains 'openbao-vault' then {

action(type="omfwd" Target="<Appec konnekTtopa SIEM>" Port="<MopT>"
Protocol="<tcp/udp>")

stop
}
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4. MNepezanycTute Cry><oy rsyslog ¢ MOMOLLbHO KOMaHb!:

sudo systemctl restart rsyslog.service

AﬂbTepHaTMBHaﬂ HGCTPOﬁKa

Ecnn B rsyslog BO3HMKaeT owwWbOKa, CBA3aHHasd C AOCTYNOM K journal, BbiNOMHWTE anbTepHATUBHYHO
HaCTPOWKY:

1. BknrounTe nepenady cobbithini OpenBao B Gaiifl ¢ MOMOLLbH KOMaHAb!:

sudo openbao audit enable -address="https://<appec openbao>:8200" file
file_path="/var/log/openbao_audit.log"

2. [lobaBbTe B haitn KoHburypaummn /ete/rsyslog.d/xx-openbao.conf cneaytoLime CTPOKM:

module(load="imfile" PollingInterval="10" mode="inotify")

input(type="imfile"
File="/var/log/openbao_audit.log"
Tag="openbao"
Severity="info"
Facility="1local6"

local6.info action(type="omfwd" Target="<Appec konnektopa SIEM>" Port="<MopT>'
Protocol="<tcp/udp>")

3. MepezanycTuTe cnyx6y rsyslog ¢ NOMOLLbHO KOMaHAbI:

sudo systemctl restart rsyslog.service

HacTtpoiika B R-Vision SIEM

Ona nHTerpaumm nctovHmka ¢ R-Vision SIEM BbINONHUTE cneaytoLime warw:
1. B Be6-mHTepdeiice R-Vision SIEM nepenante B pasaen Pecypebl — KonnekTopbl 1 cO34alTe HOBbIN
KOHBENEpP B KOJIEKTOPE.
2. [lJo6aBbTe B KOHBeliep anemMeHT Touka Bxoga CO CneayolymMmn napaMmeTpamu
- Tun Touku Bxoga: Syslog.
- MopT ToukM BXxoAa 1 NPOTOKON. B COOTBETCTBUN C HacTponkor OpenBao.

3. [lo6aBbTe Ha KoHBelep anemeHT HopmanuaaTtop ¢ npasunnomM OpenBao (MaeHTudmKaTop npasuna: RV-
N-89). CoeiMHWTE HOPManM3aTop C TOYKOM BXxoaa.

4. [lo6aBbTe Ha KOHBelep aneMeHT KoHeuHas Touka Tuna XpaHunuiie cobbiTuit. CoeNHNTE KOHEYHYHD
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TOYKY C HOPManM3aTOPOM.

5. CoxpaHuTe 1 yCTaHOBMUTE KOHMUIypaLmnio KOHBerepa.

Mpumep KoHPpUrypaLum KoHBeliepa

Touka Bxopa
syslog HopmanusaTtop OpenBao KoHeyHas TouyKa (XpaHunuiue cobbl...

Mopt: 30120 : — | Mpasun: 1 : — XpaHunuwe: ENG
Mpotokon: TCP

Mocne HacTpoMKM nepefadns cobbITUIA, eCM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAULLE HaYHYyT
nocTynaTtb cobblTms OpenBao.

HaiiT cobbiTns OpenBao B XpaHWMLLE MOXKHO MO cneaytolemy GUnbTpy:

dproduct = "OpenBao"

wTbBce v dproduct=0penBao X - [lo6aBuTb hunsTp

Coenagennin 18 Wntepsan spemenn: 2025-05-05T17:50:18.892+03:00 - 2025-05-05T17:51:18.892+03:00 lMoka3saTb rpaguk v

: : [lannble  CraTucTyika

timestamp |y, dvendor dproduct severity act rt s sre csl

2025-05-
05T17:51:11.000+...

(Mycro) OpenBao info Login successfull ggﬁ;% G 10.150.161.10 response

202505 ) ] 2024-10-
05T17:51:08.000+..  (YeTO) OpenBao info Login successfull R ETE., 10.150.161.10 response

2025-05- 2024-10-

(Mycro) OpenBao Login successfull 10.150.161.10 response

05T17:51:05.000+... 09T14:15:30.000+...

2025-05-
05T17:51:02.000+...

2024-10-
(Mycro) OpenBao Login failure RS 10.150.161.10 response

2025-05- R 2024-10-
05T17:50:59.000+..  (VST©) DBRenERg Login failure o e e 10.150.161.10 response

égﬁ:s&o 6000+, (MCTO) OpenBao Login failure ggﬁ;g-e.w.ooo - 10.150.161.10 response
2025-05-
05T17:50:53.000+...

L) OpenBao Login successfull 2024'1_0'_ 10.150.161.10 response
097T18:48:18.000+

Ta6bnuua mannuHra

Ta6n|/|ua COOTBETCTBUS MoOSein cobbITuA ONnA BCEX PaCCMOTPEHHbIX TUMOB COObITNIA npeacrtaBsieHa Mo
CCblJIKE.
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https://docs.rvision.ru/sources/ru/УМС/PhysicalAccessManagement/_attachments/openbao-mapping-table.csv
https://docs.rvision.ru/sources/ru/УМС/PhysicalAccessManagement/_attachments/openbao-mapping-table.csv

CucteMbl MOHUTOPUHIa MHPPACTPYKTYPbI

[aHHbI pa3fen ComepXKUT MHCTPYKUMM ANt HAaCTPOMKKM céopa CobbITUI C MNOAAEPKMBAEMbIX CUCTEM
MOHWTOPWHIa MHbPACTPYKTYPbI:

 R-Vision SOAR

o Zabbix

R-

Vision SOAR

« R-Vision SOAR: HacTpoiKa NCTOYHMKA

R-Vision SOAR: HacTpoMKa UCTOYHMKA

[aHHOoe pyKOBOACTBO OMMUCbIBAEeT MPOLIECC HACTPOWMKKM cbopa M oTnpaBKkM cobbiTnin R-Vision SOAR B R-
Vision SIEM.

MpepBapuTenbHbie Tpe6oBaHUA

« CeTeBas AOCTYMHOCTb HOJA KJlaCTepa SIEM no LeneBomMy nopTty m NpPpOTOKOJY ANA UCTOYHWMKA W

ceTeBad AOCTYMHOCTb LEHTPa/iM3oBaHHOIo Syslog-cepBepa.

HacTtpoliika R-Vision SOAR

HacTpoiika oTnpaBku cobbiTuii B R-Vision SIEM

YTO6bI HACTPOUTL OTNPaBKy cobbITUA R-Vision SOAR B R-Vision SIEM, BbINOAHUTE CleayroLLme warn:

1.

o N o o A~ W DN

Bonante B Be6-MHTepdenc R-Vision SOAR noa y4eTHOM 3anncbio agMuUHMCTpaTopa.
MepengnTte B pasaen HacTpoiiku cuctembl > 06wme —> XKypHan.

B kapTouKe XypHana nepenanTe Ha BKNaaky HacTpoinkm.

YCcTaHoBMWTE NepektovaTens OTnpaBka noroB no syslog B akTMBHOE MOMOXeHNe.
BeeauTe IP-agpec cepBepa rsyslog.

BBeauTe 3Ha4eHne nopTta cepBepa rsyslog.

BbibepunTe 13 BbiNagatoLlero cnucka npotokon TCP.

CoxpaHuTe n3MeHeHus.
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< C A Hesawnuero  soar02:sealand/#settingslog
RVision Hypran
¥ 2
Q = fara +
s v g e
= 29.10.2024
Jnuensua 16:26:47
6 [uTC+03:00]
Monb3oBaTeN CUCTEMbI
A 29.10.2024
Ponu nonbszosatenen 16:24:15
® [uTC+03:00]
YBepomneHus
0
O6HoBneHne 29.10.2024
16:22:06
¢ [UTC+03:00]
KonnekTtopbl
¥ .
HacTporiKa no4ytbl 29.10.2024
- 16:21:05
= | |2 WypHan [UTC+03:00]
& La61oHbl OT4ETOB
L. ABTOreHepaLus OTYETOB 29.10.2024
16:15:39
APl [UTC+03:00]
TepeHOC KOHUrypaLuu
2010 2024

06CnyKUBaHUE CHCTEMbI

+[=]

CnpaBoyHNKK

HacTtpoiika B R-Vision SIEM

1

Onucanmne

YnaneHo Pexuma o

B paspene HacTpoek O6wue / Monb3osatenu
cucTeMbl / Monb3osaTenu joGasBneH
nonb3oBaTen 222222z

OpraHusauma: OpraHvsauma

CucTeMHble posu: Mosb3oBartesib

W3 cucTembl yaaneH nonbsosaren test

B paspene HacTpoek O6wue / Monb3oBatenu
cucTeMbl / Monb3osaTenu foGasneH
nonbsosarens kolla

OpraHusauma: OpraHmsaums

CucTemHble ponu: Monbsosatenb

il Vearos VeaH

(admin) Bowen B cuctemy.

User-agent: Mozilla/5.0 (Windows NT 10.0;
Win64; x64) AppleWebKit/537.36 (KHTML, like
Gecko) Chrome/129.0.0.0 Safari/537.36
IP-agpec: 10.150.161.10

CoBeplueHa MomnbITKa BXOfa B CUCTEMY MOj
“MeHeM nosbsosatens odmen.

us2 > » 50 v Zanuceit: 51

Monbso..  Mopyns

WBa+os -
HacTpon
WBaH MBaH

(admin)

WBa+oB
VBaH MBaH
(admin)

HacTpon

WBa+os
VBaH MBaH
(admin)

HacTpon

Meation HacTpon
WBaH MBaH B

(admin)

Wsaros
WBan Mean R-Vision
(admin)

06bekT

®
1est333
:

zzz7772

test

kolla

UsaHos
UsaH
UsaHosn
y
(admin)

@

@

& W 2

a4 0

Ycnosus punbTpayumn

[ata / Bpemsi: >= 22 oKkT6ps 2024 1.

Locrynko o6Hosnerine Chrome

admin

K) OTnpasKa oroB no syslog I 4

TouToBbIN CepBep

3 10.150.30.88

Mopt
30017

Mpotokon
TCcP

AsTomaTwueckoe yaanenme @
@ Mo nctesernm (8 Mecsuax)

@) Mpv sanonHenum aucka (%)

VicrionbsoBatve ayicka
Hassanue 3Hauenue
Manka c noramu /etc/smp
OBbeMm pasgiena 79.95T6
CBO60AHO 64.01TB

70

N
7 [ — |

[Onsa HacTpoikm cbopa M HopManuaaumm CobbiTUA UCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrolimne

Laru:

1. B uHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOIIEKTOPE.

2. [lo6aBbTe Ha KOHBelep aneMeHT Touka BXxoga Co CrieflytoLyMmM napaMeTpamu:

- HaszBaHue: BBeaMTe HasBaHWe TOUKM BXoda.

> Tun TOYKM BXOAa: BbibepuTe BapuaHT Syslog.

o [1OpT TOYKM BXOAA: BBEAMTE 3HAYEHME B COOTBETCTBUM C HACTPOMKaMK Ha cTopoHe R-Vision SOAR.

o [TpoTOKON: BbIGEPUTE N3 BbINAAAoLLEro crcka BapmaHT TCP.

3. [lobaBbTe Ha KOHBelep anemeHT Hopmanusatop ¢ npaBuiom R-Vision Security Orchestration,

Automation and Response (1aeHTudvkaTop npasuna: RV-N-131).

4. CoenHNTE HopManM3aTop C TOYKOK BXOAa.

ol

.dproduct = "SOAR"

. Coeannnte VRL-TpaHCHOPMaLNIO C HOPMaNN3aTOPOM.

. Jlo6aBbTe VRL-TpaHchopmaLmto Co CneayroLM KOAOM:

. [Jo6aBbTe Ha KoHBeep anemMeHT KoHeuHas Touka Tvna XpaHunui,e cobbITUi.

6
7
8. CoeanHuTEe KOHEYHYO TouKy ¢ VRL-TpaHchopMaLmen.
9

. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLnio KOHBEepa.

Mpumep KoHbUrypauumn KoHBeepa:
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R-Vision SOAR

Normalizer
—) rpasun: 1

Mocne HacTponkK nepefady CobbITUiA, €CNM HAaCTPOMKa BbIMOMHEHA KOPPEKTHO, B XPaHWMLLIE HaYHYT
nocTynaTtb cobbiTus R-Vision SOAR.

Haitn cobbitna R-Vision SOAR B xpaHuamLLEe MOXHO N0 creayroemy GunbTpy:

dproduct = "SOAR"

LNo6aButb GUnsTp

w . WHBepTupoBath (NOT)
lMone Tun Onepartop 3HaueHue

dproduct v LeString = v SOAR

@) Hactpouts saronosok

OTMeHWUTb Ho6aBuTb

MepeyeHb cobbITHIA

CobbiTre Logout.

+ CobbIThe Login success.

+ CobbiThe Login failure.

+ CobbiTne Change field.

+ CobbiThe Delete user.

+ CobbITne Create user.

+ CobbiTne Add element.

« CobbiTne Delete element.

« CobbiTne Failure update DB vulnerability.
+ CobbiThe Delete report.

« CobbiTne Add doc.

Ta6nuua manmnuHra

Tun cobbiTusi/>)xypHana  )XXypHan ayauta

deviceFacility raw.facility
severity raw.severity
dvendor R-Vision
dproduct SOAR
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Tun cobbiTusi/>)xypHana  )XXypHan ayauta

dvchost raw.hostname

deviceDnsDomain raw.hostname

shost raw.hostname

deviceExternalld raw.procid

duser parsed.user

msg split(parsed_message, ".")[0]

outcome Success/Failure

rt parse_timestamp(parsed.createdAt, format: "%FT%T%.3fZ")

timestamp parse_timestamp(.raw.timestamp, format: "%FT%T%.3fZ")

spriv parsed.reference

objName parsed.objectName

reason split(parsed_message, .msg+".")[1]

cs1Label HanmeHoBaHWe opraHmsaLmm

cs1 parsed.company(1] || parsed.company|[0]

cs2Label Old value

cs2 parsed_message."TlpexxHee 3HaveHne”

cs3Label New value

cs3 parsed_message."HoBoe 3HaueHue"

cs4lLabel CucTeMHble ponu

cs4 parsed_message."CuctemMHble ponu”

csSLabel Homep ookymeHTa

csS parsed.objName

csblLabel I3MeHeHHbI napamMeTp

csb replace(split(replace(split(parsed_message, 'MpexxHee 3Hadenme")[0], "\"', ") ??
" "ameHEHHbIN napameTp: [1],".", ") 2?2 "

Zabbix

« Zabbix: HacTponka ncToYHMKa

Zabbix: HacTpolika UCTOYHMKA

[aHHas MHCTPYKUMS OMnMCbiBaeT HACTPOWKY cHbopa CcobbiTWii Ha cepBepe Zabbix v ux nocneaytoLlei
oTnpasku B R-Vision SIEM.

MNpepBapuTenbHblie Tpe6oBaHuUSA

Mepen HacTpoikon Zabbix ybeanTech, 4To y Bac MMeETCS:

Bepcua YMC2.0 332



« CeTteown fgoctyn Kk b/,

« YyeTHas 3anucb B CYB/] ¢ mpaBamu agMuHUCTpaTopa Ha AocTyn K B/l zabbix B Ballein cucteme
yrnpasneHnst 6asamu faHHbIx (nanee — CYB/).

HacTtpoliika Zabbix

OnucaHue noacucTeMbl XXYpHanupoBaHus

Zabbix 3anvcbiBaeT cBOM CobbITUS B 6a3y AaHHbIX zabbix Bawen CYB/.

Basa naHHbix zabbix cozgaeTca aBTOMaTUYECKN Npu YCTaHOBKe cepBepa Zabbix Bepcum
a3
O 6.0 1 Bbiwe. Ecnv Bbl Cnonb3yeTe 6oiee CTapyto BepCuto, 0bpaTuTech K AOKYMeHTaLmm
Zabbix ons nepBNUYHON HACTPONKM.

HazBaHusa Tabnuny B Baluer CYB/1 MOryT oTAn4yaThCsl OT Ha3BaHWUn Tabnul, NpUBEAEHHbIX
(r) B OaHHOW WMHCTPYKUMK. ECnn Bbl He MOXeTe HalTh HeobxoduMble Tabnulbl B Ballel
- CYBO wnu nonyvaete OWMWOKM CyWeCTBOBaHNSA Tabnuu, obpaTUTeCb K pasaeny
OOKYMEHTaL MK, COOTBETCTBYHOLLIEMY Balller BepCcun cepeuca, 4151 MoMcKa COOTBETCTBUN.

HacTpoiika >xypHanupoBaHus

Co3paHne cepBUCHON YYETHOM 3anucu

[ns ocyulecTBneHna cé6opa NOroB M3 6a3sbl AaHHbIX TPEOYETCS NOAKYUTLCHA K HEW C UCMOIb30BaHNEM
creumnanusmMpoBaHHol yyeTHol 3anucu (fanee — Y3). [daHHas Y3 npegHasHadeHa ans obecnedeHus
A0CTyna K 6a3e AaHHbIX aBTOMaTUYECKUM CEPBUCOM.

YTobbl co3aaTb cepBUCHYtO Y3, noakmtoumtech K CYB/l ¢ npaBamu agMuHUCTpaTopa. [ns aToro
BbINONHUTE Ceaytolne AeNCTBUA Ha CepBepe C ycTaHoBeHHon CYB/:

o B kauecTBe npumepa ncnonbdyetcsa CYB/ PostgreSQL.

1. BbINONHUTE CreflytoLLyto KOMaHZy OT MMEeHW Nob3oBaTenst ¢ NpaBamMu aflMUHUCTPaTopa:
sudo -u <admin> psql

rae <admin> — Ha3BaHWe yYETHOW 3anncK ¢ NnpaBamMu agMUHUCTPaTopa.

2. CospnainTte CEPBUCHYHO YHETHYHO 3almncCb, BbIMOJIHMB Crnegyroumne KoMaHabl:

CREATE USER "<new_user>";
ALTER ROLE <new_user> WITH PASSWORD '<passw@rd>";

rae:

o <New_user> — nmg cosgaHHom Y3.

o <passwdrd> — naposb ONns cosfaHHom ¥Y3.
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3. MpegocTaBbTe NpaBa Ha NoAKIYeHVe K 6ase JaHHbIX 1 YTeHune Tabnuubl. K npaBam rnonb3oBaTens

NpeabsaBAAOTCA Creaytoline TpeboBaHUs:

o BO3MOXXHOCTb MNOAKOYEHNA K Base AaHHbIX zabbix;

o BOBMOXHOCTb BbInonHeHnsa SELECT-3anpocos k Tabnuuam audit n alerts 6a3bl gaHHbIX zabbix.

[pumep 3. lNpumep 3anpoca A7151 co3faHus Mosib3oBatesis B PostgreSQL 14.0

GRANT CONNECT ON DATABASE zabbix TO <new_user>;
GRANT USAGE ON SCHEMA public TO <new_user>;
GRANT SELECT ON ALL TABLES IN SCHEMA public TO <new_user>;

(r') Bbl Takxke MoykeTe orpaHnunTb Aoctyn Y3 K Tabnuuam, npegoctasme SELECT-
™ NpuBMNErnMn TONbKO ANna Tabnuy audit v alerts.

BknioyeHue cbopa cobbiTuii ayauta

[Inst HACTPOMKN NOrMpPOBaHKS COBbITUIA ayanTa B Zabbix BbIMOMHWTE cneaytolme eNCTBUS:

1. MogknrounTeck K Beb-nHTepdency Zabbix.

2. BoiguTe B BeG-MHTEpdENC C NOMOLLBbHD Y3, MMeroLLEen npaBa agMmHUCTpaTopa Zabbix.

3. MNepenguTe B pasaen ARMUHUCTPUpoBaHue —> O6wue —> XXypHan ayguTa.

£2] AomuHucTpupoBaHue

| Obuwme

MpokcK
AYTEHTUDHEALINA
Mpynnsl nonkL3oBaTenen

Ponu nonsaoearensd

Beb-uHTepdeic
ABTOpErICTRaLMA
OMHCTER HCTORHK
HypHan ayguTa
A306paxeHns

CoOTRETCTEMA MKOHOK

MonLaoeaTenu PerynapHuie BoipaxeHns
Cnocobbl ONOBELLEHW Maxkpocel
OnuuK oTobpakeHWa TPUIMepoa
CHPUNTLI
MeorpagM4eckMe KapThl
Ouepens
Mayni
= AP| TOKEHBI
i1 opnepxa
Lpyroe
O Ecnn  Bbl MUCNONb3yeTe aHIIMNACKYKD Bepcuto  Zabbix, nepenaute B pasgen
- Administration > General - Audit Log.

4. YcTaHoBUTE (hnaxkoK HampoT1B NapameTpa BKAOUKMTb XXypHanupoBaHue ayauTa.

7 N .
Q B aHrnuiickoit Bepcum Zabbix ycTtaHoBuTe dnakok HanpoTuB napameTpa Enable
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Audit Log.

JKypHan ayauTa v

BKMIOYHTS MypHANMPOBAHWE ayauTa |+

AKTUBMPOBATE BHYTPEHHION OMHCTRY MCTOPUK |+

“ MNepWod xpaHeHHA JadHex | 365d

| CHBpOCHTE NO YMOMYaHMID

5. Tlocne HaCTPOWKM >KypHaNIMpoOBaHMs CobbITUS ayamTa HauyHyT 3anncbiBaTbes B Bally CYB/.

HacTpoiika B R-Vision SIEM

[ns HacTpoikin c6opa U HopManuaauum cobbiTuii MCToYHMKa B R-Vision SIEM BbINonHWTE cneaytoLive

Larmn:

1. B uHTepdeiice R-Vision SIEM co3aaliTe cekpeT CO CTPOKOW NOAKAOYEHWA. [11s 9TOro:

a. lNepenaute B Pecypcbl > CekpeTbl > Co3aaTthb.

b. B packpbIBLIEMCSI OKHe CO3/aHu1s cekpeTa 3anofiH1Te Nons:

Ha3BaHWe: BBeaNTE Ha3BaHWe cekpeTa.
OnucaHue (OI'ILLVIOHaJ'IbHO)I onunwnTe, Ana 4ero 6yﬂ,eT MCMoNb30BaTbCA CEKPET.
Twun cekpera: Bbl6epI/ITe BapunaHT CTpoKa NOAKITIOYEeHUS.

CTpOKa NOAKNTKOYEHNA — BBeAUTE CTPOKY BMAa:

jdbc:postgresql://<ip-
address>:<port>/zabbix?user=<svc_rvision_siem>&password=<passwlrd>

rae:

<ip-address> — gaHHble Ballero cepBepa CYB/] zabbix.
<port>—nopT noaxkntodeHns K Bawern CYB/. 1o ymonyaHuio ncnonb3yetcs nopT 5432.
<sve_rvision_siem> — npumep MMeHW Nonb3oBaTtens Ana noakatodeHns Kk CYB/ zabbix.

<passwdrd> — npumep napons nonb3oeatens CYB/] zabbix.
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Co3paHue cekpeTa

Hazeauune

Zabbix

OnucaHune (ONUUOHANEHO)

Tun cekpeTa

CTpoKa NogKoyeHns

CTpoka NoAKNHYeHUA

jdbc:postgresql://<ip-address>:<port>/zabbix?
<user=svc_rvision_siem>&<password=passwo0rd>

OTMEeHUTb

c. HaxxmuTte Ha kHonky Co3gaThb.
2. B vHTepdeiice R-Vision SIEM cosgaitTe HOBbI KOHBENEP B KONIEKTOPE.
3. [lo6aBbTe Ha KoHBelep anemeHT Touka Bxoga CO CreflyrolMM napaMmeTpamMm
- HasaHue: BBeAUTe Ha3BaHWe TOYKM BXOa.
o TN TOYKM BxOAa: BbibepuTe BapmaHT Database.
o [parBep 6a3bl AaHHbIX: BbibepuTe BapuaHT PostgreSQL.
o AOpec NoAKNOYEeHNs: BbIGEPUTE CEKPET, CO3/1aHHbIN paHee.

- SQL-3anpoc — ans c6opa noros 13 TabauLbl audit J06aBbTe CReayHoLLyO KOMaHay:

SELECT 'Zabbix_Audit' AS appname,

auditid,

username,

clock,

ip,

action,

resourcename,

resourcetype,

details FROM audit WHERE clock > ?::integer ORDER BY clock ASC;

- [lone naeHTUdMKaTopa: BBeaMTe KNtoY clock co 3HayeHMeM Tekyllero BpemeHn B hopmate Unix
time.

Bepcua YMC2.0 336



Mpumep ykasaHusa napameTtpa Mone naeHtudukaropa:

Mone naeHTudukatopa (@

clock

NobaBnTh

4. [lo6aBbTe Ha KOHBEWEp ellle OANH 31eMeHT Touka Bxoga CO CrefyoLnMMM NnapaMeTpamm
- HaszBaHue: BBeanTe HasBaHWe TOUKM BXoda.
o Tun To4kM Bxoaa: Bbibepute BapuaHT Database.
- [parBep 6a3bl AaHHbIX: BbibepuTe BapuaHT PostgreSQL.
o Apec NoAKIOYEHUS: BblbepuTe CEKPET, CO3[aHHbI paHee.

o SQL-3anpoc — Ans cbopa Noro. U3 TabauLbl alerts no6aBbTE CRneayroLLYyHO KOMaHAY:

SELECT 'Zabbix_Alerts' AS appname,

alertid,

actionid,

eventid,

userid,

clock,

subject,

status,

message,

retries FROM alerts WHERE clock > ?::integer ORDER BY clock ASC;

- [lone naeHTudmKaTopa: BBeaMTe KNtoY clock co 3HayeHMeM Tekyllero BpemeHu B opmate Unix
time.

5. [lo6aBbTe Ha KoHBelep anemeHT HopmanusaTtop c npasunom Zabbix (naeHTudburkaTop npasmna: RV-N-
124).

CoeanHUTE HOpPMann3aTop C ToYKamMm Bxofa.
[lo6aBbTe Ha KOHBeMep a1eMeHT KoHeyHasa Touka Tvna XpaHunuie coobITUNA.

CoeanHNTE KOHEYHYHD TOYKY C HOPMann3aTopOM.

O © Noo

CoxpaHunTe 1 yCTaHOBUTE KOHMUIypaLmo KOHBENEPa.

[MprMep KOHMUrypaunm KoHeenepa:
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Zabbix Auditlog

Zabbix Normalization Engineers
Mpaeun: 1 : —»8 Xpanunuuie: KoHeuHan Touka

Zabbix Alerts

Mocne HacTpoWKK nepefadn CoObITUIA, €CM HAaCTPOMKa BbIMOIHEHA KOPPEKTHO, B XPaHWAULLE HaYHyT
nocTynaTb cobbITMS Zabbix.

HanTn cobbiTna Zabbix B xpaHunmiLe MOXHO Mo cregyroLieMy hunbTpy:

dproduct = "Zabbix"

Jo6aBuTb GpunsTp

. WHBeptuposatk (NOT)

O
MNone Onepatop

dproduct

3HaueHue

Zabbix

. Hacrpovm: 3aro/ioBoK

OTMeHUTb

Ta6nuua manmnuHra

Ta6ﬂmua COOTBETCTBUA MOSEN COObITUA Ana BCeX PaCCMOTPEHHbIX TUMOB CO6bITHIA npegcrtaBieHa o
CCblJIKe.
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Cuctembl O6Hapy>XeHUa U NpefoTBpPaLL,eHUs
BTOpXXeHui (IDS/IPS)

[aHHblil pasfen COAEpPXUT MHCTPYKLUMW ANA HacTpolKky c6opa COoObITUA C NOAAEPXKMBAEMbIX CUCTEM
06Hapy>XeHus 1 NpeoTBpaLLEHMS BTOPXKEHWIA:

» VMIHboTeKC ViPNet IDS NS

 Cisco Firepower 6

UHpoTeKC ViPNet IDS NS

[laHHOe pyKOBOACTBO OMMUCbIBAET MNPOLIECC HACTPOMKM c60pa 1 OTNPaABKM COBbITUIA CUCTEMbI OBHAPYXKEHWNS
KoMnbroTepHbix aTak ViPNet IDS NS B R-Vision SIEM.

» NMHpoTeKC ViPNet IDS NS: HacTpoiika UCTOYHMKA

MHudoTeKC ViPNet IDS NS: HacTpoiKa MCTOUYHMKA

[laHHOe pyKOBOACTBO OMMUCbIBAET MNPOLIECC HACTPOMKM cO0pa 1 OTNPaABKM COBbITUIA CUCTEMbI OBHAPYXKEHWNS
KoMnbroTepHbix aTak ViPNet IDS NS B R-Vision SIEM.

HacTpoiika ViPNet IDS NS

Ona HacTporikn oTnpaBku cobbiTnii ViPNet IDS NS B SIEM-cuctemy B dopmaTe syslog BbIMOMHUTE
chnefytouine AencTBUS:

1. Bonaute B BeG-nHTepdelic ViPNet IDS NS.
2. B 60KOBOM MeHI0 oTKpoiTe pasaen UHTerpauumsa.

3. B dhopme Syslog oTKponTe OKHO pefakTUpOoBaHNS.
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¥)  ViPNet IDS NS

WHTerpauusa

B3aumopeiCTBME C BHELUHKMMMU CUCTEMaMKU M CTOPOHHUMM MPOAYKTaMK
MOHWUTOPUHT

M Wndonarens

R co6birua SNMP 74

IE] OTyYeTbl N0 COBLITUAM
QO6MeH AaHHbIMU No SNMP oTKNoueH

YnpasneHue

B ceresoe okpyxerve Syslog 174

X Metonbl aHanuaa
MNepenaya Hdopmaumm o cobbiTuaAx B hopmaTe syslog BKIOYEHa

-
" Npasuna aHanuaa WenonbayeTtca dopmMat coobLeHuWit no RFC-5424

qp OFERENETE Anpec npuHuMatoLlero cepsepa: 10.150.30.89:30167

£ omnpasuTs TecToBoE co0BlLEHNE
G Wnterpauus

Cucrema
CEF V4

E CeTeBble HaCTPOAKK
Mepepaua HdopMaLmmn o cobbITuAX B hopmaTe CEF BRIOYEHa

(D [MOarta n Bpemsi Fau (bopmay tbop

Anpec npuHumatoLlero cepsepa: 10.150.21.12:514

YyeTHble sanucu

\Y PeaepBHOE KONWUPOBaHHe

WUHTerpauusa c TIAS
% CepBUCHbIe hyHKLMA 7

Mepeaaya AaHHbIX B TIAS BKlO4YeHa
Ayaut
BHelwHwWi upeHTuduMKaTop ceHcopa: fccée4b0-c4fc-48e5-9226-ddbcs56baa2d

€|] JKypHan ayguTa AJpec NpUHUMALOLLIETO CEpBEPa C rapaHTUPOBaHHOM AocTaBKoi: 10.150.20.62

4. B OTKpbIBLUEMCSI OKHe YyCTaHoBMUTe nepekntovatens lMepepaBaTb WMHGoOpMauuio 0 cobbITUAX B
¢opmare syslog B akTMBHOE MNONOXEHME.

5. HaxxmuTe Ha kHonky Jlo6aBUTb.
6. YcTaHoBuTe (hnaxxok Mcnonb3oBaTtb popmat coobuieHuit no RFC-5424.

7. B none Appec npuHumatowiero cepeepa BBeauTe IP-agpec Konnektopa SIEM, B pamkax KOTOPOro
nnaHMpyeTCcs OCyLLecTBAATL c60p cobblTuin ViPNet IDS NS.

8 B none MopT BBeOuTE 3HayeHune nopta 6oMblLe 30000.
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Syslog X
() MepepasaTb MHDOPMaLMIO O COBbITUAX B hopmaTe syslog

Mcnonb3oBaTte hopmat coobuleHuin no RFC-5424

AJpec NpUHUMaLOLLEro cepBepa Mopt

10.150.30.89 30167

OTMeHa

9. HaxxmuTe Ha KHOMKy CoOXpaHUTb.

HacTtpoiika Ha ctopoHe ViPNet IDS NS 3aBepLueHa.

HacTtpoiika B R-Vision SIEM

061K BUA paboyero KoHBeepa An1a o6ecneydeHns nosydeHmsa 1 0TobpaxkeHnsa cobbITUiA:

ViPNet IDS NS (30167)
Syslog Hopmanusauus ViPNet IDS NS KoHe4Has To4ka (XpaHunuiie cobbl...

Mopt: 30167 : — [pasun: 1 : — " Xpanunuwe: ENG
MpoTokon: UDP

[1nst HaCTpOWKN cbopa CobbITUI MCTOYHMKaA B R-Vision SIEM BbINonHUTE cneaytoLLme LWarm:

1. B uHTepdence R-Vision SIEM co3aaiiTe HOBbI KOHBENED B KOIIEKTOPE.
2. [lobaBbTe Ha KoHBelep a5eMeHT Touka Bxoga Co CreflytoLnMm napaMmeTpamMm:
o Tun TovkM BxoAa: Syslog.
o [TOpT TOYKM BXOAa 1 MPOTOKOS: B COOTBETCTBUN C HAcTponkamMu Ha ctopoHe ViPNet IDS NS.

3. [lJo6aBbTe Ha KoHBelep anemMeHT Hopmanu3saTop c npasuiom Infotecs ViPNet IDS NS (naeHTUdmKaTop
npasuna: RV-N-145).

4. CoeMHUTE HOPMaM3aTop C TOYKOM BXoAa.

5. [lobaBbTe Ha KoHBelep anemMeHT KoHeuHas Touka Tvna XpaHuauw,e cobbiTuii. CoevHNTE KOHEYHYHO
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TOYKY C HOPManM3aTOPOM.

6. CoxpaHuTe 1 yCTaHOBKTE KOHMUIYpaLnIo KOHBeepa.

Mocne HacTpomkKn nepefadns CoObITUIA, eCNKM HAaCTPOMKA BbIMOHEHA KOPPEKTHO, B XPaHWIULLE HauHyT
nocTtynaTb cobblTusa ViPNet IDS NS.

Haitn cobbitnsa oT ViPNet IDS NS B XpaHuauLLE MOXHO Mo cneaytollemMy huabTpy:

dproduct = "IDS NS"

+ dproduct=IDSNS X+ [o6aswts dunstp

Cosnapenuii 69 WnTepsan Bpemenu: 2025-04-10T16:43:59.902+03:00 - 2025-04-10T16:48:59.902+03:00 lokasaTb rpaguK v
w timestamp |, dvendor dproduct name dve msg outcome

202504 : AM DNS Query for Ha cexcope IDS NS
10T16:48:35.000+03:00 (hi7Bi532 IsinS net.anydesk.com (Comet (ID:931854959)...

success

2025-04- s IDSNS AM DNS Query for Ha cexcope IDS NS

10T16:48:35.000+03:00 net.anydesk.com (Comet... (ID:931854959).. success

2025-04- e DS NS AM DNS Query for Ha ceHcope IDS NS

10T16:48:35.000+03:00 net.anydesk.com (Comet... (1D:931854959)... success

2025-04- R DS NS ET POLICY Powershell Ha ceHcope IDS NS

10T16:48:35.000+03:00 Activity Over SMB - Likely... (ID:931854959).. success

2025-04- infotects IDSNS AM DNS Query for Ha cexcope IDS NS

10T16:48:35.000+03:00 net.anydesk.com (Comet... (1D:931854959).. success

2025-04- G DS NS AM DNS Query for Ha ceHcope IDS NS

10T16:48:35.000+03:00 net.anydesk.com (Comet (1D:931854959). success

2025-04- s IDSNS AM DNS Query for Ha cexcope IDS NS

10T16:48:35.000+03:00 net.anydesk.com (Comet... (ID:931854959).. success

2025-04- e DS NS AM DNS Query for Ha ceHcope IDS NS

10T16:48:35.000+03:00 net.anydesk.com (Comet... (1D:931854959). success

Tunbl o6pabaTbiBaeMbiX COObITUI

MpaBnnIoM HopManmasaumm o6pabaTbiBatOTCA COObITUA, FeHEpPUpyeMble CUrHATYPHbIMK NpaBunamMm IDS NS.

Ta6nuua manmnuHra

Ta6n|/|ua COOTBETCTBUA MOJSEN COObITUA AN BCeX PaCCMOTPEHHbIX TUMOB CO6bITHIA npeacrtaBiieHa Mno
CCblJIKE.

Cisco Firepower 6

» Cisco Firepower 6: HacTpoWnKka UCTOYHMKA

Cisco Firepower 6: HacTpolKa UCTOYHMKA

JlaHHOe pyKOBOACTBO OMMCbIBAET MPOLIECC HACTPOMKM cHopa W  OTApaBKM COBbITUIA  MOAYIbHOM
nnaTdopmbl 6e3onacHocTK Cisco Firepower B R-Vision SIEM.

Hactpolika Cisco Firepower

YcTpoincTBa Firepower noaaep>KmBatoT BO3MOXHOCTb NMepeaayn cobbiTUIA C MOMOLLbIO Cy»KObl syslog.
B skocucTtemy Firepower BXoAAT crefyroLe yCTpoOnCcTBa:

« Firepower Management Center (Firepower MC) — y3en LeHTpann30BaHHOro yrpasieHns yCTpoicTBamum
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Firepower.

« Firepower Next Generation IPS (Firepower NGIPS) — y3en, ucnonHsioLmiz GyHkumm IPS.

« Firepower Threat Defense (Firepower FTD)—y3en, npefoTBpallatolniA BTOPXKEHUS. BbinonHsaeT
bYHKLMM KOHTPOMA 1 BUAMMOCTM npunoxennii (Application Visibility and Controls, AVC), dunbTpaLum
URL, maeHTM®UKaUMM ¥ ayTeHTMOUKaUMM NOAb30BaTeNeN, a TakXke 3aluTbl OT BPEeAOHOCHbIX

nporpamMmm.

« Cisco Adaptive Security Appliance (ASA)— MeXceTeBOW 9KpaH, BbIMNOMHAWMA OYHKLUMM  Y3M0B,
nepedmcnerHblx Bbille (kpome MC). Takxke MOXeT BbICTynaTb B KayecTBe Moaynen ans ASA.

NHCTPYKLMS No HacTporke Cisco ASA npefcTaBrieHa no Ceblfke.
ANTOPUTMbI MOAKKOYEHNA YCTPONCTB Yeped Firepower MC:

« HacTpoiika Firepower MC
« Hactpoiika Firepower NGIPS

« HacTtpoiika Firepower FTD

Hactpoiika Firepower MC

[na HacTponku Firepower MC BbINOHUTE CliefyroLlLme OeNCTBUS:

1. Bonaute B Beb-nHTEepdeiic Cisco Firepower MC.
2. HaxxmuTe Ha KHOMKy {§} 1 nepenanTe Ha BKNagky configuration.

3. Ha Bknaake Audit Log 3anonHnTe nons:

- Send Audit Log to Syslog — yctaHoBuTe 3HaueHne Enabled.

- Hosts (Up to 5) — BBeanTe agpec konnektopa SIEM.

- Facility — BbIGepuTe KaTeropunto Ans cCoObITUI, NOCTYNAatOLLMX C YCTPOUCTBA.
- Severity — Bbl6epuTe ypoBeHb COObITUI AN 0TNpaBkn B SIEM.

- Tag — BBeauTe Cisco MC.

[Ons noner Send Audit Log to HTTP Server 1 URL to Post Audit 3anonHeHne He TpebyeTcs.

PekoMeHayeM NpefiBapuTeNnbHO NPOBEPUTL COeANHEHNE, HaXkaB Ha KHOMKY Test Syslog Server.
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Access List

Save
Access Control Preferences

Audit Lo
° Send Audit Log to Syslog ‘ Enabled v ‘
Audit Log Certificate
Hosts (Upto 5) | 10.150.49.240 \
CLI Timeout
Change Reconciliation Facility ‘ LOCAL7 M ‘
DNS Cache Severity | DEBUG v
Dashboard Tag (optional) ‘ Cisco MC ‘
Database Send Audit Log to HTTP X
. . : Server ‘ Disabled v ‘
Email Notification
URL to Post Audit \
External Database Access
HTTPS Certificate Test Syslog Server ‘

4. Ha>kKmuTe Ha KHOMKy Save.

HacTtpoiika Firepower NGIPS

Ona HacTponku Firepower NGIPS BbINONHNTE cneaytoline AenCTBUA:

1. Mepenante B pa3gen Devices — Platform Settings.

2. Ecnv ona nnatdopMbl elle He co3aaHa NonuTuka, cosganTte ee. [na aToro:
a. Haxmute Ha kHonky New Policy.
b. BbibepuTe TUN nnatdopmbl — Firepower Settings.

c. B nosBuBLleiica hopMe 3anonHWUTe Nona 1 Bbibepute ycTpoicTBa Firepower NGIPS, ¢ KoTopbIx
nnaHupyeTe nepefaBaTb cobbITUA B SIEM.

3. Mepengure Ha CTpaHULLy HAaCTPOMKM MOMUTUKM, HaXKaB Ha KHOMKY /.
4. Nepengute B pasgen Audit Log.
5. 3anonHuTte nonsa no aHanorun ¢ Firepower MC, 3ameHnB 3HadeHne nons Tag Ha Cisco NGIPS.

6. HaxkxmuTe Ha KHOMKy Save.

HacTtpoiika Firepower FTD

Ona HacTponku Firepower FTD BbINOHUTE CleaytoLLme OenCcTBUSA:

1. Mepenaunte B pasaen Devices — Platform Settings.

2. Ecnv ona nnatdopMbl elle He co3aaHa NonuTuka, cosganTte ee. [1na aToro:
a. Haxmute Ha kHornky New Policy.
b. BbibepuTe TuN nnatdopmbl — Threat Defense Settings.

c. B nosaBuBLUelica dopme 3anonHUTe nonsa 1 BblbepuTe yeTporcTBa Firepower FTD, ¢ KOTOpbIX
nnaHupyeTe nepeflaBaTb cobbITUA B SIEM.

3. Mepengure Ha CTpaHULLy HAaCTPOMKM MOMUTUKM, HaXKaB Ha KHOMKY /.

4. MepenguTe B pasaen Syslog.
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5. Ha Bknagke Logging Setup ycTaHoOBMTE GNaXkki psSAOM CO Creay oMMy OnUmsSMu:
- Enable Logging
- Enable Logging on the failover standby unit
- Send debug messages as syslogs

6. Ha Bknagke Logging Destinations cosgaiTe TOYKy OTMNpaBkX. g 9TOro BbIMNOAHWUTE clefykouine
JencrTeus:

1. Haxxmute Ha kHomky Add v BbiGepuTe cneayrouime nyHKTbI:
= Logging Destination — Syslog Servers.
= Event Class - Filter on Severity n BbibepuTe ypoBEHb NOrMPOBaHKA.

2. Haxxmute kHonky OK.

Edit Logging Filter (]
Logging Destination ‘ Syslog Servers v ‘
Event Class ‘ Filter on Severity v | ‘ informational v |
+ Add
Event Class Syslog Severity

coee |

7. Ha Bknagke Syslog Settings HacTpoliTe cneaytoLme nons:
- Facility — BbIGepuTe KaTeropunto Ansa coObITUI, NOCTYNAtOLLMX C YCTPOUCTBA,
- Enable Timestamp on Syslog Messages — BkntounTe;
- Timestamp Format — Bbi6epuTe hopmaTt RFC 5424;
- Enable Syslog Device ID — BkntouuTE;
- Host Name — BbI6epuTe nMsa xocTa.
8. Ha Bknagke Syslog Servers co3ganTe To4Ky OTNpaBku. [114 3TOro BbINOMHUTE CefytoLime AeiCTBUS:
a. Haxxmute Ha kHonky Add v 3anonHute nons:

= IP Address — BbiGepurTe 06BEKT-XOCT, B KOTOPOM YyKasaH IP-agpec konnektTopa uin HaxkMnTe Ha
-+, 4TO6bI CO34aTb 06bEKT TUMa host;

= Protocol — npoTokon, HaCTPOEHHbIM Ha Touke cbopa KonnekTopa SIEM;
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» Port — nopT, cnylaemblit KONIEKTOPOM;

» Reachable By — BapunaHTbI ynpaBneHusi cepeepom (BbibepuTe Device Management Interface).

Edit Syslog Server (]
IP Address* MySyslog v  +
Protocol (e TCP UDP
Port | 514

Log Messages in Cisco
EMBLEM format(UDP only)

Enable secure syslog.
Reachable By:

e Device Management Interface

Security Zones or Named Interface

Q, Search

Interface Name

e | (R

9. HaxxmuTe Ha KHOMKy Save. [Tocne HacTpOMKM NOAUTUK nepeianTte Ha Bkaaky Deploy — Deployment,
BblbepuTe BCE YCTPOMCTBA N HaXKMUTe Ha KHorKy Deploy.

HacTtpoiika B R-Vision SIEM

[ng nHterpaumm nctodHmka ¢ R-Vision SIEM BbinonHuTe cnefyroLme warm:

1. B uHTepdelice R-Vision SIEM co3gaiiTe HOBbI KOHBENED B KOIEKTOPE.

2. [lob6aBbTe Ha KOHBEep anemMeHT TouKa BXoAa CO ClefytoLy My napaMeTpamMu:

a. Tun Touku Bxoga — Syslog;

b. MopT Touku BxoAa 1 MPoOTOKON — B COOTBETCTBUM C HACTPOMKaMM Ha CTOpPOHe Syslog-cepaepa.

3. [lobaBbTe Ha KoHBeilep anemeHT Hopmanusatop C cooTBeTCTBytOLMM npaBuioM (id:RV-N-23).
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CoeaVHWTE HOPManM3aTop C TOYKO BXoAa.

4. [lobaBbTe Ha KOHBeNep an1eMeHT KoHeyHasa Touyka Tuna XpaHunuw,e cobbiTuin. CoeMHNTE KOHEYHYHO
TOYKY C HOpPMann3aTopoM.

5. CoxpaHuTe 1 yCTaHOBUTE KOHMUIrypaLmnio KOHBerepa.
Mpumep KOHUrypawmm KOHBelepa

Touka Bxoaa

Syslog Hopmanusaums KoHeyHas Touka (XpaHunuie cobbi...

Mopt: 30132 : — [paeun: 1 : —> Xpanunuuie: ENG
MpoTtokon: TCP

O NHdopmaumo 0 cobbiTusx  Firepower MOXHO MOCMOTPETb B oduLManbHoM
- nokymMmeHTaumm Cisco.

Ta6nuua mannuHra

Ta6n|/1ua COOTBETCTBUS MOMEN CobbITUA ONnA BCEX PaCCMOTPEHHbIX TUMOB COObITUNIA npeacrtaBsieHa no
CCblJIKE.
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Cuctembl opraHn3auunn TepmMuHasbHOro AoCTtyna

[aHHbI pa3fen ComepXKUT MHCTPYKUMM ANt HAaCTPOMKKM céopa CobbITUI C MNOAAEPKMBAEMbIX CUCTEM
opraHv3aumm TepM1HanbHOro JocTyna:

o Citrix NetScaler

« VMware Horizon

Citrix NetScaler

« Citrix NetScaler: HacTpoWika UCTOYHMKa

Citrix NetScaler: HacTpoiKa UCTOYHMKA

[laHHOe pYyKOBOACTBO COAEPXMT WHCTPYKUMM MO HacTpoike Citrix, KOTOpbIA NO3BOMSET MCMNOb30BaTb
PEeCcypCbl CEPBEPOB U CETU 1 MOBbILLATL CKOPOCTb A0CTABKM BEG-MPUNOMNKEHWIA.

HacTpoiika Citrix NetScaler

Citrix CTX120609 ob6ecneynmBaeT CUHXPOHW3ALMIO W HACTPOMKY CUCTeMHbIX >XypHanoB NetScaler c
nomoltipbto Newsyslog. Mo ymonyanmto Citrix ADC XpaHWUT HECKObKO CUCTEMHbIX XXYpPHaI0B Ha JIOKa bHOM
YyCTpPOMCTBE.

o KpaTkoe onucaHme TWMNOB COObITUI, PErMCTPUPYEMbBIX B KaXKAOM W3 >KypHanoBs,
npefcTaBneHo B AokymMeHTauun Citrix.

PaccMOTpUM HacTpoiiKy Ha npumMepe XXypHana ayavTta User Configurable Log Messages.
YT06bI CO3aTb NMOUTUKY AN1A OTNPABKM 3aNMCK CUCTEMHOTO XKypHaa Ha BHELIHWIA cepsep syslog:

1. B uHTepdelice NetScaler nepenante B pasgen System —> Auditing -~ Syslog.

2. MNepenanTe Ha BKNaaKy Servers 1 HaxxmuTe Ha kHonky Add.
Syslog Auditing

Policies = 2 servers (&)

Add

3. YKaxuTe faHHble cepeepa:
- B none Name BBeanTe nMs cepBepa (Hanpumep, syslog).
> BbINoMHWUTE OAWH 13 CRefyroLLmX LWaros:

= B none Server Type BbibepnTe M3 BbiNagatoulero cnucka Server IP 1 B none IP Address
ykaxxuTe IP-agpec cepsepa.

= B none Server Type Bbi6epuTe 13 BbiNaaatollero cnucka Server Domain Name v B none Server
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Domain Name BBe1Te NOTHOE OMEHHOE MMA CepBepa.
- B none Port BBeguTe 3HauyeHume 514.
4. B 6noke Log Levels yka)xnTe napamMeTpbl OrMpoBaHus:
> BblbepuTe Hy>KHbI ypOBEHb NIOrMPOBaHUS.
- Bbibepute 13 Bbinadatollero cnvicka Date Format popmat aathl.

- YcTaHoBuTe hnaxkok User Configurable Log Messages.

Log Levels

ALL NONE @ CUSTOM ®

EMERGENCY ALERT CRITICAL
ERROR WARNING NOTICE
INFORMATIONAL (7) bEBUG
Log Facility*

LOCALO v

Date Format*

YYYYMMDD v ®

Time Zone

@ GMT Local

D TCP Logging

D ACL Logging

User Configurable Log Messages @
D AppFlow Logging

D Large Scale NAT Logging

D ALG messages Logging

D Subscriber Logging

() bNs

D SSL Interception
() URL Filtering

D Content Inspection Logging

5. HaxxmnTe Ha kHonKy Create.

6. MNepenanTte Ha BKNaaKy Policies 1 HakmunTe Ha kHomnKy Add.
Syslog Auditing

Policies 9 Servers 2

Add Select Action v

7. YKaxuTe napaMeTpbl NOMNTUKMN:

- B none Name BBeanTe UMst NOANTUKKM (Hanpumep, syslog).

- B none Expression Type Bbi6epuTe Advanced Policy.

o 113 BbiMaAatoLLero crnnucka Server Bbi6epuTe CO3aHHbIn paHee cepeep.
8. HaxkmuTe Ha KHorky Create.

9. Ha Bknagake Policies BbibepuTe 13 Bbinagatollero cnucka Select Action BapraHT Advanced Policy
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Global Bindings.
10. HaxkmuTe Ha kHonKy Add Binding.
11. YKaXKuTe napameTpbl NPUBA3KM MNOMUTUKI:
- B none Select Policy ykaxxunte HazBaHne paHee CO3[jaHHOM NONUTUKN.
- B none Priority BBeanTe 3HayeHne 100 nnu MeHbLLe.
- V13 Bbimagatoulero cnuncka Global Bind Type Bbi6eprte SYSTEM_GLOBAL.

12. HaxkmuTe Ha kHornky Bind.

HacTpoiika normpoBaHus 1 0TNpaBKM JIOrOB Ha cepsep syslog 3aBeplueHa.

e HacTpoiika normpoBaHua Noapo6Ho onmcaHa B JokyMeHTalm Citrix.

HacTpoiika cepBepa syslog
[na HacTpolikm cepBepa syslog BbINOAHUTE Creaytolme waru:

1. OTKpoOWTEe KOHDUIYypaLMOHHbBIA dain rsyslog (/etc/rsyslog.conf unm /etc/rsyslog.d/).

2. [lobaBbTe cneaytolliee NpaBuio 06paboTKM:

# Ycawute IP-appec Citrix NetScaler

if $fromhost-ip=='192.0.2.0"' then {

# Yckawute appec u nopt SIEM
action(type="omfwd" target="siem.sea.land" port="30000" protocol="tcp")
stop

}

3. MepesanycTuTe rsyslog, YTOObI UBMEHEHNSA BCTYNUAN B CUNY:

sudo systemctl restart rsyslog

HacTtpoiika B R-Vision SIEM

1. B uHTepdeiice R-Vision SIEM co3aaliTe HOBbI KOHBENEP B KOMIEKTOPE.
2. [lobaBbTe Ha KoHBeNep aneMeHT Touyka Bxoga CO CleflytoLnMM napaMmeTpamMm:
- HasaHue: BBeAuTe Ha3BaHWe TOYKM BXOJa.
o Tun TOYKM BXOAQ: BblbepuTe BapuaHT Syslog.
- [TopT TOYKM BXOJa: BBEAUTE 3HAaYEHNE B COOTBETCTBMM C HACTPOMKAMM Ha CTOPOHe syslog-cepaepa.
o [pOTOKON: BbIbEPUTE BapuaHT B COOTBETCTBUM C HACTPOMKaMKM Ha CTOPOHE syslog-cepaepa.

3. [o6aBbTe Ha koHBelep anemeHT VRL-TpaHchopMauums co cneaytolimmMm KOAOM:

.dproduct="Citrix NetScaler"
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4. CoeanHuTe gobaBAeHHYO TO4YKy Bxoda 1 VRL TpaHchopmaLumito.

5. [lobaBbTe Ha KoHBelep anemeHT Hopmanusatop c npasuiom Citrix NetScaler (naeHTndunkatop RV-N-
28).

CoeanHunTe HopManmaaTop ¢ VRL-TpaHchopmaLmei.
[lo6aBbTe Ha KOHBeep an1emMeHT KoHeyHasa Touka Tuna XpaHunuie cobbITUNA.

CoeaunHuTte KOHEYHYHO TO4YKY C HOpMaJIn3aTOPOM.

© o Noo

CoxpaHuTe 1 ycTaHOBUTE KOHMUIypaLMIo KOHBEepa.

MpuMep KoHdUrypauum KoHBeiepa

& Citrix ADC transf

Citrix ADC normal
~sf) npasun:1

Ecnn HacTpoiika nepefjayn cobbiTuii BbINOMHEHA KOPPEKTHO, B XpaHWMLLIE Ha4YHyT MOCTynaTb COObITUS
Citrix NetScaler.

Haitn cobbitna Citrix NetScaler B xpaHunuiie MOXHO No credytolemMy GuabTpy:

dproduct = "Citrix NetScaler"

LOo6aeuTb GUNLTP

@D Vseptuposats (NOT)

O
Mone Onepatop

dproduct

3HayeHue

Citrix NetScaler

@D HacrpouTs 3aronosox

OTMEHWTb No6aBuTb

VMware Horizon

« VMware Horizon: HaCTpoinKa NCTOYHMKA

VMware Horizon: HacTpoiKa UCTOYHUKA

JlaHHOe pyKOBOACTBO OMMCbIBAeT MPOLIECC HACTPOMKM cbopa W OTNpaBKM CobbITUA  NNaThopMbl
BMPTyanunaaumm pabodnx mect VMware Horizon B R-Vision SIEM.
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HacTtpowka VMware Horizon

HacTpoiika nogcuctembl XXypHasMpoBaHus

YT06bl HACTPOUTb MOACUCTEMY >XXYpHaANMpOBaHWUS COobbITUn B VMware Horizon, BbINOAHUTE cneaytoLme
waru:

1. Bonaute B Be6-mHTepderc VMware Horizon.

2. MepenanTe B pa3aen Event Configuration.

3. Ha Bknagke Event Database HaxxmuTe Ha kHonky Edit.

4. B OTKpPbIBWEMCA OKHE BBEANTE AaHHbIE 6asbl 014 COXpaHeHnd COObITWIA:

Edit Event Database X

Asterisk (*) denotes required field

* Database Server

msrc01.sea.land

Database Type

Microsoft SQL Server v

* Port

1433

* Database Name

Horizon

* User Name

horuser

* Password

seeesecene

#* Confirm Password

[ 1

Cancel

5. HaxxmunTte Ha kHonky OK.
JlornpoBaHmne Ha CTOPOHE MCTOYHMKA HACTPOEHO.

HacTtpoiika oTnpaBKu cob6bITHiA

YTOo6bl HacTpoWTb OTMpPaBKy cobbiTuii B SIEM uepes Be6-uHTepdenc VMware Horizon, BbIMOAHUTE
cneaytouime warmn:

1. BonaunTe B Be6-uHTEepdeic VMware Horizon.
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2. MNepenanTe B pasgen Event Configuration.
3. Ha Bknagke Syslog HaxkmuTe Ha kHonKy Add.
4. B OTKPbIBLUEMCS OKHE YKaxK1Te afpec 1 nopT syslog-cepsepa:

a. B none Server Address BeeauTe IP-afpec LieHTpanmMsoBaHHOro syslog-cepsepa, ¢ KOTOporo éyaet
OCYLLIECTBNATLCA OTNPaBka cooblieHni B SIEM.

b. B none UDP Port BBegnTe 3HaueHmne 514,

Add Syslog Server X

Asterisk (*) denotes required field

Add the server, to send syslog events.

+ Server Address

syslog_server_ip

+* UDP Port

514

Cancel

5. Haxkmnte Ha kHonky OK.
OTnpaBka cobbiTuii B SIEM Ha CTOpOHE MCTOYHMKA HacTpoeHa.
HacTtpoiika syslog-cepeepa
[ns HacTpoWikn syslog-cepBepa BbINOMHUTE CleaytoLLme waru:

1. OTKpoWiTe KOHMbUIypaumoHHbI daiin rsyslog: /etc/rsyslog.conf nunm /etc/rsyslog.d/.

2. Job6aBbTe B hain npaBuno o6paboTkm CEF-coobLeHm:

if $hostname == 'vmware.horizon.com' then {
action(type="omfwd" Target="siem.com" Port="<port>" Protocol="tcp")
stop

}

rAe <port>— nopT To4kK BxoAa Syslog Ha KoHBelepe SIEM — 3HadeHne B Avana3oHe 30000—32767.

3. MepesanycTtute rsyslog Ans NPUMEHEHNA U3MEHEHWIA C MOMOLLIbIO KOMaHAb!:

sudo systemctl restart rsyslog
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HacTpoiika B R-Vision SIEM

[na vHTerpaumm nctovHrka ¢ R-Vision SIEM BbINoNHUTE cneayolime waru:

1. B uHTepdence R-Vision SIEM co3faaiiTe HOBbIN KOHBENED B KOJIJIEKTOPE.
2. [lobaBbTe Ha KOHBelep a5eMeHT Touka Bxoga Co CreflytoLnMmM napaMmeTpamMm:
- HazBaHue: BBeanTe HasBaHWe TOUKM BXoda.
o TWN TOYKK BXoAa: BbibepuTe BapuaHT Syslog.
o [TOpT TOYKM BXOMA: BBEAUTE 3HAYEHNE B COOTBETCTBMM C HACTPOMKAaMM Ha CTOPOHe syslog-ceprepa.
o [1poTokon: BbibepuTe BapmaHT TCP.

3. [Jo6aBbTe VRL-TpaHchopMaLmto:

.dproduct="Horizon"

4. CoeamnHuTe gobaBneHHyro TouKy Bxoada 1 VRL-TpaHchopmMaLmto.

5. [o6aBbTe Ha KoHBelep anemeHT Hopmanusatop c npasuiom VMware Horizon (naeHTudumkaTop
npasuna: RV-N-120).

CoeanHnTe Hopmanuaatop ¢ VRL-TpaHchopmaLumeil.
[lo6aBbTe Ha KOHBeNep anemMeHT KoHeyHasa Touka Tvna XpaHunuie cobbITUNA.

CoeanHNTE KOHEYHYHO TOYKY C HOPMann3aTOpPOM.

© © Noo

CoxpaHunTe 1 yCTaHOBUTE KOHMUIYpaLmO KOHBENepa.

MpuMep KoHbUrypaLmnm KoHBeepa:

Touka Bxoaa
Hopmanwuaatop VMware Horizon KoHeuHan Touka (xpaHunuiLe cobbl...

— Mpasun: 1 H —}| XpaHunuwe: CTAaTUCTHKE

N VRL-TpaHcopmayna VMware Horiz... .

Mocne HacTpoviky nepefayn COObITUIN, €CNM HACTPOMKA BbIMOSIHEHA KOPPEKTHO, B XPaHUULLE HauHYT
nocTynatb cobblTns VMware Horizon.

HanTu cobbitna VMware Horizon B xpaHnauLLEe MOXHO Mo crnegytoliemy GunbTpy:

dproduct = "Horizon"
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0o06aBUTb QUNLTP

@D Visepruposars (NOT)
Mone Onepatop

dproduct

3HayeHune

Horizon

@D Hacrpouts saronosok

OTMEHWUTL [o6aBuTb

Tunbl o6pabaTbiBaeMbiX COObITUI

OnucaHKne cobbITNin AOCTYNHO Ha GitHub.
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Cuctembl OopraHun3auun yaasieHHoro AocTtyna

[aHHbI pa3fen ComepXKUT MHCTPYKUMM ANt HAaCTPOMKKM céopa CobbITUI C MNOAAEPKMBAEMbIX CUCTEM
opraHvsaummn yaaneHHoro aoctyna:

« OpenVPN

OpenVPN

» OpenVPN: HacTporka MCTOYHNKA

OpenVPN: HacTpoliKa MCTOYHUKA

[laHHOe pyKOBOACTBO OMMUCbIBAET MPOLIECC HAaCTPOMKK cbopa cobbiTuii ¢ cepBepa OpenVPN u 1x oTnpaBKM
B xpaHunve R-Vision SIEM.

HacTpoiika OpenVPN

YKypHanupoBaHue cobblTuin ceprca OpenVPN no ymonyaHuto BefeTca B AMPEKTOpPUM
/var/log/openvpn. [ONOMHUTENbHBLIX AENCTBUA MO HACTPOWKE >XypHanMpoBaHUA He
TpebyeTcs.

CobbITusa cepepa OpenVPN MoryT oTnpaBisATbCa Ha LIEHTPanM30BaHHbI cepBep syslog nnn Hanpsimyto B
cuctemy SIEM. [lanee paccMoTpunM 06a BapmaHTa HaCTPOMKM.

OnucaHue noacucTeMbl XXypHanuposaHus OpenVPN

Ecnu cobbITvA cHadana oTnpaBisioTca Ha cepBep Syslog, HacTpolTe oTNpaBKy OroB ¢ cepsepa B SIEM.
[ns 3TOro BbINOAHUTE CNeayroLLme waru:
1. OTKpoWTe KOHMUIrypaLmMoHHbI daiin rsyslog (/ete/rsyslog.conf unu /ete/rsyslog.d/).

2. [lobaBbTe B (haiin cneaytollee NpaBuo:

# Yckawute appec IP-apgpec SIEM w nmopT, kyaa byayT oTnpaBnATbCA cobbiTua
if $syslogtag contains 'openvpn' then {

action(type="omfwd" target="<kub-node-fqdn>" port="<entrypoint-port>"
protocol="tcp")

stop
}

3pechb:

- <kube-node-fqdn> — IP-agpec nnu nonHoe gomeHHoe nmsa (FQDN) Hoabl SIEM.
- <entrypoint-port>— nopT TOYKM BXOAa, HACTPOEHHbIN B COOTBETCTBUM C R-Vision SIEM

3. MepesanycTute rsyslog, 4To6bl MBMEHEHWS BCTYNUM B CUIY:
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sudo systemctl restart rsyslog

OTnpaBka cob6biTuii OpenVPN

YTob6bl HaCTpOUTb OTNPaBKy cobblThin cepBepa OpenVPN, BbINoAHUTE cneaytoLme Lar:

1. OTKpoWTe KOHMUrypaLmnoHHbI daiin rsyslog (/ete/rsyslog.conf nnm /ete/rsyslog.d/).

2. [ob6aBbTe B (hain cneayrolme npaBuna:

module(load="imfile" PollingInterval="10")
input(type="imfile"
File="/var/log/openvpn/openvpn.log"
Tag="openvpn")
input(type="imfile"
File="/var/log/openvpn/openvpn-status.log"
Tag="openvpn-stat")
if $syslogtag contains 'openvpn' then {
action(type="omfwd" target="<target>" port="<port>" protocol="udp")
stop
}

3pech:
- <target>: BBeauTe IP-anpec nnu nonHoe nomeHHoe nms (FQDN) cepBepa syslog nnu yana knactepa
Kubernetes, Ha KOTOpOM 3anyLLeH KonnekTop SIEM.

o <port>: Ana oTNpaBKM COBbITUIA Ha KOHBeNep SIEM ykaxxmnTe nopT ToYkKM Bxoda Syslog — 3HaueHme
B Aana3oHe 30000—32767.

3. MepesanycTuTe rsyslog, YTOObI UBMEHEHWUSA BCTYMUAN B CUIY

sudo systemctl restart rsyslog

HacTtpoliika B R-Vision SIEM

[ns HacTponkmn cb6opa U HOpManu3auum cobbiTuii MCTOYHMKa B R-Vision SIEM BbImonHWTE cneaytolive
waru:
1. B uHTepdelice R-Vision SIEM co3pgaiiTe HOBbI KOHBENED B KOEKTOPE.
2. [ob6aBbTe Ha KOHBelep anemMeHT Touka Bxoga T1na Syslog co cneayrolmmMm napaMmeTpamm
- HasaHue: BBeAWTe Ha3BaHWe TOYKM BXOAa.
o TN TOYKM BXOAQ: BblbepuTe BapuaHT Syslog.
o [1opT TOYKM BXOJa: BBEAUTE 3HAYEHME B COOTBETCTBMM C HACTPOMKaMM Ha CTOPOHE cepBepa syslog.
o [TpoTOKONM: BbIGEPUTE BapMaHT B COOTBETCTBMN C HACTPOMKaMM Ha CTOPOHe cepBepa syslog.

3. [lo6aBbTe Ha KOHBElEP anemMeHT HopManusaTop C OJ1HMM 13 CNefyroLLIMX NPaBun
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- OpenVPN (naeHTudnkaTop npasuna: RV-N-90);

- OpenVPN (naeHTudukaTop npasuna: RV-N-91);

- OpenVPN Access Server (1aeHTudmkaTop npasmna: RV-N-165);

- OpenVPN Access Server (aeHTudrkaTop npasuna: RV-N-b4ba871f7e88).
4. CoeiHUTEe HOPManmM3aTop C TOYKOM BXoAa.
5. [lobaBbTe Ha KOHBelep aneMeHT KoHeuHast Touka Tna XpaHunui,e cob6bIiTUN.
6. CoeAnHUTE KOHEYHYH TOYKY C HOPManM3aTOPOM.

7. CoxpaHuTe 1 ycTaHOBUTE KOHMUIypaLmMIo KOHBEepa.

MprmMep KoHGUrypaumnmn KoHeenepa:

OpenVPN
Syslog Hopmanunaatop OpenVPN

MopT: 30905 : —> Mpasun: 1 : —>) XpaHunuue: CTaTucTmka
Mpotokon: TCP

Mocne HacTpOMKK nepefadn CoObITUIA, eCM HAacTPOMKa BbIMOSIHEHA KOPPEKTHO, B XpPaHUAULLE HaYHyT
nocTynatb cobblTns OpenVPN.

Haint cobbiTns OpenVPN B xpaHuauLe MOXHO Mo cineaytollemMy hunsTpy:

dproduct = "OpenVPN"

LOo6aeuTb GUNLTP

@D VHseptuposats (NOT)

O
Mone Onepatop

dproduct

3HayeHue

OpenVPN

@D HacrpouTs 3aronosox

OTMEHWTb No6aBuTb

Tunbl o6pabaTbiBaeMbiX COObITUI

« Warning events
» Peer info events

« Channel events

MULTI events

PUSH events
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SENT CONTROL events

Verify events

TLS events

Connection reset events
Client-instance restarting events
Peer connection initiated events

Connection established events
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CuctemMbl npepoTBpall,eHUa yTeuyeK flaHHbIX
(DLP)

HaHHbIn pasfesl Coaep>XXnUT MHCTPyKUnn AOnd HGCTpOVIKl/I c6opa COBbITUIA C nogaep>XXmBaemMbixX CUCTEM
npegorBpalleHnd yTedek JaHHbIX:

« InfoWatch Traffic Monitor

» Solar Dozor

InfoWatch Traffic Monitor

« InfoWatch Traffic Monitor: HacTpownKa NCTo4YHMKa

InfoWatch Traffic Monitor: HacTpoiika ucTouHuka

[aHHaa MHCTPYKUMSA OMUCbIBAET HACTPOWMKY cbopa cobbiTuii Ha cepBepe InfoWatch Traffic Monitor u
nocseayroLyro oTnpasky B R-Vision SIEM.

MpepBapuTenbHbie Tpe6oBaHUA

YT06bl paboTaTh ¢ InfoWatch Traffic Monitor, yéeanTech, 4To y Bac nmeeTcs:

» ceTeBoOM gocTtyn K B/,

« yyeTHas 3anucb B CYB/[] ¢ mpaBamu Ha uTeHne TabnumL arc_view_audit_log 11 arc_view_objects2.

HacTtpoiika InfoWatch Traffic Monitor

OnucaHue nogcucTembl XXypHanupoBaHusa

InfoWatch Traffic Monitor sanncbiBaeT cBom cobbiTns B TabamLbl arc_view_audit_log n arc_view_objects2
6a3bl faHHbIX Postgres.

YTO6bl HacTpoUTb cEOp IOroB M3 6asbl AaHHbIX, HEOGXOAMMO K Hel MNOAKMOUYUTBECS, MCMONb3ys
cneumanbHy CepBUCHYHO YYETHYHO 3anuch (fanee — Y3).

Co3paHue cepBuCHOM yueTHoI 3anucu B PostgreSQL

YTo6bl co3aaTb cepBUMCHYO Y3, noakmtoumtech K CYB/l ¢ npaBamu agMuHUCTpaTopa. [ns aToro
BbINONHUTE CNeaytolne AeNCTBUA Ha CepBepe C ycTaHoBeHHon CYB/:

1. BbINONHUTE cneayroLLyto KOMaHay OT UMeHM Nob3oBaTens postgres:
sudo -u postgres psql
2. CospaiiTe CEPBUCHYIO YUYETHYHO 3aMu1Ch, BbIMOMHMB CrefytoLime KOMaHbl:

CREATE USER "infowatch";
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ALTER ROLE infowatch WITH PASSWORD 'passw@rd';
3. BblpaiiTe cosaaHHo Y3 npasa Ha NoAK/IHYEHME K 6a3e U YTeHME TabnLbl:

GRANT CONNECT ON DATABASE postgres to infowatch;
GRANT SELECT ON arc_view_audit_log TO infowatch;
GRANT SELECT ON arc_view_objects2 TO infowatch;

HacTpoiika B R-Vision SIEM

[ns HacTpoikin cb6opa M HopManuaaumm cobbiTuii MCTOYHMKa B R-Vision SIEM BbINonHWTE cneaytoLme
waru:
1. B uHTepdeiice R-Vision SIEM co3aaliTe cekpeT cO CTPOKOWM NOAKAOYEHWA. [11s 9TOro:
a. lNepengute B pasgen Pecypebl > CeKkpeTbl 1 HAXXMUTE Ha KHOMKY Co3paTb.
b. B pacKkpbiBLIEMCA OKHE CO3]aHUA CeKpeTa 3anoTHUTE MONs:
» OnucaHwue (onumMoHanbHO): ONULLINTE, AN Yero 6yAeT UCNONb30BaTbCA CEKPET.
= Tun cekpeTa: BbibepuTe BapuaHT CTpoKa NOAKIIOYEHUS!.

. CTpOKa NOAKTKOYEHNA: BBEANTE CTPOKY BLAa:

jdbc:postgresql://<address>:<port>/<database>?user=<user>&password=<password
>

roe:

= <address>— agpec cepeepa 6a3bl.

= <port>—nopT NOAKMOYEHNA.

= <database> — nma 6a3bl cO6LITUIN ayauTa.
= <User>— fIornH Nonb3oBaTens 6asbl.

= <password>— naponb Nonb3oBaTens 6asbl.

[pumep 4. [pumep CTPOKM MOAKITFOYEHMS

jdbc:postgresql://DBSERVER:5432/postgres?user=infowatch&password=passwérd

C. HaxkmnTe Ha kHoMKy Co3aaTb.
2. MNepengute B pasaen Pecypebl > KonnekTopbl 1 CO3alTe HOBbI KOHBENED B KOJIJIEKTOPE.

3. [lJobaBbTe Ha KOHBelep anemMeHTbl Touyka Bxoga. [loHagobwuTca co3daTh [ABEe TOYKW BXoda, ANns
Tabnuupl  arc_view_audit_log » arc_view_objects2. [lona nana o6eux Touek WAEHTWMYHbI, 3a
nekrodeHrem SQL-3anpoca:

o HasBaHWe: Ha3BaHMe TOUKM BXOa.

o Tun To4kn Bxofa: Database.
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> SQL-3anpoc ans Tabnuupbl arc_view_audit_log: coobitus Infowatch TM:

SELECT CAST(AUDIT_LOG_ID AS bigint) AS AUDIT_LOG_ID_KF,
change_date,

operation,

entity_type,

entity_display_name,

entity_id,

property_changes,

user_login,

user_fullname,

user_email FROM iwtm.arc_view_audit_log WHERE change_date >
(SELECT CURRENT_TIMESTAMP - INTERVAL '1 minutes') ORDER BY AUDIT_LOG_ID LIMIT
1000;

- SQL-3anpoc ana Tabnuubl arc_view_objects2: ayaut nonb3osaTtenel InfoWatch TM:

SELECT cast(insert_date as VARCHAR(26)) AS "EVENT_DATE_KF",
insert_date AS "INSERT DATE",
capture_server_hostname AS "CAPTURE_SERVER_HOSTNAME",
capture_server_ip AS "CAPTURE_SERVER_IP",

categories AS "CATEGORIES",

date_of_capture AS "DATE_OF_CAPTURE",

device AS "DEVICE_NAME",

filepath AS "FILEPATH",

fingerprints AS "FINGERPRINTS",

monitorcode AS "MONITOR_CODE",

object_id AS "OBJECT_ID",

perimetersin AS "PERIMETERSIN",

perimetersout AS "PERIMETERSOUT",

policies AS "POLICIES",

protecteddocuments AS "PROTECTED_DOCUMENTS",
protocol AS "PROTOCOL",

recipientscontacts AS "RECIPIENTSCONTACTS",
recipientsfullname AS "RECIPIENTSFULLNAME",
sendermachinecontacts AS "SENDERMACHINECONTACTS",
sendermachinefullname AS "SENDERMACHINEFULLNAME",
senderscontacts AS "SENDERSCONTACTS",
sendersfullname AS "SENDERSFULLNAME",

tags AS "TAGS",

text_objects AS "TEXT_OBJECTS",

url AS "URL",

userdecision AS "USER DECISION",

verdict AS "VERDICT",

violationtype AS "VIOLATION_TYPE",

websource AS "WEBSOURCE" FROM iwtm.arc_view_objects?
WHERE insert_date > cast('EVENT_DATE_KF' as timestamp)
ORDER BY insert_date LIMIT 10000;
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- basa aaHHbIx: PostgreSQL.
o MHTepBan 3anpoca: ot 15 go 60.
o [None naeHTUdUKaTOpAa:
« Knrou: EVENT_DATE _KF.
» 3HadeHune: 1970-01-01 00:00:00.

° CTpOKa NOAKNKOYEHNA B CEKPETE!

jdbc:postgresql://<address>:<port>/postgres?user=infowatch&password=passwlrd

3pechb:

» <address>— FQDN unu IP-agpec cepsepa CYB/.

» <port>—MnopT NoAKNHYEHUS.

4. lobaBbTe VRL-TpaHCchOpMaLINIO:

.dproduct = "Traffic Monitor"

5. CoeanHuTe fo6aBNEHHYHO TOUKY BXxoda 1 VRL TpaHchopMaLmto.,

6. [lJo6aBbTe HopManuaaTop ¢ npasunom InfoWatch Traffic Monitor (npeHTudmkaTop npasmna: RV-N-45).
CoeanHuTe HopManmaaTop ¢ VRL-TpaHchopmaLumei.

7. [lo6aBbTe KOHEYHyO TO4YKYy Tuna XpaHunuuie cobbiTui. CoeaMHMTE KOHEYHYH TOuKy C
HOPMann3aTopPOM.

8. YCTaHOBWTE KOHMUIypaumo KOHBeepa.

MprMep KoHGUrypaunmn KoHeenepa:

Infowatch TM DB arc_view_object1

Normalizer

VRL-Transform ——f) Mpasun: 1

ch TM DB arc_view_object2

Mocne HacTpoliky nepefaqyn coobblTUIA, eCNM HaCcTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHWIWLLE HauHyT
nocTynaTtb cobbiTus InfoWatch.

HaitT cobbITUs MCTOYHMKA B XpPaHUNULLE MOXHO Mo crefyrouieMy GunbTpy:

O dproduct = "Traffic Monitor"
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WU3meHuTb punbTp

. WHBepTupoBathk (NOT)

MNone Onepatop

dproduct

3HaueHue

Traffic Monitor

. HacTpowuTb 3aronoBok

OTMeHUTb

Ta6bnuua mannuHra

Ta6n|/|ua COOTBETCTBUS Mofein cobblTuA ONnA BCEX PaCCMOTPEHHbIX TUMOB COObITUI npeacrtaBsieHa Mno
CCblJIKE.

Solar Dozor

«» Solar Dozor: HacTpolika UCTOYHMKA

Solar Dozor: HacTpoilka UCTOYHUKA

[laHHOE pPYKOBOACTBO COAEPXKUT MHCTPYKLMM MO HAaCTpoKKe noaknatodeHms Solar Dozor K cucteme R-Vision
SIEM.

HacTpoiika Solar Dozor
[na nepefayun cobbiTnit Solar Dozor B cuctemy R-Vision SIEM Heo6xoaMM MHCTPYMeEHT syslog-ng.
Ecnu B Ballein cucTtemMe He yCTaHOBSEH sys1og-ng, BbINOMHWUTE CRefyroLme Lwarm:

1. YcTaHoBMTE Syslog-ng ¢ MOMOLLbH KOMaHAbI:

apt install syslog-ng

o YdeTHas 3anmcb JOIXKHA UMETb npmBuniernn onda yCtaHoBKM CTOPOHHMX MaKETOB.

2. CozfanTe KOHMUrypaLmo NCTOYHMKA, Kak OnmMcaHo B JOKyMeHTalm Dozor.
3. PasmecTunTe KOHMUrypaLmo ncTouHnka B harne /etc/syslog-ng/conf.d/dozor.conf.

4. ECnv HacTpoika BbIMOSIHEHA KOPPEKTHO, TO 3anucaHHble cobbiTus 6yayT cobupaTbes B AMPEKTOPUM
/var/log/dozor.

[pumep 5. Mpumep KoHPUrypaumm

@define allow-config-dups 1
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# Anpec w nopT cepsepa syslog:
@define REMOTE_SERVER "c7-syslog.example.com"
@define REMOTE_PORT 10514
filter f_dozor_unit {match("dozor" value (".journald._SYSTEMD_UNIT"));};
filter f_syslog3 { not facility(auth, authpriv, mail) and not filter(f_debug) and
not filter(f_dozor_unit);
7
destination d_tcp_q {
syslog("‘REMOTE_SERVER'" transport("tcp") port(‘REMOTE_PORT")
disk-buffer(
reliable(yes)
dir("/var/1lib/syslog-ng")
disk-buf-size(524288000)
mem-buf-size(134217728)
qout-size(10000)
)
)i
bt
destination d_dozor {
file("/var/log/dozor/${PROGRAM}.10g"
create-dirs(yes) dir-group("dozor") dir-owner("dozor") dir-perm(@755)
group("dozor") owner("dozor") perm(0640)

)i
i
log {
source(s_src); filter(f_dozor_unit); destination(d _dozor);
brs
log {
source(s_src);
filter(f_dozor_unit);
destination(d_tcp_q);
flags(final, flow-control);
I

5. HaianTe Bce HeobxoauMble daitfibl NoroB B AvpekTopun /var/log/dozor ¢ MOMOLLbIO CReaytoLLen
KoMaHabl:

find /var/log/dozor -type f -printf 'file("%p" flags(no-parse));\n

6. [lononHute dhainn dozor.conf cnegyrolmm coaep>KMMbIM:

source sys_input {
file("/var/log/dozor/software-center-database.log" flags(no-parse));
<files>

+

destination d_siem {
network("<target>" port(<port>) transport(<protocol>));

+
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log {
source(sys_input);
destination(d_siem);

+

34ech:

o <files> —uctouHukm file() c ykazaHmem nyTen K halinam, NonyYeHHbIM Ha NpeablayLem Lare.

- <target>—IP-agpec unuM nonHoe AoMeHHOe UMA KnacTepa Kubernetes, rae 6yaeT 3anyuieH
KOHBEep 4719 06paboTKM COObITUN.

o <port>—MnopT, Ha KOTOPbIA MPUHUMAKOTCH COOLITUS.
- <protocol> — ncnonb3yemblit npotokon (tep nnm udp).

7. MepesarpysuTe cny»o6y syslog-ng ¢ NOMOLLbI KOMaH[bI:

systemctl restart syslog-ng

8. MNpoBepbTe, YTO COBLITUA OTNPABASIOTCS, C MOMOLLIBbFO KOMaH[bI:

tail -f /var/log/syslog

HacTpoiika Ha CTOpOHe MCTOYHMKA 3aBepLLeHa.

HacTpoiika B R-Vision SIEM

[ns HacTpoikin c6opa M HopManuaauum cobbiTuii MCToYHMKa B R-Vision SIEM BbInonHWTE chneaytoLme
warw:
1. B uHTepdeiice R-Vision SIEM co3aaliTe HOBbI KOHBENEP B KOMIEKTOPE.
2. [Job6aBbTe Ha KOHBeNep aneMeHT TouKa Bxoga CO CreyoLMM napamMeTpamu
- HasBaHWe: BBeaMTe HasBaHWe TOUKM BXOoa.
o Twn TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [1opT TOYKM BXOJa: BBEANTE 3HaYEHME B COOTBETCTBMM C HACTPOMKaMM Ha CTOPOHE cepBepa syslog.
> [TpoTOKOM: BbIGEPUTE BapUaHT B COOTBETCTBMN C HAaCTPOMKaMM Ha CTOPOHe cepBepa syslog.

3. o6aBbTe Ha koHBelep anemeHT VRL-TpaHchopMaumsa co cneayolimmMm KOAOM:

.dvendor = "Solar"
.dproduct = "Dozor"

4. Coeannute VRL-TpaHCchoOpMaLmMIO C TOUKOM BXoa.

5. [o6aBbTe Ha KoHBeitep aneMeHT HopManusaTop c npasuniom Solar Dozor (naeHTUdGUKaTOp Npasuna:
RV-N-113).
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6. CoegmHuTe HopManuaaTop ¢ VRL-TpaHchopmaumnen.

7. [lobaBbTe Ha KOHBelep anemMeHT KoHeuyHas TouKa T/na XpaHunui,e cobbITui.

8. CoefnHUTE KOHEYHYO TOYKY C HOPMain3aTOPOM.

9. [Ins oTnpaBKy cObbITUN B KOPPENATOp A06aBbTe Ha KOHBENEP LLUMHY, HACTPOEHHYHO Ha NosydeHue.
10. CoeiHUTE LWWHY C HOPManM3aTOPOM.

11. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLuno KOHBerepa.

MpuMep KoHOUrypaumnm KOHBenepa:

» HopmanuzosanHbie cOBbITHA

Syslog 30731

o Add dvendor

KoHeuHan Touka
"+ Xpannnuuwe: SEA

Mocne HacTpoViky nepeaayn cobbITUIA, eCNM HaCTpOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHWIWLLE HayHyT
nocTynaTtb cobblTms Solar Dozor.

HaiTtn cobbitna Solar Dozor B XpaHUANLLE MOXHO MO cneayrolemy GunbTpy:

dproduct = "Dozor'

Jo6aBuTb GUnbTp

@D Vheepuposars (NOT)

O
Mone Onepatop

dproduct

3HaueHue

Dozor

@D Hacrpouts saronosok

OTMeHUTb
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Cuctembl pe3epBHOro KornmpoeaHua "
BOCCTaHOBJ/IeHUA

HaHHbIn pasfesl Coaep>XXnUT MHCTPyKUnn AOnd HaCTpOVIKl/I c6opa COBbITUIA C nogaep>XXmBaemMbixX CUCTEM
pe3epBHOIro KonmpoBaHA N BOCCTAHOBEHNA:

« Veeam Backup & Replication

Veeam Backup & Replication

+ Veeam Backup & Replication: HacTpolika UCTOYHMKA

Veeam Backup & Replication: HacTpoika UCTOYHUKA

[aHHOe pyKOBOACTBO OMMCbIBAET MPOLECC OTNpaBKM cobbiTnin Veeam Backup & Replication B R-Vision
SIEM.

HacTtpoiika Veeam Backup & Replication

Hactpoiika »xypHanupoBaHus Veeam Backup & Replication

MporpammHoe obecneveHne Veeam Backup & Replication nuweT cobbitva B >xypHan Veeam Backup,
Haxogawwmics B kaTanore C:\Windows\System32\winevt\Logs\Veeam Backup.

Mepen noakntodeHnem cbopa noroB c cepBepa Veeam Backup & Replication noa ynpasnexHvem OC
Windows Server, HaumHas ¢ Windows Server 2012 R2, He06X0ANMO YCTaHOBUTb U HAaCTPOUTb areHT R-Vision
EVO (panee —areHT) cornacHo PykoBOACTBY Mofib3oBatena npoaykTta R-Vision EVO. Bce panbHeive
HaCTPOVKM NPON3BOAATCA B BE6-KOHCOMM cepBepa yrnpaBneHnsa R-Vision EVO (nanee — meHemykep).

HacTpoiika B R-Vision SIEM

HacTtpoiika oTnpaBku co6biTuii B R-Vision SIEM

1. B Be6-mHTepdelnce R-Vision SIEM nepenante B pa3aen AreHTbl — pynnbl areHToB.
. CospaiiTe rpynny areHToB 1 J06aBbTe B Hee y3e, Ha KOTOPOM YCTaHOB/EH areHT.
. B cosgaHHoi rpynne yanos B cekLmy YTeHne ¢ainos HaxM1Te Ha KHOMKY Jl06aBUTb HaCTPOMKY ().

2

3

4. B Bbinagatollem cnvcke Tun xypHana BbibepuTe BapnaHT eventlog.

5. B none Umsa xypHana BeeiTe 3HadyeHne Veeam Backup (MMs >kypHana cobbITuiA).
6

. Ecnn dunbTpaums He Tpebyetcq, To B none ®@unbTp (popmat XPATH) HeoOX0AMMO NOCTaBUTb 3HaK *.
Ecnu Heo6x0AMMO BbiGMpaThb COBbITUA MO ONpeAeneHHbIM KpUTEPUAM, BBEAMTE B 3TO MOJIE BblpaXkeHne
XPath.

7. Haxkmute Ha KHOMkKy CoOXpaHUTb U NPUMEHUTD.

8. [loxKanTeChb NPUMEHEHNSA MONNTUKIM FPyNnbl Ha y3ne. C60p CObbITUIA HACTPOEH.
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HacTpoiika 06paboTku cobbiTuii B R-Vision SIEM

B R-Vision SIEM y>ke gonkeH 6biTb HAaCTPOEH KOHBENep C ToYKoW Bxoda Tuna R-Vision EVO.

7 [1ns HacTponku MHTerpaummn npoayktoB R-Vision SIEM n R-Vision EVO obpatutech K
- OOKyMeHTauun npoaykta R-Vision SIEM.

[Ins HacTpolikn 06paboTkm cobbiTunin Veeam Backup & Replication B R-Vision SIEM:
1. B unHTepdeiice R-Vision SIEM cospaiiTe HOBbIA KOHBEMep B KoAnektope (MM OTKpOnTe
CYLLECTBYOLLMN).
2. [o6aBbTe Ha KOHBeNep aneMeHT TouyKa Bxoga CO CrieyoLVMM NapaMeTpamu:
- HasaHue: BBeAMTe Ha3BaHWe TOYKM BXOAa.
- TN TOYKM BXoAa: BbibepuTe BapmaHT R-Vision EVO Endpoint.
> JloMeH: BBeAMTe 3Ha4eHne B hopmaTte gw-<your_gateway_id>, rae <your_gateway_id>— ID wnto3a.

3. [JobaBbTe Ha KoHBelep anemeHT Hopmanusatop ¢ npasBuiom Veeam Software Veeam Backup
(noeHTMdburkaTop npasuna: RV-N-122).

CoeanHNTE HOpManM3aTop C TOYKOM BXoaa.
[lo6aBbTe Ha KOHBeMep an1emMeHT KoHeyHasa Touka Tuna XpaHunuLe coobITUNA.

CoeanHNTE KOHEYHYHO TOYKY C HOPMann3aToOpOM.

N o g A

CoxpaHunTe 1 yCTaHOBMTE KOHMUIypaLmo KOHBENepa.

MprmMep KOHGUrypaunmn KoHeenepa:

Veeam Software Veeam Backup ENG
Mpasun: 1
true

Veeam Backup

R-Vision EVO Endpoint H — —————> ] XpaHunuuie: ENG

Mocne HacTponkK nepefady CcobbITUA, €CNN HACTPOMKAa BbIMOMHEHA KOPPEKTHO, B XPaHWMLLE HaYHYT
nocTynaTb cobbITUS XO0CTa Noj ynpaeneHem Veeam Backup & Replication.

HaiTtn cobbiTns xocTa nog ynpaBneHvem Veeam Backup & Replication B xpaHunuiie
MO>HO Mo cneaytowemy duabTpy:

dvendor = "Veeam"

@,
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L0o6aBUTb GUNbLTP

@D VhseprupoBath (NOT)

MNMone

dvendor

3HaueHue

Veeam

@D Hactpouts 3aronosok

Ta6bnuua mannuHra

Onepatop

OTMeHUTb

Tabnuua CcOoOTBETCTBUA Moneit cobbiTUA AN BCEX PACCMOTPEHHbIX TWUMOB COGLITWIA MpecTaB/eHa Mo

CCblJIKe.
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Cuctembl ynpaBneHus 6asamu gaHHbix (CYB[)

[aHHbI pasgen COAEPXMUT MHCTPYKUMKM ANS HaCTPOMKM cbopa COObITUA C MOAAEPXKMBAEMbIX CUCTEM
ynpasneHns 6azamMu AaHHbIX:

+ CbepTex Platform V Pangolin SE

« Apache Cassandra

» Microsoft SQL Server

« Oracle MySQL

« PostgreSQL

+ Redis Enterprise

Cé6epTex Platform V Pangolin SE

« CoepTex Platform V Pangolin SE: HacTpolika CTOYHMKa

C6epTex Platform V Pangolin SE: HacTpolika UCTOUYHUKA

[laHHOe pyKOBOACTBO OMMUCbIBAET MPOLECC HACTPOMKK MePechbIKK N0roB ayauTa ¢ cepsepa Platform V
Pangolin SE B R-Vision SIEM ¢ ncnonb3oBaHmeM cny>6bl rsyslog.

HacTtpoiika Platform V Pangolin SE

[1ns HAacTPOVKM NMepeCbINKK NOroB ayanTa Yepes syslog BbIMOMHUTE Lark, NepedncneHHble HnxKe.

HacTpoiika koHdurypauum PostgreSQL

1. OTKpoWTe KOH®UIrypaLmnoHHbI darnn /pgdata/<product-version>/data/postgresql.conf
3aeck <product-version> — Bepcusa yCTaHOBIEHHOMO ak3emnngapa Platform V Pangolin SE.

2. OTpenakTnpyimTe 3Ha4YeHns NapaMeTpoB KOHMMIypaLmmn cneayroLim 06pasom:

listen_addresses = '*'
log_destination = 'syslog'
logging_collector = on
log_min_messages = debugb
log_min_error_statement = debugb
log_checkpoints = on
log_connections = on
log_disconnections = on
log_error_verbosity = verbose

# [na npedukca log_line_prefix HanMcaHO perynspHOe BblpakeHWe B MPaBWIIE HOPMANN3aLUMM
SIEM

log_line_prefix = "%m [%p] %u %r

3. MepezanycTute ak3emnnsap Platform V Pangolin SE:
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pg_ctl -D /pgdata/<product-version>/data/ -1 /pgerrorlogs/<product-
version>/postgresql.log restart

3paeck <product-version> — Bepcusa ycTaHoBNEHHOMO ak3emnnsapa Platform V Pangolin SE.

HacTpoiika cny6bi rsyslog

1. OTKpoWTe KOHMUrypaumnoHHbI darn /etc/rsyslog.d/10-pangolin.conf.

2. [lobaBbTe B (haitn cneaytollee NpaBmio:

if $programname == 'postgres' or $syslogtag == 'postgres’ then {
action(type="omfwd" Target="<target>" Port="<port>" Protocol="<protocol>")
stop
}
34eco:

- <target>— IP-agpec wnn nonHoe gomeHHoe ums (FQDN) ueHTpannsoBaHHOro syslog-cepBepa, ¢
KOTOPOro 6yeT OCYLLECTBAATLCS OTNPaBKa coobLLEeHWI B SIEM.

> <port>—nopT ToukK Bxoaa Syslog Ha KoHBelepe SIEM: 3HauyeHWe B AnanasoHe 30000—32767.
o <protocol>— tep nnm udp.

3. MepezanycTuTe cnyxo6y rsyslog:

sudo systemctl restart rsyslog

HacTpoiika B R-Vision SIEM

[ns HacTpoikin céopa M HopManuaaumm cobbiTuii MCToYHMKa B R-Vision SIEM BbInonHWTe cneaytoLme
waru:
1. B uHTepdence R-Vision SIEM co3paitTe HOBbIN KOHBENED B KOJIIEKTOPE.
2. [lobaBbTe Ha KoHBelep a5eMeHT Touka Bxoga Co CreflytoLnMM napaMmeTpamMm:
- HazBaHue: BBeanTe HasBaHWe TOUKM BXoda.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.

o [opT TOYKM BXOAQ: BBEAMTE 3HA4YeHWe B COOTBETCTBMWM C HACTpOMKamMu Ha cTopoHe Platform V
Pangolin SE.

> [1pOTOKON: BbIGEPUTE BApMaHT B COOTBETCTBUM C HAaCTPOKamu Ha cTopoe Platform \V Pangolin SE.

3. [o6aBbTe Ha KoHBelep anemeHT Hopmanusatop c npasuiom SbherTech Platform V Pangolin SE
(noeHTMdburkaTop npasuna: RV-N-107).

4. CoeiMHNTEe HOpPManmM3aTop C TOYKOM BXoAa.
5. [lo6aBbTe Ha KOHBENEP LLMHY, HACTPOEHHYHO Ha MNOyYeHne AaHHbIX.

6. CoelMHMTE LLINHY C HOPMAaN3aTOPOM.
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7. [lobaBbTe Ha KOHBelep anemeHT KoHeuyHas TouKa T/na XpaHunuie cobbITUi.
8. CoefiHMTE KOHEYHYIO TOYKY C HOPMain3aTOPOM.

9. CoxpaHuTe 1 yCTaHOBKTE KOHMUIypaLmno KOHBerepa.

MprMep KOHGUrypaunmn KoHeenepa:

HOpMaHMSOBaHHbIe cobbiTuA

Pangolin (30007)
Syslog Hopmanusatop

Mop 07 : Mpasun: 1
Mpotokon: TCP

Xpanunuuie: PangolinSE

Mocne HacTpoMKK nepedadn COObITUIA, €CM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAULLE HaYHYyT
nocTynatb cobblTus Platform V Pangolin SE.

Haiitn cobbitus Platform V Pangolin SE B xpaHuauLLe MOXXHO Mo cneaytollemMy dunbTpy:

dproduct = "Platform V Pangolin SE"

006aBUTb QUALTP

@D Viseptuposare (NOT)

Q
Mone Onepatop

dproduct

3HaueHune

Platform V Pangolin SE

@D HactpouTs 3aronosok

OTMEHUTb [No6aeuTb

Tunbl o6pabaTbiBaeMbiX COObITUI

« Connection;

+ Disconnection;
+ REQUEST;

« TRANSACTIONS;
+ TABLE;

INDEX;
+ TABLE_DATA_MANIPULATION;
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 PG_DUMP;
PG_RESTORE;
« REPLICATION,

AUDIT;
« START_STOP_SERVER.

Ta6nuua mannuHra

MapameTp 3HauyeHue

dvendor SberTech

dproduct Platform V Pangolin SE

dversion o+

name

cat parsed.NAME

sourceSessionld parsed.ID

dvchost .raw.hostname

severity get(severityMap, [.raw.severity])
msg parsed.MSG || .raw.message

rt parse_timestamp(parsed.DATE,"%Y-%m-%d %X%.f")
outcome Success/Failure

suser parsed.SUSER

shost parsed.SHOST

spt to_int(parsed.SPORT)

request parsed.MSG

objPath

objName

duser

accesslist accesslList = parsed2.privileges

Apache Cassandra

« Apache Cassandra: HaCTpoWKa UCTOYHMKA

Apache Cassandra: HacTpoiKa UICTOYHMKA

[aHHOe PpyKOBOACTBO OMWCbIBAET MPOLIECC HACTpoMKM cbopa W oTnpaBkM cobbiTuii CYB/J] Apache
Cassandra B R-Vision SIEM.

HacTpoiika Apache Cassandra

[nsa HaCTPOWKM XXypHannpoBaHnsa cobbiTnin Apache Cassandra BbINONHUTE CAeAyOLLIME LWaru:

1. YéeamTech, 4TO Ha cepBepe, rae ycTaHoBneHa Apache Cassandra, JOCTYNHO He MeHee 5 'B AMCKOBOro
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MPOCTPaHCTBa.
2. MopkntounTech K cepsepy Apache Cassandra nof y4eTHOM 3anmcbio C NpaBamMun agMUMHUCTpaTopa.
3. MNepepn BHeCEHWEM U3MEHEHWNI CO3alTe pe3epBHble KONWU CNeAYOLLMX KOHMUIYPaLMOHHbIX hainioB
- /etc/cassandra/cassandra.yaml unun /etc/alternatives/cassandra/cassandra.yaml;
- /etc/cassandra/logback.xml vnn /etc/alternatives/cassandra/logback.xml.

4. Y6eautecb, 4YTO MapamMeTpbl KOHMUrypaumMoHHoro danna cassandra.yaml wMeroT chegyrouime
3HaAYeHNS, N MPU HEOOBXOANMOCTU N3MEHUTE NX

- B cekumn audit_logging_options: enabled = true
- B ceKkuUmMn logger: class_name = FileAuditlLogger.

5. B KOH®OUrypaumoHHbIn darnn logback. xml fob6aBbTe cnefyownin bparMeHT:

<appender name="AUDIT" class="ch.qos.logback.core.rolling.RollingFileAppender">
<file>${cassandra.logdir}/audit/audit.log</file>
<rollingPolicy
class="ch.qos.logback.core.rolling.SizeAndTimeBasedRollingPolicy">
<!-- rollover daily -->
<fileNamePattern>${cassandra.logdir}/audit/audit.log.%d{yyyy-MM-
dd}.%i.zip</fileNamePattern>
<!-- each file should be at most 50MB, keep 30 days worth of history, but
at most 5GB -->
<maxFileSize>50MB</maxFileSize>
<maxHistory>30</maxHistory>
<totalSizeCap>5GB</totalSizeCap>
</rollingPolicy>
<encoder>
<pattern>%-5level [%thread] %date{IS08601} %F:%L - %msg%n</pattern>
</encoder>
</appender>
<!-- Audit Logging additivity to redirect audt logging events to audit/audit.log
-->
<logger name="org.apache.cassandra.audit" additivity="false" level="INF0">
<appender-ref ref="AUDIT"/>
</logger>

6. CoXpaHuTe N3MEHEHNA B KOHMUIYpaLMOHHOM haline

7. MepesanycTuTe cnyx6y Apache Cassandra ¢ MOMOLLbIO CReAYOLLIMX KOMaH/

sudo systemctl stop cassandra.service
sudo systemctl start cassandra.service

8. MNocne nepesanycka NpoeepbTe cTaTyc Apache Cassandra ¢ MOMOLLbIO CeaytoLLE KOMaHb!:

sudo systemctl status cassandra.service
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Y6enmTech, YTo BbIBO KOMaHAbl COAEPXKNT CreayoLLee COOBLLEHNE:

Active: active (running)

HacTpoiika nepegaun cobbitnini Apache Cassandra 3aBeplieHa. [lepegaBaemMble CobblTus  6yayT
coxpaHaTbeA B anne /var/log/cassandra/audit/audit. log.

HacTpoiika cny6bi rsyslog

1. CozpaiTe dainn KoHGurypauum rsyslog:

sudo nano /etc/rsyslog.d/@1-cassandra.conf

2. Job6aBbTe B cO3AaHHbIN Gain cneayrollee npaBmao

module(load="imfile" PollingInterval="10")

input(type="imfile"
File="/var/log/cassandra/audit/audit.log"
startmsg.regex="INFO "
readTimeout="1"
escapelLF="off"
Tag="cassandra-audit")

if $syslogtag contains 'cassandra' then {
action(type="omfwd" target="<target>" port="<port>" protocol="<protocol>")
stop

34ech:

- <target>— IP-agpec wnn nonHoe AomeHHoe ums (FQDN) ueHTpannsoBaHHoOro syslog-cepeepa, ¢
KOTOPOro 6y[eT OCYLLECTBAATLCS OTNPaBKa CoobLLEHWN B SIEM.

= <port>—nopT To4KM BXxoAa Syslog Ha KoHBelepe SIEM: 3HauveHe B AnanasoHe 30000—32767.

o <protocol>— tcp nnum udp.
HacTtpoiika syslog-cepeepa
[na HacTpolikm syslog-cepBepa BbINOMHUTE CAeayroLLIME LWaru:

1. OTKpoWTEe KOHbUIYypaLMOHHbBIA daiin rsyslog (/ete/rsyslog.conf unm /etc/rsyslog.d/).

2. [lobaBbTe cneaytoliiee NpaBuio

if $syslogtag contains 'cassandra' then {
action(type="omfwd" Target="<target>" Port="<port>" Protocol="tcp")
stop
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3pechb:
o <target>—IP-agpec nnn nonHoe gomeHHoe umsa (FQDN) uLeHTpann3oBaHHOro syslog-cepeepa, C
KOTOPOro 6y[eT OCYLLeCTBASTLCA OTNpaBKa CoobLLeHNn B SIEM.
o <port>—nmopT To4kM Bxofda Syslog B KoHBeepe SIEM — nto6oi cBoboaHbIM nopT 6obLie 30000.

3. MNepezanycTuTte rsyslog 4ns NpUMeEHEeHUS NU3MeHEHWI:

sudo systemctl restart rsyslog

HacTtpoliika B R-Vision SIEM

1. B uHTepdeiice R-Vision SIEM co3aaliTe HOBbI KOHBENEP B KOMIEKTOPE.
2. [lobaBbTe Ha KOHBelep aneMeHT Touka Bxoga Co CleflyoLnMM napaMmeTpamMm:
- HasaHue: BBeAUTe Ha3BaHWe TOYKM BXOJa.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
- [TOpT TOYKM BXOJaA: BBEAUTE 3HAYEHNE B COOTBETCTBMM C HACTPOMKAMM Ha CTOPOHE syslog-ceprepa.
- [1poTokon: BbibepuTe BapuaHT TCP.

3. [lo6aBbTe Ha KoHBelep anemeHT Hopmanu3saTop c npasuiom Apache Cassandra (aeHTudbmkaTop RV-
N-6).

4. CoeiMHNTEe HOpPManmM3aTop C TOYKOM BXOAA.
5. [lo6aBbTe Ha KOHBeMep a1emMeHT KoHeyHasa Touka Tvna XpaHunuLe coobITUNA.
6. CoenHUTE KOHEYHYHD TOYKY C HOPMann3aToOpOM.

7. COXpaHnTe 1 yCTaHOBUTE KOHMUIypaLmo KoHBeepa.

MpuMep KoHbUrypaLmm KoHBeepa:

Touka Bxofga

Hopmanusatop Apache Cassandra KoHeyHasi TouKa (XpaHWIuLLe CO6bl...

0 Mpaswmn: 1 : — XpaHunuuie: CTaTucTuka

Ecnu HacTpoiika nepefadn cobbiTUii BbINOHEHa KOPPEKTHO, B XPaHWIMLLE Ha4YHYT MOCTynaTb COObITUA
Apache Cassandra.

HaiTn cobbitna Apache Cassandra B XpaHUANLLE MOXHO MO creaytollemMy GuabTpy:

O dproduct = "Cassandra"
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Oob6aeuTb GUNLTP

. WnBeeptupoBath (NOT)

Mone Oneparop

dproduct

3HaueHue

Cassandra

@) Hacrpouts 3aronosok

OTMEHUTBb DNo6aBuTb

CnucoK TUNoB cobbITUM

Cnuncok TMnoB cobbiTuii ayamta Apache Cassandra gocTyneH B oduLivansHon OKyMEHTaLMN.

Microsoft SQL Server

» Microsoft SQL Server: HacTpolika UCTOYHMKA

Microsoft SQL Server: HacTpoiika MICTOYHUKA

[laHHOEe pyKOBOACTBO OMMUCbIBAET MPOLECC HACTPOVKKM cbopa 1 oTnpaBKkM cobbiTnin Microsoft SQL Server
(MS SQL) B R-Vision SIEM.

MpepBapuTenbHbie Tpe6oBaHUA

« CeTeBass poctynHocTb cepBepa CYBJ[] (Microsoft SQL Server) MUCTOYHMKA MO LIENEBOMY TMOPTY W
MNPOTOKONY ANA KaXA0OW HOAbI KinacTtepa SIEM.

« Y4yeTHast 3anuncb B CYB/] ¢ npaBamMu Ha UTeHne 6a3bl AaHHbIX.

HacTtpouka MS SQL

OnucaHue noacucTeMbl XXypHanuposaHus MS SQL

>KypHaJ'II/IpOBaHl/Ie COObITUA UCTOYHNKA MOXKET OCYyWEeCTB/IATbCA ABYMA MYTAMMN:

1. 3anncb B >XypHan cobbiTuin. Hanpumep, cobbiTua >ypHanoB cepsBepa Microsoft SQL Server
3anuncbiBaroTcs B XkypHan Application.

HacTpoika cbopa cobblTuin »ypHana Windows SQL Server ¢ momollbto areHTa
o nnatdopmbl R-Vision EVO BkAtoYaeT B cebsa YCTAHOBKY areHTa Ha XOCT M HAaCTPOWKY

MONTNTUKN.

2. OTaenbHast HacTpolKa >KypHanMpoBaHMs cobbiTWii. Hanpumep, oTAeNbHO HacTpamBatoTca CObbITUSA
ayauTa komaHg SQL Server.
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Co3paHue yyeTHoi 3anucu B CYB/J, MS SQL

[ns oTnpaBKM COGbLITUIA ayauTa KOMaH[ CO3[aiTe CePBUCHYHO y4eTHyto 3anmcb B CYB[ MS SQL wu
npefocTaBbTe el npasa Ha MPOCMOTP BCEX CeaHCOB Ha cepBepe:

GRANT VIEW SERVER STATE TO [ums nonb3oBaTend];

HacTpoiika ayguta MS SQL

Ecnu HeT HeobXxoAMMOCTWM aHanM3MpoBaTb 3anpocbl K MPOAYKTOBbIM 6a3am, ayauT
o JEVCTBUIA C HAMM MOXKHO He HacTpamBaTb. [1py 9TOM ANs paboTbl NpaBM KOPPEnaLmm
crnenyeTt 0653aTeNbHO KOHTPOMPOBATh 3aMpochl K 6ase master.

[na HacTponku ayanTa Ha ypOBHE CepBepa BbIMOJIHNTE Cledyrolne warn:

1. OtkporTe SQL Server Management Studio.
2. B 60KOBOM MeHt0 NepenanTe B pa3aen Security.

3. OTkponTe KoHTeKkcTHoe MeHto Audits 1 BbibepuTe BapnaHT New Audit.... ByaeT cosaaH HOBbIM 06beKT
ayamTa SQL Server.

4. BblbepuTe AeNCTBME, KOTOpPOe ByAeT 3anyLLeHO Npu cboe »KypHana ayamTa:
o MPOAOTIXKNTD;
> OCTaHOBWTb OMnepaummn ¢ 6a30i AaHHbIX, KOTOPblE MPOBEPSAOTCS;
o 3aBEPLUNTb PaboTy cepBepa.

5. B KayecTBe Ha3HaveHWss ayanTa BblGepuTe U3 BbiNadatoLLero cnvicka BapnaHT Application Log.
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% Audit Properties — a X

@l Ready
Select a page LT Script ~ | € Help
F General _ ‘ ,
& Fiter Audit name: Login
Queue delay (in fiooo £
miliseconds):
On Audt Log (@) Continue
Failure:
(O Fail operation
(O Shut down server
Audit
destination: Application Log e
Connection

¢¥ MSRCO1\REDCHECK

View connection properties

Progress
Ready

Cancel Help

. Haxxmute Ha kHomky OK.
. OTKpOMTE KOHTEKCTHOE MEHIO CO3AaHHOro ayanTa 1 BbibepuTe BapuaHT Enable Audit.

. OTKponTe KOHTeKCcTHoe MeHto Server Audit Specifications 1 BbibepuTe BapnaHT New Server Audit
Specification.... OTkpoeTcs OKHO HacTpoek HOBOro o6bekTa cneundukaumm ayanta SQL Server.

. BBeauTe HasBaHue ayauTa.
. BbibepuTe ayauT, co3faHHbIin Ha YypOBHE cepBepa.

. YKaxuTte B Ta6ﬂl/ILL€ TWNbl COOLITUNA, KOTOpble HeO6XO,£I,I/|MO ormpoBaThb.

Bepcua YMC2.0 380



:52 Server Audit Specification Properties

— O X
0 Ready
Select a page LT Script ~ | @ Help
& General -
Name: login
Audt: |Login v
Actions:
Audit Action Type Object Clas
» 1 |FAILED_LOGIN_GROUP v
2 |SUCCESSFUL_LOGIN_GROUP v
LOGOUT_GROUP v
a4 v
Connection
¢¥ MSRCO1\REDCHECK
View connection properties
Progress
Ready
< >
oK Cancel || Help |

12. HaxxmuTe Ha kHormky OK.

[Ina HacTpoVikK ayanTa Ha ypoBHe 6a3bl AaHHbIX BbINOAHUTE CeayroLLmMe warh:

1. OtkponTe SQL Server Management Studio.
2. MoakntounTech K 6ase AaHHbIX, 419 KOTOPOW HEOOXOAMMO BKIKOUUTE ayaunT.
3. B 60KOBOM MeHto NepeinanTe B pa3aen Security BbI6paHHOM 6a3bl AaHHbIX.

4. OTKpoiTe KOHTeKkCcTHoe MeHto nanku Database Audit Specifications 1 BbiGepuTe BapnaHT New
Database Audit Specification.... OTKpoeTcst OKHO HacTpoek HOBOro o6bekTa ayanTa SQL Server.
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= I Databases
= B System Databases
B 9 master

DREEBEEBEB

g model
@ msdb
@ tempdb
I Database Snapshots

I Tables

] Views

I Synonyms

I Programmability
I Service Broker
I Storage

I Security

I Users

I Roles

I Schemas

I Certificates

D EEEBEBHBE

I Asymmetric Keys

I Symmetric Keys
I Always Encrypted Keys

New Database Audit Specification...

I Security Pof

Filter

Start PowerShell

Reports

Refresh

5. Beegute nmsa aygura.

6. Bbibepute ayauT, CO3aHHbI Ha YPOBHE cepBepa.

7. YKaXuTe TUnbl COBbITUN,

KOTOpPblE H€O6XO,£|,MMO 1ormpoBaThb.

%/ Database Audit Specification Properties - m} X
© Ready
Select a page LT Script ~ | @ Help
K General - ——
Name: DatabaseAudit Specification-20241028-093114
Aud: v
Actions:
Audit Action Type Object Class Object Schema Object Name Principal Name
1 | DELETE v | DATABASE master .. | public [.]
2 |EXECUTE + | DATABASE master .| public (]
3 |INSERT | DATABASE master .| public [..]
4 | RECEIVE v | DATABASE master .| public (]
Exmection 5 |SELECT | DATABASE master .. | public [.]
#¥ MSRCOLRERCHECK 6 |UPDATE « | DATABASE master | public (]
w7 - ] ]
View connection properties
Progress
Ready
OK || Concel || Hep
8. HaxkmuTe Ha kHomky OK.
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HacTpoiika ayguTa Bbirpy3Ku Kitoueii u ceptudukatos MS SQL

[ns HacTpoWiKK ayauTa BbIFPY3KM Ktovel n ceptudmkaToB MS SQL BbINoAHMTE cneaytoLme warn:

1. OtkporTe SQL Server Management Studio.

2. CospanTte Extended Events-ceccuto ¢ normpoBaHuem B haiin:

DROP EVENT SESSION IF EXISTS TrackBackupCryptoFile ON SERVER;
G0

CREATE EVENT SESSION TrackBackupCryptoFile

ON SERVER
ADD EVENT sqlserver.sql_statement_completed
(

ACTION (

sqlserver.sql_text,
sqlserver.username,
sqlserver.client_hostname,
sqlserver.nt_username
)
WHERE
sqlserver.sql_statement_completed.statement LIKE '%BACKUP%CERTIFICATE%' OR
sqlserver.sql_statement_completed.statement LIKE
"%BACKUP%SERVICE%MASTER%KEY%' OR
sqlserver.sql_statement_completed.statement LIKE '%BACKUP%MASTER%KEY%' OR
sqlserver.sql_statement_completed.statement LIKE '%BACKUP%SYMMETRIC%KEY%'
)
ADD TARGET package@.event_file
(
SET filename = 'C:\AuditlLogs\TrackBackupCrypto.xel',
max_file_size = 10,
max_rollover_files = 5
)i
G0

ALTER EVENT SESSION TrackBackupCryptoFile ON SERVER STATE = START;

3. CozpaliTe npeacTaBieHne A1s NpocMoTpa cobbITUiM U3 daitna:

CREATE VIEW dbo.BackupCryptoAuditLogView AS
SELECT
event_xml.value('(event/@timestamp)[1]", 'datetime') AS EventTime,
ISNULL(event_xml.value('(event/action[@name="username"]/value)[1]",
"nvarchar(100)'), 'N/A") AS Sqllogin,
ISNULL(event_xml.value('(event/action[@name="client_hostname"]/value)[1]",
"nvarchar(100)'), 'N/A') AS HostName,
ISNULL(event_xml.value('(event/action[@name="nt_username"]/value)[1]",
"nvarchar(100)'), 'N/A') AS WindowsUser,
ISNULL(event_xml.value('(event/data[@name="statement"]/value)[1]",
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"nvarchar(max)'), 'N/A') AS Statement,
ISNULL(event_xml.value('(event/action[@name="sql_text"]/value)[1]",

"nvarchar(max)"'), "N/A') AS FullSQL

FROM sys.fn_xe_file_target_read_file('C:\AuditLogs\TrackBackupCrypto*.xel", NULL,

NULL, NULL) AS xelog

CROSS APPLY (SELECT CAST(xelog.event_data AS XML) AS event_xml) AS evt;

G0

4. HacTpoWTe aBTO3anyck npu ctapte SQL Server:

-- Co3paem npouenypy aBTo3anycka
CREATE PROCEDURE StartTrackBackupCrypto

AS
BEGIN
IF NOT EXISTS (
SELECT * FROM sys.dm_xe_sessions WHERE name = 'TrackBackupCryptoFile'
)
BEGIN
ALTER EVENT SESSION TrackBackupCryptoFile ON SERVER STATE = START;
END
END;
G0

-- Bkmiouaem 3anyck npu ctapte SQL Server
EXEC sp_procoption 'StartTrackBackupCrypto', 'startup', 'on';

5. [NpenocrtaBbTe HeobxoaNMble npaea 475 MPOCMOTPa MpefcTaBieHnss CepPBUCHOWN yquHoM 3anncu,
CO3[aHHON paHee:

GRANT SELECT ON dbo.BackupCryptoAuditLogView TO [uma nomb3oBaTens];
EXEC sp_addrolemember 'db_datareader', [uma nonb3oBatensa];
EXEC sp_addsrvrolemember 'VIEW SERVER STATE', [ums nomb3oBaTens];

YcTaHOBKa areHTa

(;) [ns yCTaHOBKM areHTa 06paTuTeCh K JOKyMeHTaLmn npoaykTa R-Vision SIEM.
w

YcTaHoBuTe areHT R-Vision EVO Ha cTaHUMO 1 HacTpoiiTe ero ¢Bssb ¢ R-Vision SIEM. Nocne aToro B Be6-
nHTepdence R-Vision SIEM B pasgene AreHTbl NOABUTCA MHMOPMaLMS O MOAKIKOYEHHOM XOCTE.

[o6aBbTe XOCT B rpynny, B KOTOPOW HacTpoeH cb6op »ypHana Application.

HacTtpoliika B R-Vision SIEM

HacTpoiika oTnpaBku cobbiTuii B R-Vision SIEM

1. B Be6-mHTepdeiice R-Vision SIEM nepenante B pasaen AreHTbl = [pynnbl areHToB.

2. CospainTte rpynny v ,£l06aBbTe B Hee y3e/1, Ha KOTOPOM YCTaHOBJIEH areHT.
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3. B cosfaHHoM rpynne y3soB B cexumn YTeHne pannos HaxxMuTe Ha KHOMKy Jlo6aBUTb HacTpouiKy (+ ).
4. B BbinagatollemM cnvcke Tun xXypHana BblbepunTe BapnaHT eventchannel.
5. B none Umsa xypHana BeeanTe 3HadeHme Application.

6. Ecnn Heob6xoaMMO BblGMpaTb COBbITUS MO ONpedeNneHHbIM KputepusmM, BBeante B none dunbTp
(dpopmaT XPATH) BbipaxkeHne XPath. Ecnn hunbTp He Hy>XeH, BBeAUTE cMBON *.

7. HaxkmuTe Ha KHOrMky CoXpaHuUTb.

8. [loxxanTecb NPYMEHEHMS MOANTMKM Fpynnbl Ha y3ne. COop CoBbITMIN HACTPOEH.

HacTpoiika 06pa6oTku cobbiTuii B R-Vision SIEM

[ns HacTpoikin cb6opa U HopManuaauum cobbiTuii MCToYHMKa B R-Vision SIEM BbInonHWTE cneaytolme
warw:
1. B uHTepdeiice R-Vision SIEM co3aaliTe cekpeT CO CTPOKOW NOAKAYEHWA. [11s 9TOro:
a. MNepenaute B pasgensi Pecypebl > Cekpetbl > Co3paThb:
b. B pacKpbiBLIEMCHA OKHE CO3[jaHUA CeKpeTa 3anOHUTE MONs:
= HasBaHue: BBe1Te Ha3BaHWe cexkpeTa.
« OnucaHue (ONUMOHaNbHO): ONULLINTE, ANA Yero 6yAeT UCMOoNb30BaTbCS CEKPET.
= Tun cekperta: BbibeprTe BapuaHT CTpoKa NOAK/IOYEHUS.

] CTpOKa noAgKn4YeHusa: BBeJnTe CTPOKY BMAa:

jdbc:sqlserver://<address>\<instance>:<port>;encrypt=false;databaseName=<dat
abase>;user=<user>;password=<password>;applicationName=SIEM_MONITOR

rae:

= <address>— agpec cepBepa 6a3bl JaHHbIX.

= <instance> — onumoHanbHas cylHocTb cepBepa CYB/l. [Ons MCNonb30BaHWS CYLUHOCTb
JIO/MKHa O6bITb 3apaHee co3aaHa ¢ nomollbto SQL Server Management Studio.

= <port>— nopT noakno4YeHus.
=« <database> — nms 6a3bl CO6bITUI ayauTa.
= <User> — JIOrWH nosb3oBaTens 6a3bl AaHHbIX.

= <password>— naposb Nosb3oBaTens 6a3bl JaHHbIX.

[Mpyumep 6. lNprmep CTPOKM MOAKIHOYEHUS:

jdbc:sqlserver://10.150.15.34\MSSQLSERVER1:1433;encrypt=false;databaseNam
e=master;user=user;password=P@sswlrd;applicationName=SIEM_MONITOR
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Co3paHue cekpeTta

Hazeauune

MSSQL

OnucaHue (onuUoHaNbLHO)

Twun cekpeta

CTP-DKE nogxkn4vyeHna

CTpoka noaKnHYeHns

jdbc:sqlserver://10.150.15.34\MSSQLSERVER1:1433;encrypt=false;

OTMeHUTb Cospatb

C. Haxkmnte Ha kHonKky CosaaTb.
2. B vHTepdenice R-Vision SIEM cosgaiTe HOBbI KOHBENEP B KOMEKTOPE.

3. [lo6aBbTe Ha KoHBelep anemMeHT Touka Bxoga A5 cobbITUin ayanTa komaHa MS SQL co cneayrowmmm
napamMeTpamMu:

- Ha3BaHue: BBeMTe Ha3BaHWe TOUKN BXOAA.

- Tun Touku Bxoga: Bbibepnte BapnaHT Database.

- ipanBep 6a3bl gaHHbIX: BbibepnTe BapnaHT MS SQL.

- Appec NoAKNIYEHUs: BblOepnTe CEKPET, CO3aHHbI paHee.

- SQL-3anpoc: BBeanTe SQL-3anpoc.

[pumep 7. [Npumep 3anpoca:
DECLARE @appname NVARCHAR(15) = N'MSSQL';

;WITH RecentSessions AS (
SELECT

c.session_id,
c.most_recent_sql_handle,
c.client_net_address AS src,
c.client_tcp_port AS spt,
c.local_net_address AS dst,
c.local_tcp_port AS dpt,
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.auth_scheme,
.1login_name,
.status,
.login_time,
.program_name,
.last_request_start_time AS rt,
.host_process_id,
.nt_domain,
.nt_user_name,
.host_name AS shost
FROM sys.dm_exec_connections AS c
INNER JOIN sys.dm_exec_sessions AS s
ON c.session_id = s.session_id
WHERE s.last_request_start_time >= DATEADD(SECOND, -15, GETDATE())
AND s.program_name <> ‘'SIEM_MONITOR'
AND s.program_name <> 'SQLServerCEIP'
AND c.most_recent_sql_handle IS NOT NULL

v nun n nn nu " nu " n N

)
SELECT

rs.session_id,

©@@SERVERNAME AS dvchost,

rs.login_name,
rs.status,

st.text AS query,

rs.login_time,

rs.program_name,
rs.rt,
rs.auth_scheme,
rs.host_process_id,
rs.nt_domain,
rs.nt_user_name,
rs.shost,

rs.src,

rs.spt,

rs.dst,

rs.dpt,

@appname AS appname
FROM RecentSessions AS rs
CROSS APPLY sys.dm_exec_sql_text(rs.most_recent_sql_handle) AS st
ORDER BY rs.rt DESC;

- IHTepBas 3anpoca, CekyHa: BBeauTe 3HaveHre 15.

4. [1o6aBbTe Ha KOHBeWep AOMONHUTENbHbIN a1emMeHT Touka BXxopa /15 COObITUIA BbIFPY3KM KITHOYEN 1
cepTudMKaTOB CO CNeayroLIMI NapaMeTpaMu:

- HasBaHue: BBejMTe Ha3BaHWe TOUKM BXOAQ.
- Tun Touku Bxoga: Bbibepnte BapnaHT Database.
- [lpaiiBep 6a3bl AaHHbIX: BbibepnTe BapnaHT MS SQL.

> AZipec NoAKMIOYEHUS: BbIGEPUTE CEKPET, CO3aHHbI paHee.
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- SQL-3anpoc: BBeanTe SQL-3anpoc.

[pumep 8. MNMpumep 3anpoca:

DECLARE @dproduct NVARCHAR(50);
DECLARE @appname NVARCHAR(15);

SET @dproduct = N'SQL Server Crypto';
SET @appname = N'MSSQL';

SELECT
bcalv.¥,
@dproduct AS device_product,
@appname AS appname,
@@SERVERNAME AS dvchost
FROM dbo.BackupCryptoAuditLogView bcalv
WHERE EventTime > DATEADD(S, CONVERT(INT, ?)+1, '1970-01-01"') ORDER BY
bcalv.EventTime ASC;

- Mone naeHTudukarTopa: BBeaMTe kntod EventTime co 3HauyeHMeM Tekyllero BpemMeHu B hopmaTte
UNIX-time.

- UHTepBan 3anpoca, CeKyHA: BBeMTe 3HaueHne 15.

5. [o6aBbTe Ha KoHBelep anemeHT HopmanusaTtop ¢ npasuioM Microsoft SQL Server (aeHTudmKaTop
npaBuna: RV-N-69).

CoeanHUTe HOpPManmn3aTop C ToYKamMu Bxofa.
[lo6aBbTe Ha KOHBeNep anemMeHT KoHeyHasa Touka Tvna XpaHunuLe cobbITUNA.

CoeanHNTE KOHEYHYHD TOYKY C HOPMasnn3aToOpOM.

© o N o

CoxpaHunTe 1 yCTaHOBUTE KOHMUIYypaLmO KOHBENepa

[pymep KOHpUrypaLmm KOHBeepa:

MSSQL crypto
Database
Appec: MsSQL v2
Hopmanusatop ENG
Mpaswun: 1 : —>| XpaHunuiue: SkcnepTusa

MSSQL audit
Database
Appec: MsSQL v2

Hopmanuaaumio cobbITUin N3 ApYrix >KypHanoB, KOTOpble COGMparoTCs ¢ MOMOLLbIO areHTa R-Vision EVO,
HaCTPOWTe Ha OTAe/TbHOM KOHBelepe. g aToro

1. B uHTepdelice R-Vision SIEM co3faaiiTe HOBbI KOHBENED B KOIIEKTOPE.
2. [lobaBbTe Ha KoHBelep aneMeHT Touka Bxoga Co CrefytoLnMm napaMmeTpamMm

- HasBaHue: BBeiMTe Ha3BaHMe TOYKM BXOa.

Bepcua YMC2.0 388



> Tun TOYkM Bxoga: Bbibepnte BapnaHT R-Vision EVO Endpoint.
- JloMeH: BBeAuTe 3Ha4eHne B hopmaTe gw-<your_gateway_id>, rae <your_gateway_id>— ID wnto3sa.

3. [lo6aBbTe Ha KoHBeiep aneMeHT HopManusaTop c npasuiom Microsoft SQL Server (MaeHTUdGUKaTOp
npaBwna: RV-N-70).

CoevHUTE HOPMAanNM3aTop C TOYKOM BXOAA.
[lo6aBbTe Ha KoHBelep anemeHT KoHeuHas Touka Tuna XpaHunuue co6bIiTUNA.

CoeaunHuTte KOHEYHYIO TOYKY C HOPMasim3aTOPOM.

N o g &

CoxpaHuTe 1 ycTaHoBUTE KOHMUIypaLmMio KOHBEepa.

[pumep KoHpuUrypaLmm KoHBerepa:

Normalizer
KoHeuHas Touka

R-Vision EVO Endpoint : o : — XpaHunuuje: 123

R-Vision EVO Endpoint

Mocne HacTpoiky nepefadys COoObITUA €CNKM HACTPOMKAa BbIMNOSIHEHA KOPPEKTHO, B XPaHWSIULLE HaYHyT
nocTynaTb cobbITus U3 »kypHanos SQL Server.

HaiT cobbITUS NCTOYHMKA B XPAHUINLLE MOXHO MO GUIBbTPY:

dproduct = "SQL Server"

X C6pocutb Bce v dproduct = SQL Server X+ [lo6aBuTb hunbTp LeTanu cobbitna 6d9c15f6-eece-4b9... © [ x

2025-05- CKpbITb MycTble NONs cobbITUS
Wutepsan 19T13: 5.332+03:00 -
BpemMeHun: 2025-

19T13:58:35.332+03:00

Cosnagennin 167 MokazaTb rpadmk v

JartauBpems -~

timestamp 2025-05-19T13:58:27.000+03:00
JaHHble Cratuctuka CryxebHble AaHHble ~
<r , timestamp |1, dvendor dproduct name dve id 6d9c15f6-eece-4b9e-8283-b41ce378eb7d
- A 3 o tenantld 00000000-0000-0000-0000-000000000000
e Microsoft SQL Server LREIEETSED (MycT

19T1 B 3anpoca collectorld 6619a09e-657a-4b13-9e19-ac4942158197

2025 Microsoft QL Server BbinonHeHune SQL

- type HOPMasnn30BaHHOE CoBbITHe
19T13:58:27.000+... 3anpoca

(MyeTc

2025-05- BbinosiHeHue SQL CeezeHus 0 cobbITN  ~

19T13:58:27.000+.,  Microsoft BQDiSetver sanpoca (s
dvendor Microsoft

2025-05- . BbinonHeHne SQL
19T13:58:27.000+..  Miorosoft SQL Server P— (Myere d c SQL Server

-05- dversio 114+
fgﬁfgs_1 1.000+ Microsoft SQL Server RETBEL (Myctc
2oe il Sanpoce name BbinonHenne SQL 3anpoca

2025-05- . BbinonHeHne SQL =
cat UERY
19T13:58:11.000+,,  Microsoft BQUiServer sanpoca (e i J
2025-05 B saL ot 1433
-09- " bINOSIHEHNE
19T13:57:57.000+.,  Morosoft BRRserer 3anpoca dst 10.150.15.34

2025-05- . BbinonHeHne SQL dvchost msrc01
19T13:57:42.000+..  Microsoft Eelsever sanpoca
msg Ha yane 'msrc01' nonb3oBatenem
'masterlogin’ ¢ yana ":ffff:10.150.30.88"

el)Bb}N 500 v T BbInosiHeH SQL-3anpoc
cet

Ta6nuua mannuHra

Ta6n|/1ua COOTBETCTBUS MOSeN CcobbITuA ONnA BCEX PaCCMOTPEHHbIX TUMOB COObITN npeacrtaBsieHa no
CCblJIKE.
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Oracle MySQL

« Oracle MySQL: HacTpoWiKa CTOYHMKA

Oracle MySQL: HacTpoiiKa MICTOYHUKA

[aHHOe pyKOBOACTBO ONMUCbIBAET MPOLECC HACTPOVMKK coopa 1 oTnpaBki cobbliTuii MySQL B R-Vision SIEM.
HacTtpoiika MySQL

YcTaHoBKa nnarmHa ANnA BeAeHud XXypHana ayauta

Ona HacTporikn ayamta MySQL ycTaHOBMTE nnarvH And BefeHWs >KypHana ayauTa, pa3paboTaHHbIN
KomMnaHuer Percona. OH noaaep>XnBaeT NOMHbIN ayaAnT B pas3nnyHbix hopmatax, Takmx kak XML, JSON un
CSV, a TakxKe permcTpupyeT cobbIThs, CBA3aHHble C ayTeHTUdGMKaLmei

o [MnarvH nogaep>xmeaeT Tonbko MySQL Bepcum 8.0 1 BbiLLe.

YT0bbI YCTaHOBUTb NMarnH ayanta Percona, BbINOIHUTE cnegyrouine OencTeus:

1. Cka4alnTe apx1B C niarvHOM, BbIMOMHNB cneayrollyro KoMaHay:

wget https://downloads.percona.com/downloads/Percona-Server-8.0/Percona-Server-
8.0.36-28/binary/tarball/Percona-Server-8.0.36-28-Linux.x86_64.glibc2.35.tar.gz

2. PacnakyinTe apx1B C niarvHOM:

tar -xvf Percona-Server-8.0.36-28-Linux.x86_64.glibc2.35.tar.gz --wildcards --no
-anchored '*audit_log.so*'

3. TTonyunTe NyTb K AMPEKTOPUM, B KOTOPOW pacnonaratoTcd riarvHbl MySQL:

a. Bomaute B KoHco1b MySQL:
mysql -u root -p -h localhost
b. BbimonHuTe cneayroLlmii 3anpoc:
SHOW GLOBAL VARIABLES LIKE 'plugin_dir';

V Tpumep BbIBOAa 3arpoca yTv K MPEeKTOpumM nnariHoB

fmmmmm e e m o +
| Variable_name | Value |
fmmmmm e e +
| plugin_dir | /usr/1ib64/mysql/plugin/ |
tmmmmm e o +
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T row in set (0.00 sec)

B npumepe ampexkTopus nnarmHoB — /usr/1ib64/mysql/plugin/.

4. CKONMpymnTe NnaruH B AUPEKTOPUIO NIarnHoB

cp Percona-Server-8.0.36-28-Linux.x86_64.9libc2.35/1ib/plugin/audit_log.so <plugin-
dir>

3pech:

o <plugin-dir>— gMpekTopus NnarnHoB, NoyyeHHas Ha Lware 3.

5. YcTaHoBuTe nnarunH:

a. Boingute B koHCOMb MySQL:
mysql -u root -p -h localhost
b. BbinonHuTe cneayroLLmii 3anpoc:
INSTALL PLUGIN audit_log SONAME 'audit_log.so';
Ecnun nnarvH yCTaHOBEH YCMELLHO, 0TOOPa3nTCsA COOOLLEHNE:
Query OK, @ rows affected (0.02 sec)

6. [lo6aBbTe HAacTpoVikK NnarkHa B pasgen _[mysqld]_ B daline my.cnf:

[mysqld]

audit_log_format = JSON
audit_log_policy = ALL
audit_log_handler = SYSLOG

7. TepesanycTtuTe cepBep MySQL:

systemctl restart mysqld

HacTpoiika cnyx6bi rsyslog

YTO6bI HACTPOUTL CNYXKOY rsyslog, BbINONHWTE cneaytoLme AeNCTBUS:

1. CospaiTe daiin koHGUrypaumm rsyslog:
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sudo nano /etc/rsyslog.d/10-siem.conf

2. Job6aBbTe B cO3AaHHbIN (ain cneayrollee npaBmao

if $syslogtag == 'mysqld' or $syslogtag == 'percona-audit' then {
action(type="omfwd" target="<target>" port="514" protocol="tcp")
stop

3pechb:

o <target>—IP-agpec nnn nonHoe gomeHHoe mmsa (FQDN) ueHTpann3oBaHHOro syslog-cepeepa, ¢
KOTOPOro 6yaeT OCYLLECTBNATLCA OTNpaBKa coobLleHnin B SIEM.

3. MNepezanycTuTte rsyslog 4ns NpUMeHeHNs N3MeHeHMI

sudo systemctl restart rsyslog

HacTtpoiika syslog-cepeepa
[ns HacTpoWikn syslog-cepBepa BbIMOMHUTE CneaytoLLme waru:

1. OTKpoWTe KOHMUrypaunoHHbI dain rsyslog (/ete/rsyslog.conf nnm /ete/rsyslog.d/).

2. Job6aBbTe B hain npaBnno o6paboTkm CEF-coobLeHm:

if $syslogtag == 'mysqld' or $syslogtag == 'percona-audit' then {
action(type="omfwd" Target="<target>" Port="<port>" Protocol="tcp")
stop
}
3pechb:

o <target>—IP-agpec nnn nonHoe gomeHHoe mmsa (FQDN) ueHTpann3oBaHHOro syslog-cepeepa, ¢
KOTOPOro 6yaeT OCYyLLECTBNATLCA OTNpaBKa coobLleHNnin B SIEM.

> <port>—nopT To4kn Bxoda Syslog Ha KoHBelepe SIEM — nto6oi cBO6OAHbBIM MOPT B AManas3oHe
30000—32767.

3. MepesanycTuTe rsyslog Ana NpUMeHeHNst U3MEHEHNIA:

sudo systemctl restart rsyslog

HacTtpoiika B R-Vision SIEM

Ona nHTerpaumm ncTovHmka ¢ R-Vision SIEM BbINONHUTE cneaytoLime warw:

1. Jo6aBbTe Ha KOHBeMep anemMeHT Toyka BXxoga Co CneayHoLMm napaMmeTpamMm
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- HasBaHWe: BBeaMTe HasBaHWe TOUKM BXOa.

o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.

o [1opT TOYKM BXOJa: BBEAUTE 3HAYEHME B COOTBETCTBMM C HACTPOMKaMM Ha CTOPOHe syslog-cepeepa.
- [1poTokon: BbibepuTe BapuaHT TCP.

2. [lo6aBbTe Ha KoHBehep anemeHT Hopmanusatop c npasunamu Oracle MySQL (naeHTudukaTop
npaBuna: RV-N-82) 1 Oracle MySQL (naeHTndunkatop npasuna: RV-N-83).

CoeaunHuTte HOpMaln3aTtop C TOYKOWM BXoAa.

3.
4. [lobaBbTe Ha KOHBelep anemMeHT KoHeuyHas TouKa T/na XpaHunuie cobbITUi.
5. CoefiMHNTE KOHEYHYHO TOYKY C HOPMarM3aTOPOM.

6.

CoxpaHunTe 1 yCTaHOBUTE KOHMUIYpaLMO KOHBENepa.

MpuMep KoHbUrypaLmm KoHBeepa:

Touka Bxopa

HopmanuzaTtop MySQL

KoHeuHan Touka (xpaHunuuie cobbl...
|———— @ Mpa H —————»  Xpanunuue: SEA

Mocne HacTpovky nepefaqn COoObITUIN, €CNM HACTPOMKA BbIMOMHEHA KOPPEKTHO, B XPaHWWLLE HaYHyT
nocTynaTb cobbiTus MySQL.

Haitn cobbitna MySQL B xpaHuauLie MOXHO Mo creaytollemMy GuabTpy:
dproduct = "MySQL"

0o6aBUTb GUNLTP

. WHeeptupogatb (NOT)

a
lMone Onepatop

dproduct

3HauyeHue

MySQL

@D Hacrpous saronosok

OTMEHUTb

Tunbl o6pabaTbiBaeMbiX CO6bITUM

CobbITMAMK ayauTa SBAAKOTCS BblNOAHAeMble KoMaHabl MySQL. C nx nepedYHeM MOXXHO 03HAaKOMUTLCS B
oduumanbHom gokymeHTaumm MySQL.

Bepcua YMC2.0 393


https://dev.mysql.com/doc/refman/8.4/en/sql-statements.html

PostgreSQL

» PostgreSQL: HacTpoiKa NCTOYHMKA

PostgreSQL: HacTpoiiKa MCTOYHUKA

[aHHOe pyKOBOACTBO OMMCbIBAET MPOLIECC HACTPOWMKN coopa 1 oTnpaBki cobbiTnin CYB/ PostrgeSQL B R-

Vision SIEM.

HacTpoiika PostgreSQL

B HacToslleM pYyKOBOACTBE pacCMaTpuBaeTCst nepefadya CcobbITUA C MOMOLLbIO CAyx6bl rsyslog.

Mpeanonaraetcs, 4To rsyslog Ha cTaHumm ¢ OC Linux y>ke yCTaHOBIEH.

HacTpoiika »xypHanupoBaHus PostgreSQL

Ons HaCTpOVIKI/I NCTOYHWMKa BbIMOIHNTE Ccneayrouine NeNCTBUS:

1. B KoH®UrypaLmoHHoM daine postgresql.conf HaauTe n oTpeaakTUpyinTe NnapamMeTpbl:

listen_addresses = '*'
log_destination = 'syslog'
logging_collector = on
log_min_messages = debugb
log_min_error_statement = debugb
log_checkpoints = on
log_connections = on
log_disconnections = on
log_error_verbosity = verbose
log_line_prefix = "%m [%p] %u %r
shared_preload_libraries = 'pgaudit’

(a8 . .
O B none log_line_prefix ykazaHo perynsipHoe BblpaxkeHue B npaBuie HopManmsaumm.

2. Ecnu TpebyeTcst c6op NI0roB ayanTa, yecTaHoBKUTE MoAy b pgaudit

a. Bbinonnute KOMaHay:

yum install -y pgaudit16_14

b. OT MMeHuM postgres BbINOAHAUTE:

ALTER SYSTEM SET pgaudit.log="all'

3. lepesanyctute cepeuc PostgreSQL koMmaHZoM:
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systemctl restart postgresql-14

OTnpaBka cobbiTuii PostgreSQL

YT0b6bl HaCTpoOUTb OTNPaBKy cobblThin PostgreSQL:

1. Cospaiite dain /etc/rsyslog.d/60-postgres.conf co cneaytoLIMM COAEPXKNUMbBIM:

if $programname == 'postgres' or $syslogtag == 'postgres' then {
action(type="omfwd" Target="<target>" Port="<port>" Protocol="<protocol>")
stop
}
3pechb:

- <target>— IP-agpec nnu nonHoe gomerHoe nms (FQDN) konnekTopa SIEM.
o <port>—nopT Touku Bxoaa Syslog B koHBelepe SIEM.
- <protocol>— cetesown npoTokon: tep unwm udp.

2. MNepesanycTute cnyxo6y rsyslog.service ¢ NOMOLLbI KOMaHAb!:

systemctl restart rsyslog.service

HacTpoiika uHterpauum ¢ R-Vision SIEM

[ns HacTpoiikn c6opa cobbITuii OT UCTOYHKMKa B R-Vision SIEM BbINoNHWUTE cneaytoLme waru:
1. B Be6-mHTepdeiice R-Vision SIEM neperante B pasaen Pecypebl - KonnekTopbl 11 cO3/aiiTe HOBbIM
KOHBENep B KOMIEKTOPE.
2. [lobaBbTe Ha KoHBelep anemMeHT TouyKa BXoAa CO C/eayroLmnMy napaMmeTpamu:
> Tun ToukM Bxogda: Syslog.
o [1OpT TOYKM BXOAA M MPOTOKOSI: B COOTBETCTBUM C HACTPOMKaMKM Ha CTOPOHe PostgreSQL.

3. [lobaBbTe Ha KoHBelep anemMeHT HopManusaTop ¢ npasunomM PostgreSQL (naeHTudbMKaTop npasumna:
RV-N-100). CoeiMHWUTE HOPMaNM3aTop C TOYKOM BXoAa.

4. [lo6aBbTe Ha KOHBelep aneMeHT KoHeyHas Touka Tina XpaHunuiie cobbiTuit. CoeanHmTE KOHEYHYHO
TOYKY C HOpPManmn3aTopoM.

5. CoxpaHuTe 1 yCTaHOBMUTE KOHMUIypaLmMIo KOHBeNepa.

MpuMep KOHOUrypaumm KOHBenepa:
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PostgreSQL
syslog Normalizer PostgreSQL Storage

Moprt: 30106 : —— Mpasunn: 1 : ——] XpaHunuwe: SEA
Mpotokon: TCP

Mocne HacTpoMKK nepedadn COObITUIA, €CM HACTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHWAULLE HaYHyT
nocTynaTb cobblTmsa PostgreSQL.

Haintn cobbiTns PostgreSQL B XxpaHuauLLe MOXHO Mo cineayrouemMy hunsTpy:

dproduct = "PostgreSQL"

Mounck XpaHunuue cobbiTuit: SEA
a v 2025-05-21, 00:00:00 > 2025-05-21,23:59:59 X
v dproduct = PostgreSQL X -+ [lo6aBuTb dunbTp

Cosnapennin 1032827 WnTepsan spemenu: 2025-05-21T00:00:00.000+03:00 - 2025-05-21T23:59:59.999+03:00 aTb rpaduK v

Danubie
timestamp ||, dvendor dproduct dve msg outcome
<f ) 2025-05- : 00000:
21706:35:24.000+03:00 PostgreSQL PostgreSQL Transaction Event (Mycro) CommitTransaction(1).. success

w 2025-05-
21T06:35:24.000+03:00

00000: connection

success
authorized: user=srv_awx

PostgreSQL PostgreSQL Connection Event (MycTo)

2025-05- 00000: connection

21T06:35:24.000+03:00 PostgreSQL PostgreSQL Connection Event (Nycro) e e success

2025-05-
21T06:35:24.000+03:00

recv_password_packet,
auth.c:763

PostgreSQL PostgreSQL LOCATION (Mycro)

success

2025-05- 00000: my backend ID is
21706:35:24.000+03:00 PostgreSQL Enslgesql DEBUG (Nyeto) G success

2025-05-

21T06:35:24.000+03:00 PostgreSQL PostgreSQL LOCATION (Mycro) InitPostgres, postinit.c:587 success

2025-05-

21T06:35:24.000+03:00 PostgreSQL PostgresQL DEBUG (NycTo) 00000: InitPostgres success

2025-05- Backendinitialize,

21706:35:24.000+03:00 (e ETEEE LOCATION (Nycro) o success

2025-05- 00000: duration: 0.131 ms
21T06:35:24.000+03:00 PostgreSQL Bosigesel Loe (Nyero) statement: SELECT. success

2025-05- 00000: AUDIT:

21T06:35:24.000+03:00 PostgreSQL PostgreSQL Audit Event (Mycro) SESSION71READSELEC,  U°%8sS

2025-05- SELECT

21T06:35:24.000+03:00 RCSIZESE Besigresn QrenjEcat \ve) pg_advisory_unlock(756..  SU°°%SS

2025-05- ShowTransactionStateRec,
21T06:35:24.000+03:00 PostgreSQL PostgreSQL Transaction Event (MycTo) xact.c:5427 success

2025.05- exec_simple_query,

21706:35:24.000+03:00 (e et PostgreSQL LOCATION (ycro) i success

Ta6bnuua mannuHra

T86J'II/IL|,8 COOTBETCTBUSI MOMeN CcobbITuA Ona BCEX PaACCMOTPEHHbLIX TUMOB COObITUNIA npeacrtaBsieHa Mno
CCblJIKE.

Redis Enterprise
» Redis Enterprise: HacTpoWKa NCTOYHMKA

Redis Enterprise: HacTpolKa UCTOYHMKA

[laHHOEe pyKOBOACTBO OMMCbIBAET MPOLECC HACTPOWKM coopa 1 oTnpaBkn cobbiTuit Redis Enterprise B R-
Vision SIEM.
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HacTpoiika Redis Enterprise

HacTporika Redis Enterprise coCTOUT 13 cneayroLMx 3Tanos:

1. HacTporka noacuctemMbl xypHanmpoBaHua Redis Enterprise

2. HacTpolika oTnpaBku cobbiTnin Redis Enterprise
HacTtpoiika noacuctembl XxypHanupoBaHus Redis Enterprise
YT06bl HacTpouTb ayanT B/] Redis Enterprise:

1. OTKpOMTE MHCTPYMEHT rladmin KoMaHaom:

/opt/redislabs/bin/rladmin

2. HactpoiTte ayamT knactepa ¢ NOMOLbIO KOMaHAb!I:

cluster config auditing db_conns audit_protocol TCP audit_address <connector_ip>
audit_port <connector_port>
34eco:

> <connector_ip> — IP-agpec KoHHEKTOPA.
- <connector_port>— nopT KOHHEeKTOpa.
3. HacTpoiite ayamT Ans ak3eMnniapoB 6a3 JaHHbIX:

a. [1na HOBbIX IAK3EMIMJIAPOB BbINOJIHUTE KOMaHAy:

tune cluster db_conns_auditing enabled

b. Ons Y>XKE MERLLINXCA IK3EMITTAPOB BbINOJIHUTE KOMaHay:

tune db db:1 db_conns_auditing enabled

HacTpoiika oTnpaBku cobbiTuii Redis Enterprise

YT0ob6bl 0TNPaBAATL cobbITUA Redis Enterprise, HacTpoliTe ayauT ynpaBieHnst KNacTepPOM.

[nqa atoro cospante dain /ete/rsyslog.d/10-redis.conf co cneaytowym coaep>KMMbIM:

module(load="imfile" mode="inotify")
input(
type="imfile"
File="event_log"
Tag="RedisEnterpriseSoftware"
Severity="info"
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Facility="1local7"

)
if $syslogtag == 'RedisEnterpriseSoftware’ then {
action(type="omfwd" Target="" Port="" Protocol="")
stop
}
3pechb:

« <target>— IP-agpec nnm nonHoe fomeHHoe nmsa (FQDN) konnekTopa SIEM.
 <port>—nopT ToukM Bxofa Syslog B koHBeWepe SIEM.

« <protocol> — ceTeBOM NpOTOKOS: tcp nam udp.

HacTtpoliika nHterpauum ¢ R-Vision SIEM

[1ns HacTponkK cbopa M HopManmuaaumm CobbITUI MCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrolime
warw:

1. B Be6-mHTepdeiice R-Vision SIEM neperante B pasaen Pecypebl - KonnekTopbl 11 cO3/aiiTe HOBbIM
KOHBEWep B KOMEKTOpE.
2. [lobaBbTe Ha KOHBelep aneMeHT Touka Bxoga Co CreflytoLnMm napaMmeTpamMm:
- Tun ToukM Bxoga: Syslog.
o [1opT TOYKM BXOZa 1 MPOTOKO/: B COOTBETCTBMM C HAaCTPOMKaMm Ha cTopoHe Redis Enterprise.

3. [lobaBbTe Ha KoHBeiep anemeHT Hopmanusatop ¢ npaBuaom Redis Enterprise  Software
(npeHTudburkaTop npasuna: RV-N-105). CoeMHNTE HOPManM3aTop C TOYKOM BXoaa.

4. lo6aBbTe Ha KOHBelep aneMeHT KoHeyHas Touka Tina XpaHunuiie cobbiTuit. CoeanHmTE KOHEYHYHO
TOYKY C HOPMaM3aTOPOM.

5. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmMio KOHBeNepa.

MpuMep KoHOUrypaLumm KoHBenepa:

Redis Software
syslog Normalizer Redis Storage

MopT: 30172 : EE— Mpasun: 1 g — Xpanuamwe: SEA
Mpotokon: TCP

rocne HacTpoWky nepefayn CoObITUM, €CIM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUULLE HaYHYT
nocTynaTb cobbiTus Redis Enterprise.

Haintn cobbiTus Redis Enterprise B XpaHWUINLLE MOXHO MO cieaytoLemy GunbTpy:

<:> dproduct = "Redis Enterprise Software"
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WU3MeHUTb GunbTp

. WMnseptuposarts (NOT)
Mone Onepatop

dproduct

3HaueHue

Redis Enterprise Software

. HacTpouTb 3aronosok

OTMEHUTb

Ta6bnuua mannuHra

Tabnuuya COOTBETCTBMA MONen cobbiTua Ana

CCblJIKE.
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CucteMbl ynpaBfieHUs IOXXHbIMU CeTeBbIMM
obbeKTamMu

HaHHbIn pasfesl Coaep>XXnUT MHCTPyKUnn AOnd HaCTpOVIKl/I c6opa COBbITUIA C nogaep>XXmBaemMbixX CUCTEM
yrnpaBneHna JIOXXHbIMW CETEBbIMU 0ObEKTAMMU:

« R-Vision TDP

R-Vision TDP

« R-Vision TDP: HacTporka NCTOYHNKA

R-Vision TDP: HacTpoiiKa UCTOYHUKA

[aHHOe pPyKOBOACTBO OMMUCbIBAET MPOLIECC HACTPOMKKM cbopa M OoThpaBKM cobbiTuin R-Vision Threat
Deception Platform (R-Vision TDP) B R-Vision SIEM.

HacTpoiika R-Vision TDP

[1na HacTpoWKM OTNpaBKM COBbITUIA BbINOMHUTE CReAytoLIMe AeNCTBUS:

1. Bonaute B Be6-nHTEepdenc R-Vision TDP.

2. MepenanTe B pasnen Hactponku - UHTerpauum —> Syslog.

3. B OTKpbIBLIENCA BKNAAKE HAXXMUTE KHOMKY JL06aBUTD.

4. B Tekyl|eM OKHe 3amnosHUTe napamMeTpbl MHTErpaunn:
- Appec cepBepa — IP-agpec nnn FQDN Hoabl knacTepa R-Vision SIEM.
- MopT — nopT Syslog-cepeepa.
- MpoTokon — ceTeBoit npoTokon (tcp unwm upd).

5. Haxkmnte Ha kHonky [lanee.
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No6aBneHune uHTerpayum Syslog

o MapameTpbi uuTerpayun | 1APAMETPbI MHTerpauum
HaseaHue Anpec cepBepa

Bobirpy>aemble co6bITUA SIEM siem.k8s.rvision

Mopt MpoTokon

30152 TCP

OTMeHUTb

6. BblbepuTe TUMbl COOLITUIA 4191 OTNPaBKM.

7. HaxxmuTe Ha KHomky [106aBUTD.

Jo6aBneHue nHterpauun Syslog

MapameTpo! wuTerpayun  BBITPYXaeMble co6bITUs
(® Bce cobbiTus

e Bhirpy»aembie cobbITus Co6biTHs no GunbTpam

Ecnu HacTpoiika Ha cTopoHe TDP npoBefieHa KOppeKTHO, B pa3aene Syslog oTobpasnTtcs fobaBieHHas

BaMW MHTerpaynd.
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R-TDP Syslog

Cepsepbl Trap Manager <+ [No6asutb

- ® SIEM [ata cospanust: 01.03.2024 11:44:00

" siem.k8s.rvision [Mata o6HoBneHus: 01.03.2024 11:44:00
HTerpaumm - -

Syslog
R-Vision SOAR
Endpoint
WUckniouenns
JoByLiKn
Ayput cobbiTuit

Cuctema

(—] BbINTN U3 HacTpoek

HacTpoiika B R-Vision SIEM

[1ns HacTponkK cbopa M HopManuaaumm CobbITUI MCTOYHMKa B R-Vision SIEM BbinonHUTE cneayrolime
warm:
1. B uHTepdence R-Vision SIEM co3faaitTe HOBbIN KOHBENED B KOJIIEKTOPE.
2. [lobaBbTe Ha KOHBelep aneMeHT Touka Bxoga Co CreflyoLnMmM napaMmeTpamMm:
o Tun To4km Bxoaa: Socket.
o [TOpT TOYKM BXOAa M MPOTOKO/: B COOTBETCTBUN C HACTPONKaMu Ha ctopoHe R-Vision TDP.

3. Job6aBbTe Ha KOHBelep anemMeHT HopmanusaTtop c npaBuiom R-Vision Threat Deception Platform
(npeHTudburkaTop npasuna: RV-N-102). CoemMHNTE HOPManM3aTop C TOYKOM BXoaa.

4. [lo6aBbTe Ha KOHBelep aneMeHT KoHeuHas Touka Tina XpaHunuie cobbiTuit. CoeanHmTE KOHEYHYHO
TOYKY C HOPManM3aTOPOM.

5. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmMIo KOHBeNepa.

MpuMep KoHOUrypaLumnm KoHBenepa:

TDP
Syslog TDP TDP Storage
MopT: 31802 g ———— Mpasun: 1 g — ) Xpanunuwe: SEA

MpoTokon: TCP

Mocne HacTporky nepefadn CoObITUIN, €CNM HACTPOMKA BbIMOSIHEHA KOPPEKTHO, B XPaHWWLLE HaYHyT
nocTynaTb cobblTua R-Vision TDP.

O HaiTn cobbitna R-Vision TDP B XpaHuamLLe MOXHO Mo creayrowemy GunbTpy:
w
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dproduct = "TDP"
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Cuctembl ynpaBsieHUs1 cepBepHOM
UHppPaCTPYKTypoun

[aHHbIA pasfen COAePXXUT MHCTPYKUMM ANS HAcTPOVKKM cbopa CobbITUA C MoAAep>KMBaeMbIX CUCTEM
yrnpaBeHnss cepBepHo MHMPACTPYKTYPOI:
» Red Hat Ansible AWX

« Ansible Tower

Red Hat Ansible AWX

+ Red Hat Ansible AWX: HacTpoinKa NCTO4YHMKaA

Red Hat Ansible AWX: HacTpolika UCTOYHUKA

[aHHOe pyKOBOACTBO ONMUCbIBAET MPOLIECC HACTPOMKK coopa 1 oTnpaBki cobblTu AWX B R-Vision SIEM.

HacTtpoiika AWX

YTo6bl HacTponTb AWX, BbIMONHWUTE CReayroLLme Lwaru:

1. Bongute B Be6-mHTepderc Ansible AWX.

2. MNepenanTe B pasgen Settings - Logging —> Edit Details.

3. 3aganTe cneaytouime napamMeTpobl:
- Enable External Logging: nepeBeanTe nepeknroyaTesb B akTUBHOE NMOSOXEHNE.
- Logging Aggregator Type: BbibepuTe 13 BbiNafatolero cnmucka BapnaHT Other.
- Logging Aggregator: BBeanTe IP-agpec Konnektopa SIEM.

- Logging Aggregator Protocol: BbibepuTe 13 Bbinagatollero cnucka BapnaHT TCP nnv UDP. Bbi6op
NPOTOKONA 3aBUCUT OT TPeOBOBaHWNA K HAAEXKHOCTH 1 6e30MacHOCTU Syslog-CoOBLLEHNI.

- Logging Aggregator Port: BBeanTE MOPT TOYKM BXOAa Tuna Syslog.
4. OcTanbHble NapaMeTpbl OCTaBbTe 6€3 N3MEHEHWI.

5. CoxpaHuTe HaCTPOWMKM, HaxkaB Ha KHOMKY Save.
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& misrafilov ~

Settings 5 Logging
Edit Details

Revert  Logging Agaregator * @ Revert  Logaing Aggregator Port @ Revert

10150.30.63 30713

Revert  Logging Aggregator Usemame & Revert  Legging Aggregator Password/ Token @ Revert

other - -

Revert  Logging Aggregator Protocol @ Revert  Logging Aggregator Level Threshold G Revert

Tce - INFO -

Loggers Sending Data to Log Aggregator Form @ Revert

Us -0

Manag s Log Format For ARI 4XX Errors ® Revert

sser fuser_name] attempting to access {url_path} from fremote_addr}

Revert all to defau Cancsl

| Settings

HacTtpoliika B R-Vision SIEM

[1ns HacTpoiiku cbopa M HopManusaumm cobbITUA UCTOYHKMKa B R-Vision SIEM BbinonHWTe crneayroumne
Larm:
1. MNepengute B pasaen Pecypebl — KonnekTopbl 1 CO3alTe HOBbIM KOHBENED B KOJIIEKTOPE.
2. [lobaBbTe Ha KoHBelep anemMeHT Touka Bxoga CO CreflytoLmnMM napaMmeTpamMm:
- HasaHue: BBeAWTe Ha3BaHWe TOYKM BXOAa.
o Tun TOYKM BXOAQ: BblbepuTe BapuaHT Syslog.
o [1OpT TOYKM BXOAA: BBEAUTE 3HAYEHME B COOTBETCTBUM C HACTPOMKaAMM Ha cTopoHe AWX.
o [TpoTOKOM: BbIGEPUTE BapMaHT B COOTBETCTBUM C HACTPOMKaMM Ha cTopoHe AWX,

3. [JobaBbTe Ha KoHBelep anemeHT VRL-TpaHchopmMauma co creayroLlmnmM KOLoM:

.dproduct = "Awx"

4. CoeanHuTe fo6aBNEHHYHO TOYUKY BxoAa 1 VRL-TpaHchopMaumio.

5. [lo6aBbTe Ha KOHBelep anemeHT HopmanusaTtop c npasuiom Ansible AWX (naeHTudrKkaTop npasuna:
RV-N-5).

CoeanHnTe Hopmanusatop ¢ VRL-TpaHchopmaLumei.
[lo6aBbTe Ha KOHBeep anemMeHT KoHeuHasa Touka Tuna XpaHunuie cobbITUNA.

CoeaunHuTte KOHEYHYHO TOYKY C HOPpMaJIn3aTOPOM.

O © Noo

CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmio KOHBeepa.

MpuMep KoHOUrypaunm KoHBenepa:
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AWX Syslog

AWX Normalizer
——] npasun:1

Mocne HacTpoiky nepefayn cobbITUA, €CAM HACTPOMKa BbIMOMHEHA KOPPEKTHO, B XpaHWAULLE HaYHyT
nocTynatb cobbiTns Ansible AWX.

Haiitu cobbitus Ansible AWX B XpaHuaviLe MOXXHO Mo cneaytollemMy GunbTpy:

dproduct = "AWX"

W3ameHutb punstp

. WMHBepTupoBaTh (NOT)

a
Mone Onepatop

dproduct

3HaueHue

AWX

. HacTpouTb 3aronoBok

CoxpaHuTb

Ta6bnuua mannuHra

Tabnuua COOTBETCTBUA MOMEN COObITUS A1 BCEX PACCMOTPEHHbIX TUMOB COGLITMIA MNpefcTaBnieHa o
CCbIIKe.

Ansible Tower

« Red Hat Ansible Tower: HacTpolika MCTOYHMKA

Red Hat Ansible Tower: HacTpolika MCTOYHUKA

JlaHHOe pyKOBOACTBO OMMCbIBAET MPOLIECC HACTPOMKM cbopa M oTnpaBkK cobblThit Ansible Tower B R-
Vision SIEM.

HacTpoiika Ansible Tower

YT06bI HacTpouTb Ansible Tower, BbINOAHMTE CeayroLLME Lark:
1. Bongute B Be6-uHTEpdeic Ansible AWX.
2. MNepenaunte B pasgen Settings - Logging — Edit Details.

3. 3apanTe cnegyouime napameTpobl:

- Enable External Logging: nepeBeanTe NepektoyaTenb B akTVBHOE MOSOXKEHME.
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- Logging Aggregator Type: BbibepuTe 13 BbiNagatoLlero cnnucka sapuanT Other.
- Logging Aggregator: BBeanTe IP-agpec Konnektopa SIEM.

- Logging Aggregator Protocol: BbibepuTe 13 Bbinagatollero cnucka sapnaHt TCP nav UDP. Boibop
MPOTOKO/A 3aBWCUT OT TPEBOBAHUI K HAAEXHOCTM 1 6e30MacHOCTH Syslog-COOBLLEHW.

- Logging Aggregator Port: BBeanTe NOPT TOYKM BXOAa Tuna Syslog.
4. OcTanbHble NapaMeTpbl 0OCTaBbTe 6€3 N3MEHEHWI.

5. CoxpaHuTe HaCTPOMKK, HaXKaB Ha KHOMKY Save.

& misrafilov

Settings > Logging
Edit Details

Enable External Logging © Revert  Logging Aggregator * @ Revert  Logging Agaregator Port @ Revert
®© o 101503063 30713

Logaing Aggregator Type * © Revert  Logging Aggregator Usemame & Revert  Logaing Aggregator Password/ Token @ Revert

other - £y

Revert  Logging Aggregator Protocal @ Revert  Logging Aggregator Level Threshold G Revert

Tce - INFO -

Loggers Sending Data to Log Aggregator Form @ Revert

| Settings

HacTtpoliika B R-Vision SIEM

[1ns HacTpoiikn cbopa 1 HopManusaumm cobbITUA UCTOYHMKa B R-Vision SIEM BbinonHWTe crneayrouimne
waru:
1. MNepengute B pasaen Pecypebl — KonneKTopbl 1 CO3alTe HOBbIM KOHBENED B KOJIIEKTOPE.
2. [Job6aBbTe Ha KOHBeNep aneMeHT TouKa BXxoga CO CrieyoLMM NapaMeTpamu:
- HasaHWe: BBeAUTe Ha3BaHWe TOYKM BXOAa.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [1opT TOYKM BXOJa: BBEAUTE 3HAYEHME B COOTBETCTBMM C HACTPOMKaMm Ha CTopoHe Ansible Tower.
o [TpoTOKONM: BbIGEPUTE BapUaHT B COOTBETCTBMUN C HAaCTPOMKamMm Ha cTopoHe Ansible Tower.

3. [o6aBbTe Ha koHBelep anemeHT VRL-TpaHchopmMauums co cneayolimmMm KOAOM:
.dproduct = "AWX"
4. CoeamnHuTe fo6aBNeHHyro TouKy Bxofa 1 VRL-TpaHchopMaumto.

5. [lo6aBbTe Ha KoHBelep anemeHT HopmanusaTtop c npasuiomM Ansible AWX (naeHTudrkaTop npaBuna:
RV-N-5).

6. CoegnHuTe HopManunaaTop ¢ VRL-TpaHchopmaumen.
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7. [lobaBbTe Ha KOHBelep anemeHT KoHeuyHas TouKa T/na XpaHunuie cobbITUi.
8. CoefiHMTE KOHEYHYIO TOYKY C HOPMain3aTOPOM.

9. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmto KoHBeepa.

MprMep KOHGUrypaunmn KoHeenepa:

Tower Normalizer

—— | npasun: 1

Mocne HacTpoOMKK nepefadn CoObITUIA, €CM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUAULLE HaYHyT
nocTynaTtb cobblTms Ansible Tower.

HalnTtv cobbiTma Ansible Tower B xpaHUAULLE MOXHO MO crneaytolemy hunbTpy:
dproduct = "AWX"

WU3meHuTb unsTp

. WMHeepTtuposats (NOT)

a
Mone Onepatop

dproduct

3HaueHune

AWX

. HaCTpDVITh 3aronoBoK

OTMeHUTb CoxpaHuTb

Ta6nuua mannuHra

Ta6nmua COOTBETCTBUA MOSEN COObITUA Ana BCeX PaCcCMOTPEHHbIX TUMOB CO6bITUIA npegcrtaBieHa o
CCblJIKe.
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Cnyx6bi kaTtanoros (Directory Services)

[laHHbI pasfen COOepXKUT WMHCTPYKUMW A5 HACTPOVKM cHopa COBbITUIA C MOAAEPKMBAEMDBIX CIYX6
KaTanoros:

« ALD Pro
e FreelPA
» Microsoft ADDS
» Microsoft ADWS

ALD Pro

« ALD Pro: HacTpowKa UCTOYHMKA

ALD Pro: HacTpoiKa UCTOYHMKA

[aHHOe pyKOBOACTBO OMMUCbIBAET MPOLIECC HACTPOWKKM cobopa M oTApaBKkM cobbiTnin ALD Pro B R-Vision
SIEM.

MpepBapuTenbHbie Tpe6oBaHUA

« CeTeas AOCTYMNHOCTb HOA KnacTepa SIEM no uenesomy nopTy v NPOTOKOIY A1 UCTOYHMKA.

HacTpoiika ALD Pro

HacTpoiika xypHanupoBaHus

B ALD Pro c6op cobbIThin ocyllecTeaseTcsa Yepes syslog-ng. [ns céopa cobbITuii HEO6XOANMMO HAaCTPOUTb
BK/IOYEHMEe 3anucu B >XypHanbl Kerberos /var/log/krb5kdc.log B cooTBETCTBUM C OMDULMANBEHON
OOKYMeHTaLnen.

HacTtpoiika syslog-ng Ha cepeepe ALD Pro

Ha Astra Linux 1.7+ syslog-ng ycTaHoBfeH Mo ymondaHuto. [1as HacTponku syslog-ng BbINOAHUTE
cneaytouime warw:

1. Job6aBbTe Ha cepBep ¢ ALD Pro B /etc/syslog-ng/conf.d dainn co cneayrouien KoHGUrypaumen:

# nano /etc/syslog-ng/conf.d/aldpro-siem.conf

source aldpro {
file("/var/log/dirsrv/slapd-{nomen}/access" flags(no-parse)
log_prefix("ALDPro-389DS-access: ")); # Yka3aTb Ha3BaHWe AMPEKTOPUN.
file("/var/log/dirsrv/slapd-{nomen}/audit" flags(no-parse)
log_prefix("ALDPro-389DS-access: "));
file("/var/log/dirsrv/slapd-{nomen}/errors" flags(no-parse)
log_prefix("ALDPro-389DS-errors: "));
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file("/var/log/apache2/error.log" flags(no-parse) log_prefix("ALDPro-
apache-error: "));

file("/var/log/apache2/access.log" flags(no-parse) log_prefix("ALDPro-
apache-access: "));

file("/var/log/krb5kdc.1log" flags(no-parse) log_prefix("ALDPro-krb5kdc:

"));
+

destination siem {
udp ("XX. XX. XX.XX" port(XX)); # Yka3atb IP u nopt syslog-cepsepa.

%
log {

source(aldpro); destination(siem);

+
2. MNepesanycTute cepBuUC Syslog-ng ¢ MOMOLLbHO KOMaHb!:

# systemctl restart syslog-ng

HacTpoiika Ha cTopoHe syslog-cepBepa

YT0ob6bl HacTponTb syslog-cepBep ANs Mepecbiikn cobbITUiA, perncTpupyemMbix ALD Pro, B R-Vision SIEM,
BbINOJIHUTE CleAyHoLME Waru:

1. [lob6aBbTe B /ete/rsyslog.d/ dann co cneayrollen KoHdurypaumei:

# nano /etc/rsyslog.d/aldpro.conf

if $syslogtag contains 'ALD' then {
action(type="omfwd" target="<target>" port="<port>" protocol="<protocol>")
stop

}

3pechb:

- <target>— IP-agpec vnn nonHoe gomerHoe nmst (FQDN) konnekTopa SIEM.
o <port>—nopT ToukK Bxoaa Syslog Ha KoHBelepe SIEM.
- <protocol>— ceteBon npotokon: tep nav udp

2. MepesanycTuTe cepsuc rsyslog ¢ MOMOLLbI KOMaHAbI:

# systemctl restart rsyslog
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HacTpoiika B R-Vision SIEM

1ns HacTpoiikn cbopa 1 HopManusaumm cobbiTUA UCTOYHMKa B R-Vision SIEM BbinonHWTe cneayrolne
waru:
1. B uHTepderice R-Vision SIEM co3faitTe HOBbIN KOHBENED B KOJIJIEKTOPE.
2. [lobaBbTe Ha KOHBelep aneMeHT Touka Bxoga Co CleflyoLnMM NnapaMmeTpamMm:
- HazBaHue: BBeanTe HasBaHWe TOUKM BXoda.
o TN TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [1opT TOYKM BXOAA: BBEAMTE 3HAYEHME B COOTBETCTBMM C HACTPOMKaMn Ha CTopoHe ALD Pro.
o [pOTOKON: BbI6EPUTE BApPUAHT B COOTBETCTBUN C HACTPOMKaMK Ha cTopoHe ALD Pro.

3. [lo6aBbTe Ha KoHBelep anemeHT HopmanusaTtop ¢ npasunamu FreelPA u ALDPro (1aeHTudmKaTopbl
npaeun: RV-N-38, RV-N-39, RV-N-40, RV-N-41).

CoeanHMTe HoOpManmnaaTop C TOYKO BXoAa.
[lo6aBbTe Ha KoHBelep aemMeHT KoHeUHasi Touka Tuna XpaHunuie co6bITUNA.

CoegnHuTe KOHEYHYIO TOYKY C HOPMasim3aTOPOM.

A L

CoxpaHunTe 1 yCTaHOBUTE KOHMUIYpaLmMO KOHBENepa.

Mpumep KoHbUrypauum KoHBelepa:

Normalizer

Mocne HacTpoViky nepefayn cobbITHI, €CNM HAaCTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUIULLE HauHyT
nocTynatb cobblTus ALD Pro.

HaiTtn cobbitna ALD Pro B XpaHUAMLLIE MOXHO MO cneaytolemy hunbTpy:

dproduct = "ALDPro"

Jo6aBuTb GUILTP

- @D vsepvposats (NOT)

Mone Onepatop 3HavyeHne

dproduct ALDPro

@ Hacrpours saronosok

OTMEHUTb Jo6aBuTb

Ta6nuubl MannuHra

Ta6n|/|ua COOTBETCTBUA MONe CobbITUA Ona BCEX PaCCMOTPEHHbIX TUMOB COo6bITUIA >KypHa/la access
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npeacraBsieHa Nno CCblJIKeE.

Tabnuua COOTBETCTBMSI MONEN COObITUA ANs BCEX PaCCMOTPEHHbIX TUMOB COGLITWIA >XypHana error
npeAcTaBfieHa Nno CCbifke.

Tabnuua COOTBETCTBUA MOMen CobbITUA [ANA BCEX PACCMOTPEHHbIX TUMOB Co6bITUI KypHana httpd
npefcTas/ieHa o CCblKe.

Tabnuua COOTBETCTBMA TMOMEN COObITUS [ BCEX PACCMOTPEHHbIX TUMOB Co6bITMIA XypHana kde
npefcTaB/ieHa Mo CCblske.

FreelPA

» FreelPA: HacTpoMKa MCTOYHMKA

FreelPA: HacTpoilka UCTOYHUKA

[aHHOe pyKOBOACTBO OMMUCbIBaeT MPOLIECC HACTPOMKM cbopa M oTnpaBku cobblTuin FreelPA B R-Vision
SIEM.

HacTpoiika FreelPA

OnucaHue noacucTeMbl XXypHanuposaHus FreelPA

FreelPA —9T0 OTKpbITOE MporpaMMHoe obecrnedyeHne, NpeaoCcTaBAoLIee CreLmanuanpoBaHHyo Cysoy
KaTanoroB ANs OMepauMoHHbIX CUCTEM Ha 6ase Linux. OHO npedHasHavyeHO ANs  CO3haHus
LEeHTPann30BaHHON CpeAbl YnpaBieHus ayTeHTuduKaumen, aBTopusauuner U YYeTHbIMU  3anmucamu
nonb3oBaTesnen.

MpoaykT FreelPA pernctpvpyeT cobbiTUst CneayroLLmx Cnyxo:

. 389 DS;
« KRB5KDC;
« HTTPD.

OTnpaBKa cobbiTuii FreelPA

B HacTosilleM PYyKOBOACTBE paccMaTpuMBaeTCsl nepedada COObITUA C MOMOLLBH CNYXK6bl  rsyslog.
Mpennonaraetcs, 4To rsyslog Ha cTaHumm ¢ OC Linux y>ke ycTaHOBIEH.

[Ina HaCcTPOVKM NCTOYHMKA BbINOMHWUTE cneayroLve AencTBIsS:

1. HacTporTe nepegadyy cobbituin 13  dainoB. [na aToro co3gaiTe dail  KoHburypaumm
/etc/rsyslog.d/01-freeipa.conf co cneaytoLMM COAEPXKNUMbBIM:

module(load="imfile" mode="inotify")

input(
type="imfile"
File="/var/log/dirsrv/slapd-<DOMAIN>/access"
Tag="FreeIPA-389DS-access"
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Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/var/log/dirsrv/slapd-<DOMAIN>/audit"
Tag="FreeIPA-389DS-audit"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/var/log/dirsrv/slapd-<DOMAIN>/errors"
Tag="FreeIPA-389DS-errors"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="/var/log/httpd/error_log"
Tag="FreeIPA-HTTPD-error_log"
Severity="info"
Facility="1local4"

)

input(
type="imfile"
File="var/log/krb5kdc.1log"
Tag="FreeIPA-KDC-krb5kdc_log"
Severity="info"
Facility="1local4"

)

if $syslogtag contains 'FreeIPA' then {
action(type="omfwd" Target="<target>" Port="<port>" Protocol="<protocol>")
stop

3pechb:

- <target> — IP-agpec nnun nonHoe gomeHHoe nms (FQDN) konnekTopa SIEM.
o <port>—nopT ToukM Bxoda Syslog B KoHBelepe SIEM.

o <protocol>— ceTeBoin npoTokon: tep nam udp

o <DOMAIN> — gOMEHHOE UMSI.

2. MNepesanycTute cnyxxo6y rsyslog.service ¢ NOMOLLbH KOMaHAb!:
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systemctl restart rsyslog.service

o [nsa anctpubyTmBOB Ha ocHoBe Debian >xypHan owmb6oK Apache no ymMoa4aHuio
pacnofiaraetca no nytu /var/log/apache2/error.log.

YT06bl KOPPEKTHO pasbupaTb AaTbl B >ypHane krb5kdc.log Ha cuctemax c
r . y y
O AVCTPMOYTMBaMM Ha OCHoBe Debian, ycTaHOBUTE 3HaYeHWe CUCTEMHON oKann B (aine
w

/etc/default/locale Ha en_US.

HacTpoiika B R-Vision SIEM

[1ns HacTponkK cbopa M HopManmuaaumm CobbITUI MCTOYHMKa B R-Vision SIEM BbinoAHUTE cneayrolime
warm:
1. B uHTepdelice R-Vision SIEM co3aaitTe HOBbIN KOHBENED B KOJIIEKTOPE.
2. [lobaBbTe Ha KoHBelep aneMeHT Touka Bxoga Co CreflyoLnMM napaMmeTpamMm:
- Tun ToukM Bxogda: Syslog.
o [TOpT TOYKM BXOAa M MPOTOKOS: B COOTBETCTBUM C HACTPONKaMK Ha CTopoHe FreelPA.

3. [lob6aBbTe Ha KoHBelep anemeHT Hopmanusartop c npasunamu FreelPA n ALDPro (naeHTudmKaTopbl
npaBun: RV-N-38, RV-N-39, RV-N-40, RV-N-41). CoeMHUTE HOPManM3aTop C TOYKOM BXoaa.

4. lo6aBbTe Ha KOHBelep aneMeHT KoHeyHas Touka Tina XpaHunuiie cobbiTuit. CoeanHmTE KOHEYHYHO
TOYKY C HOPMaM3aTOPOM.

5. CoxpaHuTe 1 yCTaHOBUTE KOHMUIypaLmMio KOHBeNepa.

MpuMep KoHOUrypaLumm KoHBenepa:

FreelPA_sysylog

freeipa_norm FreelPA_syslog

————¥ Mpasun: 1 : B—— XpaHunuuie: FreelPA

Mocne HacTpoViky nepeaayn cobbITUIA, eCNM HaCTpOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHUIWLLE HauHyT
nocTynaTb cobbiTus FreelPA.

HainTtn cobbitna FreelPA B xpaHuavLLe MOXHO N0 creayroLemy GunbTpy:

@,

d .dproduct = "FreeIPA"

Ta6nuua mannuHra

Ta6n|/|ua COOTBETCTBUA MOSEN COObITUA Ona BCEX PACCMOTPEHHbLIX TUMNOB CO6bITUIA npeacrtaBsieHa no
CCblJIKE.
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Microsoft ADDS

+ Microsoft ADDS: HacTponKa NCToYHMKa

Microsoft ADDS: HacTpoiika UCTOUYHUKA

[laHHoe pyKOBO/CTBO OMMUCbIBAET MPOLIECC HACTPOMKK c6opa M oTnpaBki cobbiTuii Microsoft ADDS (Active
Directory Domain Services) B R-Vision SIEM.

MpepBsapuTenbHbie Tpe6oBaHUA

I'Iepeﬂ, Ha4vyasioM HaCTpOVIKI/I y6epu/|Ter, 4YTO BbINOJIHEHbI Cnegyrouimne yCrioBua.

+ Ha malunHe, ¢ KOTOpPOW NnaHmpyeTcs c60p CobbITUIA, ycTaHOoBNEH areHT R-Vision EVO Endpoint.
* AreHT HaxOAMTCA B aKTMBHOM COCTOAHWUM M YCMELLIHO NOAKMoYeH K R-Vision SIEM.

« Monb3oBaTenNb, BbINOMHAKLLMIA HACTPOVIKY, UMEET NpaBa aAgMUHUCTpaTopa.

HacTtpoiika Microsoft ADDS

B HacToslleM pyKOBOACTBE paccMaTpuBaeTCs nepedada cobbliTUiM ¢ momollpto npoaykta R-Vision EVO
Endpoint.

HacTpoiika »xypHanupoBaHus Microsoft ADDS

YTO6bl HACTPOUTL XXYpPHANMPOBaHWeE, BKIHOYMTE NOrMpoBaHme cobbiTuin Microsoft yepes pefakTnpoBaHmve
peecTpa, ANd 3TOro:

1. VicnonbsynTe KoM6UHaLUumo knasuw Win + R.

2. B oTKpbIBLIEMCS OKHe BBeAMTE KOMaHay regedit n HaxxmuTe Ha KHomKy OK.

3. B nepese HaBuragmn nepengnte no nyTy
Computer\HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\NTDS\Diagnostics.

4. YkaxuTe cnepgytouime 3Havenma ang noneit 15 Field Enginering, 15 LDAP Interface Events, 16 LDAP
Interface Events, 8 Directory Access:

- Value Data: 5.

- Base: Hexadecimal.
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. 'I\;“‘;'F;_'"':;_“" ‘:E” o~ 8] 10 Performance Counters REG_DWORD 0x00000000 (0)
) .
g n:tpr'sfm ater %411 Initialization/Termination ~ REG_DWORD 0x00000000 (0)
: 24]12 Service Control REG_DWORD 0x00000000 (0)
> NetSetupSve - ]
5 NetTcpActivator 455?] 13 Name Resolution REG_DWORD Ox00000000 ()
> | NefTcpPortSharing 2414 Backup REG_DWORD 0x00000000 (0)
> | netsc i1 15 Field Engineering REG_DWORD 0x00000005 (5)
> | netvscvfpp 2 15 LDAP Interface Events REG_DWORD 0x00000005 (5)
> NgcCtnrSvc %316 LDAP Interface Events REG_DWORD 0x00000005 (5)
> NgcSve 2417 Setup REG_DWORD 0x00000000 (0)
> 1 NlaSvc 2418 Global Catalog REG_DWORD 0x00000000 (0)
- nnjwfgod 2419 Inter-site Messaging REG_DWORD 0x00000000 (0)
* & npcap - 242 Security Events REG_DWORD 0x00000000 (0)
- mcfzp-w' : %4)20 Group Caching REG_DWORD 0x00000000 (0)
5 I npsvctrig $4)21 Linked-Value Replication REG_DWORD 0x00000000 (0)
s B nsi 2422 DS RPC Client REG_DWORD 0x00000000 (0)
-1 nsiproxy '1.5] 23 DC RPC Server REG_DWORD 0x00000005 (5)
v | NTDS 11423 DS RPC Server REG_DWORD 0x00000000 (0)
- Diagnostics $14)24 DS Schema REG_DWORD 0x00000000 (0)
Parameters J’gﬁ] 25 Transformation Engine REG_DWORD 0x00000000 ()
1 Performance $44]26 Claims-Based Access Control REG_DWORD 0x00000000 (0)
1 RID Values 24]3 ExDS Interface Events REG_DWORD 0x00000000 (0)
1 Security 244 MAPI Interface Events REG_DWORD 0x00000000 (0)
_? :;f”‘ $4]5 Replication Events REG_DWORD 0x00000000 (0)
Nu; #46 Garbage Collection REG_DWORD 0x00000000 (0)
Asdimm 4"5'4':]? Internal Configuration REG_DWORD Ox00000000 ()
pooid 71 8 Directory Access REG_DWORD 0x00000005 (5)
nvstor 4"5'4':]9 Internal Processing REG_DWORD Ox00000000 ()
Edit DWORD (32-bit) Value
Value name:
|15 Field Engineering
Value data: Base
|5| (@ Hexadecimal
O Decimal
QK Cancel
(r) MocMoTpeTb nornpyemble cobbiTst MOxHO B Event Viewer\Windows Logs\Applications
- and Services Logs\Directory Service.

HacTpoiika oTnpaBku cobbiTuii B R-Vision Endpoint

1. B Be6-mHTepdeiice R-Vision SIEM nepeiigmTte Ha BKNaaky AreHTbl —> [pynnbl areHToOB 1 cO3jalTe

rpynny Microsoft ADDS vnn fo6aBbTe creytoLyto KOHPUIYPaLMIO B CYLLECTBYOLLYHO Fpymnny:

a. TunypHana: eventfile.

b. MyTb: C: \WINDOWS\System2\winevt\Logs\Directory Service.evtx.

c. PunbTp (bopmat XPATH): *.
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2. HaxxmuTe Ha KHOMKy CoxXpaHuTb.

3. lNepenanTe Ha BKNaOKy AreHTbl.

4. HaxxmuTe Ha y3esl, Ha KOTOPOM YCTaHOBJSIEH areHT.

5. B OTKPbIBLIEMCS OKHE HaXXMUTE Ha 3HA4YOK - 1 BblGepuTe NyHKT JJ06aBUTb B rpynmny.
6. B NosiBUBLUEMCS OKHE HanaMTe HACTPOEHHYHO FPYNMY M HaXXKMUTe Ha KHoMKy Jl06aBUTD.

7. JoxanTtech NMPUMEHEHNA MONINTUKW FPYMIbl HA Y3J1€.

C60p COBbITUIA HACTPOEH.

HacTpoiika B R-Vision SIEM

[1ns HacTponkK cobopa M HopManmuaaumm CobbITUI UCTOYHMKa B R-Vision SIEM BbinonHUTE cneayrolime
Larm:
1. B uHTepdelce R-Vision SIEM co3faaitTe HOBbIN KOHBENED B KOJIIEKTOPE.
2. [lobaBbTe Ha KOHBelep aneMeHT Touka Bxoga Co CreflytoLnMmM napaMmeTpamMm:
- HasBaHue: BBeUTe Ha3BaHWe TOYKM BXOJa.
> Twn TOYKM BxOAa: BbibepuTe BapmaHT R-Vision Endpoint.
o [1opT TOYKM BXOJA: BBEAUTE 3HAYEHME B COOTBETCTBMM C HACTPOMKaMM Ha CTOPOHE cepBepa.

3. [lobaBbTe Ha KoOHBelep anemeHT Hopmanusatop ¢ npasuioMm Microsoft AD Directory Services
(noeHTndburkaTop npasuna: RV-N-147).

4. CoeiMHNTEe HOPMaamn3aTop C TOYKOM BXoAa.
5. [lo6aBbTe Ha KOHBeNep a1emMeHT KoHeuHasa Touka Tna XpaHunuLe cobbITUNA.
6. CoeanHUTE KOHEYHYHO TOYKY C HOPMan3aTOpPOM.

7. CoxpaHuTe 1 ycTaHOBUTE KOHMUIypaLMIo KOHBEepa.

MprmMep KoHGUrypauumn KoHeenepa:

Touka Bxopa

Hopmanusatop ¢ npasunom MS AD... KoHeuHas Touka (XpaHunuie cob...

R-Vision Endpoint ) Mpagun: 1 : —>  XpaHunuuie: SEA

Mopt: 30993

Mocne HacTpoMKK nepedadn COObITUIA, €CM HAaCTPOMKa BbIMOHEHA KOPPEKTHO, B XPaHUAULLE HaYHYyT
nocTynatb cobblTus Microsoft ADDS.

HanTn cobbitna Microsoft ADDS B xpaHUALLE MOXHO MO creaytoliemy hunbTpy:

dproduct = "Active Directory Domain Services"

@,
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WUameHuTb unsTp

. WHBepTupoBats (NOT)
Mone Onepatop

dproduct

3HaueHue

Active Directory Domain Services

. HacTtpouTb 3aronosok

OTMeHUTb CoxpaHuTb

Ta6bnuua mannuHra

Ta6n|/|ua COOTBETCTBUS MoOMen cobblTuA ONnA BCEX PaACCMOTPEHHbLIX TUMOB COObITNIA npeacrtaBsieHa Mno
CCblJIKE.

Microsoft ADWS

» Microsoft ADWS: HacTpoVika UCTOYHMKA

Microsoft ADWS: HacTpoiKa UCTOYHUKA

[laHHOE PYKOBOACTBO COAEPXKUT MHCTPYKLMM MO HACTPOMKe noakntoveHnsa K cucteme R-Vision SIEM
MCTOYHMKa cobblTnii ADWS (Active Directory Web Services).

MoaroTroBka MHppPaCTPyKTYypbl

o Microsoft ADWS ycTaHaBnAvMBaeTcs N0 yMONYaHUIO Npu ycTaHoBke ponn ADDS (Active
Directory Domain Services). [JononHuTebHas HAaCTpoKKa cy»6bl He TpebyeTcs.

YcTaHoBuTe areHT R-Vision EVO Ha y3ne, paboTy KOTOPOro TpedyeTcst KOHTPOMPOBaTb.

HacTtpoiika B R-Vision SIEM

HacTpoiika oTnpaBku cobbiTuii B R-Vision SIEM

1. B Be6-mHTepdeiice R-Vision SIEM nepeiante B pasaen AreHTbl = [pynnbl areHToB.
. Cospaiite rpynny 1 gob6aBbTe B Hee y3es, Ha KOTOPOM YCTaHOBJIEH areHT.
. B cospaHHoM rpynne y3noB B cekluny YTeHune ¢pannoB Haxxmmnte Ha KHOMKY Jlo6aBUTb HACTPOMKY ().

2
3
4. B Bbinagatollem crnvcke Tun xypHana BbibepuTe BapnaHT eventchannel.
5. B none Ums xypHana BeeuTe 3HadeHne ADWS.

6

. Ecnn Heobxoanmo BbIGUPaTb COBLITUA MO OMPefeNneHHbIM KpUTEpUAM, BBeauTe B nose ®dunbTp
(dpopmaT XPATH) BbipaxkeHne XPath. Ecnn hunbTp He Hy>XeH, BBeAMTE cuMBON *.

7. HaxkmuTte Ha KHornky CoxpaHuUTb U MPUMEHUTD.
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8. JoxanTechb NPUMEHEHNS MOUTUKM MPYNMbl Ha y3ne. C60p COBbITUIA HACTPOEH.

HacTpoiika 06pa6oTku cobbiTuii B R-Vision SIEM

1. B uHTepderiice R-Vision SIEM co3aaliTe HOBbIi KOHBENEP B KOMIEKTOPE.
2. [lobaBbTe Ha KOHBeNep aneMeHT Touka Bxoga Co CleflytoLnMM napaMmeTpamMm:
- HasaHue: BBeAUTe Ha3BaHWe TOYKM BXOJa.
o TN TOYKM BxOAa: BbibepuTe BapmaHT R-Vision EVO Endpoint.
- [loMeH: BBeMTe 3HayeHne B hopmaTe gw-<your_gateway_id>, rae <your_gateway_id>— ID wnto3a.

3. [lo6aBbTe Ha KoHBelep aneMeHT HopmanusaTop ¢ npaBuiom Microsoft Active Directory Web Services
(nneHTMdbnKkaTop npasmna: RV-N-58).

4. CoeiMHNTEe HOPManmM3aTop C TOYKOM BXoAa.
5. [lobaBbTe Ha KOHBelep aneMeHT KoHeuHast Touka Tvna XpaHunui,e co6bIiTUNA.
6. CoeMHUTE KOHEYHYHD TOUKY C HOPMann3aToOpOM.

7. CoXpaHnTe 1 yCTaHOBUTE KOHMUIypaLmto KoHBeepa.

Mpumep KoHbUrypauum KoHBeepa:

R-Vision EVO Endpoint oz e KoHeuyHas Touka

) Mpaeun: 1 5
R-Vision EVO Endpoint : —> trE: : —  XpaHunuuie:

Ecnu HacTpoiika BbINOMHEHa KOPPEKTHO, B XPaHWAMLLE HAYHYT MOCTyNaTb COObITMA XKypHana ADWS.

Haintn cobbitna ADWS B XxpaHWauLLE MOXHO MO creayrolemy GunbTpy:

dproduct = "ADWS"

Oo6aBuTb GUNLTP

. WHeepTvpoBats (NOT)

O
MNMone Onepatop

dproduct

3HayeHue

ADWS

@D HactpowTs saronosok

OTMEHUTb No6aBuTb
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dainoBble cepBepbl U CNYXObI

[laHHbI pasfnen CoAep>XXUT MHCTPYKUMKU ANA HAaCTPOMKKM cOopa COBbITUI C NoAaep)KnBaeMblx hannoBbix
CEPBEPOB U CNYXE:

« Nextcloud

Nextcloud

« Nextcloud: HacTpolika UCTOYHMKaA

Nextcloud: HacTpoiika nCTOYHMKA

[laHHOe pyKOBO/CTBO OMMCbIBAET MPOLIECC HAaCTPOWMKM cbopa u oTnpaBkuK cobblTuin Nextcloud B R-Vision
SIEM

HacTpoika Nextcloud

B HacTosilleM pyKOBOACTBE pacCMaTpuvBaeTCs nepefadya CoOObITUA C MOMOLbIO CRyXK6bl  rsyslog.
Mpennonaraetcs, YTo rsyslog Ha cTaHumm ¢ OC Linux y>ke ycTaHOBEH

Nextcloud MoOXeT 6bITb pa3BepHYT Kak B OMepauuoHHOW cucTeme, Tak u B Docker-
o KOHTelHepe. B oboux crnydasx c60p COObITUIA OCYLLIECTBASETCA M3 OOHOrO M TOro e

ypHana. OgHako B cnydae ¢ Docker-vHcTannsumein TpebyeTcs MNPUMOHTMPOBATb

AMPEKTOPUIO, coaep KaLLyto haifbl XKypHana, B KOPHEBYHO CUCTeMy cpeacTBamm Docker

Ons HaCTpOVIKI/I NCTOYHMKA BbIMOJIHNTE Creayrolne waru.

1. [lo6aBbTe nnm namennte B haiine SNEXTCLOUD_HOME/config/config.php cnefytoLimne cTpoku:

'‘logfile' => "/var/log/nextcloud/nextcloud.log",
'loglevel' => 1,
'log_type' => 'file',

34eco:

- logfile — pacnonoxeHuve daina c NocneayoWyM XpaHeHNeM N0OroB.
> loglevel — yposeHb nornposanus: 1 (Info).
- log_type — Tmn norvpoBaxus: file.

2. HacTpoiite nepemavy cobbituii 13 daina. [Ana aToro cospainTte dann /etc/rsyslog.d/02-
Nextcloud.conf co cneaytolmm Coaep>KMMbIM:

module(load="imfile" mode="1inotify")

input(
type="imfile"
File="/var/log/nextcloud/nextcloud.log"
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Tag="Nextcloud"
Severity="info"
Facility="1local5"

if $syslogtag == 'Nextcloud' then {
action(type="omfwd" Target="<target>" Port="<port>" Protocol="<protocol>")
stop

¥

3pech:

- <target>— IP-agpec nnu nonHoe gomerHoe nmst (FQDN) konnekTopa SIEM.
o <port>— nopt ToukKM Bxoaa Syslog Ha koHBelepe SIEM.
- <protocol>— ceteBown npotokon: tep unwm udp.

3. MepesanycTute cny»xe6y rsyslog.service ¢ MOMOLLbIO KOMaHAbI:

systemctl restart rsyslog.service

HacTpoiika B R-Vision SIEM

[ns HacTpoikin c6opa U HopManuaaumm cobbiTuii MCToYHMKa B R-Vision SIEM BbINonHWTE cneaytoLme
warm:
1. B uHTepdeiice R-Vision SIEM co3aaliTe HOBbI KOHBENEP B KOMIEKTOPE.
2. [lob6aBbTe Ha KoHBelep anemMeHT Touka Bxoga Co CreflytolMMM napaMmeTpamMm
- HasBaHue: BBeAUTe Ha3BaHWe TOYKM BXOJa.
o Twn TOYKM BXOAa: BbibepuTe BapmaHT Syslog.
o [TOpT TOYKM BXOMA: BBEAMTE 3HAYEHNE B COOTBETCTBMU C HACTPOMKaMm Ha CTopoHe Nextcloud
- [pOTOKON: BblbEPUTE BapuaHT B COOTBETCTBUM C HACTPOKaMu Ha cTopoHe Nextcloud.

3. Jo6aBbTe Ha koHBelep anemeHT VRL-TpaHchopmauus co cneaytoLivM COAEPXKNMbIM:

.dproduct = "Nextcloud"

4. CoegmHute VRL-TpaHCOOPMaLMIO C TOYKOM BXOAa.

5 [o6aBbTe Ha KoHBelep onemeHT Hopmanusatop ¢ npasunoMm Nextcloud GmbH Nextcloud
(noeHTMdburkaTop npasuna: RV-N-167).

CoeanHnTe Hopmanuaatop ¢ VRL-TpaHchopmaLumein
[Job6aBbTe Ha KOHBelep aneMeHT KoHeuHas TouKa T/na XpaHunuie cobbITUi.

CoeaVHNTE KOHEYHYHO TOYKY C HOPMann3aToOpOM.

© © Noo

CoxpaHuTe 1 ycTaHOBUTE KOHDUrypaLmnio KoHBelepa.
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MpuMep KOHGUrypaunmn KoHeenepa:

Syslog_30114
Nextcloud

— ) npasun: 1

Add Dvendor

B 4
040 A0

Mocne HacTpoliky nepeaayn cobblTUIA, eCNM HAaCcTPOMKa BbIMOSIHEHA KOPPEKTHO, B XPaHWIWLLE HauHyT
nocTynaTtb cobbiTus Nextcloud.

HaiTn cobbitna Nextcloud B xpaHMANLLE MOXHO MO cneaytollemMy hunbTpy:

dproduct = "Nextcloud"

LDo6aBuUTb GUNLTP

@D Veepruposats (NOT)

O
Mone Onepatop

dproduct

3HaueHue

Nextcloud

@D Hacrpours saronosok

OTMEHUTD

Ta6bnuua mannuHra

Tabnunua COOTBETCTBUA MOMeEN COObITUS A1 BCEX PACCMOTPEHHbIX TUMOB COGLITMIA MNpefcTaBneHa o
CCblIKe.
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I'Ipoque cuncrembl U UICTOYHUKHU

[laHHbI pasgen CoaepXXWUT MHCTPYKUMWM 1S HACTPOVKM c6opa COBbITWIM C APYrMx MNoAAepKMBaeMblx
CUCTEM U UCTOUHMKOB:

» YHMBEpPCanbHbIN KOHHeKTop CEF

YHuBepcanbHbii KOHHeKTOp CEF

» YHMBepcasbHbln KOHHeKTOP CEF: HacTpoka NCTOYHMKA

YHuBepcanbHbii KOHHeKTOp CEF: HacTpolika MCTOYHUKA

[laHHOe pYKOBOACTBO COAEPXKUT WMHCTPYKUMM MO HACTPOMKe MOAKMOYeHNA K cucTeme R-Vision SIEM
MCTOYHMKOB COBbITUIA, NepeaatoLyx AaHHble B GopmaTe Common Event Format (CEF) uepes syslog.

MoAKNOYEHNEe UCTOYHUKOB COObITUIA, Mepedatolumx OaHHble B (opmate CEF, TpebyeT BbIMoNHeHMA
HaCTpOeK Ha CTOpPOHEe MCTOYHMKOB, Syslog-cepBepa M konnekTopa B R-Vision SIEM. Mocne 3aBeplueHus
HaCTPOWMKM obecrneumBaeTCsl LIeHTpanM30oBaHHbI c60p, XpaHeHne 1 aHanma cobbITUA Ge30MacHOCTM OT
NCTOYHWUKOB, NOAAEP>KMBAOLLMX NTOrMpoBaHve B popmate CEF.

Koppensumss cobbITWiA, HOPManmn30BaHHbIX YHMBEPCANbHbIM KOHHekTopoMm CEF, B

o HaCTOALWMA MOMEHT He NOoAAEepXMBaeTCA. ECnuM AN WUCTOYHWMKA €eCTb OThAEefbHble
npaBuna HopMaausauum un  KOPpenaumu, TO WCTOMHUK CleayeT MOAKKYaTb Mo
WHCTPYKLUMM ANst AAHHOMO UCTOYHMKA COObITUIA.

MpepBapuTenbHble Tpeb6oBaHUA
HacTpoiika syslog-cepeepa
[ns HacTpoWikn syslog-cepBepa BbIMOMHUTE CleaytoLLme waru:

1. Y6eauTech, 4To Syslog-cepBep HAacTpOeH Ha Mpoc/ylMBaHMe nopTa. Kak npaBwio, 419 NpOTOKOMNOB
UDP 1 TCP ncnonbayetcs nopt 514.

2. [poBepbTe, UTO Syslog-cepep NPUHNUMAET coobLLeHus B hopmaTte CEF.

HacTpoiika ceTeBoi CBA3HOCTHN

Ons HaCTpOVIKI/I CETEBOW CBA3HOCTW BbIMOSIHUTE cneagyroume warn:

1. OTtkponTe nopTbl 514 ang UDP nnm TCP Ha ceTeBbIX YCTPONCTBAX.

2. Y6eamTecn, YTO MCTOYHNKM COBBITUIA MMEROT AOCTYM K Syslog-cepBepy.

HacTpoiika ucTouHMKa cobbITHiA

Y6enmTech, YTo YCTPOMCTBO UM NpUnoxeHne noaaepxxmneaet dopmat CEF 1 npoTokon syslog.

Cnocob6 HacTpPOWMKM OTMpaBKM COObITUIA MOXET OTAMYaTbCsa B 3aBMCUMOCTM OT Tuna
NCTOYHMKA. PeKoMeHayeM UCMoNb30BaTb OMUUMANBHYHO AOKYMEHTALMIO MCTOYHMKA MpK
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HaCTPOWKe NorMpoBaHNa 1 OTNPaBKM COObITUIA.

[Ns HaCTPOWMKM MCTOYHMKA COBbITUI ANA OTNPaBKK cooblieHnin B hopmaTe CEF BbinonHUTe cneaytoLLme
waru:

1. YKaxkute dpopmat otnpaBku — CEF.

2. 3apaiTe agpec syslog-cepBepa.

3. YkaxuTe nopT. B npumepe HmxKe BBeAeH NopT 514.

[Mpumep 9. lNpumep KoMaHAbI HaCTPOKM

log_format CEF
log_server <syslog-server-IP>
log_port 514

HacTpoiika syslog-cepBepa
[na HacTpolikm syslog-cepBepa BbINONHUTE CAeayroLLme Warm:

1. OTKpoWTE KOHMbUIypaumoHHbI daiin rsyslog B anpexkTopun /ete/rsyslog.d/.

2. Jo6aBbTe B hain npaBuno o6paboTkmn CEF-coobLeHm:

# Hactpoiika ana npuema coobweHnii Ha nopte 514 npotokon UDP
module(load="imudp")
input(type="imudp" port="514")

# Hanpasnenue CEF-coobweHnnii B R-Vision SIEM
if $msg contains "CEF:" then {
action(type="omfwd" Target="<siem>" Port="<port>" Protocol="tcp")

}
3pechb:

- <siem> — IP-agpec nnu nonHoe gomeHHoe umsa (FQDN) yana knactepa Kubernetes, Ha KOTOpPOM
3anyLeH Konnektop SIEM.

o <port>—mopT TOoukM BxoAa Syslog ANsa OTNpaBKM COObITMIA Ha KoHeeep SIEM — nto6on
CBOOOAHbIN MOpT B Anana3oHe 30000—32767.

3. MNepezanycTuTe syslog-cepBep C MOMOLLbHO KOMaHb!:

sudo systemctl restart rsyslog

HacTtpoliika B R-Vision SIEM

[ns HacTponkin cb6opa U HOpManu3auum cobbiTuii UCTOoYHMKa B R-Vision SIEM BbImonHWTE cneaytolive
warw:
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1. B uHTepdelice R-Vision SIEM co3paaiiTe HOBbI KOHBENED B KOIEKTOPE.
2. [lobaBbTe Ha KoHBelep aneMeHT Touka Bxoga CO CleflytoLmnMM napaMmeTpamMm:
- HasBaHWe: BBeAMTE Ha3BaHMe TOYKM BXOa.
> TWUN TOYKK BXoAa: BbibepuTe BapuaHT Syslog.
o [1opT TOYKM BXOJa: BBEAUTE 3HAYEHME B COOTBETCTBMM C HACTPOMKaMm Ha CTOPOHeE syslog-cepeepa.
o [TpoTOKON: BbIGEPUTE BapMaHT B COOTBETCTBUM C HACTPOMKaMM Ha CTOPOHe syslog-cepBepa.

3. [lobaBbTe Ha KoHBeilep anemeHT Hopmanusatop c npasuiom Universal CEF (naeHTudukaTop
npasuna: RV-N-18).

4. CoelMHUTE HOPMaM3aTop C TOYKOM BXoa.
5. [lo6aBbTe Ha KOHBeNep a1eMeHT KoHeyHasa Touka Tvna XpaHunuie coobITUNA.
6. CoeiHMNTE KOHEYHYO TOYKY C HOPMan3aToOPOM.

7. CoxpaHuTe 1 ycTaHOBUTE KOHMbUIypaLmio KOHBeepa.

MprMep KOHMUrypaunmn KoHBenepa:

Touyka Bxoga

Hopmarnusartop c npasunom CEF . KoHeuHasi Touka (XpaHunuiue cob...

Syslog : >
MopTt: 32766 ’ MpaBun: 1 ’ XpaHunuuie: Ctatuctuka
[poTokon: TCP

Mocne HacTpoiKy nepefaqyn cobbITUA, €CIM HACTPOMKa BbINOMHEHA KOPPEKTHO, B XPaHWULLE HAYHYT
NoCTynaTb COObITUA NCTOYHMKA.

HaiTh cobbITUA UCTOYHMKA B XPAHUIIULLIE MOXHO MO cneayroLemy GuibTpy:
dproduct = "<Device Product>"

r . ;
O rae <Device Product>—wuma npoaykTa, yCTaHOBMEHHOE BeHAopoM B nose Device
Product CEF-3aronoBka cobbITus:

Jan 18 11:07:53 host CEF:Version|Device Vendor|Device Product|Device
Version|Device Event Class ID|Name|Severity|[Extension]

Mpoeepka nonyyeHus cobbITHiA

[1ns1 NPOBEPKM KOPPEKTHOCTN HACTPOMKM UCTOYHMKA COObITUIA BbINONHWUTE CeaytoLme warm:

1. VicnonbayiTe yTunuTy logger Ana oTrnpaBKM TECTOBOrO COOBLLEHNS:

logger -P 514 -n <syslog-server-IP>
"CEF:0|Vendor |Product|Version|SignatureID|Name|Severity|Extension"
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rae <syslog-server-IP>—agpec syslog-cepeepa

2. Y6eamTecn, 4TO cobbITUA nocTynaroT B R-Vision SIEM 1 3anmcbiBatoTCA B yKa3aHHOE XpaHUULLE.
3. MpoBepbTe N0ru Ha syslog-cepBepe ANA NOATBEPXKAEHNS MNOAYHYEHMA OTNPABNEHHOMO COOOLLIEHNS.

4. B cnyyae oTcyTCcTBUS COObITMIA B SIEM ybeamTecb B KOPPEKTHOCTWM HACTPOeK MopTa, MpoToKona K
hopmaTa coobLLeHNA Ha CTOPOHE UCTOYHMKa 1 syslog-cepaepa.

PelwueHune npobnem
HekoppeKTHbI (hopmaT Co6bITUS MOXET CTaTb MPUYNHO HEPaBOTatOLLIErO NMpaBkia HopManmuaaLumm.
[ins ycTpaHeHWst Npo6eMbl BbINOHWUTE CReaytoLme warm:

1. MpoBepbTE, COOTBETCTBYET M COBbITUE OAHOMY U3 [OMYCTUMbIX (hOPMATOB:

CEF:0|Vendor|Product|Version|SignatureID|Name|Severity|Extension
'Syslog header' CEF:@|Vendor|Product|Version|SignatureID|Name|Severity|Extension

2. Ynanute 13 cobbITus npedukc syslog 1 NpoBepbTe, paboTaeT M NpaBnIo HopManmusawmm.

3. Ecnun npo6nema coxpaHsaeTcs, NpoBepbTe COObITVE Ha HanMune NULLIHKMX CUMBOJIOB. Hanpumep, nocne
pasfenunTens | He AoMXKHO 6biTb MPOGENOB.

MpuMep ¢ OLIMBKOIA:
CEF:0|R-Vision|SEA|1.0|empty|empty|2| RealTime=09/13/2024 07:49:57
KoppeKTHbI hopmar:
CEF:0Q|R-Vision|SEA|1.0|empty|empty|2|RealTime=09/13/2024 07:49:57

4. B RObject-koH®QUrypaumn npaeuna Hopmanusaumm  3ameHuTe  VRL-byHKumMio  parse_cef Ha
rv_parse_cef, KOTopas noaaepxxmnBaeT 3arofloBku syslog. Hanpumep:

normalizer: lvrl |
# event = parse_cef(.raw.message) ?? {}
event = rv_parse_cef(.raw.message) 7?7 {}
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