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ISL Online gwarantuje najwyższy poziom bezpieczeństwa dzięki szyfrowanemu 
end-to-end (E2EE) transferowi danych między operatorami a klientami, przy 
użyciu 2048/4096-bitowej wymiany kluczy RSA i 256-bitowego szyfrowania AES. 
Nasza platforma posiada certyfikat ISO/IEC 27001:2022, globalnego standardu 
systemów zarządzania bezpieczeństwem informacji, zapewniający rygorystyczne 
zarządzanie ryzykiem i ochronę danych.

Najwyższej klasy bezpieczeństwo dzięki 
kompleksowemu szyfrowaniu

Serwery 
ISL Online

Centrum Danych

Serwery 
STUN/TURN

Połączenie bezpośrednie

Bezpieczne połączenie SSL

Porty połączeń na firewall

Podpisywanie kodu

Operator Klient

Kod sesji
Uwierzytelnienie użytkownika
Dwuskładnikowe uwierzytelnienie
Single Sign-On (SSO/SAML)

Funkcje
Transparentność



Anbefalt av våre brukere

RSA z wymianą kluczy Diffie-Hellman

Szyfrowanie kluczem AES 256-bit

Podpisane cyfrowo oprogramowanie

Transparentność oprogramowania

Zweryfikowane centra przetwarzania danych

Zgodność z regulacjami i standardami bezpieczeństwa

Certyfikacja ISO 27001:2022

Zgodny z HIPAA

Zewnętrzne audyty bezpieczeństwa i testy penetracyjne

Minimalizacja zbierania danych

Zabezpieczenie przed atakiem typu brute force

Weryfikacja 2 stopniowa (2FA)

Bezpośrednie połączenie

Filtrowanie portów

Wsparcie dla serwerów reverse-proxy

Dostosowywalna polityka haseł

Lista zezwól/odmów

Zaplanowane sesje

Opcje ograniczenia użycia do Intranetu

Możliwość automatycznego nagrywania sesji

Zarządzanie dostępem

Logi systemowe i audytowe

Restrykcje dostępu do funkcji

Zewnętrzne metody uwierzytelniania

Logowanie (SSO/SAML)




